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***** Next change *****
4.3.1
Provision/withdrawal
4.3.1.1 General
The ACR/CB service shall be provided after prior arrangement with the service provider.

The ACR/CB service shall be withdrawn at the served user's request or for administrative reasons.
4.3.1.2 Password option
At provisioning time, as a service provider option, the user can select the subscription option "Subscriber controls barring service using a password". This subscription option is part of the communication barring profile for the served user. The subscription option is shown in table 4.3.1.2-1.
Table 4.3.1.2-1: Subscription option for barring services

	Subscription options
	Value

	Subscriber controls barring service using a password
	No (default)
________________________

Yes


If the subscriber selects the option "Subscriber controls barring service using a password" to be set to "yes", the service provider will set a password for all barring services. The subscriber can change the communication barring password at any time. The procedure to register a new password is specified in 3GPP TS 24.623 [6].

If the option "Subscriber controls barring service using a password" is set to "no" or this option is not offered by the service provider, an attempt to register a new communication barring password will be denied.
***** Next change *****
4.5.1
Activation/deactivation

The services ICB, OCB and ACR are individually activated at provisioning or at the subscribers request by using the mechanisms specified in subclause 4.5.0.

The services ICB, OCB and ACR are individually deactivated at withdrawal or at the subscribers request by using the mechanisms specified in subclause 4.5.0.
If the subscription option "Subscriber controls barring service using a password" is set to "yes", the all barring services activation/deactivation is subject to password check.
***** Next change *****
4.5.1A
Registration/erasure

For registration of information for the services ICB, OCB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB and ACR can individually be registered at the subscribers request by using the mechanisms specified in subclause 4.5.0.

For erasure of information for the services ICB, OCB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB and ACR can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.
If the subscription option "Subscriber controls barring service using a password" is set to "yes", the all barring services activation/deactivation is subject to password check.
***** Next change *****
