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1.
Use for simultaneous sessions

Current specification for session management is presenting some drawbacks. Potentially using three different ports per call session, it may lead to a quite high level of port consumption per MCPTT client at server level. When a NAT is involved requiring maintenance through periodic sending of a STUN binding requests, the number of packets to be exchanged may be quite significant. Finally, the session establishment is leading to GBR allocation for every single session, i.e. for every group the MCPTT client is affiliate to, exceeding the capacity of an eNB that would support the required dimensioning stated in TS 22.179.
Simultaneous session as defined in stage 2 is a tool to limit some of the above mentioned numbers by allowing the multiplexing of call sessions. Additional benefits will be presented in this discussion paper.

2.
Stage 2 for simultaneous session
The stage 2 for simultaneous session is defined in the rather short clause 10.8 of 23.179

10.8
Simultaneous session for MCPTT call

10.8.1
General
The simultaneous session for MCPTT call is functionality where the MCPTT client can receive the media from multiple MCPTT calls over the same SIP session and media bearer(s) between the MCPTT client and the MCPTT server.

An MCPTT client becomes involved in simultaneous session for MCPTT calls by inviting, joining or accepting more than one MCPTT call, or affiliating to a group.

NOTE:
An MCPTT client affiliating to multiple MCPTT groups with active calls will result in the MCPTT client being invited simultaneously to multiple MCPTT calls.

The MCPTT client can also still handle multiple MCPTT calls in parallel at the same time i.e. using multiple dialogs.

The simultaneous session is established during either an originating on-demand call establishment or during pre-established session establishment or a modification of an already established pre-established session or on-demand call.

It is possible to change the prioritisation while the MCPTT client is engaged in multiple MCPTT calls. The setting of the priority can be made at MCPTT call setup or by performing a modification after the MCPTT call is established. This may result in more than one media bearer.

We will focus mainly on the first definition, i.e. address the support of multiple calls over a single SIP session and media bearer.
Although this function was already defined in OMA POC, the OMA definition is of little help in this context as it was based on prioritising several speech flows and letting only one to be distributed. As MCPTT must support several calls to be simultaneously rendered, the only option is to multiplex several speech flows and the corresponding floor control messages over one or more media bearers in a SIP session.

Additionally, stage 2 outlines the solution for the multiplexing of floor control in clause 10.9.1.2 by an optional information element of most of the floor control messages as follows:
	Source identifier
	O
	Identifies the communication, e.g. by identifying the media flow within a media multiplex, present only if media multiplexing


Finally, we will limit the analysis of “permanent” sessions, i.e. chat groups as it will allow having a set of calls having about the same time span and it avoids managing call setup and release for simultaneous session.

3.
Multiplexing for simultaneous session

The main element for the support of simultaneous session is the multiplexing of several calls over a single bearer, or more precisely a single bearer for the floor control and a single bearer for the RTP media. Hereafter, the bearers refer in fact to 5-tuples using udp as transport protocol, i.e. pairs of (address, port) elements. In that case, all messages in a given direction for the different calls have the same origin and destination address and port information and shall be distinguished by another information element.
3.1.
Multiplexing of floor control flows

All the information flows for floor control described in the stage 2 have an optional field (Source Identifier) which is corresponding to the identification of the communication in case of multiplexing, except for the acknowledgement information flow which contains a mandatory field identifying the sender of the acknowledgement.
Stage 2 does not indicate if, in case of multiplexing, the Source identifier is the same for UL messages from client to server and for DL messages from server to client. As there is no reason for using different values, we will assume that for a given communication, the source identifier will remain the same for the duration of the corresponding SIP session and the value will be the same in both directions (UL/DL).

In order to map the corresponding field of the information flow to a field of the stage 3 floor control messages, we can either add a new field to all messages or use an existing field which do not have a specific function. This is the case of the SSRC field which is not bound by any rule from the sender point of view and which is not currently interpreted by the receiver. If an agreement is negotiated between the client and the PF at the time of the setup of the unique SIP session for the assignment of an SSRC value corresponding to each of the supported groups, SSRC may be used as the field corresponding to the Stage 2 “Source Identifier”.
Proposal 1. Multiplexing of the floor control flows in a simultaneous session is performed based on the SSRC field in the client to server messages and the same SSRC value will be used in both client-to-PF and PF-to-client messages for the duration of the corresponding SIP session.

In order to guarantee uniqueness on the multiplexed segment (client<->PF), the value of the SSRC shall be allocated by one of the two ends of the multiplexed segment, i.e. client or PF. If it were allocated by the CF of the group, nothing would prevent different CFs for different groups to allocate conflicting values. We propose that the SSRC corresponding is chosen by the PF serving the user. As the value of SSRC is used in the cryptographic process, it shall be random.
Proposal 2. The value of SSRC corresponding to a communication is chosen randomly by the PF.
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Figure 1. Flow for a floor control message over a simultaneous session

The transmission for a UL floor control message is as follows:

1
The floor participant prepares the UL floor control message and populates the SSRC field with the value negotiated at setup of the simultaneous session. The message may be encrypted and is sent over the multiplexed media carrying the floor control signalling.
2
The message may be decrypted by the PF, and the SSRC is used to find the corresponding communication and thus, the session to the CF of the communication.

3
The SSRC of the message is not modified and the message may be encrypted. It is sent to the CF determined in step 2 over the session determined in step 2. 

The transmission for a DL floor control message is as follows:

4
The floor control logic in the CF prepares the DL floor control message and populates the SSRC field a value that CF has chosen. The message may be encrypted and is sent over the session of the communication towards the PF.

5
The message may be decrypted by the PF, and the SSRC of the corresponding communication over the multiplexed session between the PF and the client is determined.
6
The SSRC of the message replaced by the SSRC determined in step 5 and the message may be encrypted. It is sent to the client over the multiplexed session. 

3.2.
Multiplexing of RTP flows

SSRC multiplexing can also be used to distinguish the various RTP flows multiplexed over a single media bearer. However, the SSRC cannot be rewritten by any entity as it is used in the generation of cryptographic material. Thus it should be defined by a central controlling entity and not by a client or a PF. It shall be chosen before the beginning of a given RTP flow, for example at the time of the processing of a Floor request and it can then been sent to the various parties in the call in the Floor Granted and Floor Taken messages.
The Floor Granted and Floor Take messages as currently defined in TS 24.380 are as follows:
Table 8.2.5-1: Floor Granted message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| Subtype |   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|               SSRC of floor control server                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                         Duration field                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                SSRC of granted floor participant field        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                      Floor Priority field                     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                        User ID field                          |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                        Queue Size field                       |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|             SSRC of queued floor participant field            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                     Queued User ID field                      |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                        Queue Info field                       |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                       Track Info field                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                    Floor Indicator field                      |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Table 8.2.9-1: Floor Taken message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| Subtype |   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                SSRC of floor control server                   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                  Granted Party's Identity field               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|               Permission to Request the Floor field           |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                       User ID field                           |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 Message Sequence Number field                 |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                       Track Info field                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                    Floor Indicator field                      |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|            SSRC of granted floor participant field            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

As the SSRC of granted floor participant field is not used for the routing of the Floor Granted message (see section 2.1), it may be used to carry the SSRC required for the RTP flow. The flow for Floor Request is as follows, intermediate processing steps in PFs have been omitted:
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Figure 2. Floor Request flow over a simultaneous session

1
The floor participant sends a Floor request message with SSRC field populated with the SSRC negotiated for the corresponding communication at setup of the simultaneous session. The message is sent over the multiplexed media carrying the floor control signalling.

2
The PF forwards the message to the CF corresponding to the communication corresponding to SSRC1 for the requesting floor participant.

3
The CF sends a Floor Taken to the PFs with a SSRC field chosen by the CF and a SSRC of the Granted participant field randomly chosen by the CF.

4
The PFs send a Floor Taken to the floor participant with a SSRC field equal to the value negotiated with the given participant for the corresponding communication at setup time and the SSRC of the Granted participant field randomly chosen by the CF.

5
The CF sends a Floor Granted to the PF with a SSRC field chosen by the CF and the SSRC of the Granted participant field randomly chosen by the CF.

6
The PF sends a Floor Granted to the granted floor participant with a SSRC field equal to the value negotiated with the given participant for the corresponding communication at setup time and the SSRC of the Granted participant field randomly chosen by the CF.

7
The granted participant starts the transmission of the RTP flow with a SSRC value equal to the value randomly chosen by the CF SSRC0.

With this mechanism, there exists a slight risk of SSRC collision if two different CFs control groups multiplexed over the same simultaneous session chose the same random SSRC value for two different groups.
However, the probability is very low when the client has affiliated to groups managed by different controlling functions and is 0 otherwise. Moreover, it happens only if the two groups controlled by ywo different CF are simultaneously active, and the collision will only last for the duration of a talk spur and will resume as soon as a new talker (and a new random SSRC) is granted in one of the two groups.

Proposition 3: No further action for the collision case.
4.
Setup of simultaneous session

The setup of the simultaneous session, including the multiplexing of the floor control and media bearer implies the exchange the information of the groups to be supported by the multiplexed bearer and of corresponding SSRC to be used. It can be done using one single SIP session establishment with a “big pipe” media bearer and a corresponding exchange of a list of groups to be supported and of the corresponding list of SSRCs for floor control.
4.1.
Establishment procedure 
The simultaneous session is established between the client and the PF. The procedures used for the establishment, modification and release of pre-established sessions can be reused with minimal modifications.
As the client and the PF have to negotiate the SSRCs used for the different group communications to be supported by the simultaneous session, the client shall indicate in the INVITE (or re-INVITE in case of modification) the list of groups it is intending to multiplex over the simultaneous session. This can be achieved with an XML body carrying in the SIP INVITE the list of groups to be supported and in the 200 OK the list of group supported together with the SSRC that shall be used for the corresponding Floor control messages.
Two formats may be used: either a simple extension of mcptt-info with a new session type and list of calling groups or a standard resource-list format (RFC 4826).

Proposal 4. Simultaneous session INVITE and response contain an XML body [TBD]


[image: image3.emf]MCPTT Client

MCPTT Participating 

Function

1. SIP INVITE containing the list of groups to 

be supported in an XML body

2. After autorisation 

check, PF defines the 

SSRC to be used by each 

of required groups and 

performs the affiliations

3. 200 OK containing the list of supported 

groups and the allocated SSRCs in an XML body

4. Additional processing 

may be triggered, such as 

implicit REFERs 


Figure 3. Establishment of a simultaneous session

1
The client sends to the PF a SIP INVITE with an XML body containing the list of groups expected to be used over the session and a SDP body with one m= line for the multiplexed floor control and one m= line for the multiplexed speech media..

2
The PF checks the authorisation for the groups in the received list and allocate SSRC values to be used by the client and the PF over this session for multiplexing. The PF proceeds with affiliation of the listed groups.
3
The CF sends to the client a 200 OK response with the list of groups which have been authorised and the list of corresponding SSRC.

4
The PF may also use the information of the supported group to generate an INVITE to the CFs (implicit REFER)
4.2
SDP body

The part of the SDP body corresponding to the floor control is identical to the pre-established session case.
As the IMS does not support SSRC-based grouping, the easiest way to manage a multiplex is to specify multiple audio channels in the a=rtpmap attribute as defined in RFC 4566. Example follows for 4 simultaneous calls:
m=audio 23124 RTP/AVP 97

a=rtpmap:97 AMR/16000/4

a=fmtp:97 mode-set=0, 2, 5, 7; mode-change-period=2
a=maxptime:20

i=speech
5.
Resource management for simultaneous session

For the management of resources, MCPTT stage 2 offers two options: the Rx interface may be managed only by the SIP Core/IMS or the Rx interface may be managed both by the SIP Core and by the application server (MCPTT5 interface).
When the Rx interface is managed only by the SIP core, the only available information is the setup, modification and release of sessions. The resource management is thus static and independent of the actual use of the resources which is linked to the activity of the groups for the DL part and the activity of a specific MCPTT client as a talking party for the UL part. In this case, the UL part has to be dimensioned to the maximum of UL requirements, which for a session which is multiplexing all “chat” groups is corresponding to only one flow as a MCPTT client can only speak in a group at a time. The DL part is equal to the maximal number of groups that can be simultaneously active (N6) which is usually significantly lower that the number of groups a MCPTT client can affiliate to (N2). As a summary, the benefit of the multiplexed session in this case is to decrease the (UL, DL) GBR allocation from (N,N) where N is the number of chat groups to (1, N6).
A further optimisation can be performed when the MCPTT 5 interface may be used. In that case, a minimal allocation may be done at session establishment time and the allocation may be adjusted in real time by the PF based on the floor control messages received as indicated in figure 4 below.
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Figure 4. GBR resource management

0
The simultaneous session for several call is established and the Resource-share feature is used for the assignment of a resource sharing key.

1
A floor control procedure leads to the granting of the floor to some MCPTT client.

2
The CF sends a Floor grant to the PF serving the granted client.

3
The PF serving the granted client determines the GBR allocation requirements of the MCPTT client and issues a Rx diameter AAR request to be sent to the PCRF for adjusting the allocation. Sharing key as defined in step 0 is used.

4
The PF send the AAR to the PCRF.

5
After PCRF AAA response, the PF forwards the Floor Granted message to the MCPTT client.

6
The CF sends a Floor Taken to a PF serving a listening client.

7
The PF serving a listening client in unicat mode determines the GBR allocation requirements of the MCPTT client and issues a Rx diameter AAR request to be sent to the PCRF for adjusting the allocation. Sharing key as defined in step 0 is used.

8
The PF send the AAR to the PCRF.

9
After PCRF AAA response, the PF sends the Floor Taken message to the MCPTT client.

6.
Conclusion

From the analysis, the use of simultaneous session for chat groups as described above is significantly beneficial as shall be introduced in MCPTT Rel 14.
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