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	Reason for change:
	For emergency services over WLAN, if IMSI is available, the UE needs to use the IMSI for the identification as the user part of the emergency NAI. 

Also according to 23.402, in case of unauthenticated IMSI, IMEI is used as UE identifier:

For emergency attached UEs, if the IMSI cannot be authenticated or the UE has not provided it (per cases c and d as defined in TS 23.401 clause 4.3.12), then the IMEI shall be used as UE identifier.

In addition, the network requests the IMEI from the UE if the network supports emergency session for unauthenticated UEs and the IMEI is then used on the network side as the UE identifier.

-
if the UE did not include the IMEI in the identity and the ePDG is configured for supporting Unauthenticated Emergency Attach (per cases c and d as defined in TS 23.401 [4] clause 4.3.12), the ePDG shall request the IMEI from the UE.

Revision 4 agreed in CT1#100 meeting.

Revision 5:

- add reference to TS 23.003.
- add a note to clarify that IMEI is used as user identity when IMSI is unauthenticated.

- add additional use case for IMEI signalling to support emergency session over WLAN.



	
	

	Summary of change:
	- Specify usage of IMSI as identification for emergency services over WLAN.
- Specify usage of IMEI as identification for emergency services over WLAN
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4.4.1
User identities

The user identification shall be either the root NAI, or the decorated NAI (see 3GPP TS 23.003 [3]), when the UE accesses the EPC via non-3GPP access networks, and gets authentication, authorization and accounting services from the EPC. 
For emergency services over WLAN:
-
if IMSI is not available (i.e. a UE without USIM), the IMEI shall be used for the identification, as user part of the emergency NAI and the UE shall use a specific domain in the realm part of the NAI as specified in 3GPP TS 23.003 [3];
-
if the UE has an IMSI, it shall use the IMSI for the identification, as user part of the emergency NAI as specified in 3GPP TS 23.003 [3].
NOTE:
If the IMSI is unauthenticated on the network side and the network supports emergency session for unauthenticated IMSI, the network requests the IMEI from the UE to be used as the user identification (see subclause 6.4.3.x).
Editor's note (WID: SEW2-CT, CR#0566): The definition of unauthenticated IMSI is outstanding.
Editor's note (WID: SEW2-CT, CR#0566): How the specific domain is defined in TS 23.003 is FFS.
For handover of an emergency session from E-UTRAN to a S2a based cdma2000® HRPD access network, if IMSI is not available (i.e. a UE without USIM) or IMSI is unauthenticated, the IMEI shall be used for the identification, as part of the emergency NAI as defined.
The UE's Mobile Identity IMEI or IMEISV, if available, is conveyed to the network (see subclause 6.4 and subclause 7) and used to enable consistent services for the UE accessing the network via non-3GPP access or to support the emergency services over WLAN.
NOTE:
IMEI and IMEISV are untrusted user identities stored on the UE.
User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP.
IETF RFC 4187 [33] and 3GPP TS 23.003 [3] provide definitions for UE and user identities although they use slightly different terms. Similar terms are also used in 3GPP TS 33.402 [15]. The following list provides term equivalencies and describes the relation between various user identities.

-
The Root NAI is to be used as the permanent identity as specified in 3GPP TS 33.402 [15].

-
The Fast-Reauthentication NAI is to be used as the Fast-Reauthentication Identity or the re-authentication ID as specified in 3GPP TS 33.402 [15].

-
The Pseudonym Identity is to be used as the Pseudonym as specified in 3GPP TS 33.402 [15].
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