3GPP TSG CT WG1 Meeting #101
                C1-165062
Reno, NV (USA), 14-18 November 2016

Source:
Intel
Title:
Lossless data transmission during connected mode mobility for NB-IOT UE using CP CIoT EPS optimisation
Agenda item:

14.2.11
Document for:

Discussion
1      Introduction
RAN has agreed a work item on Enhancements of NB-IoT (RP-161324). As part of this work-item RAN is specifying mobility and service continuity enhancements which involves enhancements to connected mode mobility in order to improve service continuity and avoid NAS recovery for both CP and UP solutions without increasing of UE power consumption.
In Rel-13, no RRC Connected mode mobility is supported. When the UE moves out of the existing cell coverage, radio link failure occurs. For the CP solution, the UE will release the RRC Connection and performs cell selection when entering idle mode. The UE informs its NAS layer with cause RRC Connection failure. The NAS layer will then perform NAS recovery (i.e. trigger TA update). Invoking NAS recovery may involve more signalling overhead (e.g. RRC Connection establishment, TAU etc.) and thus consume unnecessary UE power. Hence RAN is considering a UE based connected mode mobility solution in order to improve service continuity and avoid NAS recovery for NB-IoT UE using control plane CIOT EPS optimization.
The flowchart of the existing RLF interaction between UE and the network is shown in Figure 1 below:
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Figure 1: Existing RLF interactions
2      Discussion
2.1     Need to introduce NAS data forwarding between eNBs for lossless data transmission

As specified in the incoming LS from RAN2 in R2-167315, RAN2 has discussed the RRC connection re-establishment and data forwarding of NAS PDUs for CP solution to avoid the data loss during RRC_CONNECTED mode mobility.

To support RRC connection re-establishment for NB-IoT CP solution during RRC_CONNECTED mode mobility, UE context retrieval w/o DRB setup from source eNB to target eNB is needed.
One of the issue for this control plane solution is that even if RRC Connection Re-establishment procedure can be performed, there is no data forwarding mechanism for transferring NAS PDUs over the SRB as the existing X2 data forwarding is only for DRBs. In legacy LTE or existing Rel-13 behaviour for CP solution, whenever the eNB is unable to ensure that a NAS message has been delivered, it shall report the non-delivery of this NAS message by sending a NAS NON DELIVERY INDICATION message to the MME including the non-delivered NAS message. MME may base on this indication to minimize the amount of packet loss by retransmitting the packet again. This is fine in the stationary case or intra-eNB mobility. However, in the inter-eNB Mobility case, some packets may be lost in transition since the MME may not have receive the indication from the source eNB as it depends on when the MME is notified of the new (target) eNB via the TAU during NAS recovery. The loss of the packets will cause the service interruption for the UE.
Hence there is a need to introduce NAS data forwarding between eNBs (i.e. data that is sent via SRB on the radio interface) to prevent NAS packet loss and ensure lossless data transmission in case of RLF when using RRC Connection re-establishment during RRC_CONNECTED mode mobility.

2.2     Data forwarding via MME/S1 to prevent NAS packet loss.
One of the ways of forwarding the NAS PDUs sent over the SRB is via the MME. 
Upon receiving the “UE Context Fetch” request from the target eNB, the source eNB triggers the NAS NON DELIVERY INDICATION message for each of the non-delivered NAS PDU to the MME (See Step 4). It may indicate in the cause IE the NAS NON DELIVERY INDICATION that it is for data forwarding or it is due to RLF. The MME stops sending the NAS PDU to the source eNB and buffer the NAS PDUs as well as the undelivered NAS PDUs indicated by the source eNB. After successful S1 Path Switch procedure (See after Step 5), the MME send the non-delivered NAS PDUs to the target. It is assumed that the MME performs NAS PDU reordering by sending the non-delivered NAS PDUs to the target eNB before sending the new NAS PDUs. The data flow is shown below in Figure 2:
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Figure 2: Data Forwarding via MME/S1
As such for DL data forwarding of SRB, the MME needs to retransmit the NAS PDU. There needs to be inspection of the NAS PDU to filter out NAS signalling (not the NAS User Data) that are not relevant to the new eNB from the retransmitted NAS PDU. And finally there is a need for a reordering function to reorder based on the SN in the NAS PDU.

Similarly for UL data forwarding of SRB the upper layer will be informed by UE AS to stop NAS PDU delivery due to physical channel problem and about the NAS PDUs that have not be delivered successfully by AS. Once the UE successfully re-establishes the RRC connection at the new cell, it will inform the upper layers to start (re)transmitting the NAS PDUs to AS. And just like MME, the UE NAS will have to perform reordering and retransmission of the failed NAS PDU before sending new NAS PDUs.

3      Conclusion
CT1 should discuss the above and respond to RAN2 appropriately.
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