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***** Next change *****
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service

MCPTT user identity
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1 [3] apply:

Group


XDMC

Group XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [11] apply:

Public Service Identity
***** Next change *****
5.1
Group management client (GMC)

To be compliant with the procedures in the present document, a GMC:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [rfc4825];

-
shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1 [3];

-
shall support the procedure in subclause 6.2.3;

-
may support the procedure in subclause 6.3.2.2.2;

-
shall support the procedure in subclause 6.3.3.2.2;

-
may support the procedure in subclause 6.3.4.2.2;

-
may support the procedure in subclause 6.3.5.2.2;

-
may support the procedure in subclause 6.3.6.2.2;

-
may support the procedure in subclause 6.3.7.2.2;

-
may support the procedure in subclause 6.3.8.2.2;

-
may support the procedure in subclause 6.3.9.2.2;

-
may support the procedure in subclause 6.3.10.2.2;

-
may support the procedure in subclause 6.3.11.2.2;

-
may support the procedure in subclause 6.3.12.2.2;

-
shall support the procedure in subclause 6.3.13.2.2;

-
may support the procedure in subclause 6.3.14.2;

-
may support the procedure in subclause 6.3.15.2; and

-
shall support the procedure in subclause 6.3.16.2.

***** Next change *****
5.2
Group management server (GMS)

To be compliant with the procedures in the present document, a GMS:

-
shall support the role of XCAP server as specified in IETF RFC 4825 [rfc4825];

-
shall support the role of Group XDMS as specified in OMA OMA-TS-XDM_Group-V1_1 [3];

-
shall support the procedure in subclause 6.2.5;

-
shall support the procedure in subclause 6.3.2.3;

-
shall support the procedure in subclause 6.3.3.3;

-
shall support the procedure in subclause 6.3.4.3;

-
shall support the procedure in subclause 6.3.5.3;

-
shall support the procedure in subclause 6.3.6.3;

-
shall support the procedure in subclause 6.3.7.3;

-
shall support the procedure in subclause 6.3.8.3;

-
shall support the procedure in subclause 6.3.9.3;

-
shall support the procedure in subclause 6.3.10.3;

-
shall support the procedure in subclause 6.3.11.3;

-
shall support the procedure in subclause 6.3.12.3;

-
shall support the procedure in subclause 6.3.13.3;

-
shall support the procedure in subclause 6.3.14.3;

-
shall support the procedure in subclause 6.3.15.3; and

-
shall support the procedure in subclause 6.3.16.3.

***** Next change *****
5.3
MCPTT server

To be compliant with the procedures in the present document, an MCPTT server:

-
shall support the role of XCAP client as specified in IETF RFC 4825 [rfc4825];

-
shall support the role of XDMC as specified in OMA OMA-TS-XDM_Group-V1_1 [3];

-
shall support the procedure in subclause 6.2.4;

-
shall support the procedure in subclause 6.3.3.2.3; and

-
shall support the procedure in subclause 6.3.13.2.3.

***** Next change *****
6.3.2.2.1
General client (GC) procedures

In order to create a group document, a GC shall create an XML document of the application usage specified in subclause 7.2.1 and shall send the XML document to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Create or Replace a Document". The GC shall set the Request-URI of the HTTP PUT request to an XCAP URI in users tree where the XUI is set to a group creation XUI configuration parameter.
***** Next change *****
6.3.2.3
Group management server (GMS) procedures
A GMS shall support receiving an XML document of the application usage specified in subclause 7.2.1 according to procedures specified in IETF RFC 4825 [rfc4825] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an XML document of the application usage specified in subclause 7.2.

If the MCPTT service provider requires that the groups are stored under XUI other than the MCPTT ID of the group creating GMC, the MCPTT service provider needs to provision the GMS with an appropriate access permissions document as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] in the user's tree of the XUI.
***** Next change *****
6.3.3.2.1
General client (GC) procedures

In order to retrieve a group document, a GC shall send an HTTP GET request with the Request URI that references the document to be retrieved to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Fetch a Document".

***** Next change *****
6.3.3.3
Group management server (GMS) procedures
A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "GET Handling" where the Request-URI of the HTTP GET request identifies an XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.4.2.1
General client (GC) procedures

In order to update a group document, a GC shall create an XML document of the application usage specified in subclause 7.2.1 and shall send the XML document to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Create or Replace a Document".

***** Next change *****
6.3.4.3
Group management server (GMS) procedures
A GMS shall support receiving an XML document of the application usage specified in subclause 7.2.1 according to procedures specified in IETF RFC 4825 [rfc4825] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.5.2.1
General client (GC) procedures

In order to delete a group document, a GC shall send an HTTP DELETE request with the Request URI that references the document to be deleted to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Delete a Document".

***** Next change *****
6.3.5.3
Group management server (GMS) procedures
A GMS shall support handling an HTTP DELETE request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.6.2.1
General client (GC) procedures

In order to create or replace an element of a group document, a GC shall send an HTTP PUT request with the Request URI that references the element of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Create or Replace an Element".

***** Next change *****
6.3.6.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP PUT request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an element of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.7.2.1
General client (GC) procedures

In order to delete an element of a group document, a GC shall send an HTTP DELETE request with the Request URI that references the element of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Delete an Element".

***** Next change *****
6.3.7.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP DELETE request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an element of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.8.2.1
General client (GC) procedures

In order to fetch an element of a group document, a GC shall send an HTTP GET request with the Request URI that references the element of the document to be fetched to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Fetch an Element".

***** Next change *****
6.3.8.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "GET Handling" where the Request-URI of the HTTP GET request identifies an element of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.9.2.1
General client (GC) procedures

In order to create or replace an attribute of a group document, a GC shall send an HTTP PUT request with the Request URI that references the attribute of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Create or Replace an Attribute".

***** Next change *****
6.3.9.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP PUT request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an attribute of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.10.2.1
General client (GC) procedures

In order to delete an attribute of a group document, a GC shall send an HTTP DELETE request with the Request URI that references the attribute of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Delete an Attribute".

***** Next change *****
6.3.10.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP DELETE request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "DELETE Handling" where the Request-URI of the HTTP DELETE request identifies an attribute of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.11.2.1
General client (GC) procedures

In order to fetch an attribute of a group document, a GC shall send an HTTP GET request with the Request URI that references the attribute of the document to be fetched to the network according to procedures specified in IETF RFC 4825 [rfc4825] "Fetch an Attribute".

***** Next change *****
6.3.11.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "GET Handling" where the Request-URI of the HTTP GET request identifies an attribute of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.12.2.1
General client (GC) procedures

In order to fetch a namespace binding of a group document, a GC shall send an HTTP GET request according to procedures specified in IETF RFC 4825 [rfc4825] "Fetch Namespace Bindings".

***** Next change *****
6.3.12.3
Group management server (GMS) procedures

A GMS shall support handling an HTTP GET request from a GMC according to procedures specified in IETF RFC 4825 [rfc4825] "GET Handling" where the Request-URI of the HTTP GET request identifies a namespace binding of XML document of the application usage specified in subclause 7.2.

***** Next change *****
6.3.15.2
Group management client (GMC) procedures

In order to tear down a temporary MCPTT group, the GMC shall send an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of the temporary MCPTT group according to procedures specified in IETF RFC 4825 [rfc4825] "Delete an Element".
***** Next change *****
6.3.15.3.2
Procedure of GMS owning a constituent MCPTT group

Upon reception of an HTTP DELETE request with Request-URI identifying a <on-network-regrouped> element of an MCPTT group document, the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of a non-existing group document; or

2)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to remove from a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI;


then shall respond with HTTP 403 (Forbidden) response to the HTTP DELETE request and shall not continue with rest of the steps; and

b)
shall act according to according to procedures specified in IETF RFC 4825 [rfc4825] "DELETE Handling".

