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***** Next change *****
5.1.3.1
Initial INVITE request

Where multiple domains exist for initiating a call/session, before sending an initial INVITE request, the UE shall perform access domain selection in accordance with the appropriate specification for the IP-CAN in use, taking into account the media to be requested. Access domain selection allows the policy of the network operator to be taken into account before an INVITE request is sent. Access dependent aspects of access domain selection are defined in the access technology specific annexes for each access technology.
Upon generating an initial INVITE request, the UE shall include the Accept header field with "application/sdp", the MIME type associated with the 3GPP IM CN subsystem XML body (see subclause 7.6.1) and any other MIME type the UE is willing and capable to accept.

The "integration of resource management and SIP" extension is hereafter in this subclause referred to as "the precondition mechanism" and is defined in RFC 3312 [30] as updated by RFC 4032 [64].
The preconditions mechanism should be supported by the originating UE.

The UE may initiate a session without the precondition mechanism if the originating UE does not require local resource reservation.
NOTE 1:
The originating UE can decide if local resource reservation is required based on e.g. application requirements, current access network capabilities, local configuration, etc.

In order to allow the peer entity to reserve its required resources, an originating UE supporting the precondition mechanism should make use of the precondition mechanism, even if it does not require local resource reservation.

Upon generating an initial INVITE request using the precondition mechanism, the UE shall:

-
indicate the support for reliable provisional responses and specify it using the Supported header field; and

-
indicate the support for the preconditions mechanism and specify it using the Supported header field.
Upon generating an initial INVITE request using the precondition mechanism, the UE shall not indicate the requirement for the precondition mechanism by using the Require header field.

During the session initiation, if the originating UE indicated the support for the precondition mechanism in the initial INVITE request and:
a)
the received response with an SDP body includes a Require header field with "precondition" option-tag, the originating UE shall include a Require header field with the "precondition" option-tag:
-
in subsequent requests that include an SDP body, that the originating UE sends in the same dialog as the response is received from; and

-
in responses with an SDP body to subsequent requests that include an SDP body and include "precondition" option-tag in Supported header field or Require header field received in-dialog; or

b)
the received response with an SDP body does not include the "precondition" option-tag in the Require header field, 

-
in subsequent requests that include an SDP body, the originating UE shall not include a Require or Supported header field with "precondition" option-tag in the same dialog; 

-
in responses with an SDP body to subsequent requests with an SDP body but without "precondition" option-tag in the Require or Supported header field, the originating UE shall not include a Require or Supported header field with "precondition" option-tag in the same dialog; and
-
in responses with an SDP body to subsequent requests with an SDP body and with "precondition" option-tag in the Require or Supported header field, the originating UE shall include a Require header field with "precondition" option-tag in the same dialog.

NOTE 2:
Table A.4 specifies that UE support of forking is required in accordance with RFC 3261 [26]. The UE can accept or reject any of the forked responses, for example, if the UE is capable of supporting a limited number of simultaneous transactions or early dialogs.

Upon successful reservation of local resources the UE shall confirm the successful resource reservation (see subclause 6.1.2) within the next SIP request.
NOTE 3: 
In case of the precondition mechanism being used on both sides, this confirmation will be sent in either a PRACK request or an UPDATE request. In case of the precondition mechanism not being supported on one or both sides, alternatively a reINVITE request can be used for this confirmation after a 200 (OK) response has been received for the initial INVITE request, in case the terminating UE does not support the PRACK request (as described in RFC 3262 [27]) and does not support the UPDATE request (as described in RFC 3311 [29]).

NOTE 4:
The UE can receive a P-Early-Media header field authorizing an early-media flow while the required preconditions, if any, are not met and/or the flow direction is not enabled by the SDP direction parameter. According to RFC 5009 [109], an authorized early-media flow can be established only if the necessary conditions related to the SDP negotiation are met. These conditions can evolve during the session establishment.
NOTE 5:
When the UE is confirming the successful resource reservation using an UPDATE request (or a PRACK request) and the UE receives a 180 (Ringing) response or a 200 (OK) response to the initial INVITE request before receiving a 200 (OK) response to the UPDATE request (or a 200 (OK) response to the PRACK request), the UE does not treat this as an error case and does not release the session.
NOTE 6:
The UE procedures for rendering of the received early media and of the locally generated communication progress information are specified in 3GPP TS 24.628 [8ZF].
If the UE wishes to receive early media authorization indications, as described in RFC 5009 [109], the UE shall add the P-Early-Media header field with the "supported" parameter to the INVITE request.

When a final answer is received for one of the early dialogues, the UE proceeds to set up the SIP session. The UE shall not progress any remaining early dialogues to established dialogs. Therefore, upon the reception of a subsequent final 200 (OK) response for an INVITE request (e.g., due to forking), the UE shall:

1)
acknowledge the response with an ACK request; and

2)
send a BYE request to this dialog in order to terminate it.

Upon receiving a 488 (Not Acceptable Here) response to an initial INVITE request, the originating UE should send a new INVITE request containing SDP according to the procedures defined in subclause 6.1.

NOTE 7:
An example of where a new request would not be sent is where knowledge exists within the UE, or interaction occurs with the user, such that it is known that the resulting SDP would describe a session that did not meet the user requirements.

Upon receiving a 421 (Extension Required) response to an initial INVITE request in which the precondition mechanism was not used, including the "precondition" option-tag in the Require header field, the originating UE shall:
-
send a new INVITE request using the precondition mechanism, if the originating UE supports the precondition mechanism; and

-
send an UPDATE request as soon as the necessary resources are available and a 200 (OK) response for the first PRACK request has been received.

Upon receiving a 503 (Service Unavailable) response to an initial INVITE request containing a Retry-After header field, then the originating UE shall not automatically reattempt the request until after the period indicated by the Retry-After header field contents.

The UE may include a "cic" tel-URI parameter in a tel-URI, or in the userinfo part of a SIP URI with user=phone, in the Request-URI of an initial INVITE request if the UE wants to identify a user-dialed carrier, as described in RFC 4694 [112].

NOTE 8:
The method whereby the UE determines when to include a "cic" tel-URI parameter and what value it should contain is outside the scope of this document (e.g. the UE could use a locally configured digit map to look for special prefix digits that indicate the user has dialled a carrier).
NOTE 9:
The value of the "cic" tel-URI parameter reported by the UE is not dependent on UE location (e.g. the reported value is not affected by roaming scenarios).

In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response containing a P-Asserted-Identity header field with a value equal to the value of the last entry of the Path header field value received during registration and the response containing a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2), the UE shall select a domain in accordance with the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B], and:
-
if the CS domain is selected, the UE behavior is defined in subclause 7.1.2 of 3GPP TS 23.167 [4B] and, where appropriate, in the access technology specific annex; and
-
if the IM CN subsystem is selected, the UE shall apply the procedures in subclause 5.1.6 with the exception of selecting a domain for the emergency call attempt.
NOTE 10:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF. If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field values. The last entry of the Path header field value corresponding to the flow on which the 380 (Alternative Service) response was received is checked.
Upon receiving a 199 (Early Dialog Terminated) provisional response to an established early dialog the UE shall release resources specifically related to that early dialog.

The UE shall include the media feature tags as defined in RFC 3840 [62] for all supported streaming media types in the SIP INVITE request.
If the UE sends a CANCEL request, the UE shall when applicable include in the CANCEL request a Reason header field with a protocol value set to "RELEASE_CAUSE" and a "cause" header field parameter as specified in subclause 7.2A.18.11.2. The UE may also include the "text" header field parameter with reason-text as specified in subclause 7.2A.18.11.2.

Upon receiving a 4xx, 5xx or 6xx error response to an initial INVITE request including a Reason header field with a protocol value set to "FAILURE_CAUSE" and a "cause" header field paramteter value set to "1" as specified in subclause 7.2A.18.11.2, the UE may re-attempt the session establishement by using another access type if available.
***** Next change *****
5.2.8
Call release

5.2.8.1
P-CSCF-initiated call release

5.2.8.1.1
Cancellation of a session currently being established

Upon receipt of an indication that radio/bearer resources is no longer available for a media negotiated in a multimedia session currently being established (e.g. an Rx interface message from PCRF) and if no SIP message removing the media for which resources are no longer available is received within an operator defined time after the reception of the indication, the P-CSCF shall cancel that dialog by applying the following steps:

1)
if the P-CSCF serves the calling user of the session, send out a CANCEL request to cancel the INVITE request towards the terminating UE that includes:

a)
if a cause or error code was received from the entity controlling radio/bearer resources, a Reason header field, with an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code; and

b)
if no cause or error code was received from the entity controlling radio/bearer resources, a Reason header field containing a 503 (Service Unavailable) status code according to the procedures described in RFC 3261 [26] and RFC 3326 [34A]; and

2)
if the P-CSCF serves the called user of the session, send out a 500 (Server Internal Error) response to the received INVITE request. If a cause or error code was received from the entity controlling radio/bearer resources the P-CSCF shall include a Reason header field, with an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code.

Upon receipt of an indication that QoS or bearer resources are no longer available for a media negotiated in a multimedia session currently being established (e.g. an Rx interface message from PCRF) and if no SIP message removing the media for which resources are no longer available is received within an operator defined time after the reception of the indication, the P-CSCF shall cancel that dialog by responding to the original INVITE request with a 500 (Server Internal Error) response, and by sending out a CANCEL request to the INVITE request towards the terminating UE that includes a Reason header field containing a 503 (Service Unavailable) status code according to the procedures described in RFC 3261 [26] and RFC 3326 [34A].
When the P-CSCF responds to the UE with a 4xx, 5xx or 6xx error response and the P-CSCF knows that a different access type is possible for the session establishment, then the UE shall include a Reason header field with a protocol value set to "FAILURE_CAUSE" and a "cause" value header field parameter set to "1" as specified in subclause 7.2A.18.11.2 in the returned error response if supported.
***** Next change *****
7.2A.18.1
Introduction

The Reason header field is extended to include the additional protocol values.
Editor’s note: [TEI12, CR#5045] Subclauses 7.2A.18.3 through 7.2A.18.8A form the basis for IANA registration of the new protocol values within the Reason header field. The registration should be performed by MCC when Release 12 is declared 100% complete.

Editor's note: [TEI13, CR#5188] Subclause 7.2A.18.9 forms the basis for an IANA registration of the new protocol value within the Reason header field. The registration should be performed by MCC when Release 13 is declared 100% complete.

Editor's note: [IMSProtoc7, CR#5470] Subclause 7.2A.18.10 forms the basis for an IANA registration of the new protocol value within the Reason header field. The registration should be performed by MCC when Release 13 is declared 100% complete.

Editor's Note:
[IMSProtoc8, CR#5612] Subclause 7.2A.18.11 forms the basis for an IANA registration of the new protocol value within the Reason header field. The registration should be performed by MCC when Release 14 is declared 100% complete.
Editor's Note:
[REAS_EXT, CR#5726] Subclause 7.2A.18.12 forms the basis for an IANA registration of the new protocol value within the Reason header field. The registration should be performed by MCC when Release 14 is declared 100% complete.

***** Next change *****
7.2A.18.2
Syntax
The syntax of the Reason header field is described in RFC 3326 [34A].

Table 7.2A.18 describes 3GPP-specific extension to the Reason header field.
Table 7.2A.18: Syntax of extension to Reason header field

protocol          /= "EMM" / "ESM" / "S1AP-RNL" / "S1AP-TL" / "S1AP-NAS" / "S1AP-MISC" / 

                   "S1AP-PROT" / "DIAMETER" / "IKEV2" / "RELEASE_CAUSE" / "FAILURE_CAUSE"
For all the above protocols, the protocol cause is included.
***** Next change *****
7.2A.18.12
IANA registration of FAILURE_CAUSE protocol value

Editor's Note: [REAS_EXT, CR#5726] Further values can be added during release-14 work until the IANA registration occurs.
***** Next change *****
7.2A.18.12.1
Introduction

This subclause defines an extension to the SIP Reason header field enabling the IMS network entities to define failure cause events. This new indication is intended to be included in SIP error responses with the appropriate cause value and reason text to provide a complementatry indication on the original reason for which this error response has been sent.
***** Next change *****
7.2A.18.12.2
IANA considerations

This document adds to the existing IANA registry for the SIP Reason header field the following protocol value and protocol cause:

Table 7.2A.18.12-1: Addition to the IANA Registry for the SIP Reason header field

	Protocol value
	Protocol cause
	Reference

	FAILURE_CAUSE
	Cause value in decimal
	3GPP TS 24.229


This document adds to the existing IANA registry for SIP Reason header Reason-text strings associated with their respective protocol type and Reason- param cause values:

Coding of the Reason-text is defined as follows:

Reason-text values are created with the following format: "generator-side"- "generator"-foobar-"explanation"
· "genrator-side"= 1 digits with the following signification:
	Generator Side
	digits

	Originating
	0

	Terminating
	1

	Transit
	2


· "generator"= 2 digits with the following signification:
	Generator entity
	digits

	UE
	00

	P-CSCF
	01

	I-CSCF
	02

	S-CSCF
	03

	E-CSCF
	04

	AS
	05

	MGCF
	06

	BGCF
	07

	IBCF
	08

	TRF
	09

	ATCF
	10

	MRFC
	11

	LRF
	12

	Core Network
	13

	SCC AS
	14


· explanation= relevant text explaining why the error response has been issued:
	Explanatory text

	Access not available


Cause values within the FAILURE_CAUSE protocol are defined with the following values:
Table 7.2A.18.12-2: Cause values and Reason-text strings for the FAILURE_CAUSE protocol value

	Cause value
	Reason-text

	1
	001Access not available


***** Next change *****
L.5
Use of circuit-switched domain

There is no CS domain in this access technology.
NOTE 1:
If the UE sends an INVITE request including voice codecs which is not successful due to a failure from the lower layers indicating that access is barred for originating calls but not specific to CSFB (see 3GPP TS 24.301 [8J]) and if the CS domain is supported and available, the UE can attempt the voice call via the CS domain.
If the UE has sent an INVITE request including voice codecs, receives a 500 (Server Internal Error) response to this INVITE request containing no Retry-After header field, including a Reason header field with a protocol value set to "FAILURE_CAUSE" and a cause value header field parameter set to "1" with the corresponding reason text as specified in subclause 7.2A.18.12.2,and the UE is attached to both PS and CS domains, the UE can attempt the voice call via the CS domain, e.g. by initiating a service request for CS fallback (see 3GPP TS 24.301 [8J]).
***** Next change *****
