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Abstract: This paper describes a way forward for the issue of validating the use of floor priority when considering priority hierarchy.
Discussion:

TS 22.179 (see Annex A) and TS 23.179 (see Annex B) contain requirements to define the hierarchy (i.e. the number of levels) allowed for override of an active transmission. As indicated in TS 23.179, this is defined for both on-network and off-network and is implemented in TS 24.384 service configuration document (see Annex C). The minimum number of levels for the priority hierarchy is 4 as indicated in TS 22.179. TS 24.384 defines the hierarchy as an unsignedint which would allow a theoretical value of 65536 levels.

Issue 1: TS 22.179 indicates that at least 4 levels shall be supported, but TS 24.384 does not reflect that

Solution to Issue 1: A CR has been submitted to TS 24.384 to correct the schema such that the lowest possible number of levels is 4.

TS 24.381 (see Annex D) allows the <user-priority> to have a value between 0 and 7. 

TS 24.380 (see Annex E) aligns with TS 24.381, for the allowed in the Floor Request message or Floor Granted message, i.e. it allows a minimum priority level of 0 and a maximum priority value of 7. However, the <Floor Priority> in Floor Request and Floor Granted message is an 8-bit field giving the potential of 256 priority levels (0 to 255).

Issue 2: There is a misalignment between TS 24.384 (allows up to 65536 levels), TS 24.380 (allows up to 8 levels) and TS 24.381 (allows up to 8 levels)

Solution to Issue 2: As the Floor Request and Floor Granted message has an 8-bit field (giving the potential of 256 priority levels); allow the maximum value of the "num-levels-priority-hierachy" in TS 24.384 to be 256. Change the group document schema in TS 24.381 for the <user-priority> to have a maxInclusive of 255. Change TS 24.380 to allow the Floor Request and Floor Granted message to have a maximum priority level of 256.
Issue 3: The GMS does not have sight of the Service Configuration, so the GMS or CMS cannot validate the value of the <user-priority> in the group document against the <num-levels-priority-hierachy> in the Service Configuration. However the MCPTT server has sight of the group document and the service configuration document.

Solution to Issue 3: The MCPTT server has to validate the combination of the floor priority included in the Floor Priority request (or included in the mc_priority" fmtp attribute of the SDP) together with the <user-priority> in the group document and the <num-levels-priority-hierarchy> in the Service Configuration document.

Algorithm for solution to Issue 3: If the user requests a value higher than allowed by the <user-priority> in the group document and the <num-levels-priority-hierarchy> in the Service Configuration document, then the user gets the highest possible priority.

Note that C below represents the (<num-levels-priority-hierarchy> – 1), as it assumed that "0" is the lowest priority value.
A=floor priority in the request
B=user priority

C=service config

A<=B<=C – user gets A

A>B>C – user gets C

A>B, B<=C – user gets B

A<=B, A<=C, B>C – user gets A

A<=B, A>C, B>C – user gets C

Or simply put:

A<=B, A<=C --> user gets A

A>min(B, C) --> user gets min(B,C).
Conclusion:

A number of CRs have been submitted to TS 24.384, TS 24.380 and TS 24.381 to solve the issues stated in this discussion paper.

Annex A: Excerpts from TS 22.179 (Stage 1)
6
MCPTT Service requirements specific to on-network use

6.2
MCPTT calls

6.2.3
Floor control

6.2.3.3
Override

6.2.3.3.1
General aspects

[R-6.2.3.3.1-001] The MCPTT Service shall enable MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types shall be granted a request to override an active MCPTT transmission.
[R-6.2.3.3.1-005] The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.
7
MCPTT Service requirements specific to off-network use

7.3
Floor control

7.3.3
Override

[R-7.3.3-001] An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the necessary information in order that Floor control override may operate during off-network MCPTT.

[R-7.3.3-002] The MCPTT Service shall provide a mechanism for MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types, when operating off the network, be granted a request to override an active off-network MCPTT transmission.

[R-7.3.3-003] The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.
Annex B: Excerpts from TS 23.179 (Stage 2)
Table B.5-2: Service configuration data (on‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-6.2.3.3.1-001]
[R-7.3.3-002]
	Hierarchy of participant rights to override

	N
	Y
	Y


Table B.5-3: Service configuration data (off‑network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-7.3.3-001]

[R-7.3.3-002]

[R-7.3.3-003]
	Priority hierarchy for floor control override in off-network
	Y
	N
	Y


Table B.4-1: Group configuration data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Group management server

	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	List of group members (group membership information) (see NOTE 1):

- MCPTT ID (group membership information)
- User priority for the group (group membership information)
- Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator).

- User Info ID (see NOTE 2 and NOTE 3)
	N
	Y
	Y


Annex C: Excerpts from TS 24.384 (Service Configuration Document)
7.5.2.7
Data Semantics

The "domain" attribute of the <service-configuration-params> element contains the domain name of the mission critical organization.

The <common> element contains service configuration data common to both on and off network service.

The <on-network> element contains service configuration data for on-network service only.

The <off-network> element contains service configuration data for off-network service only.

In the <on-network> element:
………
6)
the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active on-network MCPTT transmission;
……….
In the <off-network> element:
………..
5)
the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active off-network MCPTT transmission, which corresponds to the "NumLevelHierarchy" element as specified in subclause 7.2.17 of 3GPP TS 24.383 [4];
7.5.2.3
XML Schema

………

………

  <xs:complexType name="on-networkType">

    <xs:sequence>

      <xs:element name="emergency-call" type="mcpttsc:emergency-callType" minOccurs="0"/>

      <xs:element name="private-call" type="mcpttsc:private-callType" minOccurs="0"/>

      <xs:element name="num-levels-priority-hierarchy" type="xs:unsignedShort" minOccurs="0"/>
      <xs:element name="transmit-time" type="mcpttsc:transmit-timeType" minOccurs="0"/>

      <xs:element name="hang-time-warning" type="xs:duration" minOccurs="0"/>

      <xs:element name="floor-control-queue" type="mcpttsc:floor-control-queueType" minOccurs="0"/>

      <xs:element name="fc-timers-counters" type="mcpttsc:fc-timers-countersType" minOccurs="1" maxOccurs="1"/>

      <xs:element name="signalling-protection" type="mcpttsc:signalling-protectionType" minOccurs="0"/>

      <xs:element name="protection-between-mcptt-servers" type="mcpttsc:server-protectionType" minOccurs="0"/>

  <xs:complexType name="off-networkType">

    <xs:sequence>

      <xs:element name="emergency-call" type="mcpttsc:emergency-callType" minOccurs="0"/>

      <xs:element name="private-call" type="mcpttsc:private-callType" minOccurs="0"/>

      <xs:element name="num-levels-priority-hierarchy" type="xs:unsignedShort" minOccurs="0"/>
      <xs:element name="transmit-time" type="mcpttsc:transmit-timeType" minOccurs="0"/>

      <xs:element name="hang-time-warning" type="xs:duration" minOccurs="0"/>

      <xs:element name="default-prose-per-packet-priority" type="mcpttsc:default-prose-per-packet-priorityType" minOccurs="0"/>

      <xs:element name="allow-log-metadata" type="xs:boolean" minOccurs="0"/>

      <xs:element name="anyExt" type="mcpttsc:anyExtType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

Annex D: Excerpts from TS 24.381 (Group Document)
7.2.2
Structure

………….

The <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
may include zero or more <entry> elements specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] of an MCPTT group document:

a)
shall include a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
may include a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
may include a <on-network-required> element specified in subclause 7.2.4.2;

d)
may include a <user-priority> element specified in subclause 7.2.4.2;
7.2.8
Data semantics

…………

Value of the <user-priority> element in the <entry> element of the MCPTT group document indicates the user priority of the MCPTT group member identified by the <entry> element. Higher value indicates higher priority. Absence of the <user-priority> element in the <entry> element of the MCPTT group document indicates that the MCPTT group member identified by the <entry> element has the lowest possible priority.
7.2.4.2
XML schema for MCPTT specific extensions

……….
  <xs:element name="user-priority" type="mcpttgi:priorityType"/>

  <!-- simple type for priority element -->

  <xs:simpleType name="priorityType">

    <xs:restriction base="xs:unsignedShort">

      <xs:minInclusive value="0"/>

      <xs:maxInclusive value="7"/>

    </xs:restriction>

  </xs:simpleType>

Annex E: Excerpts from TS 24.380 (Media Control)
4.1.1.4
Determine floor priority

The floor control server can determine how to handle a received Floor Request message using a number of input parameters. Examples of input parameters that the floor control server can use are:

NOTE:
In the off-network mode, a floor participant is acting as the floor control server as specified in subclause 7.3.4.

1.
the floor priority, using the value of the Floor Priority field in the Floor Request message or the <user-priority> element specified in the 3GPP TS 24.381 [12];

2.
the participant type, using the <participant-type> element specified in 3GPP TS 24.381 [12] or, in case an non-controlling MCPTT function is attached to a group call, the <Participant Type> value in the Track Info field in the Floor Request message;

3.
the type of call indicated in the Floor Indicator field; and

4.
the effective priority of the floor participant with the permission to send media, and the current type of the call (e.g. normal, imminent-peril, emergency, broadcast); 

5.
any other information in the group document specified in 3GPP TS 24.381 [12] or information stored in the controlling MCPTT function outside the scope of the present document.

Using a local policy and the above input parameters the floor control server can determine that a floor request is:

1.
pre-emptive such that the current talker is overridden;

2.
pre-emptive such that the current talker is revoked;

3.
not pre-emptive and put in the floor request queue, if queueing was not negotiated; or

4.
not-pre-emptive and rejected, if queueing was not negotiated.

14.3.3
"mc_priority" fmtp attribute

If the "mc_priority" fmtp attribute is included in an SDP offer, the controlling MCPTT function shall include the "mc_priority" fmtp attribute in the SDP answer using the value of the <user-priority> element in the <entry> element of the MCPTT group document specified in 3GPP TS 24.381 [12] as follows:

1.
if the floor priority in the "mc_priority" fmtp attribute is higher than the priority in the <user-priority> element, the controlling MCPTT function shall include the value of the <user-priority> element in the "mc_priority" fmtp attribute in the SDP answer;

2.
if the floor priority in the "mc_priority" fmtp attribute is the same or lower than the priority in the <user-priority> element, the controlling MCPTT function shall include the received value in the "mc_priority" fmtp attribute in the SDP answer; and

3
if the <on-network-recvonly> element is present in the <entry> element as specified in 3GPP TS 24.381 [12] for the MCPTT user identified by the <entry> element, the controlling MCPTT function shall not include a "mc_priority" fmtp attribute in the SDP answer.

If the "mc_priority" fmtp attribute is included in an SDP offer, the MCPTT client and the non-controlling MCPTT function shall return the value included in the SDP offer in the SDP answer.

8.2.3.2
Floor Priority field

The Floor Priority field describes the level of priority requested in a Floor Request message or granted in a Floor Granted message. The max floor priority that can be requested in a Floor Request message is negotiated between the MCPTT client and the controlling MCPTT function using the "mc_priority" fmtp parameter as specified in clause 14.

Table 8.2.3.2-1 describes the coding of the Floor Priority field.

Table 8.2.3.2-1: Floor Priority field coding

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|Floor Priority |Floor Priority |Floor Priority |spare          |

|field ID value |Length value   |value          |               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The <Floor Priority field ID> value is a binary value and is set according to table 8.2.3.1-2.

The <Floor Priority length> value is a binary value and has the value '2' indicating the total length in octets of the <Floor priority> value item and the spare bits.

The <Floor Priority> value consists of 8 bit parameter giving the floor priority ('0' to '7') where '0' is the lowest priority and '7' is the highest priority. If the Floor Priority field is not included in the message the default priority is used as the Floor Priority value. The value of the default priority is '0'. The default priority is sometimes referred to as normal priority. Whether a floor priority is pre-emptive or not is determine by the floor control server as described in subclause 4.1.1.4.

