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	Reason for change:
	In both EPS and GPRS, if the UE is configured to use timer T3245, then the UE can recover from permanent NAS failures (such as adding the PLMN to the list of forbidden PLMNst or invalidating the USIM) within 12 to 24 hours without any user intervention. This feature is very useful for MTC devices. The handling of the list of "forbidden PLMNs for non-3GPP access to 5GCN" for UE configured to use timer T3245 is missing. We should note that if the UE is a multi-mode device that supports 5GS with EPS and/or GPRS and is configured to use timer T3245, then the UE can enable GPRS services which include 5GS services at expiry of timer T3245 based on defined behavior in TS 24.301 and/or TS 24.008.

	
	

	Summary of change:
	Periodically erase the list of "forbidden PLMNs for non-3GPP access to 5GCN" for the UE configured to use timer T3245.
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[bookmark: _Toc20212027][bookmark: _Toc27744909][bookmark: _Toc36114709]4.6	Forbidden PLMNs for non-3GPP access to 5GCN
A list of "forbidden PLMNs for non-3GPP access to 5GCN" contains a list of VPLMNs, 5GCN of which the UE is forbidden to access via non-3GPP access.
The HPLMN (if the equivalent HPLMN list is not present or is empty) or an equivalent HPLMN (if equivalent HPLMN list is present) shall not be stored on the list of "forbidden PLMNs for non-3GPP access".
3GPP TS 24.501 [4] specifies when a VPLMN is added to the list of "forbidden PLMNs for non-3GPP access to 5GCN".
When the UE is configured to use timer T3245 (see 3GPP TS 24.368 [xx] or 3GPP TS 31.102 [35]), the UE adds a PLMN identity to the list of "forbidden PLMNs for non-3GPP access to 5GCN" and timer T3245 (see 3GPP TS 24.008 [28]) is not running, then the UE shall start timer T3245 as specified in 3GPP TS 24.008 [28], subclause 4.1.1.6.

The list of "forbidden PLMNs for non-3GPP access to 5GCN" is deleted when the MS is switched off or the UICC containing the USIM is removed.
A VPLMN is removed from the list of "forbidden PLMNs for non-3GPP access to 5GCN" if:
-	there is a successful registration as specified in 3GPP TS 24.501 [4] over a non-3GPP access after a manual selection of the VPLMN for non-3GPP access connected to 5GCN; or
-	the value of the PLMN-specific attempt counters for non-3GPP access for the PLMN has a value greater than zero and less than the UE implementation-specific maximum value as defined in subclause 5.3.20 in 3GPP TS 24.501 [4] and T3247 expires; or.
-	upon expiry of the timer T3245 if the UE is configured to use timer T3245.
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