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	Reason for change:
	The LcsServiceAuth data type includes the indication of privacy related notification or verification in the serving AMF for the target UE. The data type shall be part of UePrivacyRequirements sent from (H)GMLC to the serving PLMN or VPLMN(in the roaming case). So "LOCATION_NOT_ALLOWED" should not be an optional enumeration value of LcsServiceAuth since the location request is not allowed and further location request can’t be done by (H)PLMN. 
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[bookmark: _Toc5001572][bookmark: _Toc5029115]* * * * Start of Change * * * * 
[bookmark: _Toc33980800][bookmark: _Toc33964044]5.4.3.27	Enumeration: LcsServiceAuth
Table 5.4.3.27-1: Enumeration LcsServiceAuth
	Enumeration value
	Description

	"LOCATION_NOT_ALLOWED"
	Location not allowed

	"LOCATION_ALLOWED_WITH_NOTIFICATION"
	Location allowed with notification

	"LOCATION_ALLOWED_WITHOUT_NOTIFICATION"
	Location allowed without notification

	"LOCATION_ALLOWED_WITHOUT_RESPONSE"
	Location with notification and privacy verification; location allowed if no response

	"LOCATION_RESTRICTED_WITHOUT_RESPONSE"
	Location with notification and privacy verification; location restricted if no response

	"NOTIFICATION_ONLY"	
	Notification only

	"NOTIFICATION_AND_VERIFICATION_ONLY"
	Notification and privacy verification only


* * * * Next Change * * * * 

[bookmark: _Toc33964149][bookmark: _Toc24926113][bookmark: _Toc24925935][bookmark: _Toc33980916][bookmark: _Toc24926289]A.2	Data related to Common Data Types
******skipped for clarity******
    TrafficProfileRm:
      anyOf:
        - $ref: '#/components/schemas/TrafficProfile'
        - $ref: '#/components/schemas/NullValue'
    LcsServiceAuth:
      anyOf:
      - type: string
        enum:
          - "LOCATION_NOT_ALLOWED"
          - "LOCATION_ALLOWED_WITH_NOTIFICATION"
          - "LOCATION_ALLOWED_WITHOUT_NOTIFICATION"
          - "LOCATION_ALLOWED_WITHOUT_RESPONSE"
          - "LOCATION_RESTRICTED_WITHOUT_RESPONSE"
          - "NOTIFICATION_ONLY"
          - "NOTIFICATION_AND_VERIFICATION_ONLY"
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - "LOCATION_NOT_ALLOWED": Indicates the start of MO Exception Data delivery.
        - "STOP": Indicates the stop of MO Exception Data delivery.
        - "LOCATION_NOT_ALLOWED": Location not allowed
        - "LOCATION_ALLOWED_WITH_NOTIFICATION": Location allowed with notification
        - "LOCATION_ALLOWED_WITHOUT_NOTIFICATION": Location allowed without notification
        - "LOCATION_ALLOWED_WITHOUT_RESPONSE": Location with notification and privacy verification; location allowed if no response
        - "LOCATION_RESTRICTED_WITHOUT_RESPONSE": Location with notification and privacy verification; location restricted if no response
        - "NOTIFICATION_ONLY": Notification only
        - "NOTIFICATION_AND_VERIFICATION_ONLY": Notification and privacy verification only
    UeAuth:
      anyOf:
        - type: string
          enum:
            - AUTHORIZED
            - NOT_AUTHORIZED
        - type: string
    DlDataDeliveryStatus:
      anyOf:
      - type: string
        enum:
          - BUFFERED
          - TRANSMITTED
          - DISCARDED
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - BUFFERED: The first downlink data is buffered with extended buffering matching the source of the downlink traffic.
        - TRANSMITTED: The first downlink data matching the source of the downlink traffic is transmitted after previous buffering or discarding of corresponding packet(s) because the UE of the PDU Session becomes ACTIVE, and buffered data can be delivered to UE.
        - DISCARDED: The first downlink data matching the source of the downlink traffic is discarded because the Extended Buffering time, as determined by the SMF, expires or the amount of downlink data to be buffered is exceeded.
    DlDataDeliveryStatusRm:
      anyOf:
        - $ref: '#/components/schemas/DlDataDeliveryStatus'
        - $ref: '#/components/schemas/NullValue'
    MoExceptionDataFlag:
      anyOf:
      - type: string
        enum:
          - START
          - STOP
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - "START": Indicates the start of MO Exception Data delivery.
        - "STOP": Indicates the stop of MO Exception Data delivery.

******skipped for clarity******

* * * * End of Change * * * * 

