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Proposed changes:
*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5QI
5G QoS Identifier

AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

ARP
Allocation and Retention Priority

AW
Average Window 

BDT
Background Data Transfer
BSF
Binding Support Function

CHEM
Coverage and Handoff Enhancements using Multimedia error robustness feature

CHF
Charging Function

DN-AAA
Data Network Authentication, Authorization and Accounting

LBO
Local Breakout

MBR
Maximum Bitrate

MCS
Mission Critical Service

MPD
Media Presentation Description

MPS
Multimedia Priority Service
NEF
Network Exposure Function

NPLI
Network Provided Location Information

NRF
Network Repository Function

NSSAI
Network Slice Selection Assistance Information

NWDAF
Network Data Analytics Function

PCC
Policy and Charging Control

PCF
Policy Control Function

PDB
Packet Delay Budget

PER
Packet Error Rate

PFD
Packet Flow Description

PFDF
Packet Flow Description Function
PL
Priority Level

PSAP
Public Safety Access Point

P-CSCF
Proxy Call Session Control Function
QNC
QoS Notification Control

QoS
Quality of Service

SCP
Service Communication Proxy

SDP
Session Description Protocol

SEPP
Security Edge Protection Proxy
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

UDR
Unified Data Repository

UPF
User Plane Function

UPSI
UE policy section identifier
*** 2nd Change ***

Annex B (normative):
Signalling Flows for IMS

The signalling flows in clause 5 are also applicable for IMS. This Annex adds flows that show interactions with SIP/SDP signalling of the IMS when the Npcf_PolicyAuthorization service is used by the P-CSCF and both, the PCF and the P-CSCF support the "IMS_SBI" feature, and when the P-CSCF uses the Rx reference point with the PCF.

NOTE:
In PLMNs where both Rx and Npcf_PolicyAuthorization are used it is implementation specific how the P-CSCF determines the applicable interface/protocol to use with the PCF - e.g. Separate P-CSCF's used for Rx and Npcf_PolicyAuthorization, local routing configuration in the P-CSCF.

*** 3rd Change ***

B.2.1
Provisioning of service information at Originating P-CSCF and PCF

This clause covers the PCC procedures for the provisioning of service information, the retrieval of network provided location information (UE location and/or time zone) and the report of EPS fallback indication at the originating P-CSCF and PCF at IMS session establishment.

In figure B.2.1-1 the P-CSCF derives the provisioning of service information to the PCF from the SDP offer/answer exchange.
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Figure B.2.1-1: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCF

1.
The P-CSCF receives the SDP parameters defined by the originator within an SDP offer in SIP signalling.

2.
The P-CSCF identifies the connection information needed (IP address of the down link IP flow(s), port numbers to be used, etc.).

3.
The P-CSCF forwards the SDP offer in SIP signalling.

4.
The P-CSCF gets the negotiated SDP parameters from the terminating side through SIP signalling interaction.

5.
The P-CSCF identifies the connection information needed (IP address of the up-link media IP flow(s), port numbers to be used, etc.).

6.
The P-CSCF invokes the Npcf_PolicyAuthorization_Create service operation to forward the derived session information to the PCF by sending an HTTP POST request to the "Application Sessions" resource.
6a.
The P-CSCF provides session information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
7.
The PCF stores application session information and performs session binding. For N5 interface, the PCF creates an "Individual Application Session Context" resource to store the received application session information.
8.
The PCF replies to the P-CSCF with a HTTP "201 Created" response and includes the URI of the "Individual Application Session Context" resource in the Location header field.
8a.
The PCF sends a Diameter AAA to the P-CSCF.
9.
Upon reception of the acknowledgement from the PCF, the SDP parameters are passed to the UE in SIP signalling.

10.
The PCF executes interactions according to figure 5.2.2.2-1. This step implies provisioning of PCC rules and is executed in parallel with steps 8 and 9 (steps 8a and 9a for Rx case).
11.
If the P-CSCF requested access network information and/or EPS fallback indication in step 6, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the EPS fallback indication, if received in step 10, and/or the access network information received in step 10 in an HTTP POST request sent to the Notification URI received in step 6.
11a.
If the P-CSCF requested access network information and/or EPS fallback indication in step 6a, the PCF forwards the EPS fallback indication, if received in step 10, and the access network information received in step 10 in a Diameter RAR.
12.
If step 11 occurs, the P-CSCF acknowledges the receipt of the notification request with an HTTP "204 No Content" response to the PCF.
12a.
If step 11a occurs, the P-CSCF acknowledges the receipt of Diameter RAR.
13.
If step 11 occurs (step 11a for Rx case), the P-CSCF forwards the network provided location information in a subsequent SIP message to IMS core network. The P-CSCF, based on local configuration, may also include the EPS fallback indication, if received.
Optionally, the provisioning of service information may be derived already from the SDP offer:

-
 to enable a possible rejection of the service information by the PCF, obtained by the P-CSCF in time to reject the service with appropriate SIP signalling; 
-
to allow the P-CSCF to request network provided location information for inclusion in the SDP offer; 
-
to support authentication of roaming users in deployments with no IMS-level roaming interfaces; or 
-
to support PSAP callback functionality for anonymous IMS emergency sessions. 
This is described in figure B.2.1-2.
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Figure B.2.1-2: PCC Procedures for IMS Session Establishment at originating P-CSCF and PCF, provisioning of service information derived from SDP offer and answer
1.
The P-CSCF receives the first SDP offer for a new SIP dialogue within a SIP INVITE request.

2.
The P-CSCF extracts service information from the SDP offer (IP address of the down link IP flow(s), port numbers to be used, etc.).

3.
The P-CSCF invokes the Npcf_PolicyAuthorization_Create service operation to forward the derived service information to the PCF by sending an HTTP POST request to the "Application Sessions" resource. It indicates that only an authorization check of the service information is requested.
3a.
The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR for a new Rx Diameter session. It indicates that only an authorization check of the service information is requested.
4.
The PCF checks and authorizes the service information, stores session information, performs session binding, but does not provision PCC rules at this stage. In case of N5 interface, the PCF creates an "Individual Application Session Context" resource to store the application session information.
5.
The PCF replies to the P-CSCF with an HTTP "201 Created" response and includes the URI of the "Individual Application Session Context" resource in the Location header field.
5a. The PCF replies to the P-CSCF with a Diameter AAA.
6.
If the P-CSCF did not request access network information in step 3 (or step 3a for Rx case), or if the P-CSCF requested access network information but does not require the access network information for inclusion in the SDP offer, or the P-CSCF requested user information in step 3 (or step 3a for Rx case) the P-CSCF forwards the SDP offer in SIP signalling.
7.
If the P-CSCF requested access network information in step 3 (or step 3a for Rx case), the PCF executes interactions according to figure 5.2.2.2-1. This step implies provisioning of PCC rules.

8.
If the P-CSCF requested access network information in step 3, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the access network information received in step 7 in an HTTP POST request sent to the Notification URI received in step 3.
8a.
If the P-CSCF requested access network information in step 3a, the PCF forwards the access network information received in step 7 in a Diameter RAR.
9.
If step 8 occurs, the P-CSCF acknowledges the receipt of the notification request with an HTTP "204 No Content" response to the PCF.
9a.
If step 8a occurs, the P-CSCF acknowledges the receipt of Diameter RAR.
10a.
If step 8 occurs (or step 8a for Rx case), and if the P-CSCF requires to send the access network information and the SDP offer together, the P-CSCF includes the SDP offer and the network provided location information in the next SIP message the P-CSCF sends towards the IMS core network.

10b.
If step 8 occurs (or step 8a for Rx case), and if it is allowed for the P-CSCF to handle the access network information independently of the SDP offer, the P-CSCF includes the network provided location information in a subsequent SIP message the P-CSCF sends towards the IMS core network. Typically, network provided information is sent after step 17 rather than at step 10.
11.
The P-CSCF receives the negotiated SDP parameters from the terminating side within a SDP answer in SIP signalling.

12.
The P-CSCF extracts service information from the SDP answer (IP address of the up-link media IP flow(s), port numbers to be used, etc.).

13.
The P-CSCF invokes the Npcf_PolicyAuthorization_Update service operation to modify the "Individual Application Session Context" resource in the PCF by sending an HTTP PATCH request to the URI of the "Individual Application Session Context" resource with the derived service information. Access network information is not requested if done in step 7.
13a.
The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR over the existing Rx Diameter session. Access network information is not requested if done in step 7.
14.
The PCF stores the received information. In case of N5 interface, the PCF updates the "Individual Application Session Context" with the received application session information.

15.
The PCF replies to the P-CSCF with an HTTP "204 No Content" response.
15a.
The PCF replies the P-CSCF with a Diameter AAA.
16.
The PCF authorizes the session information. The PCF executes interactions according to figure 5.2.2.2-1. This step implies provisioning of PCC rules and authorized QoS.

17.
Upon successful authorization of the session, the SDP parameters are passed to the UE in SIP signalling. This step is executed in parallel with step 16.

*** 4th Change ***

B.2.2
Provisioning of service information at terminating P-CSCF and PCF

This clause covers the PCC procedures for the provisioning of service information, the retrieval of network provided location information (UE location and/or time zone) and the report of EPS fallback indication at the terminating P-CSCF and PCF at IMS session establishment.

In figure B.2.2-1 the P-CSCF derives the provisioning of service information to the PCF from the SDP offer/answer exchange.
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Figure B.2.2-1: PCC Procedures for IMS Session Establishment at terminating P-CSCF and PCF

1.
The P-CSCF receives the SDP parameters defined by the originator.

2.
The P-CSCF identifies the connection information needed (IP address of the up-link IP flow(s), port numbers to be used, etc.).

3.
The P-CSCF sends the SDP offer to the UE.

4.
The P-CSCF receives the negotiated SDP parameters from the UE.

5.
The P-CSCF identifies the connection information needed (IP address of the down-link IP flow(s), port numbers to be used, etc.).

6.
The P-CSCF invokes the Npcf_PolicyAuthorization_Create service operation to forward the derived service information to the PCF by sending an HTTP POST request to the "Application Sessions" resource.
6a.
The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
7.
The PCF stores the received session information, and performs session binding. For the N5 interface, the PCF creates an "Individual Application Session Context" resource to store the received application session information.
8.
The PCF sends an HTTP "201 Created" response to the P-CSCF and includes the URI of the "Individual Application Session Context" resource in the Location header field.
8a. The PCF sends a Diameter AAA to the P-CSCF.
9.
If the P-CSCF did not request access network information in step 6 (or step 6a for the Rx case), upon reception of the acknowledgement from the PCF, the SDP parameters in the SDP answer are passed to the originator.
10.
The PCF executes interactions according to subclause 5.2.2.2.1 This step implies provisioning of PCC rules and is executed in parallel with steps  8 (or step 8a for the Rx case) and 9.
11.
If the P-CSCF requested access network information and/or EPS fallback indication in step 6, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward EPS fallback indication, if received in step 10, and/or the the access network information received in step 10 by sending an HTTP POST request to the Notification URI received in step 6.
11a.
If the P-CSCF requested access network information and/or EPS fallback in step 6a, the PCF forwards the EPS fallback indication, if received in step 10, and/or the access network information received in step 10 in a Diameter RAR.
12.
If step 11 occurs, the P-CSCF acknowledges the receipt of the notification request with an HTTP "204 No Content" response.
12a.
If step 11a occurs, the P-CSCF acknowledges the receipt of Diameter RAR.
13.
If step 11 occurs (or step 11a for the Rx case), the P-CSCF forwards the SDP answer and includes the network provided location information in the next SIP message the P-CSCF sends towards the IMS core network. The P-CSCF, based on local configuration, may include the EPS fallback indication in outgoing SIP messages towards other IMS nodes, if received.
Optionally, the provisioning of service information may be derived already from the SDP offer:

-
to enable that a possible rejection of the service information by the PCF is obtained by the P-CSCF in time to reject the service with appropriate SIP signalling; or 
-
to enable pre-authorization for a UE terminated IMS session establishment with UE initiated resource reservation. 
This is described in figure B.2.2-2.
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Figure B.2.2-2: PCC Procedures for IMS Session Establishment at terminating P-CSCF and PCF, provisioning of service information derived from SDP offer and answer
1.
The P-CSCF receives the first SDP offer for a new SIP dialogue within SIP signalling, e.g. within a SIP INVITE request.

2.
The P-CSCF extracts the service information from the SDP offer (IP address of the up-link IP flow(s), port numbers to be used, etc.).

3.
The P-CSCF invokes the Npcf_PolicyAuthorization_Create service operation to forward the derived session information to the PCF by sending an HTTP POST request to the "Application Sessions" resource.
3a.
The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR for a new Rx Diameter session. 
The P-CSCF indicates to the PCF that the service information that the AF has provided to the PCF is preliminary and needs to be further negotiated between the two ends. The P-CSCF may request access network information and/or EPS fallback indication.
4.
The PCF checks and authorizes the session information, performs session binding, but does not provision PCC rules at this stage. In case of N5 interface, the PCF creates  an "Individual Application Session Context" resource,
5.
The PCF replies to the P-CSCF with an HTTP "201 Created" response and includes the URI of the "Individual Application Session Context" resource in the Location header field.
5a. The PCF replies to the P-CSCF with a Diameter AAA.
6.
The P-CSCF sends the SDP offer to the UE.

7.
If the UE initiates a QoS flow modification request, the PCF provides the SMF with PCC rules according to figure 5.2.2.2-1 based on the SDP offer.
NOTE:
Step 7 is not applicable for IMS Emergency Sessions.
8.
The P-CSCF receives the negotiated SDP parameters from the UE within an SDP answer in SIP signalling.

9.
The P-CSCF extracts service information from the SDP answer (IP address of the down-link IP flow(s), port numbers to be used, etc.).

10.
The P-CSCF invokes the Npcf_PolicyAuthorization_Update service operation to modify the "Individual Application Session Context" resource by sending to the PCF an HTTP PATCH request to the URI of the "Individual Application Session Context" resource with the derived service information. The P-CSCF may request access network information and/or EPS fallback information if not requested in step 3.
10a. The P-CSCF forwards the derived service information to the PCF by sending a Diameter AAR over the existing Rx Diameter session. The P-CSCF may request access network information and/or EPS fallback information if not requested in step 3a.
11.
The PCF stores the received session information. In case of N5 interface, the updates the "Individual Application Session Context" resource with the received session information.
12.
The PCF sends an HTTP "204 No Content" response to the P-CSCF.
12a. The PCF replies to the P-CSCF with a Diameter AAA.
13.
The PCF authorizes the session information. The PCF executes interactions according to figure 5.2.2.2-1. This step implies provisioning of PCC rules and authorized QoS.

14.
If the P-CSCF did not request access network information in step 3 or 10 (step 3a or 10a for Rx case), upon successful authorization of the session the SDP parameters in the SDP answer are passed to the originator. This step is executed in parallel with step 12 (step 12a for Rx case).
15.
If the P-CSCF requested access network information and/or EPS fallback indication in step 3 or 10, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the EPS fallback indication, if received in step 13, and the access network information received in step 13 in an HTTP POST request to the Notification URI received in in step 3 or 10.
15a.
If the P-CSCF requested access network information and/or EPS fallback indication in step 3a or 10a, the PCF forwards the EPS fallback indication, if received in step 13, and the access network information received in step 13 in a Diameter RAR.

16.
If step 15 occurs, the P-CSCF acknowledges the receipt of the notification request with an an HTTP "204 No Content" response to the PCF.
16a.
If step 15a occurs, the P-CSCF acknowledges the recepeit of Diameter RAR.
17.
If step 15 occurs (step 15a for Rx case), the P-CSCF forwards the SDP answer and includes the network provided location information in the next SIP message the P-CSCF sends towards the IMS core network. The P-CSCF, based on local configuration, may include the EPS fallback indication in outgoing SIP messages towards other IMS nodes, if received.
*** End of Changes ***
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