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	Reason for change:
	As identified in the TR 29.819:

"Some command's CCF specifications have been changed from the IETF RFC 3588 [2] to the IETF RFC 6733 [3]. The corresponding changes are indicated hereafter:

a)
*[AVP] is added in the CCF specification of the DPA, DWR and DWA commands in the IETF RFC 6733 [3] to indicate that the commands could be extended by the inclusion of optional AVPs;

b)
Only one Failed-AVP AVP can be present in the command answer whereas it was indicated that multiple instance could be present using the notation "*[ Failed-AVP ]". "
In th TR, it is concluded that:

"Assuming that some existing implementations would send back multiple Failed-AVP AVP, the receiving entity complying with the IETF RFC 6733 [3] could detect that there are more instances of Failed-AVP AVP than expected. However, the primary information for the receiving entity would remain the error code value used in the Result-Code AVP or Experimental-Result AVP included in the error message. The Failed-AVP AVP is only provided as debugging information as already defined in the IETF RFC 3588 [2] and reinforced in the IETF RFC 6733 [3]. Multiple instances of the failed-AVP AVP should not cause an error at the application level as the Failed-AVP AVP is primarily used at the Diameter base protocol level. If this Failed-AVP AVP is used at the application and only one is now expected due to alignment with the IETF RFC 6733 [3], only one of the Failed-AVP AVPs will be used by the application. There is therefore no backward compatibility issue regarding the correction on the presence of the Failed-AVP AVP in the error messages."
In the TS 29.229, multiple Failed-AVP AVP are allowed in command answers. This must be corrected.

	
	

	Summary of change:
	Diameter command answers defined in the TS 29.229 are corrected to indicate that only one instance of Failed-AVP AVP is allowed.
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* * * First Change * * * *

6.1.2
User-Authorization-Answer (UAA) Command

The User-Authorization-Answer (UAA) command, indicated by the Command-Code field set to 300 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the User-Authorization-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2.

Message Format

< User-Authorization-Answer> ::=


< Diameter Header: 300, PXY, 16777216 >











< Session-Id >
[ DRMP ]










{ Vendor-Specific-Application-Id }











[ Result-Code ]











[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }
[ OC-Supported-Features ]
[ OC-OLR ] 
*[ Load ]
*[ Supported-Features ]
 








[ Server-Name ]

[ Server-Capabilities ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]















*[ Route-Record ]

* * * Next Change * * * *

6.1.4
Server-Assignment-Answer (SAA) Command

The Server-Assignment-Answer (SAA) command, indicated by the Command-Code field set to 301 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Server-Assignment-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2. If Result-Code or Experimental-Result does not inform about an error, the User-Data AVP shall contain the information that the S-CSCF needs to give service to the user.

Message Format

<Server-Assignment-Answer> ::=
< Diameter Header: 301, PXY, 16777216 >











< Session-Id >
[ DRMP ]










{ Vendor-Specific-Application-Id }









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ User-Name ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]

*[ Supported-Features ]
[ User-Data ]

[ Charging-Information ]

[ Associated-Identities ]
[ Loose-Route-Indication ]

*[ SCSCF-Restoration-Info ]
[ Associated-Registered-Identities ]

[ Server-Name ] 
[ Wildcarded-Public-Identity ] 
[ Priviledged-Sender-Indication ] 
[ Allowed-WAF-WWSF-Identities ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

6.1.6
Location-Info-Answer (LIA) Command

The Location-Info-Answer (LIA) command, indicated by the Command-Code field set to 302 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Location-Info-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2.

Message Format

<Location-Info-Answer> ::=

< Diameter Header: 302, PXY, 16777216 >











< Session-Id >
[ DRMP ]










{ Vendor-Specific-Application-Id }









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]

*[ Supported-Features ]
[ Server-Name ]

[ Server-Capabilities ]
[ Wildcarded-Public-Identity ] 
[ LIA-Flags ]

*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.1.8
Multimedia-Auth-Answer (MAA) Command

The Multimedia-Auth-Answer (MAA) command, indicated by the Command-Code field set to 303 and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Multimedia-Auth-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2.

Message Format

< Multimedia-Auth-Answer > ::=  < Diameter Header: 303, PXY, 16777216 >

< Session-Id >
[ DRMP ]
{ Vendor-Specific-Application-Id }

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ User-Name ] 
[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]

*[ Supported-Features ]
[ Public-Identity ]

[ SIP-Number-Auth-Items ]

*[SIP-Auth-Data-Item ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.1.10
Registration-Termination-Answer (RTA) Command

The Registration-Termination-Answer (RTA) command, indicated by the Command-Code field set to 304 and the ‘R’ bit cleared in the Command Flags field, is sent by a client in response to the Registration-Termination-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2.

Message Format

<Registration-Termination-Answer> ::=

< Diameter Header: 304, PXY, 16777216 >











< Session-Id >











< Session-Id >
[ DRMP ]










{ Vendor-Specific-Application-Id }









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }
[ Associated-Identities ]
*[ Supported-Features ] 
*[ Identity-with-Emergency-Registration ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.1.12
Push-Profile-Answer (PPA) Command

The Push-Profile-Answer (PPA) command, indicated by the Command-Code field set to 305 and the ‘R’ bit cleared in the Command Flags field, is sent by a client in response to the Push-Profile-Request command. The Experimental-Result AVP may contain one of the values defined in section 6.2.

Message Format

< Push-Profile-Answer > ::=           < Diameter Header: 305, PXY, 16777216 >

< Session-Id >

[ DRMP ]
{ Vendor-Specific-Application-Id }

[Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * End of Changes * * * *

