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a)
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b)
Only one Failed-AVP AVP can be present in the command answer whereas it was indicated that multiple instance could be present using the notation "*[ Failed-AVP ]". "
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In the TS 29.128, multiple Failed-AVP AVP are allowed in command answers. This must be corrected.
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* * * First Change * * * *

6.2.4
Configuration-Information-Answer (CIA) Command

The Configuration-Information-Answer (CIA) command, indicated by the Command-Code field set to 8388718 and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME/SGSN to the SCEF;

-
the IWK-SCEF to the SCEF and

-
the IWK-SCEF to the MME/SGSN

This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Configuration-Information-Answer command format is specified as following:
Message Format:

< Configuration-Information-Answer > ::=
< Diameter Header: 8388718, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

*[ Monitoring-Event-Report ]

*[ Monitoring-Event-Config-Status ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
* * * Next Change * * * *

6.2.6
Reporting-Information-Answer (RIA) Command

The Reporting-Information-Answer (RIA) command, indicated by the Command-Code field set to 8388719 and the "R" bit cleared in the Command Flags field, is sent from: 
-
the SCEF to the MME/SGSN;

-
the SCEF to the IWK-SCEF and

-
the IWK-SCEF to the MME/SGSN.

This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Reporting-Information-Answer command format is specified as following:
Message Format:

< Reporting-Information-Answer > ::=
< Diameter Header: 8388719, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]
[ OC-OLR ] 
*[ Load ]
*[ Supported-Features ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
* * * Next Change * * * *

6.2.8
Connection-Management-Answer (CMA) Command

The Connection-Management-Answer (CMA) command, indicated by the Command-Code field set to 8388732 and the "R" bit cleared in the Command Flags field, is sent from: 

-
the SCEF to the MME or SGSN;

-
the SCEF to the MME or SGSN via the IWK-SCEF for roaming cases;

-
the MME or SGSN to the SCEF;

-
the MME or SGSN to the SCEF via the IWK-SCEF for roaming cases.
For the T6a/b, T6ai/bi and T7 interfaces, the Connection-Management-Answer command format is specified as following:

Message Format:

< Connection-Management-Answer > ::=  
< Diameter Header: 8388732, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]

[ OC-OLR ]
*[ Load ]
*[ Supported-Features ]

[ PDN-Connection-Charging-Id ]

[ Extended-PCO ]
 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

* * * Next Change * * * *

6.2.10
MO-Data-Answer (ODA) Command

The MO-Data-Answer (ODA) command, indicated by the Command-Code field set to 8388733 and the "R" bit cleared in the Command Flags field, is sent from: 

-
the SCEF to the MME or SGSN;

-
the SCEF to the IWK-SCEF and

-
the IWK-SCEF to the MME or SGSN.

For the T6a/b, T6ai/bi and T7 interfaces, the MO-Data-Answer command format is specified as following:

Message Format:

< MO-Data-Answer > ::=  
< Diameter Header: 8388733, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]

[ OC-OLR ]
*[ Load ]
*[ Supported-Features ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

* * * Next Change * * * *

6.2.12
MT-Data-Answer (TDA) Command

The MT-Data-Answer (OSA) command, indicated by the Command-Code field set to 8388734 and the "R" bit cleared in the Command Flags field, is sent from: 
-
the MME or SGSN to the SCEF;

-
the MME or SGSN to the IWK-SCEF and

-
the IWK-SCEF to the SCEF.

For the T6a/b, T6ai/bi and T7 interfaces, the MT-Data-Answer command format is specified as following:
Message Format:

< MT-Data-Answer > ::=  
< Diameter Header: 8388734, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]

[ OC-OLR ]
*[ Load ]
[ Requested-Retransmission-Time ]

*[ Supported-Features ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
* * * End of Changes * * * *

