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7.1.10
MCPTT ID to MCPTT User Database resolution

The MCPTT ID to MCPTT User Database resolution mechanism enables the MCPTT Server or the Configuration Management Server to find the identity of the MCPTT User Database that holds the MCPTT related data for a given MCPTT ID when multiple and separately addressable MCPTT User Databases have been deployed by the MCPTT service provider/network operator. The resolution mechanism is not required in networks that utilise a single MCPTT User Database or when an MCPTT Server is configured to use pre-defined MCPTT User Database. 

The resolution mechanism shall use a Diameter Proxy Agent or a Diameter Redirect Agent.

The Diameter Proxy Agent or Diameter Redirect Agent shall be used to determine the MCPTT User Database identity.

In networks where the use of the MCPTT ID to MCPTT User Database resolution mechanism is required and the MCPTT Server is not configured to use a predefined MCPTT User Database, each MCPTT Server shall be configured with the pre-configured address/name of a Diameter Proxy Agent or Diameter Redirect Agent to enable use of these resolution mechanisms.

To get the MCPTT User Database identity, the MCPTT Server or the Configuration Management Server shall send the Data Management Application request normally destined to the MCPTT User Database to the pre-configured Diameter Proxy Agent or Diameter Redirect Agent.
The Diameter Proxy Agent shall determine the MCPTT User Database identity based on the provided user identity and - if the Diameter load control mechanism is supported (see IETF draft-ietf-dime-load-03 [xx]) - optionally also based on previously received load values from Load AVPs of type HOST. The Diameter Proxy Agent shall then forward the Data Management Application request directly to the determined MCPTT User Database. The MCPTT Server shall determine the MCPTT User Database identity from the response to the Data Management Application request received from the MCPTT User Database. The MCPTT Server and the Configuration Management Server should store the MCPTT User Database identity/name/Realm and shall use it in further Data Management Application requests associated to the same MCPTT ID.

The Diameter Redirect Agent shall determine the MCPTT User Database address and shall send to the MCPTT Server or the Configuration Management Server a notification of redirection towards the MCPTT User Database, in response to the request. Multiple MCPTT User Database identities may be included in the response, as specified in IETF RFC 3588 [9]. In such a case, the MCPTT Server or the Configuration Management Server shall send the Request to the first MCPTT User Database identity in the ordered list received in the Response from the Diameter Redirect Agent. If the MCPTT Server or the Configuration Management Server does not receive a successful response to the Request, the MCPTT Server or the Configuration Management Server shall send a Request to the next MCPTT User Database identity in the ordered list. This procedure shall be repeated until a successful response from an MCPTT User Database is received.
* * * Next Change * * * *

7.2.4
Data-Pull-Answer (DPA) Command

The Data-Pull-Answer (DPA) command, indicated by the Command-Code field set to 8388728 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Pull-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Pull-Answer > ::=

< Diameter Header: 8388728, PXY, 16777351 >











< Session-Id >











[ DRMP ]









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

*[ Data ]

*[ Data-Identification ]

[ DPA-Flags]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

7.2.6
Data-Update-Answer (DUA) Command

The Data-Update-Answer (DUA) command, indicated by the Command-Code field set to 8388729 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Update-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Update-Answer > ::=< Diameter Header: 8388729, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Data-Identification ]
*[ MCPTT-User-Profile-Data ]

[ DUA-Flags ]

*[ Supported-Features ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ Load ]
*[ AVP ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.3.1
General
The following table (table 7.3.1-1) specifies the Diameter AVPs defined for the MCPTT-2 and CSC-13 interfaces, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32 e.g., DPR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 shall be used.
Table 7.3.1-1: MCPTT-2 and CSC-13 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Clause

 defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	MCPTT-ID
	4500
	7.3.2
	UTF8String
	M, V
	
	
	
	No

	Data-Identification
	4501
	7.3.3
	Grouped
	M, V
	
	
	
	No

	Data-Identification-Prefix
	4502
	7.3.11
	Unsigned32
	M,V
	
	
	
	No

	Data-Identification-Flags
	4503
	7.3.12
	Unsigned64
	M,V
	
	
	
	No

	DPR-Flags
	4504
	7.3.13
	Unsigned32
	M,V
	
	
	
	No

	DPA-Flags
	4505
	7.3.14
	Unsigned32
	M,V
	
	
	
	No

	DUR-Flags
	4506
	7.3.15
	Unsigned32
	M,V
	
	
	
	No

	DUA-Flags
	4507
	7.3.16
	Unsigned32
	M,V
	
	
	
	No

	NDR-Flags
	4508
	7.3.17
	Unsigned32
	M,V
	
	
	
	No

	NDA-Flags
	4509
	7.3.18
	Unsigned32
	M,V
	
	
	
	No

	User-Data-Id
	4510
	7.3.19
	Unsigned32
	M,V
	
	
	
	No

	MCPTT-User-Profile-Data
	4511
	7.3.20
	Grouped
	M,V
	
	
	
	No

	Sequence-Number
	4512
	7.3.21
	Unsigned32
	M,V
	
	
	
	No

	Data
	4513
	7.3.22
	Grouped
	M,V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table (table 7.3.1-2) specifies the Diameter AVPs re-used by the MCPTT-2 and CSC-13 interfaces from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within MCPTT-2 and CSC-13 interfaces. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 7.3.1-2.
Table 7.3.1-2: MCPTT-2 and CSC-13 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	DRMP
	IETF draft-ietf-drmp-03 [8]
	
	Must set

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	See subclause 7.3.10
	

	Feature-Id
	3GPP TS 29.229 [6]
	
	

	User-Data
	3GPP TS 29.329 [9]
	
	

	User-Identifier
	3GPP TS 29.336 [10]
	See subclause 7.3.8
	

	OC-Supported-Features
	IETF RFC 7683 [11]
	See subclause 7.3.6
	Must set

	OC-OLR
	IETF RFC 7683 [11]
	See subclause 7.3.5
	Must set

	Load
	IETF draft-ietf-dime-load-03 [xx]
	See subclause 7.3.yy
	Must not set

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

7.3.yy
Load
The Load AVP is of type Grouped and it is defined in IETF draft-ietf-dime-load-03 [xx]. This AVP is used to support the Diameter load control mechanism.

* * * Next Change * * * *

Annex D (normative):
Diameter load control mechanism

D.1
General
Diameter load control mechanism is an optional feature.
It is recommended to make use of IETF draft-ietf-dime-load-03 [xx] on the MCPTT-2 and CSC-13 interfaces where, when applied, the MCPTT Server and the Configuration Management Server shall behave as reacting nodes and the MCPTT User Database as a reporting node.

D.2
MCPTT User Database behaviour

The MCPTT User Database may report its current load by including a Load AVP of type HOST in answer commands as described in IETF draft-ietf-dime-load-03 [xx]. 

The MCPTT User Database calculates its current load by implementation specific means. For example, the MCPTT User Database may take into account the traffic over the MCPTT-2 and CSC-13 interfaces or other interfaces, the level of usage of internal resources (e.g. CPU, memory), the access to external resources, etc. 

The MCPTT User Database determines when to send Load AVPs of type HOST by implementation specific means.

D.3
MCPTT Server and Configuration Management Server behaviour

When performing next hop Diameter Agent selection for requests that are routed based on realm, the MCPTT Server/Configuration Management Server may take into account load values from Load AVPs of type PEER received from candidate next hop Diameter nodes, as per IETF draft-ietf-dime-load-03 [xx].
* * * Next Change * * * *

Annex E (informative):
Change history
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