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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.

[2]
3GPP TS 23.203: “Policy Control and charging architecture”.

[3]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2”.

[4]
3GPP TS 23.107: “Quality of Service (QoS) concept and architecture”.

[5]
3GPP TS 24.229: “IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3”.
[6]
3GPP TS 26.234: “End-to-end transparent streaming service; Protocols and codecs”.

[7]
Void.

[8]
Void

[9]
3GPP TS 29.212: “Policy and Charging Control (PCC); Reference points”.

[10]
3GPP TS 29.214: “Policy and Charging Control over Rx reference point”.

[11]
IETF RFC 2327: “SDP: Session Description Protocol”.

[12]
IETF RFC 3264: “An Offer/Answer model with the Session Description Protocol (SDP)”.

[13]
IETF RFC 3556: “Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth”.

[14]
 Void
[15]
IETF RFC 5245: “Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols”.

[16]
IETF RFC 4145: “TCP-Based Media Transport in the Session Description Protocol (SDP)”.

[17]
IETF RFC 4975: “The Message Session Relay Protocol (MSRP)”.
[18]
3GPP2 C.S0046-0 v1.0: “3G Multimedia Streaming Services”.
[19]
3GPP2 C.S0055-A v1.0: “Packet Switched Video Telephony Services (PSVT/MCS)”.

[20]
Void

[21]
3GPP TS 23.402: “Architecture Enhancements for non-3GPP accesses”.
[22]
3GPP TS 29.215: “Policy and Charging Control over S9 reference point”.
[23]
IETF RFC 3890: “A Transport Independent Bandwidth Modifier for the Session Description Protocol (SDP) “.

[24]
3GPP TS 24.292: “IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3”.
[25]
3GPP TS 23.335: “User Data Convergence (UDC); Technical realization and information flows; Stage 2”.

[26]
3GPP TS 29.335: “User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3”.
[27]
3GPP TS 23.216: “Single Radio Voice Call Continuity (SRVCC); Stage 2”.
[28]
3GPP TS 29.219: “Policy and Charging Control over Sy reference point”.
[29]
3GPP TS 26.114: “IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction”
[30]
3GPP TS 26.247: “Transparent end-to-end Packet-switched Streaming Service (PSS) Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) “.
[31]
Void.
[32]
Broadband Forum WT-134: “Policy Control Framework” (work in progress).

[33]
IETF RFC 7683: "Diameter Overload Indication Conveyance".
[34]
3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers for LTE (GCSE LTE).

[35]
3GPP TS 23.380: "IMS Restoration Procedures".
[36]
3GPP TS 29.217: “Policy and Charging Control: Congestion Reporting over Np reference point”.
[37]
3GPP TS 23.003: "Numbering, addressing and identification".
[38]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[39]
IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".
[40]
IETF draft-ietf-dime-drmp-07: "Diameter Routing Message Priority".
Editor's note:
The above document cannot be formally referenced until it is published as an RFC. 
[51]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[52]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".
[53]
3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".

[54]
3GPP TS 29.155: "Traffic Steering Control; Representational State Transfer (REST) over St reference point".

[55]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[56]
3GPP TS 29.154: "Service Capability Exposure Function over Nt reference point".

[57]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services".
[58]
3GPP TS 22.153: "Multimedia Priority Service".
[59]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[zz]
IETF RFC 6733: “Diameter Base Protocol”.
*** 2nd Change ***

7.1
General
The PCRF discovery procedures are needed where more than one PCRF is present in an operator’s network realm. Within such a deployment, an additional functional element, called DRA, is needed. PCRF discovery procedures include all the procedures that involve a DRA functional element.

Routing of Diameter messages from a network element towards the right Diameter realm in a PLMN is based on standard Diameter realm-based routing, as specified in IETF RFC 6733 [zz] using the UE-NAI domain part. If PLMN is separated into multiple realms based on PDN information or IP address range (if applicable); the PDN information available in the Called-Station-Id AVP, or the UE’s Ipv4 address available in the Framed-IP-Address AVP or the UE’s Ipv6 address or prefix provided within the Framed-Ipv6-Prefix AVP may be used to assist routing PCC message to the appropriate Diameter realm.
The DRA keeps status of the assigned PCRF for a certain UE and IP-CAN session across all reference points, e.g. Gx, Gxx, S9, Rx and for unsolicited application reporting, the Sd interfaces.

The DRA shall support the functionality of a proxy agent and a redirect agent as defined in IETF RFC 6733 [zz]. The mode in which it operates (i.e. proxy or redirect) shall be based on operator’s requirements.

Diameter clients of the DRA, i.e. AF, PCEF, BBERF, RCAF and PCRF in roaming scenarios shall support all procedures required to properly interoperate with the DRA in both the proxy and redirect modes.
NOTE: The proxy mode includes two variants:

PA1:
Proxy agent based on the standard Diameter proxy agent functionality. All the messages need to go through the DRA.

PA2:
Proxy agent based on the standard Diameter proxy agent functionality. Session establishment messages always go through the DRA. Gx, Gxx and S9 session termination messages always go through the DRA. All other messages bypass the DRA.
*** 3rd Change ***

7.3
DRA Procedures
7.3.1
General

A DRA implemented as a Diameter Redirect Agent or a Diameter Proxy Agent shall be compliant to IETF RFC 6733 [zz], except when noted otherwise in this document.

7.3.2
DRA Information Storage

The DRA shall maintain PCRF routing information per IP-CAN session or per UE-NAI, depending on the operator’s configuration.
The DRA shall select the same PCRF for all the Diameter sessions established for the same UE in case 2a.
As there’s only one S9 session per UE, the V-DRA/H-DRA shall select the same V-PCRF/H-PCRF respectively for the same UE in the roaming case.

The DRA has information about the user identity (UE NAI), the UE Ipv4 address and/or Ipv6 prefix, the APN (if available), the PCEF identity (if available) and the selected PCRF identity for a certain IP-CAN Session.

NOTE 1:
The DRA derives the PCEF identity from the Origin-Host AVP of the CCR command received from the PCEF.
The DRA finds the correct PCRF by matching the user identity (if available), IPv4 address or IPv6 address/prefix (if available) and APN (if available) received in the message from the BBERF/PCEF/AF/TDF/ RCAF/V-PCRF with the corresponding information stored the DRA.

NOTE 2:
If the DRA does not use the IP address to find the PCRF and the user identity in the IP‑CAN and the application level identity for the user are of different kinds (e.g. user identity is the IP-CAN is IMSI and application level identity for the user is SIPURI), the DRA needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

NOTE 3:
An IPv6 address provided over Rx matches an IPv6 prefix stored in the DRA binding if the IPv6 address belongs to the IPv6 (sub-)network prefix.
When matching the APNs to each other, the DRA shall apply the procedures in Annex I.

For the PCRF selection over the Rx reference point, the DRA may additionally match the IP domain Id received in the message from the AF with the PCEF identity stored in the DRA to find the correct PCRF.

NOTE 4:
In order to correlate the PCEF Identity and the domain identity, the DRA uses configured mapping between those identities.
For the PCRF selection over the Rx reference point, when the APN related to the IP-CAN session is dedicated for the purpose of offering services to remote UEs via a ProSe UE-to-network relay UE, the DRA shall use the UE IPv6 prefix alone to find the correct PCRF.

The PCRF routing information stored for an IP-CAN session in the DRA shall be removed after the IP-CAN session is terminated. In case of DRA change (e.g. inter-operator handover), the information about the IP-CAN session stored in the old DRA shall be removed.

The PCRF routing information stored per UE in the DRA may be removed when no more IP-CAN and gateway control sessions are active for the UE.

7.3.3
Capabilities Exchange
In addition to the capabilities exchange procedures defined in IETF RFC 6733 [zz], the Redirect DRA and Proxy DRA shall advertise the specific applications it supports (e.g., Gx, Gxx, Rx, Np,S9 and for unsolicited application reporting, Sd) by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands.
7.3.4
Redirect DRA
7.3.4.1
Redirecting Diameter Requests

A DRA implemented as a Diameter redirect agent shall redirect the received Diameter request message by carrying out the procedures defined in clause 6.1.7 of IETF RFC 6733 [zz]. The Client shall use the value within the Redirect-Host AVP of the redirect response in order to obtain the PCRF identity. The DRA may provide the Redirect-Host-Usage AVP in the redirect response to provide a hint to the Client about how the cached route table entry created from the Redirect-Host AVP is to be used as described in clause 6.13 of IETF RFC 6733 [zz].

The two most revelant redirect host usage scenarios for PCC from IETF RFC 6733 [zz]are:

-
If the PCRF routing information is per UE-NAI, the DRA shall set the Redirect-Host-Usage AVP to ALL_USER. The DRA client may contact the DRA on IP-CAN session termination.

-
If the PCRF routing information is per IP-CAN session, the DRA shall set the Redirect-Host-Usage AVP to ALL_SESSION. The DRA client shall contact the DRA on IP-CAN session termination.

The DRA may also provide the Redirect-Max-Cache-Time AVP in the redirect response to indicate to the Client the lifetime of the cached route table entry created from the Redirect-Host and Redirect-Host-Usage AVP values as described in clause 6.14 of IETF RFC 6733 [zz].

If the DRA is maintaining PCRF routing information per IP-CAN session, the DRA shall be aware of Gx and Gxx Diameter termination requests as defined in 3GPP TS 29.212 [9] in order to detect whether release of DRA bindings is required. Otherwise the DRA clients shall use cached route table entry created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs to determine whether DRA interaction is required.
The DRA shall be aware of IP-CAN Session modification requests over Gx which is to update the Ipv4 address of the UE by the PCEF.
If the client is the AF, the DRA (redirect) does not need to maintain Diameter sessions and Diameter Base redirect procedures are applicable. Therefore, an AF should not send an AF session termination request to the DRA.

7.3.4.2
DRA binding removal

If the DRA binding is per IP-CAN session and the IP-CAN session is terminated or if the DRA binding is per UE and the last IP-CAN session is terminated (eg. From an indication by the BBERF/PCEF) the Redirect DRA shall remove the associated DRA binding information and responds with a Diameter redirect answer message.

7.3.5
Proxy DRA

The DRA shall support the functionality of a Diameter proxy agent as defined in IETF RFC 6733 [zz].

When the DRA receives a request from a client, it shall check whether it already has selected a PCRF for the UE or the UE’s IP-CAN session; if it does have a PCRF already selected for that UE or UE’s IP-CAN session, it shall proxy the request to the corresponding PCRF. If the request is an IP-CAN session termination or gateway control session termination, the DRA shall check whether PCRF routing information shall be removed as specified in clause 7.3.3. If the DRA does not have a PCRF already selected, it shall follow one of the procedures below:
-
If the request is an IP-CAN session establishment or gateway control session establishment, it shall select a PCRF to handle all sessions for that UE or UE’s IP-CAN session. It shall then proxy the request to the selected PCRF.

-
Otherwise, if the request is not an IP-CAN session establishment or gateway control session establishment, it shall reject the request by returning a DIAMETER_UNABLE_TO_ COMPLY error code.

If a DRA is deployed in a PCRF’s realm, clients of the DRA shall send the first request of a session to the DRA handling the PCRF’s realm. Clients of the DRA shall as well send IP-CAN session termination and gateway control termination requests to the DRA. A client of the DRA shall be capable of sending every message of a session to the DRA. A client of the DRA may be configured to bypass the DRA on session modification messages and AF session termination messages by sending these types of messages directly to the PCRF.

7.3.6
PCRF selection by BBERF/PCEF (non-roaming case)

The PCEF (e.g. P-GW) or BBERF (e.g. Non-3GPP Access, S-GW) shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the access entity and the PCRF realm.
If the redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the PCEF or the BBERF.

If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [zz]. For PA2 solution (described in clause 7.1), only session establishment, session modification with the UE’s Ipv4 address updated and session termination messages shall be sent through the DRA.
The identity parameters from the PCEF or BBERF may comprise the UE’s Ipv4 address in the Framed-IP-Address AVP and/or the UE’s Ipv6 prefix in the Framed-Ipv6-Prefix AVP, PDN information in the Called-Station-Id AVP and user identity in the Subscription-Id AVP.
7.3.7
PCRF selection by AF

If the AF has the realm identification (i.e. FQDN from a UE NAI) and is located in the HPLMN, the AF sends the user identity in the Subscription-Id AVP and PDN information (i.e. APN) if available in the Called-Station-Id AVP in a Diameter request to the DRA which acts as a Diameter agent.
For an AF serving mission critical communication services (e.g. MCPTT), the AF shall derive the realm of the PCRF based on the IP address and, based on the PLMN ID, construct the Diameter destination realm and use that destination realm in the initial request to address the DRA.

NOTE 1:
An AF serving mission critical communication services as defined in 3GPP TS 23.179 [57] can be independent from a PLMN and is not guaranteed to have any realm identification.
If the AF does not have proper knowledge about the user identity and the AF is located in the HPLMN, the AF may use pre-configured information to find the DRA.

Editor’s Note: It is FFS how the AF (e.g. a third party or non-IMS application server) finds the DRA if it does not have the proper knowledge about the user identity. It is FFS whether a pre-configured destination realm will suffice in these cases.

The AF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the AF and the PCRF realm.
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the AF.

If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [zz]. For PA2 solution (described in clause 7.1), only AF session establishment messages shall be sent through the DRA.
The parameters from the AF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-Ipv6-Prefix AVP, PDN information in the Called-Station-Id AVP, user identity in the Subscription-Id AVP and domain Identity in the IP-Domain-Id AVP (3GPP TS 23.203 [2]).
NOTE 2:
In case the user identity in the IP‑CAN and the application level identity for the user are of different kinds (e.g. user identity is the IP-CAN is IMSI and application level identity for the user is SIPURI), the DRA needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
7.3.8
PCRF selection in a roaming scenario

In the roaming case, a V-DRA is needed in the visited PLMN when there are more than one PCRFs per realm. The V-DRA will ensure that all the related Diameter sessions for a UE are handled by the same V-PCRF.

The BBERF in the visited access and home routed cases, the PCEF in the case of visited access and the AF when located in the visited PLMN may use pre-configured information (e.g. based on PDN) to find the V-DRA, and then find theV-PCRF. Other possible options are Dynamic peer discovery, or DNS-based.

The V-PCRF can find the H-DRA based on the UE NAI, and then find the H-PCRF by the H-DRA.
The V-PCRF shall provide the H-DRA of the H-PCRF realm with identity parameters upon the first interaction between the V-PCRF and the H-PCRF realm.
If redirect agent is used for H-DRA, the H-DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the H-PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the V-PCRF.

If proxy agent is used for H-DRA, the H-DRA should use the proxy procedure as specified in IETF RFC 6733 [zz]. For PA2 solution (described in clause 7.1), only session establishment, session modification with the UE’s Ipv4 address updated and termination messages shall be sent through the H-DRA.
The identity parameters from the V-PCRF may comprise the same parameters sent by the PCEF or the BBERF to the V-PCRF, i.e. the user identity (UE NAI), APN, the UE’s Ipv4 address and/or Ipv6 prefix (3GPP TS 23.203 [2]).
If redirect agent or PA2 is used for H-DRA, and the V-PCRF receives establishment message from the AF in the VPLMN, the V-PCRF may send the message to the H-PCRF directly (e.g. based on the stored information provided by H-DRA during the IP-CAN session establishment).
7.3.9
PCRF selection by TDF for unsolicited application reporting
The TDF uses pre-configured information to find the DRA.

The TDF shall provide the DRA of the PCRF realm with identity parameters upon the first interaction between the TDF and the PCRF realm.
If redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the TDF.

If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [zz].

The parameters from the TDF may comprise the UE IP address in either the Framed-IP-Address AVP or the Framed-Ipv6-Prefix AVP and PDN information in the Called-Station-ID AVP.
NOTE:
The TDF located in the HPLMN finds the H-PCRF for the roaming UE with home routed access case. The TDF located in the VPLMN finds the V-PCRF for the roaming UE with visited access case.

7.3.10
PCRF selection by RCAF

For initial Non-Aggregated RUCI reporting, the RCAF shall provide the identity parameters to the DRA of the PCRF realm.
The identity parameters from the RCAF may comprise PDN information in the Called-Station-Id AVP and user identity in the Subscription-Id AVP.

In the roaming with home-routed access case, the RCAF can find the H-DRA based on the IMSI, and then find the H-PCRF by the H-DRA.The RCAF shall provide the H-DRA of the H-PCRF realm with identity parameters upon the first interaction between the RCAF and the H-PCRF realm.
In the roaming with visited case, the RCAF shall provide the V-DRA of the V-PCRF realm with identity parameters upon the first interaction between the RCAF and the V-PCRF realm.
If the redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the RCAF.

If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [zz].

For subsequent non-aggregated or aggregated RUCI reporting, the RCAF shall include the PCRF identity within the Destination-Host AVP for direct PCRF selection. The PCRF identity shall be responded by the PCRF within the PCRF-Address AVP in the initial non-aggregated RUCI reporting, for identifying the same destination PCRF in the subsequent non-aggregated or aggregated RUCI reporting.
*** 4th Change ***

7.4.2.1
Establishment of Diameter Sessions

7.4.2.1.1
Non-roaming cases
Establishment of Diameter sessions may occur at the following cases:

-
Gateway control session establishment

-
IP-CAN session establishment

-
AF session establishment
-
For unsolicited application reporting, TDF session establishment
The DRA client (AF/BBERF/PCEF/TDF) shall follow the procedure below if an appropriate cached route table entry created from previous DRA (redirect) interactions does not exist. Cached route table entries are created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs as described in sections 6.12, 6.13 and 6.14 of IETF RFC 6733 [zz].
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Figure 7.4.2.1.1.1: Establishment of Diameter session through DRA (redirect)

1.
A Client receives an external trigger (e.g., IP-CAN session establishment request) that requires the establishment of a Diameter session with a PCRF.

2.
A Diameter Establishment request (e.g., a Diameter CCR sent by PGW to indicate establishment of an IP-CAN session as defined in clauses 4.5.1, 4a.5.1 of 3GPP TS 29.212 [9]) with user information (e.g., UE-NAI) is sent by the Client and received by the DRA (redirect).
3.
The DRA (redirect) stores the user information (e.g., UE-NAI) and checks whether an active DRA binding exists. If not the DRA creates a dynamic DRA binding (assignment of a PCRF node per UE or per IP-CAN session); if the DRA (redirect) find there has been a DRA binding for the user, the DRA shall select the PCRF from the binding for the client.
4.
The DRA (redirect) sends a Diameter Answer indicating redirection as defined in IETF RFC 6733 [zz]. The target PCRF identity is included in the Redirect-Host AVP.

5.
The Client re-sends the Diameter Establishment Request of step 2 to the target PCRF.

6.
PCRF-1 returns a Diameter Answer, as defined in clauses 4.5, 4a.5 of 3GPP TS 29.212 [9], to the Client.
NOTE:
Figure 7.4.2.1.1.1 is also applicable when the AF/BBERF/PCEF/TDF in the VPLMN contacts the V-DRA to locate the V-PCRF.
7.4.2.1.2
Roaming cases

Establishment of Diameter sessions may occur at the following cases:

-
S9 session 
vailability

-
AF session establishment
The DRA client (AF/BBERF/PCEF) shall follow the procedure below if an appropriate cached route table entry created from previous DRA (redirect) interactions does not exist. Cached route table entries are created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs as described in clause 6.12, 6.13 and 6.14 of IETF RFC 6733 [zz].
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Figure 7.4.2.1.2.1: Establishment of Diameter session through DRA (redirect) – Roaming scenario

1.
The V-PCRF receives an external trigger (e.g., IP-CAN session establishment request) that requires the establishment of a Diameter session with an H-PCRF over the S9 reference point.

2.
A Rx/S9 Diameter Establishment Request with user information (e.g., UE-NAI) is sent by the V-PCRF and received by the H-DRA (redirect) in the home PLMN.
3.
The H-DRA (redirect) stores the user information (e.g., UE-NAI) and checks whether an active DRA binding exists. If not the H-DRA creates a dynamic DRA binding (assignment of a PCRF node per UE); if the DRA (redirect) find there has been a DRA binding for the user, the DRA shall select the PCRF from the binding for the client.
4.
The H-DRA (redirect) sends a Diameter Answer indicating redirection as defined in IETF RFC 6733 [zz]. The target PCRF identity is included in the Redirect-Host AVP.

5.
The V-PCRF re-sends the Rx/S9 Diameter Establishment Request of step 2 to the target H-PCRF.
6.
H-PCRF-1 returns a corresponding Diameter Answer to the V-PCRF.

NOTE:
The V-PCRF may proxy the Rx Diameter Establishment Request to the H-PCRF directly (e.g. based on the stored information provided by H-DRA during the S9 Diameter session establishment).
*** 5th Change ***

7.4.2.3
Termination of Diameter Sessions

7.4.2.3.1
Non-roaming cases

Termination of Diameter sessions that impact the DRA binding occur at the following cases:

-
Gateway control session termination

-
IP-CAN session termination

The DRA client (BBERF/PCEF) shall follow the procedure below if the DRA (redirect) is maintaining PCRF routing information per IP-CAN session or an appropriate cached route table entry created from previous DRA (redirect) interactions does not exist. Cached route table entries are created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs as described in clause 6.12, 6.13 and 6.14 of IETF RFC 6733 [zz].

[image: image3.wmf] 

1. 

 

Exter

nal trigger

 

Legend

:

 

 

       

 

Mandatory

 

               

 

 

Conditional 

 

PCRF

-

1

 

Client

 

(

BBERF/PCEF

)

 

 

2

 

 

Gx/Gxx Diameter 

T

ermination 

Request

 

6

. 

Gx/Gxx 

Diameter 

Answer

 

4

.  

DRA binding

 

verification/release

 

5

 Diameter Redirect 

Answer

 

DRA

 

(

redirect

)

 

PCRF

-

2

 

3

. 

 

Gx/Gxx Diameter 

T

ermination Request

 


Figure 7.4.2.3.1.1: Termination of Diameter sessions through DRA (redirect)

1.
Client receives an external trigger (e.g. an IP-CAN session termination is initiated by the UE or PCRF) that triggers the client to terminate Diameter session with server (i.e. PCRF)

2
A Diameter Termination Request (e.g., as defined in clauses 4.5.7 (Gx) and 4a.5.3 (Gxx) of 3GPP TS 29.212 [9]) is sent by the Client to the DRA (redirect).

3.
A Diameter Termination Request (e.g., as defined in clauses 4.5.7 (Gx) and 4a.5.3 (Gxx) of 3GPP TS 29.212 [9]) is sent by the Client to PRCF-1. The message uses the same Session-Id AVP value of the active Diameter session established between the Client and PCRF-1.

NOTE:
Steps 2, 3 may be carried out in parallel. Otherwise, the client after step2 may need to wait for the redirect answer before sending the Diameter termination request to the PCRF.

4.
DRA (redirect) verifies that there is an active DRA binding for the IP-CAN session based on the Session-Id AVP and marks the Diameter session terminated. If the DRA binding is per IP-CAN session and all the Diameter sessions (i.e. Gx session or Gxx session) of that IP-CAN session are terminated or if the DRA binding is per UE and all the Diameter sessions (i.e. Gx session or Gxx session) of that UE are terminated the DRA removes the DRA binding.
5
DRA (redirect) acknowledges termination of the session by sending a Diameter redirect answer to the client.

6
PCRF-1 acknowledges termination of session. PCRF-1 sends a Diameter Answer (e.g., as defined in clauses 4.5.7 (Gx) and 4a.5.3 (Gxx) of 3GPP TS 29.212 [9]) to the Client.
NOTE:
Figure 7.4.2.3.1.1 is also applicable when the BBERF/PCEF in the VPLMN terminates the Diameter sessions through the V-DRA.
7.4.2.3.2
Roaming cases

Termination of Diameter sessions occur at the following cases:

-
S9 session termination
The DRA client (AF/BBERF/PCEF) shall follow the procedure below) if the DRA (redirect) is maintaining PCRF routing information per IP-CAN session or an appropriate cached route table entry created from previous DRA (redirect) interactions does not exist. Cached route table entries are created from the Redirect-Host, Redirect-Host-Usage and Redirect-Max-Cache-Time AVPs as described in clause 6.12, 6.13 and 6.14 of IETF RFC 6733 [zz].
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Figure 7.4.2.3.2.1: Termination of Diameter sessions through DRA (redirect) – Roaming case

1.
V-PCRF receives an external trigger (e.g. session termination request from the BBERF, PCEF) that requires the sending of a Diameter Termination Reqeust.
2
A Diameter Termination Request is sent by the V-PCRF and received by the H-DRA (redirect) in the home PLMN.

3.
A Diameter Termination Request is sent by the V-PCRF to H-PRCF-1. The message uses the same Session-Id AVP value of the active Diameter session established between theV-PCRF and H-PCRF-1.

NOTE:
Steps 2, 3 may be carried out in parallel. Otherwise, the V-PCRF after step2 may need to wait for the redirect answer before sending the Diameter termination request to the H-PCRF
4.
H-DRA (redirect) verifies that there is an active DRA binding for the IP-CAN session based on the Session-Id AVP and marks the Diameter session terminated. If all the Diameter sessions (i.e. S9 session, Gxx session, Gx session) of that UE are terminated the H-DRA removes the DRA binding.
5
H-DRA (redirect) acknowledges termination of the session by sending a Diameter redirect answer to the V-PCRF.

6
H-PCRF-1 acknowledges termination of the session by sending a Diameter answer to the V-PCRF.

NOTE:
Rx Diameter termination messages are not required to be sent to H-DRA (redirect) since such messages do not affect the DRA binding
*** 6th Change ***

E.6.3.5
PCRF selection by BPCF

For EPC-routed traffic, when the S9a Session Establishment request is triggered by the (V-) PCRF, the BPCF may use the (V-) PCRF identity provided within the PCRF-Address AVP in the S9a Session Establishment Trigger.
The BPCF may also use the DRA procedures as described in clause 7.3. In order to do so, the BPCF shall provide the DRA of the PCRF realm with identity parameters during the S9a Session Establishment procedure. The identity parameters from the BPCF may comprise the UE Local Ipv4 or UE local Ipv6 address in the UE-Local-IP-Address AVP (WLAN scenario), H(e)NB Local IP address in the HeNB-Local-IP-Address AVP (H(e)NB scenario), PDN information in the Called-Station-Id AVP if available and user identity in the Subscription-Id AVP. The BPCF obtains these data from the S9a Session Establishment Trigger procedure initiated by the (V-) PCRF.

For NSWO traffic, the BPCF finds the PCRF using the DRA procedures as described in clause 7.3. In order to do so, the BPCF shall provide the DRA of the PCRF realm with identity parameters during the S9a* Session Establishment procedure. The identity parameters from the BPCF shall comprise the UE local Ipv4 adress or UE local Ipv6 prefix/address in the UE-Local-IP-Address AVP or UE-Local-IP-Prefix AVP, the APN in the Called-Station-Id AVP and user identity in the Subscription-Id AVP.
For both EPC-routed traffic and NSWO traffic, if the redirect agent is used for DRA, the DRA shall use the redirecting requests procedure as specified in IETF RFC 6733 [zz], and include the PCRF identity in the Redirect-Host AVP in the Diameter reply sent to the BPCF .
If proxy agent is used for DRA, the DRA should use the proxy procedure as specified in IETF RFC 6733 [zz]. For PA2 solution (described in clause 7.1) only S9a/S9a* session establishment and S9a/S9a* session termination messages shall be sent through the DRA.

For NSWO traffic in a roaming scenario the selected V-PCRF shall belong to the same VPLMN selected during the 3GPP –based authentication procedure. The BPCF uses the VPLMN-Id to find the V-DRA in the VPLMN. The V-PCRF finds the DRA in the HPLMN according to clause 7.3.8.
NOTE:
The BPCF will use the VPLMN-Id to obtain the Destination-Realm AVP used to find the V-DRA and then to find the V-PCRF using Diameter based procedures as described in IETF RFC 6733 [zz].
*** 7th Change ***

E.6.4.3.1
S9 session establishment trigger
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Figure E.6.4.3.1.1: S9 session establishment trigger using DRA (Redirect) – Roaming case

1.
The H-PCRF receives an external trigger (e.g. IP-CAN session establishment request) and determines that an S9 session shall be established.
2.
A TER command including user identity, PDN ID if available, UE Local IP address/H(e)NB Local IP address, UDP source port number(if NA(P)T is detected) and the FQDN of Fixed Broadband network where the H(e)NB is connected to if available is sent by the H-PCRF and received by a V-DRA (proxy) in the visited PLMN. The Auth-Session-State AVP set to NO_STATE_MAINTAINED shall be included in the TER.
3.
The V-DRA (redirect) stores the user identity and creates a dynamic DRA binding for this user. (assignment of a PCRF node per UE).
4.
The V-DRA (redirect) sends a TEA command indicating redirection as defined in IETF RFC 6733 [zz]. The target V-PCRF identity is included in the Redirect-Host AVP.

NOTE:
The H-PCRF is aware that there is a V-DRA (redirect) deployed in the network at this stage.

5.
The H-PCRF re-sends the TER command of step 2 to the target V-PCRF-1.

6.
The V-PCRF-1 returns a TEA 
vailab.
*** End of Changes ***
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