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	Reason for change:
	If authentication of SIP request methods initiated by the UE excluding REGISTER is desired according to operator’s policy, for other authentication schemes different from IMS-AKA, the S-CSCF requires some authentication information (e.g. authentication vectors). 

According to stage 2, in 3GPP TS 24.229, these parameters are stored during authentication of REGISTER requests:

5.4.3.6
SIP digest authentication procedures for all SIP request methods initiated by the UE excluding REGISTER
5.4.3.6.1
General

When the S-CSCF receives from the UE a request (excluding REGISTER), and SIP digest without TLS or SIP digest with TLS is supported and in use for this UE, the S-CSCF may perform the following steps if authentication of SIP request methods initiated by the UE excluding REGISTER is desired:

[…]

NOTE 1:
The usage of the same parameters for authentication of non-registration SIP requests requires the storage of these parameters during authentication of REGISTER requests, as retrieval of authentication vectors is only specified for REGISTER requests.

However, after an S-CSCF restart these data is lost and then the S-CSCF is not able to authenticate.


	
	

	Summary of change:
	After the S-CSCF has restarted, if authentication of SIP request methods initiated by the UE excluding REGISTER is desired according to operator’s policy, the S-CSCF shall fetch required authentication information from the HSS by means of the authentication procedures (Cx-MAR/MAA).


	
	

	Consequences if not approved:
	Originating requests after S-CSCF restart can not be handled (for authentication schemes different from IMS-AKA) when operator’s policy requires authentication. 
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* * * First Change * * * *

4.4.2
S-CSCF Restoration after Restart

The S-CSCF lost all user data if it restarts after a failure or it is unable to trust any data after it resumes operation, due to the fact that it may have lost profile updates from the HSS in the service interruption period. If such a S-CSCF receives an originating request different from SIP REGISTER coming from the UE, the S-CSCF shall send SAR to the HSS with Server Assignment Type set to NO_ASSIGNMENT to restore the user data. If the S-CSCF name sent in the Server-Assignment-Request command and the previously assigned S-CSCF name stored in the HSS are different, which may happen if S-CSCF reassignment occurred during a terminating restoration before, the HSS shall not overwrite the S-CSCF name; instead it shall send a response to the S-CSCF with result code set to DIAMETER_UNABLE_TO_COMPLY, as specified in the 3GPP TS 29.228 [3]. If there are S-CSCF restoration information related to the Public User Identity stored in the HSS, the HSS shall send the S-CSCF restoration information together with the user profile in the SAA to the S-CSCF. If the HSS returns an error DIAMETER_UNABLE_TO_COMPLY to the S-CSCF, the S-CSCF shall then return a specific error response to the UE to trigger a new registration.

If there are more than one group of S-CSCF restoration information related to the Public User Identity stored in the HSS, which may happen if the Public User Identity is shared by multiple Private User Identities, the HSS shall include all of the S-CSCF restoration information in the SAA. One group of S-CSCF restoration information corresponds to one Private User Identity.

If authentication of SIP request methods initiated by the UE excluding REGISTER is desired according to operator’s policy, for other authentication schemes different from IMS-AKA, the S-CSCF requires authentication information (e.g. authentication vectors). If this information is not stored in the S-CSCF, the S-CSCF shall fetch that information from the HSS by means of the authentication procedures (Cx-MAR/MAA).
NOTE 1:
The S-CSCF restoration information includes authentication scheme information (SIP-Authentication-Scheme). It allows the S-CSCF to identify the corresponding scheme for authentication when multiple schemes are supported. 

NOTE 2:
The authentication information (e.g. authentication vectors) was retrieved by the S-CSCF from the HSS for the authentication of REGISTER requests and it can be stored locally. This data may be lost after the S-CSCF restart. 
If the S-CSCF receives SAA with the service profile of the user, the S-CSCF shall continue the originating service as normal.

If the S-CSCF receives SAA with S-CSCF restoration information and the S-CSCF restoration information includes the UE’s subscription information, the S-CSCF shall construct a NOTIFY message according to the information and send it to the UE (or UEs if the IMPU is shared between several IMPIs) to trigger a new registration at anytime after normal processing of the originating request. 

* * * End of changes * * * *

