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4
General



***** Next change *****
4.3
MCPTT speech


A session that contains MCPTT speech is either a full-duplex session or a half-duplex session with an SDP media component containing an audio media type with a codec suitable for conversational speech that exists between an MCPTT client and an MCPTT server.

If the MCPTT speech session is a half-duplex session, it additionally contains a media component that describes the characteristics of the media-floor control entity.
***** Next change *****
5
Functional entities


***** Next change *****
6
Common procedures


***** Next change *****
6.2.1
SDP offer generation

The SDP offer shall contain only one SDP media-level section for MCPTT speech containing an "m=audio" line with the "a=label" attribute having a unique value as specified in IETF RFC 4574 [8] and an "i=" field associated with the "m=audio" line set to "speech" according to 3GPP TS 24.229 [4].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered media stream and for the offered media-floor control entity, if any;

NOTE:
If the MCPTT client is behind a NAT the IP address and port can be a different IP address and port than the one of the MCPTT client depending on NAT traversal method used by SIP/IP Core.

2)
shall include the media-level section for the media stream consisting of:

a)
the port number for the media stream selected as specified in 3GPP TS 24.380 [5]; and

b)
the codec(s) and media parameters; and

3)
shall include the media-level section of the offered media-floor control entity, if any, consisting of:

a)
an "m=application" line, including the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5], the transport protocol and floor control protocol; and

b)
if the MCPTT client has its MCPTT emergency state set and is originating an emergency call, shall include an mc_priority attribute set to the level specified for MCPTT emergency group calls; and

4)
shall include the MIKEY-SAKKE I_MESSAGE, if generated by the MCPTT client, in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
Editor's Note [CT1#95, C1-154551]:
What is the emergency level for mc_priority? Is it "well-known" or configured? An alternative mechanism to provide elevated floor control priority would be to include an emergency indication in the floor control request which the MCPTT server could use to provide the appropriate floor control priority based upon policy.

Editor’s Note:
the "floor control protocol" name as mentioned above is TBD.


6.2.2
SDP answer generation

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream if offered in the SDP offer and bind the media-level section that identifies MCPTT speech to the corresponding media-floor control entity, as in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted media stream and for the accepted media-floor control entity, if any;

Editor’s Note [CT1#94, C1-153762]: If the MCPTT client is behind NAT the IP address and port can be a different IP address and port than the one of the MCPTT client depending on NAT traversal method used by SIP/IP Core.

3)
shall include the media-level section for each accepted media as specified in 3GPP TS 24.229 [4]; and

4)
shall include the media-level section of the offered media-floor control entity accepted in the SDP answer, if any, consisting of:

a)
an "m=application" line, including the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5], the transport protocol and floor control protocol.

Editor’s Note [CT1#94, C1-153762]: the "floor control protocol" name as mentioned above is TBD.


***** Next change *****
6.2.7
Receiving a SIP MESSAGE request

Upon receipt of a SIP MESSAGE request the MCPTT client shall handle the request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33].


If the SIP MESSAGE request contains:

-
a content-type of multipart/mixed;

-
a boundary parameter set to "mcptt";

-
a content type within a first "mcptt" boundary set to "application/mcptt-info+xml"; and

-
a content type within a second "mcptt" boundary set to "text/plain";

then the MCPTT client:

-
shall validate the MCPTT ID in the <mcptt-request-uri> element of the mcptt-info MIME body; and

-
if the validation of the MCPTT ID succeeds, shall render the message content in the text/plain MIME body to the MCPTT user identified by the MCPTT ID.
***** Next change *****
6.3.1.3
SIP MESSAGE request

The MCPTT server needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to the MBMS public service identity of the participating MCPTT function. Such requests are known as "SIP MESSAGE request for an MBMS listening status update" in the procedures in this document;
-
SIP MESSAGE request routed to the participating MCPTT function as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Report element. Such request are known as "SIP MESSAGE request for location reporting";
-
SIP MESSAGE request routed to the MCPTT client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Configuration element. Such request are known as "SIP MESSAGE request for location report configuration"; and
-
SIP MESSAGE request routed to the MCPTT client as a result of initial filter criteria containing a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml" and includes an XML body containing a Location root element containing a Request element. Such request are known as "SIP MESSAGE request for location report request".

***** Next change *****
6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field. The behaviour of the server receiving the Privacy header field is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and

8)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE to the outgoing SIP INVITE request.


6.3.2.1.4
Sending an INVITE request on receipt of a REFER request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:

1)
shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP REFER request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request; and

7)
if the incoming SIP REFER request contained an "application/g.3gpp.mcptt-info+xml" MIME body in the "body" URI header field, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body to the SIP INVITE request, according to rules and procedures of IETF RFC 5366 [20].


***** Next change *****
6.3.2.2.3
SIP INVITE towards the terminating MCPTT client

The participating MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4] and:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag;

d)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request; and

e)
any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.3 in 3GPP TS 24.229 [4]; and

Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.

Editor's Note [CT1#95, C1-154398]:
Further specification of the inclusion of the Resource-Share header field for the case where the INVITE request was received without SDP offer needs to be studied.

7)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20].

Editor's note [CT1#95-bis, C1-160396]: If the broadcast call can be initiated over the MBMS bearer without using an SIP session (on-demand or pre-established) is FFS. There may be security issues with such a solution if security keys are not distributed to affiliated group members prior to the establishment of the broadcast call.
***** Next change *****
6.3.2.2.4.2
Final response

This subclause is referenced from other procedures.


When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If no "refresher" parameter was included in the INVITE the "refresher" parameter in the Session-Expires header field shall be set to "uas";

3)
shall, if privacy is requested, include value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCPTT function;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23]; and

6)
if the incoming SIP response contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP 200 (OK) response.
Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.
***** Next change *****
6.3.2.2.7
SIP MESSAGE towards the terminating MCPTT client

This subclause is referenced from other procedures.


The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:

1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;

3)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt";

4)
shall include within a first "mcptt" boundary a content-type of "application/vnd.3gpp.mcptt-info+xml";

5)
shall include within the first "mcptt" boundary an mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user that was in the <mcptt-request-uri> element of the mcptt-info MIME body of the incoming SIP MESSAGE request, according to rules and procedures of IETF RFC 5366 [20];

6)
shall include within a second "mcptt" boundary a content-type of "text/plain";

7)
shall include within the second "mcptt" boundary, the text that was included in the MIME body of the incoming SIP MESSAGE request;

8)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
9)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];
***** Next change *****
6.3.3.1.4
Sending a SIP MESSAGE request

This subclause is referenced from other procedures.


The controlling MCPTT function: 

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to a public service identity identifying the terminating participating MCPTT function associated with the MCPTT ID of the MCPTT user;
5)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt";
6)
shall include within a first "mcptt" boundary a content-type of "application/vnd.3gpp.mcptt-info +xml";
7)
shall include within the first "mcptt" boundary an mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
8)
shall include within a second "mcptt" boundary, a content-type of "text/plain" with the required text to render to the MCPTT user;

9)
shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and

10)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].

***** Next change *****
10.1.1.3.1.1
On demand pre-arranged group call

In the procedures in this subclause, group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the "application/vnd.3gpp.mcptt-info" MIME body of the incoming SIP INVITE request.
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "prearranged", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#94, C1-153763]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;

NOTE 1:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
if the user identified by the MCPTT ID is not authorised to initiate pre-arranged group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make pre-arranged group calls" in a Warning header field as specified in subclause 4.4;

4)
if the user identified by the MCPTT ID already has N2 simultaneous affiliations and the user is not affiliated to the group identified in the "SIP INVITE request for originating participating MCPTT function", shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4;

NOTE 2:
N2 is the total number of MCPTT groups that an MCPTT User can be affiliated to simultaneously.

5).
shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 "Busy Here" response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;


7)
shall check if a Resource-Priority header field is included in the SIP INVITE request according to rules and procedures of specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#94, C1-153763]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) is to be determined.

8)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the SIP INVITE request;

NOTE 3:
The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.

NOTE 4:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current release.
9)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

10) 
shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the group identity which was present in the incoming SIP INVITE request;

11)
shall set the <mcptt-calling-user-identity> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request to the MCPTT ID of the calling user;
12)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCPTT client as specified in subclause 6.3.2.1.1.1;

13)
shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

Editor's Note [CT1#94,C1-153763]: What values the Resource-Priority header field is set to is FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

14)
shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response in response to the above SIP INVITE request in step 12):

1)
shall generate a SIP 200 (OK) response as in subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;

6)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];

7)
shall interact with Media Plane as specified in 3GPP TS 24.380 [5]; and

8)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].

10.1.1.3.1.2
Pre-arranged group call using pre-established session

Upon receipt of a "SIP REFER request for a pre-established session", with the Refer-To header containing an "application/vnd.3gpp.mcptt-info"MIME type content in a "body" URI header field and with the <session-type> element set to "pre-arranged" the participating MCPTT function:

Editor's Note [CT1#95, C1-154715]: The above SIP REFER request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP REFER request for pre-established session with application data encryption".
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#95, C1-154715]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.


2)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

3)
shall determine the MCPTT ID of the calling user;

Editor's Note [CT1#95, C1-154715]: The P-Asserted-Identity field will contain the IMPU and this is not necessarily the MCPTT ID. It has not yet been determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be and then decrypted by the server, with the key management solution being FFS) or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT-ID and then the IMPU is translated to the MCPTT-ID at the entities.

4)
if the user identified by the MCPTT ID is not authorised to initiate pre-arranged group calls, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "101 user not authorised to make pre-arranged group calls" in a Warning header field as specified in subclause 4.4;

5)
if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;

Editor's Note: [CT1#95, C1-154715]: Whether the client should be using the Explicit Subscription ("nosub") mechanism in RFC 7614 or whether the Refer-sub=False header and "norefersub" option tag as defined in RFC 4488 can be used to avoid creation of an implicit subscription is for further study.

6)
shall generate a final SIP 2xx response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [4];

NOTE:
In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 2xx response to the SIP REFER request to indicate that it has not created an implicit subscription.

7)
shall send the response to the "SIP REFER request for a pre-established session" towards the MCPTT client according to 3GPP TS 24.229 [4];

8)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.4;

9)
shall copy the contents of the URI including any other uri-parameter present, from the Refer-To header field of the "SIP REFER request for a pre-established session" to the Request-URI of the SIP INVITE request;

10) shall include in the SIP INVITE request the option tag "tdialog" in a Supported header field according to the rules and procedures of IETF RFC 4538 [23];

11) shall include in the SIP INVITE request an SDP offer as specified in subclause 6.3.2.1.1.2 based upon the SDP negotiated during the pre-established session establishment, together with the SDP offer (if any) included in the "SIP REFER request for a pre-established session";

12) shall determine if the SIP REFER request is regarded as being received with an implicit floor request;

a)
if the SIP REFER request is regarded as being received with an implicit floor request, the participating MCPTT function shall include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and

b)
if the SIP REFER request is regarded as being not received with an implicit floor request, the participating MCPTT function shall not include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and
13) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receiving SIP provisional responses for the SIP INVITE request the participating MCPTT function:

1)
shall discard the received SIP responses without forwarding them.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCPTT function:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** Next change *****
10.1.1.4.1.1
INVITE targeted to an MCPTT client

Editor's Note [CT1#95, C1-154731]: In the following subclause, the relevance of the information in the conference state event package in presence of broadcast transmission is FFS.

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 10.1.1.4.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this subclause.

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited.;

NOTE 1:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
3)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCPTT function;
4)
shall include in the "application/vnd.3gpp.mcptt-info" MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the MCPTT ID of the terminating user; and

b)
the <mcptt-group-id> element set to the group identity; 
NOTE 3:
The <mcptt-calling-user-id> is already included in the MIME body as a result of calling subclause 6.3.3.1.2 in step 1).
5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
6)
shall send the SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response containing a Require header field with the option tag "100rel" and containing a P-Answer-State header field with the value "Unconfirmed" in response to the SIP INVITE request the controlling MCPTT function:

1)
shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4]; and

2)
shall create and cache an anonymous MCPTT ID for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT ID has not been created yet for the invited MCPTT user.

NOTE 4:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

Editor's Note [CT1#95, C1-154731]: OMA PCPS allows privacy for an MCPTT group by using the <allow-anonymity> element. It is FFS if this capability is required for MCPTT. If so, then procedures will need to be specified here for the controller to either obey the privacy and release the client from the session or ignore the privacy.

1)
shall create and cache an anonymous MCPTT address for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT address has not been created yet for the invited MCPTT user;

NOTE 5:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

3)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that an invited MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 6:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

4)
shall send the SIP NOTIFY request to the MCPTT client according to 3GPP TS 24.229 [4].

NOTE 7:
The notifications above could be sent prior to the SIP 200 (OK) being sent to the inviting MCPTT client. These notifications received by MCPTT clients that are group members do not mean that the group session will be successfully established.
NOTE 8:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCPTT warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an "application/resource-lists+xml" MIME body as specified in IETF RFC 5318 [36];

NOTE 9:
The "application/resource-lists+xml" MIME body contains MCPTT IDs identifying MCPTT users in a partner MCPTT system that needs to be invited to the pre-arranged group call in case of group regrouping using interrogating method as specified in 3GPP TS 23.179 [3] subclause 10.6.2.4.2.

then the controlling MCPTT function:

1)
shall check if the number of members of the MCPTT group exceeds the value contained in the <max-participant-count> element. If exceeded, the controlling MCPTT function shall invite only <max-participant-count> members from the "application/resource-lists+xml" MIME body; and

NOTE 10:
The <max-participant-count> element indicates the maximum number of participants allowed in the pre-arranged group session.

2)
shall invite MCPTT users as specified in this subclause using the list of MCPTT IDs in URI-List.


***** Next change *****
10.1.2.3.1.1
MCPTT chat session establishment

In the procedures in this subclause:

1)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the "application/vnd.3gpp.mcptt-info" MIME body of the incoming SIP INVITE request; and

2)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body.
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" for a group identity identifying a chat MCPTT group containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "chat", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

NOTE 1:
if the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1#95-bis, C1-160421]: the participating server should really know if this user is authorised to originate and/or participate in MCPTT emergency group calls, as exceptions to limits on affiliations, simultaneous sessions etc. should likely not be made unless the user is authorised to make an MCPTT emergency group call and emergency group calls are permitted on this group. This applies to steps 1, 4 and 6 of this procedure. Access to the MCPTT user's user profile data as captured in Table B.3-1 of 3GPP TS 23.179 v13.0.0 would enable this functionality.

Editor's Note [CT1#94, C1-153736]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and authorise the calling user;

NOTE 2:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
if the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;

4)
if the MCPTT user is not affiliated with the chat MCPTT group identified by the group identity in the SIP INVITE request, and already has N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

NOTE 3:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].

NOTE 4:
if the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.

5)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

NOTE 5:
If the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user. Alternatively, a lower priority session of the MCPTT user could be terminated to allow for the new session.

7)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the SIP INVITE request;

NOTE 6:
The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.

NOTE 7:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current document.
8)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

9)
shall set the Request-URI to the public service identity of the controlling function associated with the group identity present in the incoming SIP INVITE request;
10)
shall include the MCPTT ID of the calling user in <mcptt-calling-user-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request;
11)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in subclause 6.3.2.1.1.1;

12)
if the received SIP INVITE request contains an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3; and
a)
if not already included, shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml"; and

b)
if not already copied, shall copy the contents of the "application/vnd.3gpp.location-info+xml" MIME body received in the SIP INVITE request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP request;

NOTE 8:
Note that the mcptt-info MIME body will already have been copied into the outgoing SIP INVITE request by subclause 6.3.2.1.3.
Editor's Note [CT1#95-bis, C1-160421]: how does the participating server know what the in-progress emergency state of the group is? Where is this data element stored?

13) if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [29] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

NOTE 9:
The participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.

Editor's Note [CT1#94, C1-153736]: The values of Resource-Priority header field are FFS. How the participating MCPTT function processes the Resource-Priority header field in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.
14) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** Next change *****
