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***** 1st change *****
6.2.8.1.1
SIP INVITE request or SIP REFER request for originating MCPTT emergency group calls

This subclause is referenced from other procedures.
When the MCPTT emergency state is set and this MCPTT user and MCPTT group are authorised to initiate MCPTT emergency group calls as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:

1)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request or SIP REFER request an <emergency-ind> element set to "true" and if the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" shall set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested";


2)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and this is an authorised request for MCPTT emergency alert as determined by the procedures of subclause 6.2.8.1.6, and the MCPTT emergency alert state is set to "MEA 1: no-alert", shall: 
a)
set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "true" and set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending"; and
b)
perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;
3)
if the MCPTT user has not requested an MCPTT emergency alert to be sent and the MCPTT emergency alert state is set to "MEA 1: no-alert", shall set the <alert-ind> element of the MIME mcpttinfo body to "false"; and

4)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" set the MCPTT client emergency group state of the MCPTT group to "MEG 3: confirm-pending".

NOTE 1:
This is the case of an MCPTT user already being in the MCPTT emergency state it initiated previously while originating an MCPTT emergency group call or MCPTT emergency alert. All group calls the MCPTT user originates while in MCPTT emergency state will be MCPTT emergency group calls.

When the MCPTT emergency state is clear and the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" and the received SIP request contains an authorised request for MCPTT emergency group call as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client shall set the MCPTT emergency state and perform the following actions:

1)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request or SIP REFER request an <emergency-ind> element set to "true" and set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested" state;

2)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and this is an authorised request for MCPTT emergency alert as determined by the procedures of subclause 6.2.8.1.6, shall: 
a)
include in the application/vnd.3gpp.mcptt-info+xml MIME body the <alert-ind> element set to "true" and set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending"; and
b)
perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;
3)
if the MCPTT user has not requested an MCPTT emergency alert to be sent, shall set the <alert-ind> element of the MIME mcpttinfo to "false"; and

4)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" shall set the MCPTT client emergency group state of the MCPTT group to "MEG 3: confirm-pending".

NOTE 2:
This is the case of an initial MCPTT emergency group call and optionally an MCPTT emergency alert being sent. As the MCPTT emergency state is not sent, there is no MCPTT emergency alert outstanding.

NOTE 3:
An MCPTT group call originated by an affiliated member of an MCPTT group which is in an in-progress emergency state (as tracked on the MCPTT client by the MCPTT client emergency group state) but is not in an MCPTT emergency state of their own will also be an MCPTT emergency group call. The emergency-ind and alert-ind elements of the MIME mcpttinfo body do not need to be included in this case and hence no action needs to be taken in this subclause.


***** 2nd change *****
6.2.8.1.2
Resource-Priority header field for MCPTT emergency group calls

This subclause is referenced from other procedures.
When the MCPTT emergency group call state is set to either "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" and this is an authorised request for an MCPTT emergency group call as determined by the procedures of subclause 6.2.8.1.8, or the MCPTT client emergency group state of the group is set to "MEG 2: in-progress", the MCPTT client shall include in the SIP INVITE request or SIP REFER request a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority indicated for emergency calls.

NOTE:
The MCPTT client ideally would not need to maintain knowledge of the in-progress emergency state of the group (as tracked on the MCPTT client by the MCPTT client emergency group state) but can use this knowledge to provide a Resource-Priority header field set to emergency level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.

When the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" and this is an authorised request to cancel the MCPTT emergency group call as determined by the procedures of subclause 6.2.8.1.7, or the MCPTT client emergency group state of the group is "no-emergency" or "cancel-pending", the MCPTT client shall include in the SIP INVITE request or SIP REFER request a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the normal priority level designated for this MCPTT user.


***** 3rd change *****
6.2.8.1.4
Receiving a SIP 2xx response to a SIP request for a priority group call

In the procedures in this subclause, a priority group call refers to an MCPTT emergency group call or an MCPTT imminent peril group call.
On receiving a SIP 2xx response to a SIP request for a priority group call, the MCPTT client:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted":
a)
shall set the MCPTT client emergency group state of the group to "MEG 2: in-progress" if it was not already set; and
b)
if the MCPTT emergency alert state is set to "MEA 2: emergency-alert-confirm-pending":

i)
if the SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false", shall set the MCPTT emergency alert state to "MEA 1: no-alert"; 

ii)
if the SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; otherwise

iii)
if the SIP 2xx response does not contain an application/vnd.3gpp.mcptt-info+xml MIME body or if the MIME body does not include an <alert-ind> element, shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated";


c)
shall set the MCPTT emergency group call state to "MEGC 3: emergency-call-granted"; and
d)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-capable" and the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted":

a)
if there is an application/vnd.3gpp.mcptt-info+xml MIME body included in the SIP 2xx response with an <imminentperil-ind> element set to a value of "true" or if there is no <imminentperil-ind> element included, shall:

i)
set the MCPTT imminent peril group call state to "MIGC 3: imminent-peril-call-granted"; and

ii)

set the MCPTT imminent peril group state to "MIG 2: in-progress"; and

b)
if there is an application/vnd.3gpp.mcptt-info+xml MIME body included in the SIP 2xx response with an <imminentperil-ind> element set to a value of "false" and an <emergency-ind> element set to a value of "true", shall:

i)
set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";

ii)
set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-capable"; and

iii)
set the MCPTT client emergency group state of the group to "MEG 2: in-progress".

NOTE 1:
This is the case of an MCPTT client attempting to make an imminent peril group call when the group is in an in-progress emergency group state. The MCPTT client will then receive a notification that the imminent peril call request was denied, however they will be participating at the emergency level priority of the group. This could occur for example when an MCPTT client requests an imminent peril call to a group that they are not currently affiliated with.
NOTE 2:
The MCPTT client emergency group state above is the MCPTT client's view of the in-progress emergency state of the group.
***** 4th change *****
6.2.8.1.5
Receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to a SIP request for a priority group call

In the procedures in this subclause, a priority group call refers to an MCPTT emergency group call or an MCPTT imminent peril group call.
Upon receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to a SIP request for a priority group call the MCPTT client:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted":
a)
shall set the MCPTT emergency group call state to "MEGC 1: emergency-gc-capable";

b)
if the MCPTT client emergency group state of the group is "MEG 3: confirm-pending" shall set the MCPTT client emergency group state of the group to "MEG 1: no-emergency";

c)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated";

NOTE 1:
This is the case where the MCPTT user has requested an MCPTT emergency alert in addition to the MCPTT emergency and the MCPTT emergency alert is granted.
d)

if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "false", shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and

NOTE 2:
This is the case where the MCPTT user has requested an MCPTT emergency alert in addition to an MCPTT emergency call and the MCPTT emergency alert is not granted.
e)
otherwise if the if the SIP 4xx response, SIP 5xx response or SIP 6xx response does not contain an application/vnd.3gpp.mcptt-info+xml MIME body or if the MIME body does not include an <alert-ind> element, if the MCPTT emergency alert state is set to "MEA 2: emergency-alert-confirm-pending" shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and
2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted":

a)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

b)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-capable".

***** 5th change *****
6.2.8.1.8
Determining authorisation for originating a priority group call
When the MCPTT client receives a request from the MCPTT user to originate an MCPTT emergency group call the MCPTT client shall check the following:

1)
if the <allow-emergency-group-call> element of the <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling user is set to a value of "true"; and
2)
if the <MCPTTGroupInitiation> element of the <EmergencyCall> element of the <MCPTTGroupCall> element of the <Common> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling user contains the MCPTT group identity of the group targeted MCPTT emergency group call origination.
If all of the above conditions are met, the MCPTT emergency group call request shall be considered to be an authorised request for MCPTT emergency group call, otherwise it shall be considered to be an unauthorised request for MCPTT emergency group call.
When the MCPTT client receives a request from the MCPTT user to originate an MCPTT imminent peril group call the MCPTT client shall check the following:

1
if the <allow-imminent-peril-call> element of <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling user is set to a value of "true"; and
2)
if the <MCPTTGroupInitiation> element of the <ImminentPerilCall > element of the <MCPTTGroupCall> element of the <Common> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling user contains the MCPTT group identity of the group targeted MCPTT emergency group call origination.

If both of the above conditions are met, the MCPTT imminent peril group call request shall be considered to be an authorised request for MCPTT imminent peril group call, otherwise it shall be considered to be an unauthorised request for MCPTT imminent peril group call.
***** 6th change *****
6.2.8.1.10
Determining authorisation for cancelling an imminent peril group call
When the MCPTT client receives a request from the MCPTT user to cancel an MCPTT imminent peril group call the MCPTT client shall:
1)
if the <allow-cancel-imminent-peril> element of the <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling user is set to a value of "true" the MCPTT imminent peril call cancellation request shall be considered to be an authorised request to cancel the MCPTT imminent peril group call; or

2)
if the <allow-cancel-imminent-peril> element of the <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 50] of the calling user is set to a value of "false" the MCPTT imminent peril call cancellation request shall be considered to be an unauthorised request to cancel the MCPTT imminent peril group call.
***** 7th change *****
10.1.2.2.2.1
MCPTT client joins a chat MCPTT group session

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

NOTE:
this procedure assumes the use of a pre-established session as specified in subclause 8.2.1.

Editor's Note [CT1#94, C1-153749]: This subclause assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer) is required. Requirements for encryption are FFS, If encryption is required then this SIP request will also exist in a form that identifies that the request carries sensitive data.

Editor's Note [CT1#94, C1-153749]: This procedure and any associated server procedures may need to be revisited for the purposes of decreasing the overall number of sessions consumed by joined members of the group.

Editor’s Note [CT1#94, C1-153749]: the management of the media resource allocation by the pre-established session is FFS.

The MCPTT client:

1)
shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;

2)
shall set the Refer-To header field of the SIP REFER request to the URI of the chat MCPTT group according to IETF RFC 3515 [25] and extended with the following header fields in the headers portion of the SIP URI:

a)
the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

b)
an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

c)
a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info" MIME type of the "body" URI header field with a body containing the <mcpttinfo> element with the <mcptt-Params> element and with the <session-type> element set to a value of "chat";

3)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT group call and the MCPTT emergency state is already set comply with the procedures in subclause 6.2.8.1.1;
4)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2;
5)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.9;
6)
if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 3: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

7)
shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];

8)
shall include the following according to IETF RFC 4488 [22]:

a)
the option tag "norefersub" in the Supported header field; and

b)
the value "false" in the Refer-Sub header field.

Editor's Note [CT1#94, C1-153749]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both.

9)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;

10)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16];

11)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4; and

12)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].

On receiving a final SIP 2xx response to the SIP REFER request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", shall perform the actions specified in subclause 6.2.8.1.4.
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";
the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
