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***** begin 1st change *****
4.5
MCPTT session identity

The MCPTT session identity is a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function.

The MCPTT session identity identifies the MCPTT session in such a way that e.g.:

-
the MCPTT user is able to subscribe to the participant information of the ongoing MCPTT session;

-
the MCPTT user is able to re-join an ongoing MCPTT session; and

-
the IM CN subsystem is able to route an initial SIP request to the controlling MCPTT function.

The controlling MCPTT function allocates a unique MCPTT session identity for the MCPTT session at the time of session establishment.
When protection of sensitive application data is required by the MCPTT operator, the MCPTT session identity cannot contain identity information that is classed as sensitive such as the MCPTT ID or the MCPTT Group ID, as specified in subclause 4.8.
The controlling MCPTT function sends the MCPTT session identity towards the MCPTT client during MCPTT session establishment by including it in the Contact header field of the final SIP response to a session initiation request.

The MCPTT client can cache the MCPTT session identity until a time when it is no longer needed.

The MCPTT session identity is also used in floor control requests and responses as specified in 3GPP TS 24.380 [5].
Editor's Note [CT1#94, C1-153805]: It is FFS if the MCPTT session identity needs to be a GRUU.

***** end changes *****
