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* * * First Change * * * * 
2.1.1.1
International Mobile Subscriber Identity (IMSI)

International Mobile Subscriber Identity (IMSI) is defined in 3GPP TS 23.003 [5].

IMSI is permanent subscriber data. IMSI is stored in HLR, HSS, CSS, VLR, SGSN, S4-SGSN, GGSN, MME, S-GW, P-GW, ePDG, SCEF and SMLC. For Anonymous Access, IMSI is not used in SGSN nor in GGSN. The IMSI serves as the root of the subscriber data pseudo-tree.
For emergency attached UEs without IMSI (e.g; UICCless UE) or with an unauthenticated IMSI, IMEI is used instead of IMSI to identify the UE.
* * * Next Change * * * *

2.1.2
Mobile Station International ISDN Number (MSISDN)

Mobile Station ISDN Number (MSISDN) is defined in 3GPP TS 23.003 [5].

The MSISDN is permanent subscriber data and is conditionally stored in HLR, VLR, SGSN, GGSN, HSS, MME, S-GW, P-GW, SCEF, 3GPP AAA Server and ePDG(for GTP-based S2b only), and is optionally stored in CSS. If the multinumbering option applies, the MSISDN stored in the VLR and in the Gn/Gp-SGSN is the Basic MSISDN, see subclause 2.1
* * * Next Change * * * *

2.1.10
External Identifier Set
The External Identifier set contains one or more External Identifier as defined in 3GPP TS 23.003 [5].

Any one of the External Identifier from the IMSI's External Identifier Set shall uniquely identify a single subscriber (IMSI). 
The External Identifier Set is permanent subscriber data and is stored in the HSS and conditionally in the SCEF.
* * * Next Change * * * *

2.13.6
Access Point Name (APN)

Access Point Name (APN) is defined in 3GPP TS 23.003 [5] and 3GPP TS 23.060 [21] and 3GPP TS 23.401[74]. The APN field in the HLR/HSS contains either only an APN Network Identifier (i.e. an APN without APN Operator Identifier) or the wild card value (defined in 3GPP TS 23.003 [5]).APN is permanent subscriber data conditionally stored in HLR/HSS, in GGSN, SGSN, MME, S-GW, PDN and SCEF.

* * * Next Change * * * *

5.10
Data related to Cellular IoT Control Plane Optimizations
Table 5.10-1: Overview of data used for CIoT

	PARAMETER
	Subclause
	HSS
	MME
	SGSN
	SGW
	PGW
	SCEF
	TYPE

	IMSI
	2.1.1.1
	C
	C
	-
	-
	-
	C
	P

	MSISDN
	2.1.2
	C
	C
	-
	-
	-
	C
	P

	External Identifier set
	2.1.10
	C
	-
	-
	-
	-
	C
	P

	Access Point Name
	2.13.6
	C
	C
	-
	-
	-
	C
	P

	Robust Header Compression Context
	2.23.1
	-
	C
	-
	-
	-
	-
	T

	Security Context for the Small Data over Control Plane
	2.23.2
	-
	C
	-
	-
	-
	-
	T


Editor's Note: The exact details on the storage of Robust header compression context and the security context for small data over control plane will be specified once CT1 and SA3 agree on these.
* * * End of Changes * * * *

