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5.15
Mandatory Support of SDP and Annex C Information Elements

The v=, o=, s=, m=, c=, t=, a= and b= lines of the SDP [20] syntax shall be supported. All other lines should be ignored if received.

Table 5.15.1: Supported Annex C and SDP information elements

	Supported Annex C and SDP information elements:

	Information Element
	Annex C Support
	SDP Support

	Protocol version (v=)
	"SDP_V "
	The protocol version (v=) line contains a single field:

v= <version>

and shall be used in accordance with IETF RFC 2327 [20] (i.e. v=0).

	Origin (o=)
	"SDP_O "
	The origin line consists of 6 fields:

o= <user name> <session ID> <version> <network type> <address type> <address>.

The MRFC is not required to supply this line but shall accept it.

The MRFP should populate this line as follows or use the value received from the MRFC:

- <user name> should contain an hyphen

- <session ID> and <version> should contain one or mode digits as described in IETF RFC 2327 [20]

- <network type> shall be set to IN

- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MRFP is connected. 

- <address> should contain the fully qualified domain name of the gateway.

	Session Name (s=)
	"SDP_S"
	The session name (s=) line contains a single field:

s= <session-name>.

The MRFC is not required to supply a session name but shall accept one. This line may be used to convey correlation information for use in CDRs.

The MRFP shall use an hyphen "-" as a session name or the value received from the MRFC.



	Connection data (c=) 
	"SDP_C "
	The connection data line consists of 3 fields:

c= <network-type> <address-type> <connection-address>

- The <network-type> shall be set to "IN".

- The <address-type> shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MRFP is connected.

- The <connection-address> sent by the MRFC in the remote descriptor is the address to which the MRFP shall send the media flows. 

- The <connection-address> sent by the MRFC in local descriptors may be a unicast IPv4 or IPv6 address or it may be wildcarded to allow the MRFP to choose an address.  In the second case, MGs shall fill this field with a unicast IP address at which they will receive the media stream. Thus a TTL value shall not be present and a "number of addresses" value shall not be present. The field shall not be filled with a fully-qualified domain name instead of an IP address. 

When the <connection address> is wildcarded (i.e. choose wildcard) by the MRFC, the MRFP allocates an IP address based on the address type. The addressing space for which this address is taken may depend on the termination ID supplied by the MRFC.

	Media announcements (m=)
	"SDP_M "
	Media Announcements (m=) lines consist of 3 fields:

m= <media> <port> <transport> <format>


- The <media> field shall be set to "audio"or "video" or "message" or "application" (NOTE 1).
- The <port> field in remote descriptors is provided by the MRFC and represents the port to which the MRFP shall send the media flows.

- The <port> field in local descriptors may be provided by the MRFC or wildcarded (i.e. choose wildcard) to allow the MRFP to choose a value for the port on which it wishes to receive the media stream

- The <transport> field shall be  according to table 5.15.2

- The <format> field may be explicitly supplied by the MRFC, wildcarded or overspecified. If the MRFC wishes to request the MRFP to choose which media formats it wishes to use for the call then the MRFC shall provide a "$" wildcard.  If the MRFC wishes to suggest that the MRFP selects a media format from a list of possible media formats then it shall provide a list of appropriate media types in accordance with SDP.  All conforming gateways shall support at least the default narrowband AMR codec as defined in 3GPP TS 26.114 [41]. Optionally, other codecs defined in 3GPP TS 26.114 [41] and  format "8" for RTP/AVP (i.e. G.711 A-Law).

Dynamic payloads shall not be used when a static RTP/AVP payload value is defined in IETF RFC 3551 [21]. 

	Bandwidth (b=)
	"SDP_B "
	The Bandwitdh (b=) line consists of 2 fields:

b= <modifier>: <bandwidth-value>

Bandwidth information shall be supplied by the MRFC if the required bandwidth cannot be immediately derived from the information contained in the m= line. If absent, the MRFP shall assume a reasonable default bandwidth value for well-known codecs and shall provide this value in the response sent to the MRFC. The Modifier field shall be set to "AS". 

The Bandwidth Value field shall be set to the maximum bandwidth requirement of the media stream in kbit/s. The bandwidth value shall take into account all headers down to the IP layer, including a 5% bandwidth for RTCP packets.

	Time (t=)
	"SDP_T "
	The time (t=) line consists of two fields:

t= <start-time> <stop-time>.

This line is ignored by both the MRFC and the MRFP if received in local and remote descriptors.

The MRFC is not required to supply a time description but shall accept one. 

When supplied, this line shall be set to 0 0.

	Attributes (a=)
	"SDP_A "
	Attributes (a=) lines consist of two fields:

a= 
<attribute>: <value>

One or more of the "a" attribute lines specified below may be included, depending on the payload type. 

An attribute line not specified below should not be used. Only the following attributes are understood by the MRFP. Other attributes are ignored.
a=
rtpmap: <payload type> <encoding name>/<clock rate> [/<encoding parameters>]

a= fmtp:<format> <format specific parameters>

a= ptime: <time>
a= userid: <token of user identifier> (NOTE 3)
a= floorid: <token of Floor identifier> (NOTE 3)
a= path:MSRP-URI (NOTE 4) 

a= rtcp-fb: <…> (NOTE 5)

a= extmap:<x> <CVO-URN or ROI URN> (NOTE 6) 
a= imageattr: <payload type> <…> (NOTE 7)

a= sctp-port: <port> (NOTE 8)
a= max-message-size: <value> (NOTE 8)
a= dcmap:< dcmap-stream-id> < subprotocol-opt> (NOTE 9)

a= fingerprint: <certificate fingerprint> (NOTE 10)

a=predefined_ROI: <…> (NOTE 11)
ICE support

The attributes "a=candidate", "a=ice-pwd", and "a=ice-ufrag" (see IETF RFC 5245 [48]) may be provided for an SDP m-line in the local and remote descriptor if the MRFP supports ICE, see also 3GPP TS 24.229 [49]. In the local descriptor, the MRFC shall provide "a=ice-pwd", and "a=ice-ufrag" with wildcard sign "$" to request the allocation of a password and user name fragment, and the "a=candidate" of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate. The MRFP shall then reply with completed "a=ice-pwd", and "a=ice-ufrag" and "a=candidate" attributes in the local descriptor, and shall include "a=ice-lite" if it only supports ICE lite. In the remote descriptor, the MRFC may provide the "a=candidate", "a=ice-pwd", and "a=ice-ufrag".

	NOTE 1:
The "application" media is used to describe H.248 stream for a BFCP stream or H.248 stream for an UDP/DTLS/SCTP stream to be created for a CLUE data channel in telepresence using IMS as specified in 3GPP TS 24.103 [60]. The way to generate an "m" line for a BFCP stream follows the format specified in IETF RFC 4583 [32], where the port is always a TCP port, the transport field is "TCP/TLS/BFCP" if IMS media plane security is applied or otherwise "TCP/BFCP", the fmt (format) list is ignored. When a CLUE data channel is created, the "m" line for a UDP/DTLS/SCTP stream follows the format specified in IETF draft-ietf-mmusic-sctp-sdp [61] and IETF draft-ietf-mmusic-data-channel-sdpneg [62], where the transport field is "UDP/DTLS/SCTP", the fmt (format) indicates the usage of the SCTP association as "webrtc-datachannel". 

NOTE 2:
Void
NOTE 3:
The "userid" and "floorid" are SDP media-level attributes. They are used in BFCP 'm' lines. The "floorid" defines a list of  Floor identifiers, indicating the available Floor(s) for the user represented by the termination. The token representing the Floor identifier is the integer representation of the Floor ID. The "userid" attributes carry the integer representation of a user ID.
NOTE 4:
An MSRP-URI is an "msrp" or "msrps" URI defined as "MSRP-URI = msrp-scheme "://" authority ["/" session-id] ";" transport *(";" URI-parameter)". The authority component contains a numeric IP address and port. The session-id part identifies a particular session of the participant allowing multiple sessions to share the same TCP connection. 

NOTE 5: 
For AVPF transport, the "rtcp-fb" SDP attribute defined in IETF RFC 4585 [40] may be used to provide the feedback message types the MRFP is allowed to send and to indicate RTCP timing information. The support is optional and dependent on RTCP-fb support as described in 3GPP TS 26.114 [41]. The list of feedback messages supported by the MRFP is preconfigured in the MRFC. The "rtcp-fb SDP shall be sent from MRFC when applicable.

NOTE 6: 
Support of the RTP header extension to signal CVO or Sent ROI is optional. The attribute "a=extmap" (see IETF RFC 5285 [45]) may be provided for an m-line in the local and remote descriptor. CVO-URN is "urn:3gpp:video-orientation" for a 2 bit granularity of rotation or "urn:3gpp:video-orientation:6"  for a higher granularity of rotation, and ROI-URNs are “urn:3gpp:roi-sent” for arbitrary ROI information and “urn:3gpp:predefined-roi-sent” for predefined ROI information respectively, as specified in 3GPP TS 26.114 [41] and "x" represents the local identifier of the RTP header extension element as specified in IETF RFC 5285 [45] and is any number in a range [1 - 14]. 

NOTE 7: 
The support of the generic image attribute to negotiate the image size is optional. The attribute "a=imageattr" (see IETF RFC 6236 [46]) may be provided for an m-line in the local and remote descriptor if the MRFP supports the generic image attributes, see also 3GPP TS 26.114 [41]. The local descriptor indicates the image sizes which the MRFP supports in the receiving direction for the selected payload type and corresponds to the "recv" keyword (see IETF RFC 6236 [46]) in the "a=imageattr" that the MRFC will send within the SDP body on the Mr interface. The remote descriptor indicates the image sizes which the MRFP supports in the sending direction for the selected payload type and corresponds to the "send" keyword (see IETF RFC 6236 [46]) in the "a=imageattr" that the MRFC will send within the SDP body on the Mr interface.

NOTE 8: 
The support of the "a=sctp-port" attribute to indicate the actual SCTP port is used only when the transport field of 'm' line is "UDP/DTLS/SCTP". The SDP "a=max-message-size" attribute may be used to indicate the maximum message size that an SCTP endpoint is willing to receive on the SCTP association associated with the 'm' line.
NOTE 9: 
The support of the dcmap attribute to realize the CLUE data channel is used only when the transport field of 'm' line is "UDP/DTLS/SCTP", where the dcmap-stream-id field indicates the actual SCTP stream, and the subprotocol field indicates the protocol "CLUE".
NOTE 10:
The attribute "a=fingerprint" (see IETF RFC 4572 [64]) shall be provided for an "m=" line in the local and remote descriptor if the MRFC requests the MRFP to establish the CLUE data channel. 

NOTE 11: 
The support of the predefined ROI attribute in the SDP is optional. The attribute "a=predefined_ROI" (see TS 26.114 [41]) may be provided for an m-line in the local and remote descriptor if the MRFP supports the predefined ROI attributes, see also 3GPP TS 26.114 [41].


Table 5.15.2: Transport Protocol

	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [21]. For voice and video services

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [40]. For voice and video services (NOTE 1).

	TCP/BFCP
	For floor control service, see IETF RFC 4583 [32]. (NOTE 1)

	TCP/MSRP
	For message service, see IETF RFC 4975 [34]. (NOTE 1)

	TCP/TLS/BFCP
	For floor control service with IMS media plane security, see IETF RFC 4583 [32]). (NOTE 1)

	TCP/TLS/MSRP
	For message service with IMS media plane security, see IETF RFC 4975 [34]). (NOTE 1)

	UDP/DTLS/SCTP
	Data channel support using IETF draft-ietf-mmusic-sctp-sdp [61] and IETF draft-ietf-mmusic-data-channel-sdpneg [62].

	NOTE 1: 
support optional.

NOTE 2:
Upper case TCP is defined by IETF RFC 4145 [39] and registered by IANA.
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