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***** Next change *****
7.2.3.2
UE behaviour towards ePDG initiated modification
This procedure is used if P-CSCF restoration extension for untrusted WLAN is supported as specified in 3GPP TS 23.380 [66].
If the UE receives the P-CSCF_IP6_ADDRESS attribute, the P-CSCF_IP4_ADDRESS attribute or both as specified in IETF draft-gundavelli-ipsecme-3gpp-ims-options [64] in the CFG_REQUEST configuration payload within the INFORMATIONAL request from the ePDG and the UE supports P-CSCF restoration extension for untrusted WLAN as specified in 3GPP TS 23.380 [66], the UE shall reply with an INFORMATIONAL response and proceed as specified in subclause 5.6.5.2 of 3GPP TS 23.380 [66]. The INFORMATIONAL response shall include the received P-CSCF_IP6_ADDRESS attribute or the P-CSCF_IP4_ADDRESS attribute or both in the CFG_REPLY Configuration Payload. The P-CSCF_IP6_ADDRESS attribute shall contain no value and the length field shall be set to 0. The P-CSCF_IP4_ADDRESS shall contain no value and the length field shall be set to 0.
Editor’s note (WID:PCSCF_RES_WLAN, CR#0458): Using notify payload to indicate the purpose of the modification procedure is FFS.
Upon of receipt of a routing rule in the NBIFOM_GENERIC_CONTAINER attribute, the UE shall reply with an INFORMATIONAL response.
Editor’s note (WID:NBIFOM-CT, CR#0471): The definition of the NBIFOM_GENERIC_CONTAINER attribute and how the UE indicates whether to accept the routing rule request is FFS.
***** Next change *****
7.4.2.1
ePDG-initiated modification

The ePDG shall forward the list of available P-CSCF addresses received from the P-GW by including the P-CSCF_IP6_ADDRESS attribute, the P-CSCF_IP4_ADDRESS attribute or both as specified in IETF draft-gundavelli-ipsecme-3gpp-ims-options [64] in the CFG_REQUEST configuration payload within the INFORMATIONAL request to the UE as specified in 3GPP TS 23.380 [66].
Editor’s note (WID:NBIFOM-CT, CR#0458): Using notify payload to indicate the purpose of the modification procedure is FFS.
This procedure is used during the network-initiated IP flow mobility procedure (see subclause 6.3.2.3 of 3GPP TS 23.161 [68]) in order to provide the UE with an updated routing rule. The ePDG shall include the routing rule in the NBIFOM_GENERIC_CONTAINER attribute in the INFORMATIONAL request.
Editor’s note (WID:NBIFOM-CT, CR#0471): The definition of the NBIFOM_GENERIC_CONTAINER attribute is FFS.
***** No more changes*****
