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***** Next change *****
4.14.2
P-CSCF restoration procedures
P-CSCF restoration procedures are implemented in the S-CSCF, the IBCF and the UE.

When the UE originates a session it can detect that a P-CSCF is not reachable based on no response from the P-CSCF in which case the UE selects another P-CSCF if possible and performs a new initial registration. If the UE receives a 403 (Forbidden) response to a non REGISTER request, the UE considers the registration to have failed.

HSS based P-CSCF restoration applies to UE terminating requests where the SIP entity neighbouring the P-CSCF (S-CSCF, IBCF) can detect that a P-CSCF is not reachable. When the neighbouring entity is the S-CSCF, the S-CSCF can in this case initiate the P-CSCF restoration. The S-CSCF sends an indication to the HSS to initiate the restoration. If the terminating user is roaming, the neighbouring entity is an entry IBCF which uses the Restoration-Info header field to inform the S-CSCF about the failure in a 408 (Request Timeout) response for INVITE requests or a 504 (Server Time-out) response for non-INVITE requests and the S-CSCF can send an indication to the HSS-to initiate the restoration.

PCRF based P-CSCF restoration applies to UE terminating INVITE requests. For PCRF-based P-CSCF restoration the S-CSCF uses the Restoration-Info header field to send the IMSI in initial INVITE requests to an alternative P-CSCF. When the user is roaming, the IBCF selects an alternative P-CSCF and forwards the IMSI of the terminating user in a Restoration-Info header field.

Restoration can also be initiated when the P-CSCF has restarted, and lost all bindings for a particular user. In this case the P-CSCF rejects the incoming request with a 404 (Not Found) response. If the home network applies HSS-based P-CSCF restoration the S-CSCF initiates the restoration procedure by sending an indication to the HSS. If PCRF-based restoration is used, the S-CSCF initiates the PCRF-based P-CSCF restoration procedure for the served user by including the IMSI in a Restoration-Header field included in an initial INVITE request.
***** Next change *****
5.4.3.3
Requests terminated at the served user

For all SIP transactions identified:

-
if priority is supported, as containing an authorised Resource-Priority header field or a temporarily authorised Resource-Priority header field, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header field;

the S-CSCF shall give priority over other transactions or dialogs. This allows special treatment for such transactions or dialogs.

NOTE 1:
The special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

When the S-CSCF receives, destined for a registered served user, an initial request for a dialog or a request for a standalone transaction, and the request is received either from a functional entity within the same trust domain or contains a valid original dialog identifier or the dialog identifier (From, To and Call-ID header fields) relates to an existing request processed by the S-CSCF, then prior to forwarding the request, the S-CSCF shall:

1)
check if an original dialog identifier that the S-CSCF previously placed in a Route header field is present in the topmost Route header field of the incoming request.

-
If present, the request has been sent from an AS in response to a previously sent request.

-
If not present, it indicates that the request is visiting the S-CSCF for the first time and in this case the S-CSCF shall determine the served user by taking the identity contained in the Request-URI. If the Request-URI is a temporary GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.3, then take the public user identity that is associated with the temporary GRUU to be the served user identity. Then check whether the determined served user identity is a barred public user identity. In case the served user identity is a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, the S-CSCF shall save the Request-URI from the request, the served user identity and the public user identity of the served user and continue with the rest of the steps;

NOTE 2:
An original dialog identifier is sent to each AS invoked due to iFC evaluation such that the S-CSCF can associate requests as part of the same sequence that trigger iFC evaluation in priority order (and not rely on SIP dialog information that can change due to B2BUA AS). If the same original dialog identifier is included in more than one request from a particular AS (based on service logic in the AS), then the S-CSCF will continue the iFC evaluation sequence rather than build a new ordered list of iFC;

2)
remove its own URI from the topmost Route header field;

2A)
if there was no original dialog identifier present in the topmost Route header field of the incoming request build an ordered list of initial filter criteria based on the public user identity in the Request-URI of the received request as described in 3GPP TS 23.218 [5].

3)
if there was an original dialog identifier present in the topmost Route header field of the incoming request then check whether the Request-URI matches the saved Request-URI. The Request-URI and saved Request-URI are considered a match:

a)
if the canonical forms of the two Request-URI are equal to the saved value of the Request-URI;

b)
if the Request-URI is a GRUU (public or temporary) and the saved value of the Request-URI is a GRUU (public or temporary) and both GRUUs represent the same public user identity or represent public user identities that are alias SIP URIs of each other; or

c)
if the Request-URI is an alias SIP URI of the saved value of the Request-URI.

NOTE 3:
The canonical form of the Request-URI is obtained by removing all URI parameters (including the user-param), and by converting any escaped characters into unescaped form. The alias SIP URI is defined in subclause 3.1.

If there is no match, then the S-CSCF shall decide whether to trigger the originating services to be executed after retargeting. The decision is configured in the S-CSCF and may use any information in the received request that is used for the initial filter criteria or an operator policy. The S-CSCF shall decide either to:

a)
stop evaluating current iFC. In that case, if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed, forward the request based on the topmost Route header field or if not available forward the request based on the Request-URI (routeing based on Request-URI is specified in steps 7 and 10 through 14a from subclause 5.4.3.2) and skip the following steps; or
b)
stop evaluating current iFC and build an ordered list of iFC with the originating services to be executed after retargeting as described in 3GPP TS 23.218 [5] criteria based on the public user identity of the served user and start the evaluation of that iFC as described in subclause 5.4.3.2 starting at step 4B of subclause 5.4.3.2;

NOTE 4:
The S-CSCF assesses triggering of services for the originating services after retargeting means it evaluates IFCs with a SessionCase set to ORIGINATING_CDIV, as defined in 3GPP TS 29.228 [14].

NOTE 5:
The identity of the served user can be obtained from the History-Info header field (see RFC 7044 [66]) or the P-Served User header field as specified in RFC 5502 [133]. The served user can be a public user identity, a public GRUU, or a temporary GRUU. It needs to be ensure, that all ASs in the iFC can determine the served user correctly.

NOTE 6:
The S-CSCF determines whether to apply a) or b) based on information in the initial Filter Criteria.

3A)
if the Request-URI is a GRUU, but is not valid as defined in subclause 5.4.7A.4, then return a 4xx response as specified in RFC 5627 [93];

3B)
if the Request-URI contains a public GRUU and the saved value of the Request-URI is a temporary GRUU, then replace the Request-URI with the saved value of the Request-URI;

3C)
if the request contains a P-Asserted-Service header field check whether the IMS communication service identified by the ICSI value contained in the P-Asserted-Service header field is allowed by the subscribed services for the served user:

a)
if so, continue from step 4; and

b)
 if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, remove the P-Asserted-Service header field and continue with the rest of the steps;

3D)
if the request does not contain a P-Asserted-Service header field check if the contents of the request matches a subscribed service (e.g. SDP media capabilities, Content-Type header field) for each and any of the subscribed services for the served user:

a)
if not, as an operator option, the S-CSCF may reject the request by generating a 403 (Forbidden) response. Otherwise, continue with the rest of the steps; and

b) if so, and if the request is related to an IMS communication service and the IMS communication service requires the use of an ICSI value then include a P-Asserted-Service header field in the request containing the ICSI value for the related IMS communication service, and use it as a header field in the initial request when matching initial filter criteria in step 4; and

c)
if so, and if the request is related to an IMS communication service and the IMS communication service does not require the use of an ICSI value then continue without including an ICSI value; and

d)
if so, and if the request does not relate to an IMS communication service (or if the S-CSCF is unable to unambiguously determine the service being requested but decides to allow the session to continue) then continue without inclding an ICSI value;
4)
check whether the initial request matches any unexecuted initial filter criteria based on the public user identity of the served user in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then the S-CSCF shall select the first matching unexecuted initial filter criteria and:

a)
if the Request-URI is a temporary GRUU as defined in subclause 5.4.7A.3, then replace the Request-URI with the public GRUU that is associated with the temporary GRUU (i.e. the public GRUU representing the same public user identity and instance ID as the temporary GRUU);

b)
insert the AS URI to be contacted into the Route header field as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4;

c)
if the S-CSCF supports the P-Served-User extension as specified in RFC 5502 [133], insert the P-Served-User header field populated with the served user identity as determined in step 1. If required by operator policy, the S-CSCF shall:

-
if the associated session case is "Terminating" as specified in 3GPP TS 29.228 [14], include the sescase header field parameter set to "term" and the regstate header field parameter set to "reg";

-
if the associated session case is "Terminating_Unregistered" as specified in 3GPP TS 29.228 [14], include the sescase header field parameter set to "term" and the regstate header field parameter set to "unreg";

d)
insert a type 3 "orig-ioi" header field parameter replacing any received "orig-ioi" header field parameter in the P-Charging-Vector header field. The type 3 "orig-ioi" header field parameter identifies the sending network of the request message. The S-CSCF shall not include the type 3 "term-ioi" header field parameter;

e)
remove the "transit-ioi" header field parameter, if received; and

f)
based on operator policy insert a Relayed-Charge header field containing the value of the received "transit-ioi" header field parameter in the P-Charging-Vector header field.

NOTE 7:
Depending on the result of the previous process, the S-CSCF can contact one or more AS(s) before processing the outgoing Request-URI.

NOTE 8:
If the Request-URI of the received terminating request contains a temporary GRUU, then step 4 replaces the Request-URI with the associated public GRUU before invoking the AS, and step 3B restores the original temporary GRUU when the request is returned from the AS.
NOTE 9:
An AS can activate or deactivate its own filter criteria via the Sh interface. As the S-CSCF checks initial filter criteria only on receipt of an initial request for a dialog, or a standalone transaction, a modified service profile will have no impact on transactions or dialogs already in progress and the modified profile will be effective only for new transactions and dialogs. If the S-CSCF receives a modification of the iFC during their execution, then it should not update the stored initial Filter Criteria until the iFC related to the initial request have been completely executed.
5)
if there was no original dialog identifier present in the topmost Route header field of the incoming request insert a P-Charging-Function-Addresses header field, if not present, populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

6)
if there was no original dialog identifier present in the topmost Route header field of the incoming request store the value of the "icid-value" header field parameter received in the P-Charging-Vector header field and retain the "icid-value" header field parameter in the P-Charging-Vector header field;

7)
if there was no original dialog identifier present in the topmost Route header field of the incoming request:

-
store the value of the "orig-ioi" header field parameter received in the P-Charging-Vector header field, if present;

-
remove received "orig-ioi", "term-ioi" and "transit-ioi" header field parameters from the forwarded request if next hop is not an AS;

-
include a type 1 "orig-ioi" header field parameter if next hop is not an AS; and
-
remove any received Relayed-Charge header field;
NOTE 10:
Any received "orig-ioi" header field parameter will be a type 2 IOI. or type 3 IOI. A type 2 IOI identifies the sending network of the request message, a type 3 IOI identifies the sending service provider of the request message.

7A)
if there was an original dialog identifier present in the topmost Route header field of the incoming request:

-
store the value of the "orig-ioi" header field parameter received in the P-Charging-Vector header field, if present;

-
remove the received "orig-ioi" header field parameter if next hop is not an AS; and
-
include a type 1 "orig-ioi" header field parameter if next hop is not an AS;

NOTE 11:
Any received "orig-ioi" header field parameter will be a type 3 IOI. A type 3 IOI identifies the sending service provider of the request message.
8)
in the case:

i)
there are no Route header fields in the request; and

ii)
there are bindings saved during registration or re-registration as described in subclause 5.4.1.2 which are not marked as created by an emergency registration as described in subclause 5.4.8.2;


then, create a target set of potential routes from the list of preloaded routes associated with the bindings in item 8) ii), as follows:

a)
if the Request-URI contains a valid GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that does not contain a "bnc" URI parameter, then the target set is determined by following the procedures for Request Targeting specified in RFC 5627 [93], using the public user identity and instance ID derived from the GRUU using the procedures of subclause 5.4.7A;
b)
if the Request-URI contains a valid public GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that contains a "bnc" URI parameter then the target set is determined by following the procedures for routeing of public GRUUs specified in RFC 6140 [191].

NOTE 12:
The procedures for Request Targeting for public GRUUs in subclause 7.1.1 of RFC 6140 [191] involve copying the "sg" SIP URI parameter from the Public GRUU into the Request-URI along with the bound registered Contact Address.

NOTE 13:
In this release of the specification, use of preloaded routes saved during registration or re-registration which created or refreshed bindings marked as created by an emergency registration is out of scope.

c)
if the Request-URI contains a temporary GRUU not assigned by the S-CSCF but that contains "temp-gruu-cookie" information provided by the S-CSCF to the UE in a "temp-gruu-cookie" header field parameter as specified in RFC 6140 [191] then the target set is determined by following the procedures for Request Targeting for temporary GRUUs specified in RFC 6140 [191]; or

NOTE 14:
The procedures for obtaining the "temp-gruu-cookie" information from the temporary GRUU and for routeing of temporary GRUUs are specified in subclause 7.1.2.3 of RFC 6140 [191].
d)
if the Request-URI contains a public user identity or a GRUU not assigned by the S-CSCF, then the target set is all the registered contacts saved for the destination public user identity;

9)
if necessary perform the caller preferences to callee capabilities matching according to RFC 3841 [56B] to the target set;

NOTE 15:
This might eliminate entries and reorder the target set.

NOTE 16: The S-CSCF performs caller preferences to callee capabilities matching also to select among multiple targets set to a single instance-id, when the UE has registered multiple registration flows.
10)
in case there are no Route header fields in the request:

a)
if there is more than one route in the target set determined in steps 8) and 9) above:

-
if the fork directive in the Request-Disposition header field was set to "no-fork", use the contact with the highest qvalue parameter to build the target URI. In case no qvalue parameters were provided, the S-CSCF shall decide locally what contact address to be used to build the target URI;

-
if the fork directive in the Request-Disposition header field was not set to "no-fork", fork the request or perform sequential search based on the relative preference indicated by the qvalue parameter of the Contact header field in the REGISTER request, as described in RFC 3261 [26]. In case no qvalue parameters were provided, then the S-CSCF determine the contact address to be used to build the target URI as directed by the Request-Disposition header field as described in RFC 3841 [56B]. If the Request-Disposition header field is not present, the S-CSCF shall decide locally whether to fork or perform sequential search among the contact addresses;

-
in case that no route is chosen, return a 480 (Temporarily unavailable) response or another appropriate unsuccessful SIP response and terminate these procedures; and
-
per the rules defined in RFC 5626 [92], the S-SCSF shall not populate the target set with more than one contact with the same public user identity and instance-id at a time. If a request for a particular public user identity and instance-id fails with a 430 response, the S-CSCF shall replace the failed branch with another target with the same public user identity and instance-id, but a different reg-id;

b)
If no "Loose-Route Indication" indicating the HSS requires the loose-route mechanism as described in 3GPP TS 29.228 [14] has been received, in the service profile of the served public user identity, from the HSS during registration, build the Request-URI with the contents of the target URI determined in the previous step, otherwise the Request-URI is retained as received;

c)
insert a P-Called-Party-ID SIP header field containing the contents of the Request-URI (if no "Loose-Route Indication" indicating the HSS requires the loose-route mechanism as described in 3GPP TS 29.228 [14] has been received, in the service profile of the served public user identity, from the HSS during registration, then exclude "rn" tel-URI parameter and "npdi" tel-URI parameter as defined in RFC 4694 [112]) received in the request unless the Request-URI contains a temporary GRUU in which case insert the public GRUU in the P-Called-Party-ID;

d)
build the Route header field with the Path values from the chosen route and if "Loose-Route Indication" indicating the HSS requires the loose-route mechanism as described in 3GPP TS 29.228 [14] has been received, in the service profile of the served user identity, from the HSS during registration and the selected contact address was not registered as described in RFC 5626 [92], add the content of the target URI determined in step a), as last URI of the route. If the selected contact address was registered as described in RFC 5626 [92], the target URI determined in step a) is not added to the Route header field; and

e)
save the Request-URI and the total number of Record-Route header fields as part of the dialog request state.

NOTE 17:
For each initial dialog request terminated at a served user two pieces of state are maintained to assist in processing GRUUs: the chosen contact address to which the request is routed; and the position of an entry for the S-CSCF in the Record-Route header field that will be responsible for GRUU translation, if needed (the position is the number of entries in the list before the entry was added). The entry will be added in step 5) of the below procedures for handling S-CSCF receipt any 1xx or 2xx response to the initial request for a dialog. The S-CSCF can record-route multiple times, but only one of those (the last) will be responsible for gruu translation at the terminating end.

11)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed;

12)
optionally, apply any privacy required by RFC 3323 [33] and RFC 3325 [34] to the P-Asserted-Identity header field and privacy required by RFC 7044 [66]. The S-CSCF shall not remove any priv-value from the Privacy header field;

NOTE 18: keeping the priv-value in the Privacy header field is necessary to indicate to the UE that the public user identity was not sent because of restriction. Although RFC 3323 [33] states that when a privacy service performs one of the functions corresponding to a privacy level listed in the Privacy header field, it SHOULD remove the corresponding priv-value from the Privacy header field, there is no harm that the S-CSCF does not remove the priv-values as there will be no other entity that would perform the privacy service after the S-CSCF.
NOTE 19:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3325 [34].

13)
in case of an initial request for a dialog, either:

-
if the request is routed to an AS which is part of the trust domain, the S-CSCF shall decide, based on operator policy, whether to record-route or not. The decision is configured in the S-CSCF using any information in the received request that may otherwise be used for the initial filter criteria. If the request is record-routed the S-CSCF shall create a Record-Route header field containing its own SIP URI; or

-
if the request is routed elsewhere, create a Record-Route header field containing its own SIP URI;

13A)
if the request is routed towards the UE remove the P-User-Database header field and P-Served-User header field if present;

13B)
void;

13C)
void;

13D)
if the request is routed towards the UE, 

-
the S-CSCF supports indicating the traffic leg as specified in RFC 7549 [225];

-
the UE is roaming; and
-
required by local policy;

then:

-
if the bottommost Route header field does not contain an "iotl" SIP URI parameter, append an "iotl" SIP URI parameter set to "homeB-visitedB" to the URI of the bottommost Route header field;

NOTE 20:
The bottommost Route header field contains an "iotl" SIP URI parameter if the P‑CSCF added the "iotl" SIP URI parameter in the Path header field during registration.
13E)
if the S-CSCF supports HSS-based P-CSCF restoration and the S-CSCF considers the P-CSCF, identified by the bottommost Route header field, is not reachable:

-
reject the request with a 480 (Temporarily Unavailable) response; and

-
initiate the HSS based P-CSCF restoration procedure towards the served user as specified in 3GPP TS 23.380 [7D];

13F)
if the S-CSCF supports PCRF based P-CSCF restoration procedures, insert a Restoration-Info header field including the IMSI value contained in the user profile of the registered served user as a quoted string defined in 3GPP TS 29.228 [14];
NOTE 21:
If PCRF based P-CSCF restoration procedure is operated between the home network and the visited network, the operator policy depends on an agreement with the visited network operator.
13G)
if the S-CSCF supports PCRF based P-CSCF restoration procedures,
-
the request contains a topmost Route header field pointing to a P-CSCF, and

-
the S-CSCF considers the P-CSCF is in a non-working state,


remove all entries in the Route header field and add a Route header field set to the URI associated with an alternative P-CSCF; and
NOTE 22:
How the SIP URI of the alternative P-CSCF is obtained by the S-CSCF is implementation dependent. The S-CSCF can make sure that selected P-CSCF support the PCRF based P-CSCF restoration procedures based on local configuration.
NOTE 23:
It is implementation dependent as to how the S-CSCF determines the P-CSCF is in non-working state.

14)
forward the request based on the topmost Route header field.

If the S-CSCF supports HSS-based P-CSCF restoration and

a)
receives a 404 (Not Found) response;

b)
fails to receive any SIP response from a P-CSCF serving a non-roaming user within a configurable time; or

NOTE 24:
The configurable time needs to be less than timer B and timer F.

c)
receives a 408 (Request Timeout) response or a 504 (Server Time-out) response:

-
including a Restoration-Info header field defined in subclause 7.2.11 set to "noresponse"; and

-
the "+g.3gpp.ics" Contact header field parameter with a value set to "server" was not included in the REGISTER request when the UE registered;

NOTE 25:

If this Contact header field parameter is not included the S-CSCF can deduce that the P-CSCF did not respond to the request.

the S-CSCF shall: 

-
send a 480 (Temporarily Unavailable) response;

-
 initiate the HSS-based P-CSCF restoration procedure towards the served user as specified in 3GPP TS 23.380 [7D]; and

-
if b) or c) above applied consider the P-CSCF as not reachable.

If the S-CSCF supports PCRF based P-CSCF restoration and receives a 404 (Not Found) response, the S-CSCF shall consider the P-CSCF to be in a non-working state and shall initiate the PCRF based P-CSCF restoration procedure towards the served user as specified in 3GPP TS 23.380 [7D].

If the S-CSCF:

a)
fails to receive a SIP response within a configurable time; or
b)
receives a 408 (Request Timeout) response or a 5xx response from the AS without previously receiving a 1xx response to the original SIP request, and without previously receiving a SIP request from the AS that contained the same original dialog identifier as the original request;
the S-CSCF shall:
-
if the default handling defined in the filter criteria indicates the value "SESSION_CONTINUED" as specified in 3GPP TS 29.228 [14] or no default handling is indicated, execute the procedure from step 4; and

-
if the default handling defined in the filter criteria indicates the value "SESSION_TERMINATED" as specified in 3GPP TS 29.228 [14], either forward the received response or, if the request is an initial INVITE request, send a 408 (Request Timeout) response or a 5xx response towards the originating UE as appropriate (without verifying the matching of filter criteria of lower priority and without proceeding for further steps).

If the S-CSCF receives any final response from the AS, the S-CSCF shall forward the response towards the originating UE (without verifying the matching of filter criteria of lower priority and without proceeding for further steps).
When the S-CSCF receives any response to the above request and forwards it to an AS, the S-CSCF shall remove any "orig-ioi", "term-ioi" and "transit-ioi" header field parameter if received in a P-Charging-Vector header field, insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the request, a type 3 "term-ioi" header field parameter, and based on operator option insert a Relayed-Charge header field in the response. The S-CSCF shall set the type 3 "term-ioi" header field parameter to a value that identifies the sending network of the response, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and include in the Relayed-Charge header field the received "transit-ioi" header field parameter from the P-Charging-Vector header field.

NOTE 26:
Any received "term-ioi" header field parameter will be a type 1 IOI or a type 3 IOI. The type 1 IOI identifies the network from which the response was sent and the type 3 IOI identifies the service provider from which the response was sent.
When the S-CSCF receives, destined for an unregistered served user or a statically pre-configured PSI, an initial request for a dialog or a request for a standalone transaction, the S-CSCF shall:

1)
Void.

2)
execute the procedures described in 1, 2, 3, 3C, 3D, 4, 5, 6, 7, 11, 13, 13B, 13C and 14 in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction).

3)
In case that no more AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP response. This response may be a 480 (Temporarily unavailable) and terminate these procedures.

NOTE 27:
When the S-CSCF does not have the user profile, before executing the actions as listed above, it initiates the S-CSCF Registration/deregistration notification procedure, as described in 3GPP TS 29.228 [14]; with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informs the HSS that the user is unregistered. The S-CSCF will assess triggering of services for the unregistered user, as described in 3GPP TS 29.228 [14]. When requesting the user profile the S-CSCF can include the information in the P-Profile-Key header field in S-CSCF Registration/deregistration notification. When requesting the user profile, and the request received by the S-CSCF contains a P-Profile-Key header field, the S-CSCF can include the header field value in S-CSCF Registration/deregistration notification. If the response from the HSS includes a Wildcarded Public Identity AVP, and if the request received by the S-CSCF did not include a P-Profile-Key header field, the S-CSCF uses the AVP value to set the P-Profile-Key header field before forwarding the request to an AS.
Prior to performing S-CSCF Registration/Deregistration procedure with the HSS, the S-CSCF decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 3GPP TS 29.228 [14] or use the value as received in the P-User-Database header field in the initial request for a dialog or a request for a standalone transaction as defined in RFC 4457 [82]. The HSS address received in the response to SLF query can be used to address the HSS of the public user identity with further queries.

If the HSS indicates to the S-CSCF that there is already another S-CSCF assigned for the user, the S-CSCF shall return a 305 (Use Proxy) response containing the SIP URI of the assigned S-CSCF received from the HSS in the Contact header field.

When the S-CSCF receives any response to the above request containing a Relayed-Charge header field, and the next hop is not an AS, the S-CSCF shall remove the Relayed-Charge header field.

When the S-CSCF receives any 1xx or 2xx response to the initial request for a dialog (whether the user is registered or not), the S-CSCF shall:

1)
if the response corresponds to an INVITE request, save the Contact and Record-Route header field values in the response such that the S-CSCF is able to release the session if needed;

2)
if the response is not forwarded to an AS (i.e. the response is related to a request that was matched to the first executed initial filter criteria):

a)
remove the received "transit-ioi" header field parameter if present and insert a type 2 "term-ioi" header field parameter in the P-Charging-Vector header field of the outgoing response. The type 2 "term-ioi" header field is set to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter. Values of "orig-ioi" and "term-ioi" header field parameters in the received response are removed; and
b)
if the S-CSCF supports using a token to identify the registration, remove the "+g.3gpp.registration-token" Feature-Caps header field parameter, defined in subclause 7.9A.8, if received in the response;
3)
in case the served user is not considered a priviledged sender then:

a)
if the P-Asserted-Identity header field contains only a SIP URI and in the case where the S-CSCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header field is an alias SIP URI for a tel URI, the S-CSCF shall add a second P-Asserted-Identity header field containing this tel URI, including the display name associated with the tel URI, if available; and

b)
if the P-Asserted-Identity header field contains only a tel URI, the S-CSCF shall add a second P-Asserted-Identity header field containing a SIP URI. The added SIP URI shall contain in the user part a "+" followed by the international public telecommunication number contained in tel URI, and user's home domain name in the hostport part. The added SIP URI shall contain the same value in the display name as contained in the tel URI. The S-CSCF shall also add a "user" SIP URI parameter equals "phone" to the SIP URI;

4)
in case the response is sent towards the originating user, the S-CSCF may retain the P-Access-Network-Info header field based on local policy rules and the destination user (Request-URI);

5)
save an indication that GRUU routeing is to be performed for subsequent requests sent within this same dialog if:

a)
there is a record-route position saved as part of the initial dialog request state; and
b)
the contact address in the response is a valid GRUU assigned by the S-CSCF as specified in subclause 5.4.7A.4 or a temporary GRUU self assigned by the UE based on the "temp-gruu-cookie" header field parameter provided to the UE;
6)
if the S-CSCF supports using a token to identify the registration add a "+g.3gpp.registration-token" Feature-Caps header field parameter, as defined in subclause 7.9A.8, set to the same value as included in the "+g.3gpp.registration-token" Contact header field parameter of the third party REGISTER request sent to the AS when the UE registered
NOTE 28:
There could be several responses returned for a single request, and the decision to insert or modify the Record-Route needs to be applied to each. But a response might also return to the S-CSCF multiple times as it is routed back through AS. The S-CSCF will take this into account when carrying out step 5) to ensure that the information is stored only once.

7)
if the response is forwarded within the S-CSCF home network and not to an AS, insert a P-Charging-Function-Addresses header field populated with values received from the HSS.
When the S-CSCF receives a response to a request for a standalone transaction (whether the user is registered or not), then:

1)
in case the served user is not considered a priviledged sender then:

a)
if the P-Asserted-Identity header field contains only a SIP URI and in the case where the S-CSCF has knowledge that the SIP URI contained in the received P-Asserted-Identity header field is an alias SIP URI for a tel URI, the S-CSCF shall add a second P-Asserted-Identity header field containing this tel URI, including the display name associated with the tel URI, if available; and

b)
if the P-Asserted-Identity header field contains only a tel URI, the S-CSCF shall add a second P-Asserted-Identity header field containing a SIP URI. The added SIP URI shall contain in the user part a "+" followed by the international public telecommunication number contained in tel URI, and user's home domain name in the hostport part. The added SIP URI shall contain the same value in the display name as contained in the tel URI. The S-CSCF shall also add a "user" SIP URI parameter equals "phone" to the SIP URI;

2)
in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header field; otherwise, the S-CSCF shall remove the access-network-charging-info parameter in the P-Charging-Vector header field; and
3)
if the S-CSCF supports using a token to identify the registration in case the response is not forwarded to an AS the S-CSCF shall remove the "+g.3gpp.registration-token" Feature-Caps header field parameter, defined in subclause 7.9A.8, if received in the response.

When the S-CSCF receives the 200 (OK) response for a standalone transaction request, the S-CSCF shall:
1)
insert a P-Charging-Function-Addresses header field populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards an AS; and

2)
if the response is not forwarded to an AS (i.e. the response is related to a request that was matched to the first executed initial filter criteria), remove the received "orig-ioi", "term-ioi" and "transit-ioi" header field parameter if present and insert a type 2 "term-ioi" header field parameter in the P-Charging-Vector header field of the outgoing response. The type 2 "term-ioi" header field parameter is set to a value that identifies the sending network of the response and the type 2 "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter.

NOTE 2829:
If the S-CSCF forked the request of a stand alone transaction to multiple UEs and receives multiple 200 (OK) responses, the S-CSCF will select and return only one 200 (OK) response. The criteria that the S-CSCF employs when selecting the 200 (OK) response is based on the operator's policy (e.g. return the first 200 (OK) response that was received).

When the S-CSCF receives, destined for a served user, a target refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

0)
if the dialog is related to an IMS communication service determine whether the contents of the request (e.g. SDP media capabilities, Content-Type header field) match the IMS communication service as received as the ICSI value in the P-Asserted-Service header field in the initial request. As an operator option, if the contents of the request do not match the IMS communication service the S-CSCF may reject the request by generating a status code reflecting which added contents are not matching. Otherwise, continue with the rest of the steps;

1)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the Request-URI is not the GRUU for this dialog, then return a response of 400 (Bad Request).

2)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the Request-URI contains the GRUU for this dialog then:

i)
if the Request-URI contains a valid GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that does not contain a "bnc" URI parameter, then perform the procedures for Request Targeting specified in RFC 5627 [93], using the public user identity and instance ID derived from the Request-URI, as specified in subclause 5.4.7A;

ii)
if the Request-URI contains a valid public GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that contains a "bnc" URI parameter then the target set is determined by following the procedures for routeing of public GRUUs specified in RFC 6140 [191]. or

NOTE 30:
The procedures for Request Targeting for public GRUUs in subclause 7.1.1 of RFC 6140 [191] involve copying the "sg" SIP URI parameter from the Public GRUU into the Request-URI along with the bound registered Contact Address.

iii)
if the Request-URI contains a temporary GRUU not assigned by the S-CSCF but that contains "temp-gruu-cookie" information provided by the S-CSCF to the UE in a "temp-gruu-cookie" header field parameter as specified in RFC 6140 [191] then the target set is determined by following the procedures for routeing of temporary GRUUs specified in RFC 6140 [191];

NOTE 31:
The procedures for obtaining the "temp-gruu-cookie" information from the temporary GRUU and for routeing of temporary GRUUs are specified in subclause 7.1.2.3 of RFC 6140 [191].
iv)
if no contact can be selected, return a response of 480 (Temporarily Unavailable);
3)
remove its own URI from the topmost Route header field;

4)
for INVITE dialogs (i.e. dialogs initiated by an INVITE request), save the Contact and CSeq header field values received in the request such that the S-CSCF is able to release the session if needed;

5)
create a Record-Route header field containing its own SIP URI;

5A)
void;

5B)
; and

6)
forward the request based on the topmost Route header field.

When the S-CSCF receives any 1xx or 2xx response to the target refresh request for a dialog (whether the user is registered or not), the S-CSCF shall:

1)
for INVITE dialogs, replace the saved Contact header field values in the response such that the S-CSCF is able to release the session if needed; and

2)
in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the access-network-charging-info parameter in the P-Charging-Vector header field; otherwise, the S-CSCF shall remove the access-network-charging-info parameter in the P-Charging-Vector header field.

When the S-CSCF receives, destined for the served user, a subsequent request other than target refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

1)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the Request-URI is not the GRUU for this dialog, then return a response of 400 (Bad Request).

2)
if the incoming request is received on a dialog for which GRUU routeing is to be performed and the Request-URI contains the GRUU for this dialog then:

i)
if the Request-URI contains a valid GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that does not contain a "bnc" URI parameter, then perform the procedures for Request Targeting specified in RFC 5627 [93], using the public user identity and instance ID derived from the Request-URI, as specified in subclause 5.4.7A;

ii)
if the Request-URI contains a valid public GRUU assigned by the S-CSCF as defined in subclause 5.4.7A.4 that contains a "bnc" URI parameter then the target set is determined by following the procedures for routeing of public GRUUs specified in RFC 6140 [191]; or

NOTE 32:
The procedures for Request Targeting for public GRUUs in subclause 7.1.1 of RFC 6140 [191] involve copying the "sg" SIP URI parameter from the Public GRUU into the Request-URI along with the bound registered Contact Address.

iii)
if the Request-URI contains a temporary GRUU not assigned by the S-CSCF but that contains "temp-gruu-cookie" information provided by the S-CSCF to the UE in a "temp-gruu-cookie" header field parameter as specified in RFC 6140 [191] then the target set is determined by following the procedures for routeing of temporary GRUUs specified in RFC 6140 [191].

NOTE 33:
The procedures for obtaining the "temp-gruu-cookie" information from the temporary GRUU and for routeing of temporary GRUUs are specified in subclause 7.1.2.3 of RFC 6140 [191].
iv)
if no contact can be selected, return a response of 480 (Temporarily Unavailable).

3)
remove its own URI from the topmost Route header field;

3A)
void;

3B)
void; and

4)
forward the request based on the topmost Route header field.

When the S-CSCF receives a response to a a subsequent request other than target refresh request for a dialog, in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the access-network-charging-info parameter from the P-Charging-Vector header field; otherwise, the S-CSCF shall remove the access-network-charging-info parameter from the P-Charging-Vector header field.

With the exception of 305 (Use Proxy) responses, the S-CSCF shall not recurse on 3xx responses.

***** Next change *****
5.10.3.2
Initial requests

Upon receipt of:

-
an initial request for a dialog;

-
a request for a standalone transaction except the REGISTER request; or

-
a request for an unknown method that does not relate to an existing dialog;

the IBCF shall verify whether the request is arrived from a trusted domain or not. If the request arrived from an untrusted domain, then the IBCF shall:
-
if the topmost Route header field of the request contains the "orig" parameter, respond with 403 (Forbidden) response.

Otherwise,

-
remove all P-Charging-Vector header fields and all P-Charging-Function-Addresses header fields the request may contain; and

-
remove all Feature-Caps header fields, if present.

Upon receipt of:

-
an initial request for a dialog;

-
a request for a standalone transaction except the REGISTER request; or

-
a request for an unknown method that does not relate to an existing dialog;

the IBCF shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

1A)
if a P-Private-Network-Indication header field is included in the request, check whether the configured information allows the receipt of private network traffic from this source. If private network traffic is allowed, the IBCF shall check whether the received domain name in any included P-Private-Network-Indication header field in the request is the same as the domain name associated with that configured information. If private network traffic is not allowed, or the received domain name does not match, then the IBCF shall remove the P-Private-Network-Indication header field;

1B)
if the initiator of the request is understood from configured information to always send and receive private network traffic from this source, insert a P-Private-Network-Indication header field containing the domain name associated with that configured information;
2)
if the request is an INVITE request and the IBCF is configured to perform application level gateway and/or transport plane control functionalities, then the IBCF shall save the Contact, CSeq and Record-Route header field values received in the request such that the IBCF is able to release the session if needed;

2A)
If the request is a SUBSCRIBE and the IBCF does not need to act as B2BUA, based on operator policy, the IBCF shall determine whether or not to retain, for the related subscription, the SIP dialog state information and the duration information;

NOTE 1:
The event package name can be taken into account to decide whether or not the SIP dialog state and the subscription duration information needs to be retained.
NOTE 2:
The IBCF needs to insert its own URI in Record-Route of the initial SUBSCRIBE request and all subsequent NOTIFY requests if it decides to retain the SIP dialog state information.

2B)
if the request is an initial request for a dialog and local policy requires the application of IBCF capabilities in subsequent requests, perform record route procedures as specified in RFC 3261 [26];
2C)
if the request is an initial request for a dialog, or a standalone request, and the Request-URI contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69] and a P-Private-Network-Indication valid within the trust domain is not included, include a topmost Route header field set to the URI associated with an E-CSCF. If the network uses the Resource-Priority header field to control the priority of emergency calls, the IBCF shall add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197];
3)
void;
4)
If IBCF receives an initial request for a dialog or standalone transaction, that contains a single Route header field pointing to itself, and it is co-located with an I-CSCF, or it has a preconfigured I-CSCF to be contacted, then forward the request to that I-CSCF. Otherwise select an I-CSCF and forward the request to that I-CSCF. If the single Route header field of the request contains the "orig" parameter, the IBCF shall insert the "orig" parameter to the URI of the I-CSCF;
NOTE 3: The selection of an I-CSCF can lead to additional delays.

5)
if the request does not contain a Route header field or if it contains one or more Route header fields where the topmost Route header field does not contain the "orig" parameter, optionally – based on operator policy – append the "orig" parameter to the URI in the topmost Route header field of the next request sent from the IBCF to an entity of the IM CN subsystem for which it is an entry point;

NOTE 4: The appending of an "orig" parameter to the URI in the topmost Route header field enables an IM CN subsystem to perform originating services to the network that originated the initial request. The appending can be dependent on the network that originated the initial request as determined by e.g. origin IP address of the received request, etc.
6)
if services that require knowledge of the adjacent network are provided within the network for which the IBCF is acting as an entry point, based on operator policy, insert an adjacent network indicator, as defined in draft-holmberg-sipcore-received-realm [208];

6A)
if the IBCF, acting as an entry point to a terminating visited network, PCRF based P-CSCF restoration procedures, 

-
the request contains a topmost Route header field pointing to a P-CSCF, and

-
the IBCF considers the P-CSCF is in a non-working state,


remove all entries in the Route header field and add a Route header field set to the URI associated with an alternative P-CSCF; and
NOTE 5:
How the SIP URI of the alternative P-CSCF is obtained by the IBCF is implementation dependent. The IBCF can make sure that selected P-CSCF support the PCRF based P-CSCF restoration procedures based on local configuration.

NOTE 6:
It is implementation dependent as to how the IBCF determines the P-CSCF is in non-working state.

7)
if the initiator of the request is understood to always send and receive private network traffic:

NOTE 7:
The IBCF can identify that a request is received from a source that always sends or receives private traffic by evaluating the TLS session or by other means.

a)
add the identity of the initiator in a P-Served-User header field as defined in RFC 5502 [133] as a SIP URI identifying the initiator; and
NOTE 8:
The IBCF can retrieve the identity of the initiator from the subjectCommonName (CN) if it is not present in the subjectAltName in the certificates during the TLS session setup in accordance with the procedures of RFC 5280 [213] or by other means.

b)
if not already appended in 4) or 5) above, append the "orig" parameter to the URI in the topmost Route header field of the request sent from the IBCF to the entity of the IM CN subsystem for which it is an entry point.

When the IBCF receives an INVITE request, the IBCF may require the periodic refreshment of the session to avoid hung states in the IBCF. If the IBCF requires the session to be refreshed, the IBCF shall apply the procedures described in RFC 4028 [58] clause 8.
NOTE 9:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

If the serving network supports HSS based P-CSCF restoration as specified in 3GPP TS 23.380 [7D], the IBCF is acting as an entry point to a terminating visited network and the IBCF does not receive any response within a configured time
NOTE 10:
The configurable time needs to be less than timer B and timer F.

1)
to an initial INVITE request, then if the Route header field contains only one entry the IBCF shall in the 408 (Request Timeout) response include a Restoration-Info header field specified in subclause 7.2.11 containing the value "noresponse"; and

2)
to an initial non-INVITE request for a dialog, a standalone transaction or an unknown method that does not relate to an existing dialog, then if the Route header field contains only one entry the IBCF shall send a 504 (Server Time-out) response include a Restoration-Info header field specified in subclause 7.2.11 containing the value "noresponse".

NOTE 11:
The IBCF determines if it is acting as an entry point to a terminating visited network based on configuration or other data in the incoming request, or the "iotl" SIP URI parameter specified in RFC 7549 [225].

NOTE 12:
If there is only one entry in the Route header field it represents either an MSC server or a P-CSCF. The S-CSCF will use the g.3gpp.ics media feature tag to determine if it is the MSC server or the P-CSCF.

When the IBCF receives a response to an initial request (e.g. 183 or 2xx), the IBCF shall:

1)
store the values from the P-Charging-Function-Addresses header field, if present; and
2)
remove the P-Charging-Function-Addresses header field prior to forwarding the message;

With the exception of 305 (Use Proxy) responses, the IBCF shall not recurse on 3xx responses.
***** Next change *****
7.2.11.2
Applicability statement for the Restoration-Info header field
The Restoration-Info header field is applicable within a single private administrative domain or between different administrative domains. 

The Restoration-Info header field is applicable when when:

1)
a node has failed and the SIP node detecting this failure needs to inform a proxy in the administrative domain of the terminating user about the failure; or

2)
a proxy located in the private administrative domain of a user wants to send information about the subscriber  to a downstream proxy for error recovery.

For case 1) the SIP node detecting the failure can include the Restoration-Info header field set to the value "noresponse" in a 408 (Request Timeout) response to an INVITE request or a 504 (Server Time-out) response to a dialog forming non-INVITE request or standalone transaction,

For case 2) the Restoration-Info header field is included in an initial INVITE request with an "IMSI" header field parameter set to a value identifying the user.
***** Next change *****
A.2.1.4.7A
MESSAGE method

Prerequisite A.5/9A - - MESSAGE request

Table A.62A: Supported header fields within the MESSAGE request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c28
	c28

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 8.2.2
	c1
	c1
	[28] 8.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	6
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	7
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	8
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 29.15
	m
	m

	11
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	13
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	13A
	Feature-Caps
	[190]
	c45
	c45
	[190]
	c44
	c44

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	14A
	Geolocation
	[89] 4.1
	c29
	c29
	[89] 4.1
	c29
	c29

	14B
	Geolocation-Routing
	[89] 4.2
	c29
	c29
	[89] 4.2
	c29
	c29

	14C
	History-Info
	[66] 4.1
	c27
	c27
	[66] 4.1
	c27
	c27

	15
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	15A
	Max-Breadth
	[117] 5.8
	n/a
	c39
	[117] 5.8
	c40
	c40

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c42

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c16

	18B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	18C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c33
	c33

	18D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	18E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	18F
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	18H
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	18I
	P-Preferred-Service
	[121] 4.2
	c32
	c31
	[121] 4.2
	n/a
	n/a

	18J
	P-Private-Network-Indication
	[134]
	c36
	c36
	[134]
	c36
	c36

	18K
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	18L
	P-Served-User
	[133] 6
	c41
	c41
	[133] 6
	c41
	c41

	18M
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	18N
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c14
	n/a

	19
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	19A
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c6
	c6
	[34A] 2
	c6
	c6

	22
	Record-Route
	[26] 20.30
	n/a
	c42
	[26] 20.30
	n/a
	c42

	22A
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	23
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c28
	c28

	23A
	Relayed-Charge
	7.2.12
	n/a
	c46
	7.2.12
	n/a
	c46

	23B
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	23C
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	c28
	c28

	24
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	24A
	Resource-Priority
	[116] 3.1
	c30
	c30
	[116] 3.1
	c30
	c30

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	25A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	25B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	25C
	Session-ID
	[162]
	o
	c43
	[162]
	o
	c43

	26
	Subject
	[26] 20.35
	o
	o
	[26] 20.36
	o
	o

	27
	Supported
	[26] 20.37
	c9
	m
	[26] 20.37
	m
	m

	28
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	29
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	29A
	Trigger-Consent
	[125] 5.11.2
	c34
	c34
	[125] 5.11.2
	c35
	c35

	30
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	31
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c2:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/14 THEN m ELSE o - - support of reliable transport.

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).
c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 2).

c23:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c28:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c30:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c31:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and SIP extension for the identification of services.
c32:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.
c33:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c34:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c35:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c36:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c39:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c40:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c41:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c42:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c43:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c44:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c45:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c46:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1:
The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/9A - - MESSAGE request

Table A.62B: Supported message bodies within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	permission document
	[125] 5.4
	c1
	c1
	[125] 5.4
	c2
	c2

	2
	application/vnd.3gpp.sms
	[4D]
	c3
	c3
	[4D]
	c3
	c3

	3
	message/cpim 
	[151] 
	c4
	c4
	[151] 
	c4
	c4

	4
	message/imdn+xml 
	[157] 
	c5
	c5
	[157] 
	c5
	c5

	c1:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c2:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.
c3: 
IF A.3A/61 OR A.3A/62 OR A.3A/63 THEN m ELSE o - - an SM-over-IP sender or an SM-over-IP receiver or an IP-SM-GW for SMS over IP.

c4:
IF A.3A/71 AND A.4/85 THEN m ELSE n/a - - common presence and instant messaging (CPIM): message format.
c5:
IF A.3A/71 AND A.4/86 THEN m ELSE n/a - - instant message disposition notification.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.62BA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/9B - - MESSAGE response for all remaining status-codes

Table A.62C: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	3
	Content-Disposition
	[26] 20.11
	o (note 1)
	o (note 1)
	[26] 20.11
	m (note 1)
	m (note 1)

	4
	Content-Encoding
	[26] 20.12
	o (note 1)
	o (note 1)
	[26] 20.12
	m (note 1)
	m (note 1)

	5
	Content-Language
	[26] 20.13
	o (note 1)
	o (note 1)
	[26] 20.13
	m (note 1)
	m (note 1)

	6
	Content-Length
	[26] 20.14
	m (note 1)
	m (note 1)
	[26] 20.14
	m (note 1)
	m (note 1)

	7
	Content-Type
	[26] 20.15
	m (note 1)
	m (note 1)
	[26] 20.15
	m (note 1)
	m (note 1)

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9A
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	Geolocation-Error
	[89] 4.3
	c14
	c14
	[89] 4.3
	c14
	c14

	10B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	11
	MIME-Version
	[26] 20.24
	o (note 1)
	o (note 1)
	[26] 20.24
	m (note 1)
	m (note 1)

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	12A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	12B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	12C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	12D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	12F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	12G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	12H
	Relayed-Charge
	7.2.12
	n/a
	c18
	7.2.12
	n/a
	c18

	12I
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	12J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	13
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	13A
	Session-ID
	[162]
	o
	c17
	[162]
	o
	c17

	14
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	15
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	16
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	17
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	18
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c17:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c18:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1: 
RFC 3428 [50] clause 7 states that all 2xx class responses to a MESSAGE request must not include any body, therefore for 2xx responses to the MESSAGE request the values on Sending side for "RFC status" and "Profile status" are "x", the values for Receiving side for "RFC status" and "Profile Status" are "n/a". RFC 3261 [26] subclause 7.4 states that all responses may contain bodies, therefore for all responses to the MESSAGE request other than 2xx responses, the values on Sending side for "RFC status" and "Profile status" are "o", the values for Receiving side for "RFC status" and "Profile Status" are "m".


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.62D: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c5
	c5
	[116] 3.2
	c5
	c5

	1
	Allow-Events
	[28] 8.2.2
	c3
	c3
	[28] 8.2.2
	c4
	c4

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Feature-Caps
	[190]
	c8
	c8
	[190]
	c7
	c7

	6
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c4:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c5:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c7:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c8:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.62DA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/103 - - Additional for 3xx or 485 (Ambiguous) response

Table A.62E: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.62F: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.62G: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.62H: Void

Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.62I: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.62IA: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.62J: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.62JA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.62K: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.62L: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.62M: Void

Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/29H - - Additional for 470 (Consent Needed) response

Table A.62MA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/9B - - MESSAGE response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.62MB: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/9B - - MESSAGE response

Table A.62N: Supported message bodies within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.1.4.8
NOTIFY method

Prerequisite A.5/10 - - NOTIFY request

Table A.63: Supported header fields within the NOTIFY request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 8.2.2
	c1
	c1
	[28] 8.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	c25
	c25

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	14A
	Feature-Caps
	[190]
	c35
	c35
	[190]
	c34
	c34

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15A
	Geolocation
	[89] 4.1
	c24
	c24
	[89] 4.1
	c24
	c24

	15B
	Geolocation-Routing
	[89] 4.2
	c24
	c24
	[89] 4.2
	c24
	c24

	15C
	History-Info
	[66] 4.1
	c22
	c22
	[66] 4.1
	c22
	c22

	15D
	Max-Breadth
	[117] 5.8
	n/a
	c26
	[117] 5.8
	c27
	c27

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c32

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	17A
	P-Access-Network-Info
	[52] 4.4
	c10
	c11
	[52] 4.4
	c10
	c12

	17B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c15
	[52] 4.5
	c14
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c13
	c36
	[52] 4.6
	c13
	c36

	17F
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	17G
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	18
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	19
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	19A
	Reason
	[34A] 2
	c18
	c18
	[34A] 2
	c18
	c18

	20
	Record-Route
	[26] 20.30
	n/a
	c32
	[26] 20.30
	c9
	c9

	20A
	Referred-By
	[59] 3
	c20
	c20
	[59] 3
	c21
	c21

	20B
	Reject-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	c23
	c23

	20C
	Relayed-Charge
	7.2.12
	n/a
	c37
	7.2.12
	n/a
	c37

	20D
	Request-Disposition
	[56B] 9.1
	c19
	c19
	[56B] 9.1
	c23
	c23

	21
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	22A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	22B
	Security-Client
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22C
	Security-Verify
	[48] 2.3.1
	c17
	c17
	[48] 2.3.1
	n/a
	n/a

	22D
	Session-ID
	[162]
	o
	c33
	[162]
	o
	c33

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c32

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	m
	m

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	29
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c10:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c11:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c12:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c13:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c14:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c16:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note).

c17:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c18:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c19:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c20:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c21:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c22:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c23:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c24:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c25:
IF A.4/63 THEN m ELSE o - - subscriptions to request-contained resource lists in the session initiation protocol.
c26:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c27:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c29:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c32::
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c33:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c34:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c35:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c36:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.
c37:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/10 - - NOTIFY request

Table A.64: Supported message bodies within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	sipfrag
	[37] 2
	c1
	c1
	[37]
	c1
	c1

	2
	event package (see NOTE)
	[28]
	m
	m
	[28]
	m
	m

	c1:
IF A.4/15 THEN m ELSE o - - the REFER method extension

	NOTE:
The appropriate body specified for the supported event package (see table A.4A) is supported.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.64A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/11 - - NOTIFY response for all remaining status-codes

Table A.65: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c12
	c12
	[89] 4.3
	c12
	c12

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	c16
	[52] 4.6
	c8
	c16

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	n/a
	[33] 4.2
	c4
	c4

	10H
	Relayed-Charge
	7.2.12
	n/a
	c17
	7.2.12
	n/a
	c17

	10I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10J
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	10K
	Session-ID
	[162]
	o
	c15
	[162]
	o
	c15

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c12:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c15:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.
c17:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.66: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c6
	c6
	[116] 3.2
	c6
	c6

	0B
	Allow-Events
	[28] 8.2.2
	c4
	c4
	[28] 8.2.2
	c5
	c5

	1
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	1A
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m

	1B
	Feature-Caps
	[190]
	c8
	c8
	[190]
	c8
	c8

	2
	Record-Route
	[26] 20.30
	c3
	c3
	[26] 20.30
	c3
	c3

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c4:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c5:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c6:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c8:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.66A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/103 - - Additional for 3xx response

Table A.67: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.68: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.69: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.70: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.71: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c3
	c3
	[26] 20.27
	c3
	c3

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c3:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.71A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/11 - - NOTIFY response

Prerequisite A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.72: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.72A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/27 - - Addition for 420 (Bad Extension) response

Table A.73: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.73A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.74: Void

Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/35 - - Additional for 485 (Ambigious) response

Table A.74A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.75: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m


Prerequisite A.5/11 - - NOTIFY response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.75A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/11 - - NOTIFY response

Table A.76: Supported message bodies within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.1.4.9
OPTIONS method

Prerequisite A.5/12 - - OPTIONS request

Table A.77: Supported header fields within the OPTIONS request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 8.2.2
	c24
	c24
	[28] 8.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	c2
	c2
	[26] 20.7
	c2
	c2

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	15A
	Feature-Caps
	[190]
	c42
	c42
	[190]
	c41
	c41

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c27
	c27
	[89] 4.1
	c27
	c27

	16B
	Geolocation-Routing
	[89] 4.2
	c27
	c27
	[89] 4.2
	c27
	c27

	16C
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	16D
	Max-Breadth
	[117] 5.8
	n/a
	c31
	[117] 5.8
	c32
	c32

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c39

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	19A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	19B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	19C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c30
	c30

	19D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c9
	c9

	19E
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	19F
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	19H
	P-Preferred-Identity
	[34] 9.2
	c6
	c4
	[34] 9.2
	n/a
	n/a

	19I
	P-Preferred-Service
	[121] 4.2
	c29
	c28
	[121] 4.2
	n/a
	n/a

	19J
	P-Private-Network-Indication
	[134]
	c34
	c34
	[134]
	c34
	c34

	19K
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	19L
	P-Served-User
	[133] 6
	c38
	c38
	[133] 6
	c38
	c38

	19M
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	19N
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	n/a

	19O
	Privacy
	[33] 4.2
	c8
	c8
	[33] 4.2
	c8
	c8

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c20
	c20
	[34A] 2
	c20
	c20

	22
	Record-Route
	[26] 20.30
	n/a
	c39
	[26] 20.30
	n/a
	c39

	22A
	Recv-Info
	[25] 5.2.3
	c37
	c37
	[25] 5.2.3
	c37
	c37

	22B
	Referred-By
	[59] 3
	c22
	c22
	[59] 3
	c23
	c23

	22C
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	22D
	Relayed-Charge
	7.2.12
	n/a
	c43
	7.2.12
	n/a
	c43

	22E
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c26
	c26

	23
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	23A
	Resource-Priority
	[116] 3.1
	c33
	c33
	[116] 3.1
	c33
	c33

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	24C
	Session-ID
	[162]
	o
	c40
	[162]
	o
	c40

	25
	Supported
	[26] 20.37
	c6
	c6
	[26] 20.37
	m
	m

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c9:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D OR A3A/84) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA, AS acting as third-party call controller or EATF.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 3).

c19:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c20:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c23:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c25:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c27:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c28:
IF (A.3/1 OR A.3A/81) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS and SIP extension for the identification of services.
c29:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.

c30:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c31:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13) THEN m ELSE IF A.3/1 AND NOT A.3C/1 - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c32:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c33:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c34:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c37:
IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.

c38:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c39:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c40:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c41:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c42:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c43:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/12 - - OPTIONS request

Table A.78: Supported message bodies within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.79: Void

Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.79A: Supported header fields within the OPTIONS response 

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/13 - - OPTIONS response for all remaining status-codes

Table A.80: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c14
	c14
	[89] 4.3
	c14
	c14

	9B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	11B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	11D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	11F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	11G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	11H
	Recv-Info
	[25] 5.2.3
	c17
	c17
	[25] 5.2.3
	c17
	c17

	11I
	Relayed-Charge
	7.2.12
	n/a
	c19
	7.2.12
	n/a
	c19

	11J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11K
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11L
	Session-ID
	[162]
	o
	c18
	[162]
	o
	c18

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D OR A3A/84) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA, AS acting as third-party call controller, or EATF.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/6 OR A.6/18 THEN m ELSE o - - 200 (OK), 405 (Method Not Allowed).

c13:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c17:
IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.

c18:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c19:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.81: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	1B
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	1C
	Accept-Resource-Priority
	[116] 3.2
	c14
	c14
	[116] 3.2
	c14
	c14

	2
	Allow-Events
	[28] 8.2.2
	c3
	c3
	[28] 8.2.2
	c4
	c4

	3
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	5
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	6
	Feature-Caps
	[190]
	c16
	c16
	[190]
	c15
	c15

	7
	Recv-Info
	[25] 5.2.3
	c6
	c6
	[25] 5.2.3
	c6
	c6

	12
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c4:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c6:
IF A.4/13 THEN m ELSE n/a - - SIP INFO method and package framework.

c14:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c15:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c16:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.81A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.82: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	NOTE:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.83: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	10
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response.

Table A.84: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.85: Void

Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.86: Supported header field
s within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.86A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.87: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.87A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.88: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	7
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/28 OR A.6/41A - - Additional 421 (Extension Required), 494 (Security Agreement Required) response

Table A.88A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.89: Void

Prerequisite A.5/13 - - OPTIONS response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.89A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/13 - - OPTIONS response

Table A.90: Supported message bodies within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** Next change *****
A.2.1.4.10A
PUBLISH method

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported header fields within the PUBLISH request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c28
	c28

	2
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	3
	Allow-Events
	[28] 8.2.2
	c1
	c1
	[28] 8.2.2
	c2
	c2

	4
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	6A
	Contact
	[26] 20.10
	o 
	o
	[26] 20.10
	o
	o

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[70] 4, 6
	m
	m
	[70] 4, 6
	m
	m

	15
	Expires
	[26] 20.19, [70] 4, 5, 6
	o
	o
	[26] 20.19, [70] 4, 5, 6
	m
	m

	15A
	Feature-Caps
	[190]
	c41
	c41
	[190]
	c40
	c40

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c38
	c38
	[89] 4.1
	c38
	c38

	16B
	Geolocation-Routing
	[89] 4.2
	c38
	c38
	[89] 4.2
	c38
	c38

	16C
	History-Info
	[66] 4.1
	c27
	c27
	[66] 4.1
	c27
	c27

	17
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	17A
	Max-Breadth
	[117] 5.8
	n/a
	c23
	[117] 5.8
	c24
	c24

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c37

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	21
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	22
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	22A
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c31
	c31

	23
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	25
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	26
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	26A
	P-Preferred-Service
	[121] 4.2
	c31
	c30
	[121] 4.2
	n/a
	n/a

	26B
	P-Private-Network-Indication
	[134]
	c33
	c33
	[134]
	c33
	c33

	26C
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	26D
	P-Served-User
	[133] 6
	c36
	c36
	[133] 6
	c36
	c36

	26E
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	27
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	28
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	30
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	31
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	33
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	34
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c28
	c28

	34A
	Relayed-Charge
	7.2.12
	n/a
	c42
	7.2.12
	n/a
	c42

	34B
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	35
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c28
	c28

	36
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	36A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c37

	38
	Security-Client
	[48] 2.3.1
	c9
	c9
	[48] 2.3.1
	n/a
	n/a

	39
	Security-Verify
	[48] 2.3.1
	c10
	c10
	[48] 2.3.1
	n/a
	n/a

	39A
	Session-ID
	[162]
	o
	c39
	[162]
	o
	c39

	40
	SIP-If-Match
	[70] 11.3.2
	o
	o
	[70] 11.3.2
	m
	m

	41
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	42
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	43
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c2:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 1).

c10:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c24:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c28:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.

c30:
IF (A.3/1 OR A.3A/81) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS and SIP extension for the identification of services.
c31:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.

c32:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c33:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).
c36:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c37:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c38:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c39:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c40:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c41:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c42:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.
NOTE 2:
The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.104BA: Supported header fields within the PUBLISH response 

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/15B - - PUBLISH response for all remaining status-codes

Table A.104C: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	o
	o
	[26] 24.9
	m
	m

	3
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	4
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	Geolocation-Error
	[89] 4.3
	c16
	c16
	[89] 4.3
	c16
	c16

	10B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	13
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	14
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	16
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	17
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	18
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	18A
	Relayed-Charge
	7.2.12
	n/a
	c18
	7.2.12
	n/a
	c18

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	20
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	20A
	Session-ID
	[162]
	o
	c17
	[162]
	o
	c17

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c16:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.
c17:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c18:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header field as SHOULD rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - Additional for 200 (OK) response

Table A.104D: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c3
	c3
	[116] 3.2
	c3
	c3

	1A
	Allow-Events
	[28] 8.2.2
	c4
	c4
	[28] 8.2.2
	c5
	c5

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Expires
	[26] 20.19, [70] 4, 5, 6
	m
	m
	[26] 20.19, [70] 4, 5, 6
	m
	m

	3A
	Feature-Caps
	[190]
	c8
	c8
	[190]
	c7
	c7

	4
	SIP-Etag
	[70] 11.3.1
	m
	m
	[70] 11.3.1
	m
	m

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c4:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c5:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.
c7:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c8:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.104DA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.104E: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – Additional for 401 (Unauthorized) response

Table A.104F: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.104G: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.104H: Void

Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.104I: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	5
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.104IA: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.104J: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.104JA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.104K: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.104L: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.104M: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Min-Expires
	[26] 20.23, [70] 5, 6
	m
	m
	[26] 20.23, [70] 5, 6
	m
	m


Table A.104N: Void

Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.104O: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.104OA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/15B - - PUBLISH response

Table A.104P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.1.4.11
REFER method

Prerequisite A.5/16 - - REFER request

Table A.105: Supported header fields within the REFER request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	0B
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c25
	c25

	0C
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 8.2.2
	c1
	c1
	[28] 8.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	5A
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	5B
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5C
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	10
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	10A
	Feature-Caps
	[190]
	c46
	c46
	[190]
	c45
	c45

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	Geolocation
	[89] 4.1
	c26
	c26
	[89] 4.1
	c26
	c26

	11B
	Geolocation-Routing
	[89] 4.2
	c26
	c26
	[89] 4.2
	c26
	c26

	11C
	History-Info
	[66] 4.1
	c24
	c24
	[66] 4.1
	c24
	c24

	11D
	Max-Breadth
	[117] 5.8
	n/a
	c30
	[117] 5.8
	c31
	c31

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c39

	13
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	14
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	14A
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	14B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c8
	c8

	14C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c29
	c29

	14D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	14E
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	14F
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	14H
	P-Preferred-Identity
	[34] 9.2
	c8
	c7
	[34] 9.2
	n/a
	n/a

	14I
	P-Preferred-Service
	[121] 4.2
	c28
	c27
	[121] 4.2
	n/a
	n/a

	14J
	P-Private-Network-Indication
	[134]
	c36
	c36
	[134]
	c36
	c36

	14K
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	14L
	P-Served-User
	[133] 6
	c41
	c41
	[133] 6
	c41
	c41

	14M
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	14N
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c11
	n/a

	14O
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	15
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	16
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	16A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	17
	Record-Route
	[26] 20.30
	n/a
	c39
	[26] 20.30
	m
	m

	17A
	Refer-Sub
	[173] 4
	c40
	c40
	[173] 4
	c40
	c40

	18
	Refer-To
	[36] 3
	m
	m
	[36] 3
	m
	m

	18A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c23
	c23

	18B
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c25
	c25

	18C
	Relayed-Charge
	7.2.12
	n/a
	c47
	7.2.12
	n/a
	c47

	18D
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c25
	c25

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	19A
	Resource-Priority
	[116] 3.1
	c33
	c33
	[116] 3.1
	c33
	c33

	20
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c39

	20A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	20B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	20C
	Session-ID
	[162]
	o
	c42
	[162]
	o
	c42

	21
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	21A
	Target-Dialog
	[184] 7
	c43
	c43
	[184] 7
	c44
	c44

	22
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	23
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23A
	Trigger-Consent
	[125] 5.11.2
	c34
	c34
	[125] 5.11.2
	c35
	c35

	24
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	25
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c2:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.
c19:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 2).

c20:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By Mechanism.

c24:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c25:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c26:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c27:
IF (A.3/1 OR A.3A/81) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS and SIP extension for the identification of services.
c28:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.

c29:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c30:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c31:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c33:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c34:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c35:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c36:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c39:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c40:
IF A.4/95 THEN m ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c41:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c42:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c43:
IF A.4/99 THEN o ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c44:
IF A.4/99 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c45:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c46:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c47:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1:
The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header field in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header field in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/16 - - REFER request

Table A.106: Supported message bodies within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	application/vnd.3gpp.mid-call+xml
	[8M] D
	n/a
	o
	[8M] D
	n/a
	o


Table A.107: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.107A: Supported header fields within the REFER response 

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/17 - - REFER response for all remaining status-codes

Table A.108: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Contact
	[26] 20.10
	c13
	c13
	[26] 20.10
	m
	m

	1B
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	2
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	3
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	4
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	5
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	6
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	7
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	8
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	8A
	Geolocation-Error
	[89] 4.3
	c15
	c15
	[89] 4.3
	c15
	c15

	8B
	History-Info
	[66] 4.1
	c14
	c14
	[66] 4.1
	c14
	c14

	9
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10H
	Relayed-Charge
	7.2.12
	n/a
	c19
	7.2.12
	n/a
	c19

	10I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10J
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	10K
	Session-ID
	[162]
	o
	c18
	[162]
	o
	c18

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed)

c13:
IF A.6/102 THEN m ELSE o - - 2xx response.

c14:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c15:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c18:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c19:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header field as SHOULD rather than OPTIONAL.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.109: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c12
	c12
	[116] 3.2
	c12
	c12

	1
	Allow-Events
	[28] 8.2.2
	c3
	c3
	[28] 8.2.2
	c4
	c4

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Feature-Caps
	[190]
	c15
	c15
	[190]
	c14
	c14

	5
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	m
	m

	6
	Refer-Sub
	[173] 4
	c13
	c13
	[173] 4
	c13
	c13

	8
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c4:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c12:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c13:
IF A.4/95 THEN m ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c14:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c15:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.109A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Table A.110: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.111: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.112: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.113: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.114: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.114A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.115: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.115A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.116: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.116A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.117: Void

Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/29H - - Additional for 470 (Consent Needed) response

Table A.117A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/17 - - REFER response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.117B: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/17 - - REFER response

Table A.118: Supported message bodies within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** Next change *****
A.2.1.4.13
SUBSCRIBE method

Prerequisite A.5/20 - - SUBSCRIBE request

Table A.134: Supported header fields within the SUBSCRIBE request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c26
	c26

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 8.2.2
	o
	o
	[28] 8.2.2
	m
	m

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	15
	Expires
	[26] 20.19
	o (note 1)
	o (note 1)
	[26] 20.19
	m
	m

	15A
	Feature-Caps
	[190]
	c46
	c46
	[190]
	c45
	c45

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c27
	c27
	[89] 4.1
	c27
	c27

	16B
	Geolocation-Routing
	[89] 4.2
	c27
	c27
	[89] 4.2
	c27
	c27

	16C
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	16D
	Max-Breadth
	[117] 5.8
	n/a
	c38
	[117] 5.8
	c39
	c39

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c41

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18B
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	18C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	18D
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c32
	c32

	18E
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	18F
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	18G
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	18I
	P-Preferred-Identity
	[34] 9.2
	c6
	c7
	[34] 9.2
	n/a
	n/a

	18J
	P-Preferred-Service
	[121] 4.2
	c31
	c30
	[121] 4.2
	n/a
	n/a

	18K
	P-Private-Network-Indication
	[134]
	c35
	c35
	[134]
	c35
	c35

	18L
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	18M
	P-Served-User
	[133] 6
	c40
	c40
	[133] 6
	c40
	c40

	18N
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	18O
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c11
	n/a

	18P
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	18Q
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	19
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	20
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	20A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	21
	Record-Route
	[26] 20.30
	n/a
	c41
	[26] 20.30
	m
	m

	21A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c24
	c24

	21B
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	c26
	c26

	21C
	Relayed-Charge
	7.2.12
	n/a
	c47
	7.2.12
	n/a
	c47

	21D
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	c26
	c26

	22
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	22A
	Resource-Priority
	[116] 3.1
	c29
	c29
	[116] 3.1
	c29
	c29

	23
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c41

	23A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	23B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	23C
	Session-ID
	[162]
	o
	c42
	[162]
	o
	c42

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	24A
	Target-Dialog
	[184] 7
	c43
	c43
	[184] 7
	c44
	c44

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	26A
	Trigger-Consent
	[125] 5.11.2
	c33
	c33
	[125] 5.11.2
	c34
	c34

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c19:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 3).

c20:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c25:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c27:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c29:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c30:
IF (A.3/1 OR A.3A/81) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS and SIP extension for the identification of services.
c31:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.

c32:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c33:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c34:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c35:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c38:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c39:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c40:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c41:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c42:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c43:
IF A.4/99 THEN o ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c44:
IF A.4/99 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c45:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c46:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.

c47:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
The strength of this requirement in RFC 7315 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header field in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header field in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/20 - - SUBSCRIBE request

Table A.135: Supported message bodies within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/1 - - Additional for 100 (Trying) response

Table A.135A: Supported header fields within the SUBSCRIBE response 

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.


Prerequisite A.5/21 - - SUBSCRIBE response for all remaining status-codes

Table A.136: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c12
	c12
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c14
	c14
	[89] 4.3
	c14
	c14

	9B
	History-Info
	[66] 4.1
	c13
	c13
	[66] 4.1
	c13
	c13

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10B
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10D
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10E
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10G
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10H
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10I
	Relayed-Charge
	7.2.12
	n/a
	c18
	7.2.12
	n/a
	c18

	10J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10K
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	10L
	Session-ID
	[162]
	o
	c17
	[162]
	o
	c17

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c13:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c14:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c17:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c18:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header field as SHOULD rather than OPTIONAL.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.137: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c5
	c5
	[116] 3.2
	c5
	c5

	0B
	Allow-Events
	[28] 8.2.2
	o
	o
	[28] 8.2.2
	m
	m

	1
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	2
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	m
	m

	2A
	Feature-Caps
	[190]
	c8
	c8
	[190]
	c7
	c7

	3
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	m
	m

	4
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c5:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c7:
IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy.
c8:
IF A.4/100 AND A.3/1 AND NOT A.3C/1 THEN n/a ELSE IF A.4/100 THEN m ELSE n/a - - indication of features supported by proxy, UE, UE performing the functions of an external attached network.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.137A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.138: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m (note)
	m
	[26] 20.10
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than MANDATORY for a 485 response.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.139: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480 (Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.140: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.141: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.142: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	6
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.4/7 THEN m ELSE n/a - - support of authentication between UA and UA.




Table A.142A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.143: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	6
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.143A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.144: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.144A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.145: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Min-Expires
	[26] 20.23
	m
	m
	[26] 20.23
	m
	m


Table A.146: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/29H - - Additional for 470 (Consent Needed) response

Table A.146A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/39 - - Additional for 489 (Bad Event) response

Table A.147: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m


Table A.148: Void

Prerequisite A.5/21 - - SUBSCRIBE response

Prerequisite: A.6/46 - - Additional for 504 (Server Time-out) response

Table A.148A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.5/21 - - SUBSCRIBE response

Table A.149: Supported message bodies within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** Next change *****
A.2.2.4.7A
MESSAGE method

Prerequisite A.163/9A - - MESSAGE request

Table A.218A: Supported header fields within the MESSAGE request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	1A
	Allow
	[26] 20.5
	m
	m
	[50] 10
	i
	i

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c4
	c4

	6
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i 
	i

	7
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i 
	i

	8
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	11
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	13
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	I
	i

	13A
	Feature-Caps
	[190]
	c71
	c71
	[190]
	c71
	c71

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	14A
	Geolocation
	[89] 4.1
	c36
	c36
	[89] 4.1
	c37
	c37

	14B
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	14C
	Geolocation-Routing
	[89] 4.1
	c36
	c36
	[89] 4.1
	c37
	c37

	15
	In-Reply-To
	[26] 20.21
	m
	m
	[50] 10
	i
	i

	15A
	Max-Breadth
	[117] 5.8
	c48
	c48
	[117] 5.8
	c49
	c49

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	17
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	18
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	18A
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	18B
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	18C
	P-Asserted-Service
	[121] 4.1
	c40
	c40
	[121] 4.1
	c41
	c41

	18D
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	18E
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	18F
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	18H
	P-Preferred-Identity
	[34] 9.2
	x
	c69
	[34] 9.2
	c9
	c9

	18I
	P-Preferred-Service
	[121] 4.2
	x
	x
	[121] 4.2
	c39
	c39

	18J
	P-Private-Network-Indication
	[134]
	c44
	c44
	[134]
	c44
	c44

	18K
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	18L
	P-Served-User
	[133] 6
	c45
	c45
	[133] 6
	c45
	c45

	18M
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	18N
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	19
	Priority
	[26] 20.26
	m
	m
	[26] 20.26
	i
	c50

	19A
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	20
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c8
	c8

	21
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	21A
	Reason
	[34A] 2
	c26
	c26
	[34A] 2
	c27
	c27

	22
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	22A
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	23
	Reject-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	23A
	Relayed-Charge
	7.2.12
	n/a
	c72
	7.2.12
	n/a
	c72

	23B
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	23C
	Request-Disposition
	[56B] 9.1
	c28
	c28
	[56B] 9.1
	c28
	c28

	24
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	24A
	Resource-Priority
	[116] 3.1
	c38
	c38
	[116] 3.1
	c38
	c38

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	25A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	25B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	26
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	25C
	Session-ID
	[162]
	c70
	c70
	[162]
	c70
	c70

	27
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	28
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	29
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	29A
	Trigger-Consent
	[125] 5.11.2
	c42
	c42
	[125] 5.11.2
	c43
	c43

	30
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	31
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A OR A.162/30C THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity, act as entity passing on identity transparently independent of trust domain.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/9A) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF (THIG).

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c26:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c28:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

c36:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c37:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c38:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c39:
IF A.162/84A THEN m ELSE n/a - - act as authentication entity within the trust domain for asserted service.

	c40:
IF A.162/84 THEN m ELSE n/a - - SIP extension for the identification of services.
c41:
IF A.162/84 OR A.162/30B THEN m ELSE i - - SIP extension for the identification of services or subsequent entity within trust network that can route outside the trust network.

c42:
IF A.162/85 THEN m ELSE n/a - - a framework for consent-based communications in SIP.

c43:
IF A.162/85 THEN i ELSE n/a - - a framework for consent-based communications in SIP.

c44:
IF A.162/87 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c45:
IF A.162/88 THEN m ELSE n/a - - the SIP P-Served-User private header.

c49:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c50:
IF A.162/115 THEN m ELSE i - - PSAP callback indicator.

c69:
IF A.162/30C THEN m ELSE x - - act as entity passing on identity transparently independent of trust domain.

c70: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c71:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c72:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/9A - - MESSAGE request

Table A.218B: Supported message bodies within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	permission document
	[125] 5.4
	c1
	c1
	[125] 5.4
	c2
	c2

	2
	application/vnd.3gpp.sms
	[4D]
	m
	m
	[4D]
	i
	i

	2
	message/cpim
	[151]
	c3
	c3
	[151]
	c4
	c4

	3
	message/imdn+xml
	[157]
	c5
	c5
	[157]
	c6
	c6

	c1:
IF A.162/85 THEN m ELSE n/a - - a framework for consent-based communications in SIP.

c2:
IF A.162/85 THEN i ELSE n/a - - a framework for consent-based communications in SIP.
c3:
IF A.162/95 THEN m ELSE n/a - - common presence and instant messaging (CPIM): message format.

c4:
IF A.162/95 THEN i ELSE n/a - - common presence and instant messaging (CPIM): message format.

c5:
IF A.162/96 THEN m ELSE n/a - - instant message disposition notification.

c6:
IF A.162/96 THEN i ELSE n/a - - instant message disposition notification.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.218BA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.


Prerequisite A.163/9B - - MESSAGE response for all remaining status-codes

Table A.218C: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c3
	c3

	3
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	4
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	5
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9A
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	Geolocation-Error
	[89] 4.3
	c17
	c17
	[89] 4.3
	c18
	c18

	10B
	History-Info
	[66] 4.1
	c16
	c16
	[66] 4.1
	c16
	c16

	11
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	12
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	12A
	P-Access-Network-Info
	[52] 4.4
	c13
	c13
	[52] 4.4
	c14
	c14

	12B
	P-Asserted-Identity
	[34] 9.1
	c5
	c5
	[34] 9.1
	c6
	c6

	12C
	P-Charging-Function-Addresses
	[52] 4.5
	c11
	c11
	[52] 4.5
	c12
	c12

	12D
	P-Charging-Vector
	[52] 4.6
	c9
	n/a
	[52] 4.6
	c10
	n/a

	12F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c4
	n/a

	12G
	Privacy
	[33] 4.2
	c7
	c7
	[33] 4.2
	c8
	c8

	12H
	Relayed-Charge
	7.2.12
	n/a
	c22
	7.2.12
	n/a
	c22

	12I
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	12J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c15
	c15

	13
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	13A
	Session-ID
	[162]
	c21
	c21
	[162]
	c21
	c21

	14
	Timestamp
	[26] 20.38
	i
	i
	[26] 20.38
	i
	i

	15
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	16
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	17
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	18
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c9:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c11:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c16:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c17:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c18:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c21:
IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c22:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.218D: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	2
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	3
	Feature-Caps
	[190]
	c6
	c6
	[190]
	c6
	c6

	4
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c3:
IF A.162/15 THEN o ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.
c4:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c6:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.218DA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/103 OR A.164/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.218E: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/14 - - Additional for 401 (Unauthorized) response

Table A.218F: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.218G: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.218H: Void

Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.218I: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table 218IA: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type)

Table A.218J: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.218JA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.218K: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.218L: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.218M: Void

Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/29H - - Additional for 470 (Consent Needed) response

Table A.218MA: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.163/9B - - MESSAGE response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.218MB: Supported header fields within the MESSAGE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/9B - - MESSAGE response

Table A.218N: Supported message bodies within the MESSAGE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.2.4.8
NOTIFY method

Prerequisite A.163/10 - - NOTIFY request

Table A.219: Supported header fields within the NOTIFY request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c22
	c22

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c28
	c28

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	14A
	Feature-Caps
	[190]
	c41
	c41
	[190]
	c41
	c41

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15A
	Geolocation
	[89] 4.1
	c26
	c26
	[89] 4.1
	c27
	c27

	15B
	Geolocation-Routing
	[89] 4.1
	c26
	c26
	[89] 4.1
	c27
	c27

	15C
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	15D
	Max-Breadth
	[117] 5.8
	c29
	c29
	[117] 5.8
	c30
	c30

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	17
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	17A
	P-Access-Network-Info
	[52] 4.4
	c16
	c16
	[52] 4.4
	c17
	c17

	17B
	P-Asserted-Identity
	[34] 9.1
	c8
	c8
	[34] 9.1
	c9
	c9

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c14
	[52] 4.5
	c15
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c12
	c12
	[52] 4.6
	c13
	c13

	17F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c3
	n/a

	17G
	Privacy
	[33] 4.2
	c10
	c10
	[33] 4.2
	c11
	c11

	18
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	19
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	19A
	Reason
	[34A] 2
	c19
	c19
	[34A] 2
	c20
	c20

	20
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	20A
	Referred-By
	[59] 3
	c23
	c23
	[59] 3
	c24
	c24

	20B
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c22
	c22

	20C
	Relayed-Charge
	7.2.12
	n/a
	c42
	7.2.12
	n/a
	c42

	20D
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c22
	c22

	21
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	22A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	22B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	22C
	Session-ID
	[162]
	c40
	c40
	[162]
	c40
	c40

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	i
	i

	24
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	24A
	Resource-Priority
	[116] 3.1
	c36
	c36
	[116] 3.1
	c36
	c36

	25
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	29
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN (IF A.162/22 OR A.162/27 THEN m ELSE o) ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog or (the REFER method or SIP specific event notification).

c8:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c10:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c11:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c12:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c14:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c16:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c17:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c18:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c19:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c20:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.

c23:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c25:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c27:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c28:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.
c29:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c30:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c36:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c40: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c41:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c42:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/10 - - NOTIFY request

Table A.220: Supported message bodies within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	sipfrag
	[37] 2
	m
	m
	[37] 2
	i
	i

	2
	event package
	[28]
	m
	m
	[28]
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.220A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.


Prerequisite A.163/11 - - NOTIFY response for all remaining status-codes

Table A.221: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	3
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	4
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c14
	c14
	[89] 4.3
	c15
	c15

	10
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	10A
	P-Access-Network-Info
	[52] 4.4
	c11
	c11
	[52] 4.4
	c12
	c12

	10B
	P-Asserted-Identity
	[34] 9.1
	c3
	c3
	[34] 9.1
	c4
	c4

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c9
	[52] 4.5
	c10
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c7
	c7
	[52] 4.6
	c8
	c8

	10F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c2
	n/a

	10G
	Privacy
	[33] 4.2
	c5
	c5
	[33] 4.2
	c6
	c6

	10H
	Relayed-Charge
	7.2.12
	n/a
	c19
	7.2.12
	n/a
	c19

	10I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c13
	c13

	10J
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	10K
	Session-ID
	[162]
	c18
	c18
	[162]
	c18
	c18

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c3:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c5:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c6:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c7:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c8:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c9:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c11:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c12:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c13:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c14:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c15:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c18: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c19:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.222: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	0B
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	1
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	1B
	Feature-Caps
	[190]
	c6
	c6
	[190]
	c6
	c6

	2
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c4:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c6:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.222A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/103 - - Additional for 3xx response

Table A.223: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/14 - - Additional for 401 (Unauthorized) response

Table A.224: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.225: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.226: Void

Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.227: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table A.227A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.228: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.228A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.229: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.229A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.230: Void

Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/35 - - Additional for 485 (Ambigious) response

Table A.230A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/39 - - Additional for 489 (Bad Event) response

Table A.231: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/11 - - NOTIFY response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.231A: Supported header fields within the NOTIFY response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/11 - - NOTIFY response

Table A.232: Supported message bodies within the NOTIFY response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.2.4.9
OPTIONS method

Prerequisite A.163/12 - - OPTIONS request

Table A.233: Supported header fields within the OPTIONS request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c4
	c4

	8
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	9
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	10
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	11
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	14
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	15A
	Feature-Caps
	[190]
	c57
	c57
	[190]
	c57
	c57

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c36
	c36
	[89] 4.1
	c37
	c37

	16B
	Geolocation-Routing
	[89] 4.1
	c36
	c36
	[89] 4.1
	c37
	c37

	16C
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	16D
	Max-Breadth
	[117] 5.8
	c41
	c41
	[117] 5.8
	c42
	c42

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	18
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	19
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	19A
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	19B
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	19C
	P-Asserted-Service
	[121] 4.1
	c39
	c39
	[121] 4.1
	c40
	c40

	19D
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	19E
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	19F
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	19G
	P-Debug-ID
	[140]
	o
	c50
	[140]
	o
	c51

	19H
	P-Preferred-Identity
	[34] 9.2
	x
	c54
	[34] 9.2
	c9
	c55

	19I
	P-Preferred-Service
	[121] 4.2
	x
	x
	[121] 4.2
	c38
	c38

	19J
	P-Private-Network-Indication
	[134]
	c48
	c48
	[134]
	c48
	c48

	19K
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	19L
	P-Served-User
	[133] 6
	c49
	c49
	[133] 6
	c49
	c49

	19M
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	19N
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	19O
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	20
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c8
	c8

	21
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	21A
	Reason
	[34A] 2
	c26
	c26
	[34A] 2
	c27
	c27

	22
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	22A
	Recv-Info
	[25] 5.2.3
	c52
	c52
	[25] 5.2.3
	c53
	c53

	22B
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	22C
	Reject-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	22D
	Relayed-Charge
	7.2.12
	n/a
	c58
	7.2.12
	n/a
	c58

	22E
	Request-Disposition
	[56B] 9.1
	c28
	c28
	[56B] 9.1
	c28
	c28

	23
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	23A
	Resource-Priority
	[116] 3.1
	c47
	c47
	[116] 3.1
	c47
	c47

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	24A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	24B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	24C
	Session-ID
	[162]
	c56
	c56
	[162]
	c56
	c56

	25
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	26
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/9A) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF (THIG)).

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c26:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c28:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

c36:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c37:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c38:
IF A.162/84A THEN m ELSE n/a - - act as authentication entity within the trust domain for asserted service.

c39:
IF A.162/84 THEN m ELSE n/a - - SIP extension for the identification of services.
c40:
IF A.162/84 OR A.162/30B THEN m ELSE i - - SIP extension for the identification of services or subsequent entity within trust network that can route outside the trust network.
c41:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

	c42:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c47:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c48:
IF A.162/87 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).
c49:
IF A.162/88 THEN m ELSE n/a - - the SIP P-Served-User private header.

c50:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c51:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c52:
IF A.162/20 THEN m ELSE n/a - - SIP INFO method and package framework.

c53:
IF A.162/20 THEN i ELSE n/a - - SIP INFO method and package framework.

c54:
IF A.162/30C THEN m ELSE x - - act as entity passing on identity transparently independent of trust domain.

c55:
IF A.162/30A OR A.162/30C THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity, act as entity passing on identity transparently independent of trust domain.

c56: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c57:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c58:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/12 - - OPTIONS request

Table A.234: Supported message bodies within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.235: Void

Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.235A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[140]
	o
	c37
	[140]
	o
	c38

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.
c3:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c4:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.163/13 - - OPTIONS response for all remaining status-codes

Table A.236: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c3
	c3

	2
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	3
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	4
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c17
	c17
	[89] 4.3
	c18
	c18

	9B
	History-Info
	[66] 4.1
	c16
	c16
	[66] 4.1
	c16
	c16

	10
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	11
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	11A
	P-Access-Network-Info
	[52] 4.4
	c13
	c13
	[52] 4.4
	c14
	c14

	11B
	P-Asserted-Identity
	[34] 9.1
	c5
	c5
	[34] 9.1
	c6
	c6

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c11
	c11
	[52] 4.5
	c12
	c12

	11D
	P-Charging-Vector
	[52] 4.6
	c9
	c9
	[52] 4.6
	c10
	c10

	11E
	P-Debug-ID
	[140]
	o
	c19
	[140]
	o
	c20

	11F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c4
	n/a

	11G
	Privacy
	[33] 4.2
	c7
	c7
	[33] 4.2
	c8
	c8

	11H
	Recv-Info
	[25] 5.2.3
	c21
	c21
	[25] 5.2.3
	c22
	c22

	11I
	Relayed-Charge
	7.2.12
	n/a
	c24
	7.2.12
	n/a
	c24

	11J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c15
	c15

	11K
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	11K
	Session-ID
	[162]
	c23
	c23
	[162]
	c23
	c23

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c9:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c11:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c16:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c17:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c18:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c19:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c20:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c21:
IF A.162/20 THEN m ELSE n/a - - SIP INFO method and package framework.

c22:
IF A.162/20 THEN i ELSE n/a - - SIP INFO method and package framework.
c23: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c24:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.237: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	1B
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	1C
	Accept-Resource-Priority
	[116] 3.2
	c12
	c12
	[116] 3.2
	c12
	c12

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	3
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	6
	Feature-Caps
	[190]
	c14
	c14
	[190]
	c14
	c14

	7
	Recv-Info
	[25] 5.2.3
	c7
	c7
	[25] 5.2.3
	c8
	c8

	9
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	
	
	
	
	
	
	
	

	12
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c3:
IF A.162/15 THEN o ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.
c7:
IF A.162/20 THEN m ELSE n/a - - SIP INFO method and package framework.

c8:
IF A.162/20 THEN i ELSE n/a - - SIP INFO method and package framework.

c12:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c14:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.237A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/103 OR A.164/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.238: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/14 - - Additional for 401 (Unauthorized) response

Table A.239: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.240: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.241: Void

Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.242: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table A.242A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.243: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.243A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.244: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	7
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.244A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.245: Void

Prerequisite A.163/13 - - OPTIONS response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.245A: Supported header fields within the OPTIONS response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/13 - - OPTIONS response

Table A.246: Supported message bodies within the OPTIONS response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** Next change *****
A.2.2.4.10A
PUBLISH method

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported header fields within the PUBLISH request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	2
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	3
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c29
	c29

	4
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 24.9
	m
	m
	[26] 24.9
	c4
	c4

	6A
	Contact
	[70] 4
	o 
	o
	[70] 6
	n/a
	n/a

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[70] 4, 6
	m
	m
	[70] 4, 6
	m
	m

	15
	Expires
	[26] 20.19, [70] 4, 5, 6
	m
	m
	[26] 20.19, [70] 4, 5, 6
	i
	i

	15A
	Feature-Caps
	[190]
	c70
	c70
	[190]
	c70
	c70

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c46
	c46
	[89] 4.1
	c47
	c47

	16B
	Geolocation-Routing
	[89] 4.1
	c46
	c46
	[89] 4.1
	c47
	c47

	16C
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	17
	In-Reply-To
	[26] 20.21
	m
	m
	[26] 20.21
	i
	i

	17A
	Max-Breadth
	[117] 5.8
	c44
	c44
	[117] 5.8
	c45
	c45

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	19
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	20
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	21
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	22
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	22A
	P-Asserted-Service
	[121] 4.1
	c38
	c38
	[121] 4.1
	c39
	c39

	23
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	25
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	25A
	P-Debug-ID
	[140]
	o
	c42
	[140]
	o
	c43

	26
	P-Preferred-Identity
	[34] 9.2
	x
	c69
	[34] 9.2
	c9
	c9

	26A
	P-Preferred-Service
	[121] 4.2
	x
	x
	[121] 4.2
	c37
	c37

	26B
	P-Private-Network-Indication
	[134]
	c40
	c40
	[134]
	c40
	c40

	26C
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	26D
	P-Served-User
	[133] 6
	c41
	c41
	[133] 6
	c41
	c41

	26E
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	27
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	28
	Priority
	[26] 20.26
	m
	m
	[26] 20.26
	i
	c50

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	30
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c7
	c7

	31
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c1
	c1

	33
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	34
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	34A
	Relayed-Charge
	7.2.12
	n/a
	c71
	7.2.12
	n/a
	c71

	34B
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	35
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	36
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	36A
	Resource-Priority
	[116] 3.1
	c36
	c36
	[116] 3.1
	c36
	c36

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	38
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	39
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	39A
	Session-ID
	[162]
	c48
	c48
	[162]
	c48
	c48

	40
	SIP-If-Match
	[70] 11.3.2
	m
	m
	[70] 11.3.2
	i
	i

	41
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	42
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	43
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/30A OR A.162/30C THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity, act as entity passing on identity transparently independent of trust domain.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/9A) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF (THIG).

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.162/47 OR A.162/47A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 1).

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension (note 2).

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

c36:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.

c37:
IF A.162/84A THEN m ELSE n/a - - act as authentication entity within the trust domain for asserted service.

c38:
IF A.162/84 THEN m ELSE n/a - - SIP extension for the identification of services.
c39:
IF A.162/84 OR A.162/30B THEN m ELSE i - - SIP extension for the identification of services or subsequent entity within trust network that can route outside the trust network.
c40:
IF A.162/87 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).
c41:
IF A.162/88 THEN m ELSE n/a - - the SIP P-Served-User private header.
c42:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c43:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

	c44:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c45:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c46:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c47:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c48: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c69:
IF A.162/30C THEN m ELSE x - - act as entity passing on identity transparently independent of trust domain.

c50:
IF A.162/115 THEN m ELSE i - - PSAP callback indicator.

c70:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c71:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE 1:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.

NOTE 2:
c29 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/15A - - PUBLISH request

Table A.260B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.260BA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	5A
	P-Debug-ID
	[140]
	o
	c3
	[140]
	o
	c4

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.
c3:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c4:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response for all remaining status-codes

Table A.260C: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	m
	m
	[26] 24.9
	c3
	c3

	3
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	4
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	5
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9A
	Expires
	[26] 20.19
[70] 4, 5, 6
	m
	m
	[26] 20.19
[70] 4, 5, 6
	i
	i

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10A
	Geolocation-Error
	[89] 4.3
	c19
	c19
	[89] 4.3
	c20
	c20

	10B
	History-Info
	[66] 4.1
	c16
	c16
	[66] 4.1
	c16
	c16

	11
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	12
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	13
	P-Access-Network-Info
	[52] 4.4
	c13
	c13
	[52] 4.4
	c14
	c14

	14
	P-Asserted-Identity
	[34] 9.1
	c5
	c5
	[34] 9.1
	c6
	c6

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c11
	c11
	[52] 4.5
	c12
	c12

	16
	P-Charging-Vector
	[52] 4.6
	c9
	c9
	[52] 4.6
	c10
	c10

	16A
	P-Debug-ID
	[140]
	o
	c17
	[140]
	o
	c18

	17
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c4
	n/a

	18
	Privacy
	[33] 4.2
	c7
	c7
	[33] 4.2
	c8
	c8

	18A
	Relayed-Charge
	7.2.12
	n/a
	c22
	7.2.12
	n/a
	c22

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c15
	c15

	20
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	20A
	Session-ID
	[162]
	c21
	c21
	[162]
	c21
	c21

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c9:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c11:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c16:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.
c17:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c18:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c19:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c20:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c21: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c22:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.260D: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	2
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	3
	Expires
	[26] 20.19, [70] 4, 5, 6
	m
	m
	[26] 20.19, [70] 4, 5, 6
	i
	i

	3A
	Feature-Caps
	[190]
	c6
	c6
	[190]
	c6
	c6

	
	
	
	
	
	
	
	

	4
	SIP-Etag
	[70] 11.3.1
	m
	m
	[70] 11.3.1
	i
	i

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c6:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/15B - - PUBLISH response
Prerequisite: A.164/6 - - Additional for 200 (OK) response
Table A.260DAA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.260DA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/103 OR A.164/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.260E: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - Additional for 401 (Unauthorized) response

Table A.260F: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.260G: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.260H: Void

Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.260I: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table A.260IA: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.260J: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.260JA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.260K: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.260L: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/29 - - Additional for 423 (Interval Too Brief) response

Table A.260M: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Min-Expires
	[26] 20.23, [70] 5, 6
	m
	m
	[26] 20.23, [70] 5, 6
	i
	i


Table A.260N: Void

Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/39 - - Additional for 489 (Bad Event) response

Table A.260O: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	i
	i


Prerequisite A.163/17 - - PUBLISH response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.260OA: Supported header fields within the PUBLISH response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/17 - - PUBLISH response

Table A.260P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.2.4.11
REFER method

Prerequisite A.163/16 - - REFER request

Table A.261: Supported header fields within the REFER request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	0B
	Accept-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	0C
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	1
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	1A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	5A
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	5B
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	5C
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	8
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	10
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	10A
	Feature-Caps
	[190]
	cj
	cj
	[190]
	cj
	cj

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	Geolocation
	[89] 4.1
	c35
	c35
	[89] 4.1
	c36
	c36

	11B
	Geolocation-Routing
	[89] 4.1
	c35
	c35
	[89] 4.1
	c36
	c36

	11C
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1
	c31
	c31

	11D
	Max-Breadth
	[117] 5.8
	c40
	c40
	[117] 5.8
	c41
	c41

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	13
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	14
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	14A
	P-Access-Network-Info
	[52] 4.4
	c22
	c22
	[52] 4.4
	c23
	c23

	14B
	P-Asserted-Identity
	[34] 9.1
	c9
	c9
	[34] 9.1
	c10
	c10

	14C
	P-Asserted-Service
	[121] 4.1
	c38
	c38
	[121] 4.1
	c39
	c39

	14D
	P-Called-Party-ID
	[52] 4.2
	c13
	c13
	[52] 4.2
	c14
	c15

	14E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c20
	[52] 4.5
	c21
	c21

	14F
	P-Charging-Vector
	[52] 4.6
	c18
	c18
	[52] 4.6
	c19
	c19

	14H
	P-Preferred-Identity
	[34] 9.2
	x
	c69
	[34] 9.2
	c8
	c8

	14I
	P-Preferred-Service
	[121] 4.2
	x
	x
	[121] 4.2
	c37
	c37

	14J
	P-Private-Network-Indication
	[134]
	c50
	c50
	[134]
	c50
	c50

	14K
	P-Profile-Key
	[97] 5
	c33
	c33
	[97] 5
	c34
	c34

	14L
	P-Served-User
	[133] 6
	c53
	c53
	[133] 6
	c53
	c53

	14M
	P-User-Database
	[82] 4
	c32
	c32
	[82] 4
	c32
	c32

	14N
	P-Visited-Network-ID
	[52] 4.3
	c16
	n/a
	[52] 4.3
	c17
	n/a

	14O
	Privacy
	[33] 4.2
	c11
	c11
	[33] 4.2
	c12
	c12

	15
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	16
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	16A
	Reason
	[34A] 2
	c25
	c25
	[34A] 2
	c26
	c26

	17
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	17A
	Refer-Sub
	[173] 4
	c54
	c54
	[173] 4
	c55
	c55

	18
	Refer-To
	[36] 3
	c3
	c3
	[36] 3
	c4
	c4

	18A
	Referred-By
	[59] 3
	c29
	c29
	[59] 3
	c30
	c30

	18B
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	18C
	Relayed-Charge
	7.2.12
	n/a
	c74
	7.2.12
	n/a
	c74

	18D
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	19A
	Resource-Priority
	[116] 3.1
	c47
	c47
	[116] 3.1
	c47
	c47

	20
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	20A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	20B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	20C
	Session-ID
	[162]
	c70
	c70
	[162]
	c70
	c70

	21
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	21A
	Target-Dialog
	[184] 7
	c71
	c71
	[184] 7
	c72
	c72

	22
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	23
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23A
	Trigger-Consent
	[125] 5.11.2
	c48
	c48
	[125] 5.11.2
	c49
	c49

	24
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	25
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN m ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/30A OR A.162/30C THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity, act as entity passing on identity transparently independent of trust domain.

c9:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c10:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c11:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c12:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c13:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c14:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/9A) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF (THIG).

c16:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c17:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c18:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c20:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c22:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c23:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c25:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c26:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c30:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c33:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c34:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

c35:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c36:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c37:
IF A.162/84A THEN m ELSE n/a - - act as authentication entity within the trust domain for asserted service.

c38:
IF A.162/84 THEN m ELSE n/a - - SIP extension for the identification of services.
c39:
IF A.162/84 OR A.162/30B THEN m ELSE i - - SIP extension for the identification of services or subsequent entity within trust network that can route outside the trust network.

	c40:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c41:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.

c47:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c48:
IF A.162/85 THEN m ELSE n/a - - a framework for consent-based communications in SIP.

c49:
IF A.162/85 THEN i ELSE n/a - - a framework for consent-based communications in SIP.

c50:
IF A.162/87 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c53:
IF A.162/88 THEN m ELSE n/a - - the SIP P-Served-User private header.
c54:
IF A.162/105 THEN m ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c55:
IF A.162/105 THEN i ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c69:
IF A.162/30C THEN m ELSE x - - act as entity passing on identity transparently independent of trust domain.

c70: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c71:
IF A.162/109 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c72:
IF A.162/109 THEN i ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c73:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c74:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/16 - - REFER request

Table A.262: Supported message bodies within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	application/vnd.3gpp.mid-call+xml
	[8M] D
	n/a
	i
	[8M] D
	n/a
	i


Table A.263: Void

Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.263A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.


Prerequisite A.163/17 - - REFER response for all remaining status-codes

Table A.264: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	1B
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	2
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	3
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	4
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	5
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	6
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	7
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	8
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	8A
	Geolocation-Error
	[89] 4.3
	c16
	c16
	[89] 4.3
	c17
	c17

	8B
	History-Info
	[66] 4.1
	c15
	c15
	[66] 4.1
	c15
	c15

	9
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	10
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	10A
	P-Access-Network-Info
	[52] 4.4
	c12
	c12
	[52] 4.4
	c13
	c13

	10B
	P-Asserted-Identity
	[34] 9.1
	c4
	c4
	[34] 9.1
	c5
	c5

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c10
	[52] 4.5
	c11
	c11

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	c8
	[52] 4.6
	c9
	c9

	10F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c3
	n/a

	10G
	Privacy
	[33] 4.2
	c6
	c6
	[33] 4.2
	c7
	c7

	10H
	Relayed-Charge
	7.2.12
	n/a
	c21
	7.2.12
	n/a
	c21

	10I
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c14
	c14

	10J
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	10K
	Session-ID
	[162]
	c20
	c20
	[162]
	c20
	c20

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c4:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c6:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c8:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c10:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c12:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c13:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c15:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c16:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c17:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c20: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c21:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.265: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c12
	c12
	[116] 3.2
	c12
	c12

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	2
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	3
	Feature-Caps
	[190]
	c14
	c14
	[190]
	c14
	c14

	5
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	6
	Refer-Sub
	[173] 4
	c4
	c4
	[173] 4
	c5
	c5

	8
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c4:
IF A.162/105 THEN m ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c5:
IF A.162/105 THEN I ELSE n/a - - suppression of session initiation protocol REFER method implicit subscription.

c12:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c14:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.265A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Table A.266: Void

Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - Additional for 401 (Unauthorized) response

Table A.267: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.268: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.269: Void

Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.270: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	o
	
	[26] 20.27
	o
	

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table A.270A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.271: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.271A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.272: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.272A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Table A.273: Void

Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/29H - - Additional for 470 (Consent Needed) response

Table A.273A: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.163/17 - - REFER response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.273AA: Supported header fields within the REFER response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/17 - - REFER response

Table A.274: Supported message bodies within the REFER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** Next change *****
A.2.2.4.13
SUBSCRIBE method

Prerequisite A.163/20 - - SUBSCRIBE request

Table A.290: Supported header fields within the SUBSCRIBE request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c73
	c73

	6B
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	15
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	15A
	Feature-Caps
	[190]
	c74
	c74
	[190]
	c74
	c74

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 4.1
	c35
	c35
	[89] 4.1
	c36
	c36

	16B
	Geolocation-Routing
	[89] 4.1
	c35
	c35
	[89] 4.1
	c36
	c36

	16C
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1
	c31
	c31

	16D
	Max-Breadth
	[117] 5.8
	c47
	c47
	[117] 5.8
	c48
	c48

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	18
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	18A
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	18B
	P-Access-Network-Info
	[52] 4.4
	c22
	c22
	[52] 4.4
	c23
	c23

	18C
	P-Asserted-Identity
	[34] 9.1
	c9
	c9
	[34] 9.1
	c10
	c10

	18D
	P-Asserted-Service
	[121] 4.1
	c39
	c39
	[121] 4.1
	c40
	c40

	18E
	P-Called-Party-ID
	[52] 4.2
	c13
	c13
	[52] 4.2
	c14
	c15

	18F
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c20
	[52] 4.5
	c21
	c21

	18G
	P-Charging-Vector
	[52] 4.6
	c18
	c18
	[52] 4.6
	c19
	c19

	18I
	P-Preferred-Identity
	[34] 9.2
	x
	c69
	[34] 9.2
	c8
	c8

	18J
	P-Preferred-Service
	[121] 4.2
	x
	x
	[121] 4.2
	c38
	c38

	18K
	P-Private-Network-Indication
	[134]
	c43
	c43
	[134]
	c43
	c43

	18L
	P-Profile-Key
	[97] 5
	c33
	c33
	[97] 5
	c34
	c34

	18M
	P-Served-User
	[133] 6
	c44
	c44
	[133] 6
	c44
	c44

	18N
	P-User-Database
	[82] 4
	c32
	c32
	[82] 4
	c32
	c32

	18O
	P-Visited-Network-ID
	[52] 4.3
	c16
	n/a
	[52] 4.3
	c17
	n/a

	18P
	Priority
	[26] 20.26
	m
	m
	[26] 20.26
	i
	c50

	18Q
	Privacy
	[33] 4.2
	c11
	c11
	[33] 4.2
	c12
	c12

	19
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	20
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	20A
	Reason
	[34A] 2
	c25
	c25
	[34A] 2
	c26
	c26

	21
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	21A
	Referred-By
	[59] 3
	c29
	c29
	[59] 3
	c30
	c30

	21B
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	21C
	Relayed-Charge
	7.2.12
	n/a
	c75
	7.2.12
	n/a
	c75

	21D
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	22
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	22A
	Resource-Priority
	[116] 3.1
	c37
	c37
	[116] 3.1
	c37
	c37

	23
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	23A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	23B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	23C
	Session-ID
	[162]
	c70
	c70
	[162]
	c70
	c70

	24
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	24A
	Target-Dialog
	[184] 7
	c71
	c71
	[184] 7
	c72
	c72

	25
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	26A
	Trigger-Consent
	[125] 5.11.2
	c41
	c41
	[125] 5.11.2
	c42
	c42

	27
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.
c7:
IF A.162/14 THEN m ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/30A OR A.162/30C THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity, act as entity passing on identity transparently independent of trust domain.

c9:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c10:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c11:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c12:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c13:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c14:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/9A) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF or IBCF (THIG).

c16:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c17:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c18:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c20:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c22:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c23:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/47 OR A.162/47A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c25:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c26:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c30:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c33:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c34:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

c35:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c36:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c37:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.

c38:
IF A.162/84A THEN m ELSE n/a - - act as authentication entity within the trust domain for asserted service.

c39:
IF A.162/84 THEN m ELSE n/a - - SIP extension for the identification of services.
c40:
IF A.162/84 OR A.162/30B THEN m ELSE i - - SIP extension for the identification of services or subsequent entity within trust network that can route outside the trust network.

	c41:
IF A.162/85 THEN m ELSE n/a - - a framework for consent-based communications in SIP.

c42:
IF A.162/85 THEN i ELSE n/a - - a framework for consent-based communications in SIP.

c43:
IF A.162/87 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c44
IF A.162/88 THEN m ELSE n/a - - the SIP P-Served-User private header.

c47:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c48:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c50:
IF A.162/115 THEN m ELSE i - - PSAP callback indicator.

c69:
IF A.162/30C THEN m ELSE x - - act as entity passing on identity transparently independent of trust domain.

c70: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c71:
IF A.162/109 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c72:
IF A.162/109 THEN i ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c73:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header field.
c74:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.
c75:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/20 - - SUBSCRIBE request

Table A.291: Supported message bodies within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.291A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.


Prerequisite A.163/21 - - SUBSCRIBE response for all remaining status-codes

Table A.292: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c23
	c23

	2
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	3
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	4
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	7
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	Geolocation-Error
	[89] 4.3
	c20
	c20
	[89] 4.3
	c21
	c21

	9B
	History-Info
	[66] 4.1
	c15
	c15
	[66] 4.1
	c15
	c15

	10
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	10A
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	10B
	P-Access-Network-Info
	[52] 4.4
	c12
	c12
	[52] 4.4
	c13
	c13

	10C
	P-Asserted-Identity
	[34] 9.1
	c4
	c4
	[34] 9.1
	c5
	c5

	10D
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c10
	[52] 4.5
	c11
	c11

	10E
	P-Charging-Vector
	[52] 4.6
	c8
	c8
	[52] 4.6
	c9
	c9

	10G
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c3
	n/a

	10H
	Privacy
	[33] 4.2
	c6
	c6
	[33] 4.2
	c7
	c7

	10I
	Relayed-Charge
	7.2.12
	n/a
	c24
	7.2.12
	n/a
	c24

	10J
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c14
	c14

	10K
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	10L
	Session-ID
	[162]
	c22
	c22
	[162]
	c22
	c22

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c4:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c6:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c8:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c10:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c12:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c13:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c15:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c16:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c17:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.

c20:
IF A.162/70 THEN m ELSE n/a - - SIP location conveyance.

c21:
IF A.162/70A THEN m ELSE IF A.162/70B THEN i ELSE n/a - - addition or modification of location in a SIP method, passes on locations in SIP method without modification.
c22: 

IF A.162/101 THEN m ELSE n/a - - the Session-ID header.
c23:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header field.
c24:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.293: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	0B
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	i
	i

	1
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	1A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	2
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	2A
	Feature-Caps
	[190]
	c6
	c6
	[190]
	c6
	c6

	3
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c4:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.
c6:
IF A.162/110 THEN m ELSE n/a - - indication of features supported by proxy.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.293A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/103 OR A.164/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.294: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/14 - - Additional for 401 (Unauthorized) response

Table A.295: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	8
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480 (Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.296: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Table A.297: Void

Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.298: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i




Table A.298A: Void
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	



Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/25 - - Additional for 415 (Unsupported Media Type) response

Table A.299: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.299A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80A THEN m ELSE n/a - - inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/27 - - Additional for 420 (Bad Extension) response

Table A.300: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/28 OR A.164/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.300A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/29 - - Additional for 423 (Interval Too Brief) response

Table A.301: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Min-Expires
	[26] 20.23
	m
	m
	[26] 20.23
	i
	i


Table A.302: Void

Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/29H - - Additional for 470 (Consent Needed) response

Table A.302A: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Permission-Missing
	[125] 5.9.3
	m
	m
	[125] 5.9.3
	m
	m


Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/39 - - Additional for 489 (Bad Event) response

Table A.303: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	c1
	c1

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Table A.303A: Void

Prerequisite A.163/21 - - SUBSCRIBE response

Prerequisite: A.164/46 - - Additional for 504 (Server Time-out) response

Table A.303B: Supported header fields within the SUBSCRIBE response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Restoration-Info
	subclause 7.2.11
	n/a
	c1
	subclause 7.2.11
	n/a
	n/a

	c1:
IF A.4/110 THEN o ELSE n/a - - HSS based P-CSCF restoration.


Prerequisite A.163/21 - - SUBSCRIBE response

Table A.304: Supported message bodies within the SUBSCRIBE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


