Page 1



CT WG3 Meeting #83
C3-155247
16 - 20 November 2015,Anaheim, USA
(revision of C3-155094)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	29.217
	CR
	0013
	rev
	1
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Vendor Specific Application ID over Np interface

	
	

	Source to WG:
	Huawei, ZTE

	Source to TSG:
	C3

	
	

	Work item code:
	UPCON-DOTCON-CT
	
	Date:
	2015-11-19

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	As agreed in CT3#82bis meeting, the Np application identifier shall be included in the Vendor-Specific- Application-Id AVP.
Beside, in 3GPP TS 29.217, there is no description about the connection between RCAF and PCRF, which is inconsistent with the title of the corresponding clause 5.2.

	
	

	Summary of change:
	Add the description about the Np connection.

Update the Np message to use the Vendor-Specific-Application-Id AVP instead of Auth-Applicaion-Id AVP.

	
	

	Consequences if not approved:
	The definition about the connection between RCAF and PCRF is missing and inaccurate Np message definition will exist.

	
	

	Clauses affected:
	5.2, 5.6

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


*** 1st of Change ***
5.2
Initialization, maintenance and termination of connection and session
The initialization and maintenance of the connection between the RCAF and PCRF are defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes are described in IETF RFC 3588 [7].
After establishing the transport connection, the RCAF and the PCRF shall advertise the support of the Np specific Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (RFC 3588 [7]).
The Np Diameter session shall be terminated after each request and answer pair interaction.
In order to indicate that the session state is not to be maintained, the Diameter client and server shall include the Auth-Session-State AVP with the value set to NO_STATE_MAINTAINED (1), in the request and in the answer messages (see IETF RFC 3588 [7]).
*** 2nd of Change ***
5.6
Np messages

5.6.1
Non-Aggregated-RUCI-Report-Request (NRR) command

The NRR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Non-aggregated RUCI report procedure.
Message Format:

<NR-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >
                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }
                 { Origin-Realm }
                 { Destination-Realm }
                 [ Destination-Host ]
                 [ Origin-State-Id ]
                 [ Subscription-Id ]

                 [ Called-Station-Id ]
                 [ Congestion-Level-Value ]
                 [ Congestion-Level-Set-Id ]

                 [ Congestion-Location-Id ]
                 [ OC-Supported-Features ]
                 [ RCAF-Id ]
                *[ Proxy-Info ]

                *[ Route-Record ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.2
Non-Aggregated-RUCI-Report-Answer (NRA) command

The NRA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Non-aggregated RUCI report procedure.

Message Format:

<NR-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                 [ PCRF-Address ]
                 [ Origin-State-Id ]

                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.3
Aggregated-RUCI-Report-Request (ARR) command

The ARR command, indicated by the Command-Code field set to xxxxxx and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as part of the Aggregated RUCI report procedure.
Message Format:

<AR-Request> ::= <Diameter Header: xxxxxx, REQ, PXY >

                 < Session-Id >

                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 [ Destination-Host ]

                 [ Origin-State-Id ]

                *[ Aggregated-RUCI-Report ]
                 [ OC-Supported-Features ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ Supported-Features ]

                *[ AVP ]
5.6.4
Aggregated-RUCI-Report-Answer (ARA) command

The ARA command, indicated by the Command-Code field set to xxxxxx and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the RCAF as part of the Aggregated RUCI report procedure.

Message Format:

<AR-Answer> ::=  < Diameter Header: xxxxxx, PXY >

                 < Session-Id >

                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }

                 { Origin-Host }

                 { Origin-Realm }

                 [ Result-Code ]

                 [ Experimental-Result ]

                 [ Error-Message ]

                 [ Error-Reporting-Host ]

                *[ Failed-AVP ]

                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]

                *[ Proxy-Info ]
                *[ Supported-Features ]
                *[ AVP ]
5.6.5
Modify-Uecontext-Request (MUR) command
The MUR command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent by the PCRF to the RCAF in order to request congestion reporting restrictions for a specific UE and PDN ID.
Message Format:

< Modify-Uecontext‑Request > ::= < Diameter Header: xxx, REQ, PXY >

                 < Session-Id >

                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }

                 { Destination-Realm }

                 { Destination-Host }
                 [ Origin-State-Id ]
                 [ Subscription-Id ]
                 [ Called-Station-Id ]
                 [ OC-Supported-Features ]
                 [ Reporting-Restriction ]
                 [ Conditional-Restriction ]
                 [ RUCI-Action ]
                *[ Congestion-Level-Definition ]
                *[ Proxy-Info ]

                *[ Route-Record ]

                *[ AVP ]
5.6.6
Modify-Uecontext-Answer (MUA) command
The MUA command, indicated by the Command-Code field set to yyy and the 'R' bit set in the Command Flags field, is sent by the RCAF to the PCRF as a response to the request for congestion reporting restrictions to a specific UE and PDN ID.
Message Format:

< Modify-Uecontext‑Answer > ::= < Diameter Header: yyy, REQ, PXY >

                 < Session-Id >

                 
                 { Vendor-Specific-Application-Id }
                 { Auth-Session-State }
                 { Origin-Host }

                 { Origin-Realm }
                 [ Result-Code ]

                 [ Experimental-Result ]

                *[ Failed-AVP ]
                 [ Origin-State-Id ]
                 [ OC-Supported-Features ]

                 [ OC-OLR ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]
                *[ Proxy-Info ]

            
*[ AVP ]
*** End of Changes ***
