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1. Overall Description:

CT1 is currently working on defining IKEv2 extensions to allow the IMEI/IMEISV to signalled from the UE to the ePDG in order to support Mobile Equipment Identity signalling over un-trusted WLAN access.  

While working on related stage 3 changes, a specification issue has been discovered:

For un-trusted WLAN access, EAP-AKA within IKEv2 (as specified in RFC 5996) is used to authenticate UEs as specified in TS 33.402. Sub-clause 8.2.2 of TS 33.402 defines the message flow for the full authentication. For step 7, currently TS 33.402 specifies that the only payload (apart from the header) in the IKEv2 message is the EAP message:

7.
The UE checks the authentication parameters and responds to the authentication challenge. The only payload (apart from the header) in the IKEv2 message is the EAP message.
this means no other payload, including optional payloads, can be included in the IKE_AUTH request at step 7.

Upon further checking, there does not appear to be any justification for imposing such payload restriction as including optional parameters in addition to EAP payload should not affect the authentication process via EAP. In addition, there is no requirement in RFC 5996 to forbid optional payloads to be sent along with EAP payload and RFC 5996 does not have any restriction on when configuration payload can be sent either.

Due to the fact that step 7 represents the earliest point for sending encryption protected information after network authentication, there is a need to allow optional payload to be sent along with EAP payload so that IMEI/IMEISV information can be signalled securely from the UE to the ePDG.  
Based on this understanding, CT1 has agreed CRs to allow the UE to signal the IMEI/IMEISV to the ePDG using the optional configuration payload at step 7.  CT1 kindly asks SA3 to report to CT1 and CT Plenary if there is any problem with the solution chosen by CT1. If SA3 agrees with CT1, CT1 asks SA3 to update TS 33.402 accordingly to remove the related restriction.
2. Actions:

To SA3 group.

ACTION: 
CT1 kindly asks SA3 to report to CT1 and CT Plenary if there is any problem with the solution chosen by CT1. If SA3 agrees with CT1, CT1 asks SA3 to update TS 33.402 accordingly to remove the related restriction.
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