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	Reason for change:
	The CT1#92 C1-152460 (S5-153298) incoming LS indicated that it is necessary that the P-Charging-Vector is included in not only initial or standalone requests / responses but also subsequent (including target refresh) requests / responses.

As a result, following general principle is led:

The P-Charging-Vector is included in any requests with:

 - the "icid-value" populated in the initial request, by the first IMS entity; and

 - the "orig-ioi" populated by the IMS entity in the sending network.

The P-Charging-Vector is included in any responses with:

 - the "icid-value" populated in the initial request, by the first IMS entity;

 - the "orig-ioi" populated by the IMS entity in the sending network; and

 - the "term-ioi" populated by the IMS entity in the receiving network.

This CR is proposed along with above assumption.
**Main reason**
When ISC gateway function receives an initial request and a response to an initial request, the procedure to remove received P-Charging-Vector header and reinsert in response is specified. However the P-Charging-Vector header is also included in subsequent requests and responses to subsequent requests. Then these procedures for subsequent requests are needed. According to subclause 5.1.2A of TS 23.228, the brder control concept is also applied to ISC gateway same as IBCF. There is a possibility that trust relation ship about P-Charging-Vecotr header field does not exist betweenan IMS and a third-party AS. Then the ISC GW procedure to remove a P-Chargin-Vector header recived from third-party AS which is not within trust domain.
In addition an example condition is needed for a procedure in initial request to prevent problem in charging system..

	
	

	Summary of change:
	The ISC procedure to remove a P-Charging-Vector received header field from subsequent request, if received from outside the trust domain, is added.
An example condition where an ISC gateway removes a P-Charging-Vector header in initial request is added as a note.
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***** 1nd change *****
5.13.2.3
Initial requests

Upon receipt of:

-
an initial request for a dialog;

-
a request for a standalone transaction; or

-
a request for an unknown method that does not relate to an existing dialog;

the ISC gateway function shall:

1)
if the request is an INVITE request, respond with a 100 (Trying) provisional response;

2)
remove the topmost entry from the Route header field in accordance with RFC 3261 [26] procedures for processing Route header fields, and then add as the topmost entry the URI of the application server associated with this ISC gateway function, followed by a next entry of a URI needed to reach this ISC gateway function from the application server;

3)
if the request is an INVITE request and the ISC gateway function is configured to perform application level gateway and/or transport plane control functionalities, save the Contact, CSeq and Record-Route header field values received in the request such that the ISC gateway function is able to release the session if needed;

4)
If the request is a SUBSCRIBE and the ISC gateway function does not need to act as B2BUA, based on operator policy, the ISC gateway function shall determine whether or not to retain, for the related subscription, the SIP dialog state information and the duration information;

NOTE 1:
The event package name can be taken into account to decide whether or not the SIP dialog state and the subscription duration information needs to be retained.

NOTE 2:
The ISC gateway function needs to insert its own URI in the Record-Route header field of the initial SUBSCRIBE request and all subsequent NOTIFY requests if it decides to retain the SIP dialog state information.
5)
if the request is an initial request for a dialog and local policy requires the application of ISC gateway function capabilities in subsequent requests, perform record route procedures as specified in RFC 3261 [26];

6)
if the recipient of the request is understood from configured information to always send and receive private network traffic from this source, remove the P-Private-Network-Indication header field containing the domain name associated with that saved information;

7)
store the values from the P-Charging-Function-Addresses header field, if present;

8)
remove some of the parameters from the P-Charging-Vector header field or the header field itself, depending on operator policy, if present; and
NOTE 3: An example where an ISC-GW removes the P-Charging-Vector header field is where the request is forwarded to outside the trust domain.
9)
remove the P-Charging-Function-Addresses header fields, if present, prior to forwarding the message;

and forwards the request according to RFC 3261 [26].

NOTE 4:
If ISC gateway function processes a request without a pre-defined route (e.g. the subscription to reg event package originated by the AS), the next-hop address can be either obtained as specified in RFC 3263 [27A] or be provisioned in the ISC gateway function.

When the ISC gateway function receives an INVITE request, the ISC gateway function may require the periodic refreshment of the session to avoid hung states in the ISC gateway function. If the ISC gateway function requires the session to be refreshed, the ISC gateway function shall apply the procedures described in RFC 4028 [58] clause 8.

NOTE 5:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

When the ISC gateway function receives a response to any of the requests handled in this subclause, then the ISC gateway function shall:

1)
in the P-Charging-Vector header field, subject to operator policy, reinsert any parameters that were removed and stored. In addition, where the operator policy requires it, include on behalf of the supported application server a type 3 "term-ioi" header field parameter. This IOI may represent either the network of the ISC gateway function or the network providing the AS.

With the exception of 305 (Use Proxy) responses, the ISC gateway function shall not recurse on 3xx responses.
***** 2nd change *****
5.13.3.4
Subsequent requests

Upon receipt of a subsequent request, the ISC gateway function shall:

1)
if the request is an INVITE request, then respond with a 100 (Trying) provisional response;

2)
if the request is a NOTIFY request with the Subscription-State header field set to "terminated"and the ISC gateway function has retained the SIP dialog state information for the associated subscription, once the NOTIFY transaction is terminated, the ISC gateway function can remove all the stored information related to the associated subscription;
3)
if the request is a target refresh request and the ISC gateway function is configured to perform application level gateway and/or transport plane control functionalities, then the ISC gateway function shall save the Contact and CSeq header field values received in the request such that the ISC gateway function is able to release the session if needed;
4)
if the subsequent request is other than a target refresh request (including requests relating to an existing dialog where the method is unknown) and the ISC gateway function is configured to perform application level gateway and/or transport plane control functionalities, then the ISC gateway function shall save the Contact and CSeq header field values received in the request such that the ISC gateway function is able to release the session if needed; and
5)
if the subsequent request is received from outside the trust domain, then the ISC gateway function shall remove a P-Charging-Vector header field, if present;
and forwards the request, based on the topmost Route header field, in accordance with the procedures of RFC 3261 [26].
***** End of changes *****
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