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	Reason for change:
	1. A SIP Privacy header field can contain several values. Tables 5 and 6 specify how to derive the APRI of the Calling party number and the Generic number from a SIP Privacy heder field with a single value, respectively. However, the corresponding mapping if several values are contained in the SIP Privacy header field is not clearly specified.
2. A mapping for the SIP Privacy header field values "session" and "history" is not specified. Those values should be mapped to "presentation allowed". A handling for the SIP Privacy header field value "critical" is not clearly specified. This value will only appear in combination with other values and should not impact the derivation of the APRI.

	
	

	Summary of change:
	If the Privacy header field contains the values "id" and/or "header", the Calling party number APRI shall be set to "presentation restricted". Otherwise, the Calling party number APRI shall be set to “presentation allowed”.

If the Privacy header field contains the value "user", the Generic number APRI shall be set to "presentation restricted". Otherwise, the Generic number APRI shall be set to "presentation allowed".

	
	

	Consequences if not approved:
	The derivation of the APRI of the Calling party number and the Generic number is unspecified for the case that several values are contained in the SIP Privacy header field and for the case that values "session" or "history" appear in the SIP Privacy header field.
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	Other comments:
	CR Implementor: Please delete the entire rows with deleted content in the tables. (This change can not be clearly shown with revision marks.)


1st change
7.2.3.1.2.6
Calling party number

The SIP "Privacy" header is defined within IETF RFC 3323 [40]. The SIP "P-Asserted-Identity" header is defined in IETF RFC 3325 [41].

Table 3: Mapping of SIP From/P-Asserted-Identity/Privacy headers to CLI parameters

	Has a "P-Asserted-Identity" header field (NOTE 2, NOTE 5, NOTE 6) been received?
	Has a "From" header field (NOTE 3) containing a URI that encodes an E.164 address been received (NOTE 6)?
	Calling Party Number parameter

Address signals
	Calling Party Number parameter 

 APRI
	Generic Number (additional calling party number) address signals
	Generic Number parameter APRI

	No
	No
	Network option to either include a network provided E.164 number (See table 4) or omit the Address signals.

(NOTE 4)
	Network option to set APRI to "presentation restricted" or "presentation allowed" 

(NOTE 4)
(See table 5)

As a network option the APRI "presentation restricted by network" (NOTE 7) can be used instead of the APRI "presentation restricted"
	Parameter not included


	Not applicable



	No
	Yes
	Network option to either include a network provided E.164 number (See table 4) or omit the Address signals.

(NOTE 4)
	Network option to set APRI to "presentation restricted" or "presentation allowed" 

(NOTE 4)

(See table 5)

As a network option the APRI "presentation restricted by network" (NOTE 7) can be used instead of the APRI "presentation restricted"
	Network option to either omit the parameter (if CgPN has been omitted) or derive from the "From" header

(NOTE 1) 
(See table 6)
	APRI = "presentation restricted" or "presentation allowed" depending on SIP Privacy header. 

(See table 6)



	Yes
	No
	Derived from 

P-Asserted-Identity

(See table 5)


	APRI = "presentation restricted" or "presentation allowed" depending on SIP Privacy header.

(See table 5)
	Not included
	Not applicable

	Yes
	Yes
	Derived from 

P-Asserted-Identity

(See table 5)
	APRI = "presentation restricted" or "presentation allowed" depending on SIP Privacy header.

(See table 5)
	Network option to either omit the parameter or derive from the "From" header
(NOTE 1)

(See table 6)
	APRI = "presentation restricted" or "presentation allowed" depending on SIP Privacy header.

(see table 6)

	NOTE 1:
This mapping effectively gives the equivalent of Special Arrangement to all SIP UAC with access to the I‑MGCF.

NOTE 2:
It is possible that the P-Asserted-Identity header field includes both a tel URI and a sip or sips URI. In this case, either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator policy, may be used.

NOTE 3:
The "From" header may contain an "Anonymous User Identity". An "Anonymous User Identity" includes information that does not point to the calling party. IETF RFC 3261 recommends that the display-name component contain "Anonymous". That the Anonymous User Identity will take the form defined in 3GPP TS 23.003 [74]. The Anonymous User Identity indicates that the calling party desired anonymity. The From header may also contain an Unavailable User Identity as defined in 3GPP TS 23.003 [74], that indicates that the calling party is unknown.

NOTE 4: 
A national option exists to set the APRI to "Address not available".

NOTE 5: 
3GPP TS 24.229 guarantees that the received number is an E.164 number formatted as an international number, with a "+" sign as prefix. 

NOTE 6: 
The E.164 numbers considered within the present document are composed by a Country Code (CC), followed by a National Destination Code (NDC), followed by a Subscriber Number (SN). On the IMS side, the numbers are international public telecommunication numbers ("CC"+"NDC"+"SN") and are prefixed by a "+" sign. On the CS side, it is a network option to omit the CC.

NOTE 7: 
This is an ETSI specific value described within ETSI EN 300 356-1 [70].


Table 4: Setting of the network-provided BICC/ISUP calling party number parameter with a CLI (network option)
	BICC/ISUP CgPN Parameter field
	Value

	Screening Indicator
	"network provided"

	Number Incomplete Indicator
	"complete"

	Number Plan Indicator
	ISDN/Telephony (E.164)

	Address Presentation Restricted Indicator
	Presentation allowed/restricted

As a network option the APRI value "presentation restricted by network" (NOTE) can be used instead of the APRI value "presentation restricted"

	Nature of Address Indicator
	If next BICC/ISUP node is located in the same country set to "National (Significant) number" else set to "International number"

	Address signals
	If NOA is "national (significant) number" no country code should be included. If NOA is "international number", then the country code of the network-provided number should be included. 

	NOTE : 
This is an ETSI specific value described within ETSI EN 300 356-1 [70]


Table 5: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC calling party number parameter

	SIP Component
	Value
	BICC/ISUP Parameter / field
	Value

	P-Asserted-Identity header field (NOTE)
	 E.164 number
	Calling Party Number
	

	
	Number incomplete indicator
	"Complete"

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number" 

else set to "international number"

	
	
	

	
	Screening indicator 
	Network Provided

	Addr-spec


	"CC" "NDC" "SN" from the URI


	Address signal
	If NOA is "national (significant) number" then set to

"NDC" + "SN" 

If NOA is "international number" 
then set to "CC"+"NDC"+"SN"

	Privacy header field is not present
	
	APRI
	"presentation allowed"

	Privacy header field (IETF RFC 3323 [40])
	priv-value
	APRI
	If the Privacy header field contains the values "id" (see IETF RFC 3325 [41]) and/or "header", the APRI shall be set to "presentation restricted". Otherwise, the APRI shall be set to "presentation allowed".

	

	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	NOTE:
It is possible that a P-Asserted –Identity header field includes both a tel URI and a SIP or SIPS URI. In this case, either the tel URI or the SIP URI with user="phone" and a specific host portion, as selected by operator policy, may be used. 


2nd change

7.2.3.1.2.7
Generic number

Table 6: Mapping of SIP From header field to BICC/ISUP generic number (additional calling party number) parameter (network option) 

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	From header field


	name-addr or addr-spec 
	Generic number

Number Qualifier Indicator
	"additional calling party number"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number" 

else set to "international number"

	
	Number incomplete indicator
	"Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Screening indicator 
	"user provided not verified"

	Addr-spec


	"CC" "NDC" + "SN" from the URI


	Address signal
	If NOA is "national (significant) number" then set to

"NDC" + "SN"
If NOA is "international number" 
then set to "CC"+"NDC"+"SN"

	Privacy header field is not present
	
	APRI 
	"presentation allowed"

	Privacy header field (IETF RFC 3323 [40])
	priv-value
	APRI
	If the Privacy header field contains the value "user", the APRI shall be set to "presentation restricted". Otherwise, the APRI shall be set to "presentation allowed".
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