Page 1



3GPP TSG-CT WG1 Meeting #92 
C1-152219
Sanya (P.R. of China), 25-29 May 2015











rev of C1-152021
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.237
	CR
	1189
	rev
	1
	Current version:
	13.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Deprecation of SIP 202 (Accepted) and reference update

	
	

	Source to WG:
	Samsung Telecommunications

	Source to TSG:
	C1

	
	

	Work item code:
	UP6665
	
	Date:
	2015-04-20

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	TS 24.237 claims compliance to RFC 6665 (SIP-Specific Event Notification) and draft-ietf-sipcore-refer-clarifications with respect to use of REFER method and elimination of implicit subscriptions. RFC 6665 additionally deprecates the use of the SIP 202 (Accepted) response:
8.3.1.  202 (Accepted) Response Code

For historical purposes, the 202 (Accepted) response code is added to the "Success" header field definition.

This document does not specify the use of the 202 response code in conjunction with the SUBSCRIBE or NOTIFY methods.  Previous versions of the SIP Events Framework assigned specific meaning to the 202 response code.

Due to response handling in forking cases, any 202 response to a SUBSCRIBE request may be absorbed by a proxy, and thus it can never be guaranteed to be received by the UAC.  Furthermore, there is no actual processing difference for a 202 as compared to a 200; a NOTIFY request is sent after the subscription is processed, and it conveys the correct state.  SIP interoperability tests found that implementations were handling 202 differently from 200, leading to incompatibilities.  Therefore, the 202 response is being deprecated to make it clear there is no such difference and 202 should not behandled differently than 200.
Implementations conformant with the current specification MUST treat an incoming 202 response as identical to a 200 response and MUST NOT generate 202 response codes to SUBSCRIBE or NOTIFY requests.

This document also updates [RFC4660], which reiterates the 202-based behavior in several places.  Implementations compliant with the present document MUST NOT send a 202 response to a SUBSCRIBE request and will send an alternate success response (such as 200) in its stead.

However, in the informative flows in Annex A of TS 24.237, the SIP 202 (Accepted) response is still used.

- subclause A.15.2 - CS to PS access transfer with MSC server assisted mid-call feature

- subclause A.15.3 - PS to CS access transfer with MSC server assisted mid-call feature

- subclause A.15.4 - PS to CS access transfer with MSC server assisted mid-call feature with an incoming waiting call in alerting phase

- subclause A.18.5 - Signalling flows for PS to CS Access Transfer: SRVCC enhancements using ATCF with MSC server assisted mid-call feature and ATCF anchored
Additionally, note that SIP 202 was deprecated in draft-ietf-sipcore-refer-clarifications-04, so the reference to this draft in TS 24.237 needs to be updated with the latest version of the draft.


	
	

	Summary of change:
	Replace SIP 202 (Accepted) used in flows and steps in Annex A pf TS 24.237, with SIP 200 (OK).
Replace draft-ietf-sipcore-refer-clarifications-02 with draft-ietf-sipcore-refer-clarifications-05.

	
	

	Consequences if not approved:
	Due to response handling in forking cases, any 202 response to a SUBSCRIBE request may be absorbed by a proxy, and thus it can never be guaranteed to be received by the UAC.  

	
	

	Clauses affected:
	2, A.15.2, A.15.3, A.15.4, A.18.5

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Begin 1st change *****
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[3]
3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[4]
3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".
[5]
3GPP TS 24.216: "Communication continuity managed object".

[6]
3GPP TS 29.328: "IP Multimedia Subsystem (IMS) Sh interface; Signalling flows and message contents".

[7]
3GPP TS 29.329: "Sh interface based on the Diameter protocol; Protocol details".
[8]
3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".
[9]
3GPP TS 23.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 2".
[10]
IETF RFC 3891: "The Session Initiation Protocol (SIP) "Replaces" Header".
[11]
IETF RFC 4538: "Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)".
[12]
3GPP TS 23.003: "Numbering, addressing and identification".
[13]
IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method".

[14]
Void.

[15]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[16]
IETF RFC 5012 (January 2008): "Requirements for Emergency Context Resolution with Internet Technologies".

[17]
IETF RFC 5031 (January 2008): "A Uniform Resource Name (URN) for Services".

[18]
3GPP TS 29.292: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and MSC Server for IMS Centralized Services (ICS)".

[19]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[20]
IETF RFC 4488: "Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription".

[21]
IETF RFC 3023: "XML Media Types".

[22]
IETF RFC 5626: "Managing Client Initiated Connections in the Session Initiation Protocol (SIP)".

[23]
3GPP TS 24.286: "IP Multimedia (IM) Core Network (CN) subsystem Centralised Services (ICS); Management Object (MO)".

[24]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".

[25]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[26]
3GPP TS 24.608: "Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[27]
3GPP TS 24.604: "Communication Diversion (CDIV) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol specification".

[28]
3GPP TS 24.610: "Communication HOLD (HOLD) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[29]
3GPP TS 24.611: "Anonymous Communication Rejection (ACR) and Communication Barring (CB); using IP Multimedia (IM) Core Network (CN) subsystem;  Protocol specification".

[30]
3GPP TS 24.606: "Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[31]
3GPP TS 24.605: "Conference (CONF) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[32]
3GPP TS 24.629: "Explicit Communication Transfer (ECT) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[33]
3GPP TS 24.647: "Advice Of Charge (AOC) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[34]
3GPP TS 24.654: "Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem, Protocol Specification".

[35]
3GPP TS 24.239: "Flexible Alerting (FA) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[36]
3GPP TS 24.615: "Communication Waiting (CW) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[37]
3GPP TS 24.642: "Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[38]
3GPP TS 24.182: "IP Multimedia Subsystem (IMS) Customized Alerting Tones (CAT); Protocol specification".

[39]
3GPP TS 24.616: "Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[40]
3GPP TS 24.259: "Personal Network Management (PNM); Stage 3".

[41]
3GPP TS 24.183: "IP Multimedia Subsystem (IMS) Customized Ringing Signal (CRS) service; Stage 3".

[42]
3GPP TS 24.072: "Call Deflection (CD) Supplementary Service; Stage 3".

[43]
3GPP TS 24.083: "Call Waiting (CS) and Call Hold (HOLD) supplementary services; Stage 3".

[44]
3GPP TS 24.294 "IP Multimedia Subsystem (IMS) Centralized Services (ICS) protocol via I1 interface".

[45]
Void.

[46]
3GPP TS 24.091: "Explicit Call Transfer (ECT) supplementary service; Stage 3".

[47]
3GPP TS 24.084: "Multi Party (MPTY) supplementary service;Stage 3".

[48]
IETF RFC 4235 (November 2005): "An INVITE-Initiated Dialog Event Package for the Session Initiated Protocol (SIP)"..

[49]
3GPP TS 23.216 "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[50]
Void.

[51]
Void.

[52]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[53]
IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".

[54]
IETF RFC 6086 (January 2011): "Session Initiation Protocol (SIP) INFO Method and Package Framework".

[55]
IETF RFC 4353 (February 2006): "A Framework for Conferencing with the Session Initiation Protocol (SIP)".

[56]
Void.

[57]
IETF RFC 3326 (December 2002): "The Reason Header Field for the Session Initiation Protocol (SIP)".

[58]
IETF RFC 3264 (June 2002) "An Offer/Answer Model with the Session Description Protocol (SDP)".

[59]
Void.

[60]
IETF RFC 6809 (November 2012): "Mechanism to Indicate Support of Features and Capabilities in the Session Initiation Protocol (SIP)".

[61]
3GPP TS 25.331 "Radio Resource Control (RRC); protocol specification".

[62]
3GPP TS 36.331 "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".

[63]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services; Stage 2".

[64]
3GPP TS 24.337 "IP Multimedia (IM) Core Network (CN) subsystem; inter-UE transfer; Stage 3".

[65]
3GPP TS 23.203: "Policy and charging control architecture".

[66]
3GPP TS 23.107:"Quality of Service (QoS) concept and architecture".

[67]
3GPP TS 23.218: "IP Multimedia (IM) Session Handling; IM call model".

[68]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".

[69]
3GPP TS 26.111: "Codec for circuit switched multimedia telephony service; Modifications to H.324".

[70]
3GPP TS 29.274: "Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[71]
3GPP TS 29.280: "3GPP Sv interface (MME to MSC, and SGSN to MSC) for SRVCC".

[72]
IETF RFC 3263 (June 2002): "Session Initiation Protocol (SIP): Locating SIP Servers".

[73]
IETF RFC 7195 (May 2014): "Session Description Protocol (SDP) Extension for Setting Audio and Video Media Streams over Circuit-Switched Bearers in the Public Switched Telephone Network (PSTN)".

[74]
IETF RFC 6157 (April 2011): "IPv6 Transition in the Session Initiation Protocol (SIP)".

[75]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

[76]
ETSI TS 182 024: "Hosted Enterprise Services; Architecture, functional description and signalling".

[77]
3GPP TS 29.079: "Optimal media routeing within the IP Multimedia Subsystem (IMS)".

[78]
IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)". 

[79]
IETF RFC 3966 (December 2004): "The tel URI for Telephone Numbers".

[80]
IETF RFC 6228 (May 2011): "Session Initiation Protocol (SIP) Response Code for Indication of Terminated Dialog".

[81]
IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[82]
IETF RFC 7254 (May 2014): "A Uniform Resource Name Namespace for the Global System for Mobile Communications Association (GSMA) and the International Mobile station Equipment Identity (IMEI)".

[83]
draft-holmberg-dispatch-iotl-04 (January 2015): "3rd-Generation Partnership Project (3GPP) SIP URI Inter Operator Traffic Leg parameter".

Editor's note [WI: NNI_RS CR1038]: The above document cannot be formally referenced until it is published as an RFC.
[84]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks".

[85]
3GPP TS 32.260: "Telecommunication management; Charging management".

[86]
IETF RFC 3262 (June 2002 ): "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)".

[87]
IETF RFC 3311 (September 2002): "The Session Initiation Protocol (SIP) UPDATE Method".

[88]
IETF RFC 3312 (October 2002): "Integration of Resource Management and Session Initiation Protocol (SIP)".

[89]
IETF RFC 4032 (March 2005): "Update to the Session Initiation Protocol (SIP) Preconditions Framework".
[90]
draft-ietf-sipcore-refer-clarifications-05 (April 2015): "Clarifications for the use of REFER with RFC6665".

Editor's note [WI: UP6665, CR#1086]: The above document cannot be formally referenced until it is published as an RFC.
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A.15.2
CS to PS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.2-1, SC UE A has two ongoing sessions over CS bearer which are anchored at SCC AS. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains rejected video stream and accepted speech media component. When the SC UE connects to an IP-CAN, it decides to transfer the sessions over the IP-CAN.
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Figure A.15.2-1: Signalling flow for PS-CS Access Transfer: CS to PS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has an ongoing active session X with remote UE B and a held session Y with remote UE C


The calls have been anchored at the SCC AS which is in the HPLMN of originating SC UE A. 

2.
SC UE A connects to a new IP-CAN:


The SC UE A decides to transfer the sessions over the new IP-CAN. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using standard registration procedure and reserves resources in the new IP-CAN.

3.
SIP INVITE request transferring the active session X (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-3


The SC UE A sends an initial SIP INVITE request to request the new call replaces the existing call X.
Table A.15.2-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:domain.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu, norefersub

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


Accept:
contains the MSC Server assisted mid-call feature MIME type.

4. 
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

17.
Media paths between UE A and UE B

The media path of session X is using the new IP-CAN but the media path of the session Y is still using the CS bearer.

18-19.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a SIP BYE request.

20-22.
CC DISCONNECT message (interworking entities to SC UE A)


Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.

NOTE:
Steps 20-22 are performed only if signalling over CS domain is possible after the CS-PS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session X locally, without any signalling between the SC UE and the network.
23-24. SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the MSC Server sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. 

25:
SIP REFER request (SCC AS to Intermediate IM CN subsystem entities) -see example in table A.15.2-25

The SCC AS sends SIP REFER request towards UE A inside the dialog created by the message 13.
Table A.15.2-25: SIP REFER request (SCC AS to IM CN subsystem entities)

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

From: <tel:+1-237-555-2222>; tag=aasdfgaag

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 55998 REFER

Content-Length: ...

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net:7531;lr>
Contact: <sip:sccas1.home1.net;gr>

Refer-Sub: false

Supported: norefersub, gruu

Refer-To: <sip:additional.session.xfer@sccas.home1.net?Target-Dialog=a84b4c76e66710%3Bremote-tag=654364735%3Blocal-tag=1928301774&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session

26.
SIP REFER request (intermediate IM CN subsystem entities to UE A)


The SIP REFER request is forwarded towards the UE A.

27-28.
SIP 200 (OK) response (UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the UE A sends a SIP 200 (OK) response.

29.
SIP INVITE request transferring the held session Y (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-29


The SC UE A sends an initial SIP INVITE request to request the new call replacing the existing call Y.
Table A.15.2-29: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <tel:+1-237-555-1111>; tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfqweasas

Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml

Target-Dialog: a84b4c76e66710;remote-tag=654364735;local-tag=1928301774
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos loca

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1l sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
All the media are offered with the sendonly directionality.

30.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
31.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

32.
Remote Leg Update


The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

33.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

34.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)


The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

35-36:
SIP 200 (OK) response (UE C to SCC AS via Intermediate IM CN subsystem entities)


The UE C generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

37-38:
SIP ACK request (SCC AS to UE C via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE C.

39:
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

40:
SIP 200 (OK) response (Intermediate IM CN subsystem entities to UE A)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

41-42:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

43.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN but the the CS bearer is still not released.

44-45.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a SIP BYE request.

46, 49-50.
CC DISCONNECT message (interworking entities to SC UE A)


Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.

NOTE:
Steps 46-48 are performed only if signalling over CS domain is possible after the CS-PS access transfer is completed; otherwise, the SC UE and the network release the source access leg of session Y locally, without any signalling between the SC UE and the network.
47-48.
SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)

51.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN.

A.15.3
PS to CS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.3-1, SC UE A has two ongoing sessions over PS bearer which are anchored at SCC AS. When both sessions were established the SC UE and the SCC AS included the g.3gpp.mid-call media feature tag as specified in annex C into the Contact header fields. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains a rejected video stream and an accepted speech media component. When the SC UE attaches to the CS domain, it decides to transfer the sessions over the CS bearer without using the ICS capability.
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Figure A.15.3-1: Signalling flow for PS-CS access transfer: PS-CS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A is on an active session X with UE B and a held session Y with UE C:


There is an ongoing IP bearer between the SC UE and the remote UE B and another IP bearer between the SC UE and the remote UE C. Both sessions are anchored at SCC AS.

2. SC UE A attaches to the CS domain


The SC UE attaches to the CS domain and decides to transfer the sessions over the CS bearer.

3.
CC SETUP messages


Transaction Identifier:
3

4.
SIP INVITE request transferring the active session X (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-4


Upon receiving the CC SETUP message the MSC Server sends a SIP INVITE request and associates the transaction identifier 3 with the SIP INVITE request.
Table A.15.3-4: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu, 199, norefersub

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

Accept: application/sdp, application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

Recv-Info: g.3gpp.mid-call

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the IMRN, as obtained from CS networks signalling.

SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server.


Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


Accept:
contains the MSC Server assisted mid-call feature MIME type.

5.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

6.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

7.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

8.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a routing B2BUA generates a SIP re-INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE B via the intermediate IM CN subsystem entities.

9.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

10.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

11.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

12-13.
SIP ACK request (SCC AS to UE B via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.

14-15.
SIP 200 (OK) response (SCC AS to MSC Server via IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

16.
CC CONNECT message (MSC Server to SC UE A)

17-18.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

19.
CC CONNECT ACKNOWLEDGEMENT message (SC UE A to MSC server)
20.
Media paths between SC UE A and UE B:


The CS bearer is setup while the PS bearers are still existing. 

21-22:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session X, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

23-24.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

NOTE:
Steps 22-23 are performed only if SC UE A is using Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session X locally, without any signalling between the SC UE A and the network.
25.
Media paths between SC UE A and UE B

The session X is transferred from PS bearer to CS bearer, but the session Y is still at the PS bearer.

26.
SIP REFER request (SCC AS to IM CN subsystem entities) -see example in table A.15.3-26


The SCC AS sends SIP REFER request towards MSC Server inside the dialog created by the the message 14.
Table A.15.3-26: SIP REFER request (SCC AS to IM CN subsystem entities) 

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>


Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session

27.
SIP REFER request (intermediate IM CN subsystem entities to MSC Server)


The SIP REFER request is forwarded towards the MSC Server.

28-29.
SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the MSC Server sends a SIP 200 (OK) response.

30.
SIP INVITE request for the held session Y (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-30


Upon receiving the SIP REFER request the MSC Server sends a SIP INVITE request and associates the transaction identifier 4 with the SIP INVITE request.
Table A.15.3-30: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE 

sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server. All the media are offered with the sendonly directionality.

31.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

32.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

33.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

34.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE C via the intermediate IM CN subsystem entities. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

35.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

36.
SIP 200 (OK) response (UE C to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE C has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

37.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

38-39.
SIP ACK request (SCC AS to UE C via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE C.

40.
SIP 200 (OK) response (SCC AS to IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

41.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC Server)


Intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP INVITE request to MSC Server.

42-43.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

44.
Media paths between SC UE A and UE B:


The CS bearer and PS bearers for both the sessions are established but there is still the original IP bearer for the held session Y.

45-46:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

47-48.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

NOTE:
Steps 46-47 are performed only if the SC UE A uses Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network.
49.
Media paths between SC UE A and UE B


Both sessions X and Y are transferred from PS bearer to CS bearer.

A.15.4
PS to CS access transfer with MSC server assisted mid-call feature with an incoming waiting call in alerting phase

In the example flow at the figure A.15.4-1, SC UE A has an ongoing sessions with speech media component and an incoming waiting session with speech media component which are anchored at SCC AS. The incoming waiting call is in alerting phase. The ongoing session X is with UE B, the incoming waiting session Y is with UE C. The session X and session Y are two party sessions. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC procedure to CS access.
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Figure A.15.4-1: Signalling flow for PS to CS access transfer with MSC server assisted mid-call feature with an incoming waiting call in alerting phase
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A is on an active session X with UE B and an incoming waiting session Y with UE C:


There is an ongoing PS bearer between the SC UE and the remote UE B and another PS bearer between the SC UE and the remote UE C. Both sessions are anchored at SCC AS.

2.
SC UE A sends the measurement reports to E-UTRAN


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9].
3-24.
Access transfer for the active session X


The procedure for transfering the active session X is the same as step 4 to step 15 and step 18 to step 24 described in subclause A.15.3.
25.
Media paths between SC UE A and UE B

The session X is transferred from PS bearer to CS bearer, but the session Y is still at the PS bearer.

26.
SIP REFER request (SCC AS to IM CN subsystem entities) -see example in table A.15.4-26


The SCC AS sends SIP REFER request towards MSC server inside the dialog created by the the message 14, and it also contain the state-and-event-info XML body to indicate that the additional session is an incoming session in alerting phase.
Table A.15.4-26: SIP REFER request (SCC AS to IM CN subsystem entities) 

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Aaudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

--boundary1

Content-Type: application/vnd.3gpp.state-and-event-info+xml

<?xml version="1.0" encoding="UTF-8"?>
<state-and-event-info>
    <state-info>early</state-info>

    <direction>receiver</direction>

</state-and-event-info>
--boundary--



Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session.



XML Schema:
contain the session state information that the additional session is an incoming session in alerting phase.

27.
SIP REFER request (intermediate IM CN subsystem entities to MSC server)


The SIP REFER request is forwarded towards the MSC server.

28-29.
SIP 200 (OK) response (MSC server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the MSC server sends a SIP 200 (OK) response.

30.
SIP INVITE request for the held session Y (MSC server to Intermediate IM CN subsystem entities) -see example in table A.15.4-30


Upon receiving the SIP REFER request which contain the session state information to indicate that the additional session in an incoming session in alerting phase, the MSC server moves to Call Received state as described in the SIP REFER request but does not generate an in-band ring tone to the calling party, and sends a SIP INVITE request and associates the transaction identifier with the SIP INVITE request.
Table A.15.4-30: SIP INVITE request (MSC server to intermediate IM CN subsystem entities) 

INVITE 

sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:msc1@home1.net> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
The SDP contains preconfigured set of codecs supported by the MSC server. 
31.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

32.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

33.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

34.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP UPDATE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE C via the intermediate IM CN subsystem entities. The SIP UPDATE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

35.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE C)


Intermediate IM CN subsystem entities forward the SIP UPDATE request to remote UE C.

36.
SIP 200 (OK) response (UE C to intermediate IM CN subsystem entities)


Upon receiving the SIP UPDATE request containing the SDP offer, since the UE C has all resources available, it sends immediately the SIP 200 (OK) response to the SIP UPDATE request that contains the SDP answer. The SDP answer indicates that the resources are available.

37.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP UPDATE request to the SCC AS in the originating network.

38-39.
SIP 183 (Session Progress) response (SCC AS to MSC server via IM CN subsystem entities)


The SCC AS sends a 183 (Session Progress) containing the SDP answer as received from the UE C. The SDP answer indicates that resources are available
40. SIP PRACK request (MSC Server to Intermediate IM CN subsystem entities)


The MSC server acknowledges the receipt of the 183 Session Progress. 

41.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem forward the SIP PRACK request to the SCC AS
42-43.
SIP 200 (OK) response (SCC AS to MSC server via IM CN subsystem entities)

The SCC AS acknowledges the SIP PRACK request with a SIP 200 (OK) response to the MSC server.

44.
CC HOLD Message (SC UE to MSC server)


The SC UE A put the active session on hold.

45.
SIP re-INVITE request (MSC server to intermediate IM CN subsystem entities)


Upon receiving the CS HOLD Message from the UE, MSC server sends a SIP re-INVITE request towords session X, which put session X on hold.The SDP in this SIP re-INVITE request is based on the last SDP offer/answer negotiation for the active session transfer form step 3 to 24, but for each media streams set the SDP attribute to "sendonly".
46.
SIP re-INVITE request (Intermediate IM CN subsystem entities to SCC AS)


The SIP re-INVITE request is forwarded to the SCC AS.

47-48.
SIP re-INVITE request (SCC AS to UE B)


SCC AS sends SIP re-INVITE request to UE B, The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the SIP re-INVITE request from the MSC server.

49-50.
SIP 200 (OK) response (UE B to SCC AS)


Upon receiving the SIP re-INVITE request containing the SDP offer which contain the SDP attribute for each media streams to "sendonly", UE B response the SIP re-INVITE request with a SIP 200 (OK), which set the SDP attribute for each media streams to "receonly".

51-52.
SIP ACK request (SCC AS to UE B)

53-54.
SIP 200 (OK) response (SCC AS to MSC server via intermediate IM CN subsystem entities )


The SCC AS sends SIP 200 (OK) to indicate the succesful activity to the MSC server that put session X on hold.
55.
CC HOLD ACKNOWLEDGE Message (MSC server to SC UE A)

56-57.
SIP ACK request (MSC server to SCC AS via intermediate IM CN subsystem entities)


MSC server acknowledges the SIP 200 (OK) received from SCC AS.
58.
CC CONNECT message from SC UE A to MSC server


The SC UE A accepts the call and sends CC CONNECT message.
59.
CC CONNECT ACKNOWLEDGE (MSC server to SC UE A) 
60.
SIP INFO request (MSC server to intermediate IM CN subsystem entities) - see example in table A.15.4-60

A.15.4-60: INFO (SCC AS to intermediate IM CN subsystem entities)

INFO sip:sccas1.home1.net;gr SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 130 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package

Content-Type: application/vnd.3gpp.state-and-event-info+xml

Content-Length: 
<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <event>call-accepted</event>

</state-and-event-info>



XML Schema:
contain the session state information indicating that the remote party has answered the call.

61.
SIP INFO request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP INFO request to the SCC AS. The SCC AS gets informed that the SC UE A has accepted the call.
62.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the receipt of the SIP INFO request indicating that the SC UE A has accepted the call

63.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)


The SIP 200 (OK)response is forwarded to the MSC server.

64.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends SIP 200 (OK) response to indicate to the far end that the SC UE A has accepted the call.

65.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the far end)

66.
SIP ACK request (far end to intermediate IM CN subsystem entities)


The far end UE acknowledges the SIP 200 (OK) response received from the SCC AS

67.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.

68.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends SIP 200 (OK) response to indicate the succesfull access transfer to the MSC server.

69.
SIP 200 (OK) response (Intermdiate IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the MSC server.

70.
SIP ACK request (MSC server to intermediate IM CN subsystem entities)

MSC server acknowledges the SIP 200 (OK) response received from SCC AS.

71.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)

The SIP ACK request is forwarded to the SCC AS.

72-73:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

74-75.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

NOTE:
Steps 73-74 are performed only if the SC UE A uses Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session Y locally, without any signalling between the SC UE A and the network.
76.
Media paths between SC UE A and UE B


Both sessions X and Y are transferred from PS bearer to CS bearer.

***** Begin 3rd change *****
A.18.5
Signalling flows for PS to CS Access Transfer: SRVCC enhancements using ATCF with MSC server assisted mid-call feature and ATCF anchored
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Figure A.18.5-1 Signalling flows for PS to CS Access Transfer: SRVCC enhancements using ATCF with MSC server assisted mid-call feature and ATCF anchored
1.
UE A is on an active session X with UE B and a held session Y with UE C
UE A is on an active session X with UE B and on another held session Y with UE C. Both Sessions through PS network are anchored at ATCF, and medias are anchored at ATGW.

2-21.
PS to CS access transfer between UE A and UE B
The PS to CS access transfer between UE A and UE B is specified in subclause A.18.3: SRVCC enhancements using ATCF and media anchored.

22.
SIP REFER request (SCC AS to I/S-CSCF) - see example in table A.18.5-22

The SCC AS sends a SIP REFER request to the I/S-CSCF inside the dialog created by the message 10.

Table A.18.5-22: SIP REFER request (SCC AS to I/S-CSCF)
REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID:  cb03a0s09a2sdfglkj490444

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <sip:additional.session.xfer.pscssrvcc@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: multipart/mixed;boundary="boundary"
--boundary1

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

  <PS-reg-info>

    <ATCF-Management-URI>sip:atcf.visited2.net</ATCF-Management-URI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

  </PS-reg-info>

</srvcc-ext>

--boundary1--

Refer-To:

contains the additional transferred session SCC AS URI for PS to CS SRVCC and the following URI header fields:


Target-Dialog:
the dialog identifier of the source access leg.


Require:
containing "tdialog" option tag


From:

contains the public user identity of the UE A


To:

contains the public user identity of the UE C


Content-Type:
containing "application/sdp" MIME type of the "body" URI header field


body:

SDP describing the media used in the session
application/vnd.3gpp.mid-call+xml MIME body: indicates that REFER is related to MSC server assisted mid-call feature.
application/vnd.3gpp.srvcc-ext+xml MIME body: provides ATCF management URI and C-MSISDN.
23.
SIP REFER request (I/S-CSCF to ATCF)
The I/S-CSCF forwards the SIP REFER request to the ATCF.

24. SIP REFER request (ATCF to MSC server) - see example in table A.18.5-24

The ATCF forwards the SIP REFER within the dialog.

Table A.18.5-24: SIP REFER request (ATCF to MSC server)
REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a
Via: SIP/2.0/UDP sip:scscf1.home1.net;branch=z9hG4bk869d11e

Via: SIP/2.0/UDP sip:atcf1.home1.net;branch=z9hG4bk9251re3

Max-Forwards: 70

P-Charging-Vector:
To: 
From:

Call-ID:

Cseq:

Content-Length: 
Route: <sip:mscserver1.home1.net;lr>

Refer-Sub: 

Supported: 

Contact: 

Refer-To: <sip:additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: multipart/mixed;boundary="boundary1"
--boundary1

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

  <PS-reg-info>

    <ATCF-Management-URI>sip:atcf2.visited2.net</ATCF-Management-URI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

  </PS-reg-info>

</srvcc-ext>

--boundary1--

25-27. SIP 200 OK response 
Upon receiving the SIP REFER request, the MSC Server sends a SIP 200 (OK) response to ATCF, ATCF forwards it to the SCC AS.

28.
SIP INVITE request (MSC Server to ATCF) -see example in table A.18.5-28
Upon receiving the SIP REFER request the MSC Server sends a SIP INVITE request to the ATCF according to the Refer-To header field in the SIP REFER request. MSC server also includes Route header field with the ATCF management URI received in the application/vnd.3gpp.srvcc-ext+xml MIME body of the SIP REFER request.

Table A.18.5-28: SIP INVITE request (MSC Server to ATCF)
INVITE sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

Content-Type: multipart/mixed;boundary="boundary1"

Route: <sip:atcf2.visited2.net;lr>

--boundary1

Content-Type: application/sdp 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly

--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

<Setup-info>

    <C-MSISDN>tel:+1-212-555-1111</C-MSISDN>

    <direction>initiator</direction>

</Setup-info>

</srvcc-ext> 

--boundary1--

Request-URI:
contains the ATCF URI as received in the Refer-To header field in the SIP REFER request.
P-Asserted-Identity:
the C-MSISDN of the served UE.
application/vnd.3gpp.srvcc-ext+xml: Contains the direction of call and the C-MSISDN of the UE.

29. ATCF configures the ATGW
Upon receiving the SIP INVITE request to it, the ATCF decides to anchor the ATGW, and configures the ATGW. Then the ATGW return the ACK to complete the configuration.

30-31.
SIP INVITE request (ATCF to SCC AS via I/S-CSCF) -see example in table A.18.5-33

The ATCF sends the SIP INVITE request to the I/S-CSCF. The I/S-CSCF forwards the SIP INVITE request to the SCC AS.
NOTE:
ATCF uses the same procedure as in subclause A.4.3.
Table A.18.5-33: SIP INVITE request (ATCF to SCC AS via I/S-CSCF)
INVITE sip:additional.session.xfer.pscssrvcc@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP atcf1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: 

P-Charging-Vector: 

Privacy: none

From: 

To: 

Call-ID: asdfgqwerq2 

Cseq: 

Supported: 

Accept-Contact: 

P-Asserted-Service: 

Contact: 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: 

Target-Dialog: 

Require: tdialog

Content-Length: (…)

v=
o=

s=

c=

t=

m=

m=

a=

a=

b=

a=

a=

a=

a=

a=

a=

a=

a=

a=

32.
SIP re-INVITE request (SCC AS towards UE C)
33.
SIP 200 (OK) response to the SIP re-INVITE request (UE C towards SCC AS)
32.
SIP ACK request (SCC AS towards UE C)
35-36.
SIP 200 (OK) response (SCC AS to ATCF via I/S-CSCF)
The SCC AS sends the SIP 200 (OK) response to the SIP INVITE to the I/S-CSCF, and the I/S-CSCF forwards it to the ATCF.
37.
SIP 200 (OK) response to the SIP INVITE request (ATCF to MSC server)

38-40.
SIP ACK request (MSC server to SCC AS via I/S-CSCF)

The MSC server generates the SIP ACK request to the SIP 200 (OK) response, and sends the SIP ACK request to the I/S-CSCF. Then the I/S-CSCF forwards it to the SCC AS.

41-43.
SIP BYE request (SCC AS towards SC UE A via I/S-CSCF, ATCF and P-CSCF)

The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request towards the UE A which received by P-CSCF.

44-46.
SIP 200 (OK) response (P-CSCF to SCC AS via ATCF and I/S-CSCF)

Upon receiving the SIP BYE request over the old IP-CAN, the P-CSCF sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS.
***** End changes *****
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