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* * * First Change * * * *

5.4.2.2
Share of IMS Service Profile

This solution proposes the HSS sends a notification to the S-CSCF to inform that data shared by multiple subscribers is modified, while this notification does not include modified data.

A proposal is to reuse the existing command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2]. RSR/RSA can be introduced to Cx Diameter applications to support the update of subscription data shared by multiple subscribers stored in the S-CSCF:
· The HSS sends a Reset request to inform the S-CSCF that subscription data are updated in the HSS and the update is applied to all subscribers or a subset of subscribers belonging to the HSS.
· When receiving the Reset request, the S-CSCF shall send SAR with SAT set to NO_ASSIGNMENT to the HSS for download of the user profile for each impacted subscriber upon any activity for that user.
If the S-CSCF is unable to identify the impacted subscriber by the Reset request or unable to mark the impacted subscriber as to be updated, the S-CSCF shall return DIAMETER_UNABLE_TO_COMPLY to the HSS, and the HSS will proceed as the update of the subscriber data failed. The HSS may proceed with individual subscriber data update.
If the HSS returns DIAMETER_UNABLE_TO_COMPLY due to database error or other reasons, which is the only error code described in the 3GPP TS 29.228 [6] for the SAR/SAA procedure when the SAT within the SAR is set to NO_ASSIGNMENT. In this case, the S-CSCF can wait for some time and send the request again. 
· For identification of impacted users refer to clause 5.4.2.1
A second proposal is to reuse the existing Cx command pair PPR/PPA, as defined in 3GPP TS 29.228 [6], with addition of a new indication that identifies the command is used for shared data update. PPR needs modification to be able to identify impacted subscribers to which shared data update applies.
* * * Next Change * * * *

5.4.2.3
Share of CS/PS/EPS Subscription Data
The MAP_RESET service as defined in the 3GPP TS 29.002 [4] over D and Gr can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the VLR/SGSN without any further specification.

The command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2] over S6a/S6d can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the SGSN/MME without any further specification.
If the SGSN/MME is unable to identify the impacted subscriber by the Reset request or unable to mark the impacted subscriber as to be restored, the SGSN/MME shall return DIAMETER_UNABLE_TO_COMPLY to the HSS, and the HSS will proceed as the update of the subscriber data failed. The HSS may proceed with individual subscriber data update.
If the subsequent update location procedure initiated by the SGSN/MME upon user activity fails for whatever reasons, the SGSN/MME would perform the error handling procedure as normal.
* * * Next Change * * * *

5.4.3.2
Share of IMS Service Profile
To support the update of subscription data shared by multiple subscribers, the IMS Cx interface may reuse the existing Cx command pair PPR/PPA, as defined in 3GPP TS 29.228 [6], with addition of a new indication that identifies the command is used for shared data update. PPR needs modification to be able to identify impacted subscribers to which shared data update applies. The HSS and the S-CSCF need to be enhanced to support corresponding behaviours as described in the clause 5.4.2.2.

* * * Next Change * * * *

5.5.2.1
Description over S6a/d

Two commands can be reused for this purpose:

· The Reset command as described in 5.2 but with the additional Subscription-Data AVP containing the updated subscription data. The identification of the impacted users can be done according to the clause 5.3 (e.g. a Group ID or a list of User-IDs AVPs);

· The Insert Subscription Data (ISD) command with the Subscription-Data AVP as described in 3GPP TS 29.272 [2] and an additional information, identifying the impacted users according to clause 5.3.

The use of existing command avoids to create a new Diameter application.
When receving the Reset or IDR with the additional Subscription-Data AVP from the HSS for shared data update, the SGSN/MME shall return DIAMETER_SUCCESS only if all of the impacted subscribers’ data are updated successfully. Otherwise, the SGSN/MME shall return the error code matching the first error case.

If the specific shared data update is related to subscribers serving by multiple SGSN/MMEs, and one of the SGSN/MMEs returns an error to the IDR request, the HSS shall treat the data update as failure for all the impacted subscribers serving by the SGSN/MMEs, and trigger corresponding actions as for normal IDR.
* * * Next Change * * * *

5.5.2.2
Description over Cx and Sh

The Push-Profile-Request (PPR) command can be reused for this purpose over Cx interface with shared user data and an additional information, identifying the impacted users according to clause 5.3.
When receving the PPR command from the HSS for shared data update, the S-CSCF shall return DIAMETER_SUCCESS only if all of the impacted subscribers’ data are updated successfully. Otherwise, the S-CSCF shall return the error code matching the first error case.
If the specific shared data update is related to subscribers serving by multiple S-CSCFs, and one of the S-CSCF returns an error to the PPR request, the HSS shall treat the data update as failure for all the impacted subscribers serving by the S-CSCF, and trigger corresponding actions as for normal PPR.
The Push-Notification-Request (PNR) command can be reused for this purpose over Sh interface with shared user data and an additional information, identifying the impacted users according to clause 5.3. 

The use of existing commands avoid to create new Diameter applications.
* * * Next Change * * * *

6.2.2.2
Sol-A Shared data update notification
For the MAP D and Gr interfaces, the existing Reset command pair could be reused for this purpose, however some enhancements are needed to identify impacted users. However, it is recommended to do not impact legacy VLRs or Gn/Gp SGSNs, since CS/GPRS networks are mature enough and widely deployed, there is not much value to upgrade these networks. Therefore, this recommendation invalidates Sol-A for Gr/D interfaces.
For S6a/S6d interfaces, the existing Reset command pair is proposed to be reused, however there are some drawbacks to consider:

-
Impacted user identification:

Reset command pair is proposed to be enhanced to include impacted user identification, with the introduction of a Group ID. This requires MME/SGSN to store Group ID per each subscriber and check every time to identify whether the subscriber data has been modified.

-
Impacted data identification:

Reset command pair is proposed to notify about shared data update. It is proposed that the notification informs that whole user profile is updated, what simplifies the solution.

-
One single notification from HSS implies massive signaling from MME/SGSN

There are some use cases that require that modified shared data is updated immediately in MME/SGSN, for example, reduction of UE AMBR or removal of the authorization to use a specified PDN. With the existing mechanism, if some shared data is updated for multiple users, the HSS needs to send an individual IDR/IDA command pair for each impacted user to the MME/SGSN. Although, the HSS does not know whether or not the data requires immediate applicability, at reception of data update it is up the the MME/SGSN to decide when to retrieve that data.
However, with the proposed solution, the notification of data update may impact a high amount of users, then the MME/SGSN shall manage at once whether or not which one may require immediate applicability, and if so, a high amount of data retrievals may be requested, what implies potential massive signalling between the MME/SGSN and HSS, and high demanding processing needs for MME/SGSN. 

Apart from that, update of subscriber data in the MME/SGSN may require some signalling towards other network entities (e.g. UE, SGWs). Therefore, if immediate data applicability is required, and it demands extra signalling, there is a risk of massive signalling expanded to other network interfaces. This may depend on the data being modified (even on its value) and the implications on functionality to be executed.
Therefore, in order to avoid harmfull network implications, that on the hand would need to be studied at stage 2, the proposal is to limit this new functionality (shared data update notification) to data (and values) that will not imply (by any means) any interaction from the MME/SGSN to any other network entities. The data update shall be limited to the MME/SGSN internal data.

Editor’s note: 
Data (and/or specific data values) that do not require signalling towards other network entities is to be identified in this TR.

-
Members of the same group could be split among multiple serving nodes

A serving node may or not support the feature and then the HSS should behave differently applying shared data mechanism only towards supporting serving nodes, and send individual IDRs to users registered in the non-supporting serving nodes. 

Apart from that, the user may roam, and then serving node support may vary. This increases complexity.







-
Timing limitations derived from this massive update shall be identified.

Editor’s note: 
All these drawbacks for Sol-A for S6a/S6d interfaces shall be further studied.
In IMS, a notification by HSS that informs that subscriber data is updated, like with the HSS Reset procedure, is not supported so far. To apply this solution, this new procedure needs to be defined for IMS Sh and Cx interfaces first, either with reuse of existing commands over Cx/Sh interfaces if possible, or with introduction of a new command pair as Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2], for the HSS to inform the IMS AS and S-CSCF to retrieve subscription data upon any user activity. The advantage with reuse of existing commands, e.g. PPR/PPA, with addition of a new indication for shared data update, is that it can be avoided to create a new Diameter application.
For Cx interface, same drawbacks mentioned for S6a/S6d are analyzed:

-
Impacted user identification:

PPR command is proposed to be enhanced to include impacted user identification, with the introduction of a Group ID. This requires S-CSCF to store Group ID per each subscriber and check every time to identify whether the subscriber data has been modified.

-
Impacted data identification:

PPR command is proposed to notify about shared data update. . It is proposed that the notification informs that whole user profile is updated, what simplifies the solution.

-
One single notification from HSS

Data in S-CSCF does not require immediate applicability, what simplifies this drawback. Updated data will be applied based on individual subscriber events. Harmfull network implications are avoided in this case since the update of the whole user profile is managed as internal data by S-CSCF, without any interaction with any other node.

-
Members of the same group could be split among multiple S-CSCFs:

An S-CSCF may or not support the feature and then the HSS should behave differently applying shared data mechanism only towards supporting S-CSCF, and send individual PPRs to users registered in the non-supporting S-CSCFs. 

The S-CSCF is always located in the same network as the HSS, then there are not roaming implications in this case.







-
Timing limitations derived from this massive update shall be identified.

In this case, since updated data will be applied based on individual subscriber events, timing is not considered an issue from a protocol perspective.

For Sh interface, at least existing notification needs to be enhanced to include impacted user identification, with the introduction of a Group ID, apart from that, some of the drawbacks mentioned to other interfaces need further analysis. Therefore, solution C is preferred since it does not require any impact.

* * * Next Change * * * *

6.2.2.3
Sol-B Direct download of shared data update by the HSS
Compared with Sol-A, Sol-B has some advantage with saving traffic between the HSS and the serving nodes over D/Gr/S6a/S6d. 
For the MAP D and Gr interfaces, the existing commands could be reused for this purpose, however some enhancements are needed to identify impacted users. However, it is recommended to do not impact legacy VLRs or Gn/Gp SGSNs, since CS/GPRS networks are mature enough and widely deployed, there is not much value to upgrade these networks. Therefore, this recommendation invalidates Sol-A for Gr/D interfaces.
For S6a/S6d interfaces there are important issues with this solution, as described for Sol-A in subclause 6.2.2.2:

-
Impacted user identification:

IDR command is proposed to be enhanced for impacted user identification, with the introduction of a Group ID. This requires MME/SGSN to store Group ID per each subscriber and when an IDR (for a Group ID) is received, the MME/SGSN shall be able to index individual subscribers.

-
Impacted data identification:

IDR command is proposed to notify about shared data update. It is proposed to include whole user profile, what simplifies the solution.

-
One single message from HSS implies massive signaling from MME/SGSN

As mentioned for SolA, there are some use cases that require that modified shared data is updated immediately in MME/SGSN, and the MME/SGSN may require some signalling towards other network entities (e.g. UE, SGWs). Therefore, there a risk of massive signalling expanded to other network interfaces. This may depend on the data being modified (even on its value) and the implications on functionality to be executed.
Therefore, in order to avoid harmfull network implications, that on the hand would need to be studied at stage 2, the proposal is to limit this new functionality (shared data update) to data (and values) that will not imply (by any means) any interaction from the MME/SGSN to any other network entities. The data update shall be limited to the MME/SGSN internal data.

Editor’s note: 
Data (and/or specific data values) that do not require signalling towards other network entities is to be identified in this TR.

-
Members of the same group could be split among multiple serving nodes:

Serving node may or not support the feature: then HSS should behave differently applying shared data mechanism only towards supporting serving nodes, and send individual IDRs to users registered in the non-supporting serving nodes. A partial failure in this case should be managed as well. 

User may roam, and then serving node support may vary. This increases complexity.







-
Timing limitation derived from this massive update shall be identified.

Editor’s note: 
All these drawbacks for Sol-B for S6a/S6d interfaces shall be further studied.
Apart from that, there are related ongoing SA2 activities in relation to WI Group based enhancement (SP-140305) partly documented in 3GPP TR 23.769 [5] that should be taken into account.     

For Cx interface, same drawbacks mentioned for S6a/S6d are analyzed:

-
Impacted user identification:

PPR command is proposed to be enhanced for impacted user identification, with the introduction of a Group ID. This requires the S-CSCF to store Group ID per each subscriber and when a PPR (for a Group ID) is received, the S-CSCF shall be able to index individual subscribers.

-
Impacted data identification:

PPR command is proposed to notify about shared data update. It is proposed to include whole user profile, what simplifies the solution.

-
One single notification from HSS 

Data in S-CSCF does not require immediate applicability, what simplifies this drawback. Updated data will be applied based on individual subscriber events. Harmfull network implications are avoided in this case since the update of the whole user profile is managed as internal data by S-CSCF, without any interaction with any other nodes.

-
Members of the same group could be split among multiple S-CSCFs:

An S-CSCF may or not support the feature and then the HSS should behave differently applying shared data mechanism only towards supporting S-CSCF, and send individual PPRs to users registered in the non-supporting S-CSCFs. 

The S-CSCF is always located in the same network as the HSS, then there are not roaming implications in this case.







-
Timing limitations derived from this massive update shall be identified.

In this case, since updated data will be applied based on individual subscriber events, timing is not considered an issue from a protocol perspective.

For Sh interface, at least existing notification needs to be enhanced to include impacted user identification, with the introduction of a Group ID, apart from that, some of the drawbacks mentioned to other interfaces need further analysis. Therefore, solution C is preferred since it does not require any impact.

* * * End of Changes * * * *

