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* * * First Change * * * *

6.1.4
Acces Transfer Control Function

The ATCF may reside within the IBCF to support "SRVCC enhanced with ATCF" procedures as described in 3GPP TS 23.237 [41] and 3GPP TS 24.237 [42] . In this case, the Ix reference point is used for IMS sessions that the ATCF decides to anchor at the ATGW to provide the following functions:

-
reservation and configuration of ATGW resources for media anchoring during PS session origination or termination; 

-
reconfiguration of ATGW resources during access transfer to the CS domain;

-
release of ATGW resources upon completion of the access transfer or release of the session;

-
media transcoding if the media that was used prior to the access transfer is not supported by the MSC server;

-
IP version interworking if different IP versions are used between the access and the remote legs; and

-
indication of IP realm during allocation of transport addresses/resources (the PS and CS accesses may be reachable via different IP realms).

* * * Next Change * * * *

9.1.1.0
General
The procedure described in subclause 9.1.1 applies both for an SDP offer received from the external network and received from the IMS.

If different IP versions are used in the external network and the IMS, the TrGW shall provide IP version interworking of the user plane. Otherwise, the TrGW provides NAPT functionality.

* * * Next Change * * * *

9.1.3
Change of connection information
After the dialog is established it is possible for both ends of the session to change the connection data for the session. When the IMS-ALG/TrGW receives a SDP offer/answer where port number(s) or IP address(es) is included., there are four different possibilities:

1)
IP address(es) or/and port number(s) have been added. In this case additional binding(s) shall be provided by the IMS-ALG/TrGW as detailed for the first SDP offer in the subclauses above;

2)
IP address(es) or/and port number(s) have been deleted. In this case binding(s) shall be made free by the IMS-ALG/TrGW;

3)
IP address(es) and port number(s) have been reassigned of the users. In this case the binding(s) shall reflect the reassignment; and

4)
No change has been made to the IP address(es) and port number(s). In this case no change shall be made to the existing binding(s).

* * * Next Change * * * *

9.2.2.4 
Abnormal cases
If any of an IPv6 hop-by-hop options header, destination options header, or routing header with the Segments Left field equal to zero are present in the IPv6 packet, they are ignored i.e., there is no attempt to translate them. However, the Total Length field and the Protocol field shall be adjusted to "skip" these extension headers.

If a routing header with a non-zero Segments Left field is present then the packet shall be translated, and an ICMPv6 "parameter problem/ erroneous header field encountered" Type 4/Code 0 error message as defined in IETF RFC 2463 [17], with the Pointer field indicating the first byte of the Segments Left field should be returned to the sender.

* * * Next Change * * * *

10.2.1
NAPT and IP version interworking
NAPT and IP version interworking is documented in clause 9.

The IP Address and port conversion is configured by the standard Ix interactions at call setup depicted in figure 10.1.3.1.1.1.
IP address and port conversion is mandatory every time a TrGW is inserted into the path for any reason to guarantee that all IP packets are routed through this entity.
* * * Next Change * * * *

10.2.10.2
End-to-end security for TCP based media using TLS
An IBCF may support the end-to-end IMS media plane security for TCP based media using TLS as specified in 3GPP TS 33.328 [32]. If supported, the IBCF shall use the following procedures.
NOTE:
End-to-end IMS media plane security for TCP based media using TLS does not impact the TrGW.
End-to-end protection of MSRP (used in IMS session-based messaging) and BFCP (used in IMS conferencing) media is based on TLS, according to the TLS profile specified in Annex M of 3GPP TS 33.328 [32].
If the IBCF receives SDP containing media lines with "TCP/TLS/MSRP" (see IETF RFC 4975 [47] and IETF RFC 6714 [48]) and/or "TCP/TLS/BFCP" (see IETF RFC 4583 [49]) as transport protocol, the IBCF shall:

-
forward the SDP with unmodified transport protocol for those media lines and unmodified TLS related SDP attribute(s); and

-
indicate "TCP" to the TrGW as transport protocol for all related terminations, and provide no media related information to these terminations, to configure the TrGW to pass media transparently.

* * * Next Change * * * *

10.2.13.4.1
Support for additional ECN parameters
An IBCF and TrGW may support additional ECN parameter settings than defined in subclause 10.2.13.2. The following sub-clauses describe the optional behaviour if the IBCF and TrGW support these additional values.
* * * Next Change * * * *

10.2.13.4.3
Incoming SDP offer from the IMS with ECN

If the IBCF receives an incoming SDP offer from the IMS and it supports additional ECN parameter settings than those defined in subclause 10.2.13.2 the IBCF may add these to the SDP offer forwarded to the external IP network.
When receiving an SDP answer from the external IP network the IBCF shall respond to the IMS in accordance with subclause 10.2.13.2. If the IBCF modifies any ECN-related parameters in the forwarded SDP answer compared to the received SDP answer, the IBCF shall configure its TrGWas an ECN endpoint. The permitted alternatives are listed in table 10.2.13.4.1; the supported alternatives are implementation options which need to be derived through configuration or package auditing.

Table 10.2.13.4.1: Possible configurations when interworking with non-3GPP ECN IP terminal 

	ECN SDP Attribute and required TrGW Action

	IMS side
	External IP Network
	TrGW Action

	Initiation
	

	"leap"
	"rtp"

NOTE 3
	Act as an Endpoint and trigger explicit initiation using RTP and RTCP as described in IETF RFC 6679 [38] toward the external IP network. When initial ECT marked packets are received from the external IP network these are forwarded to the IMS (all packets shall be marked) and early feedback and XR Summary reports are sent back to the external IP network. If ECT marked packets are received from the IMS before any initiation is completed with the external IP network then ECT marking should be removed and only a fraction of the packets should be marked until feedfback is received from the external IP network.

	
	"ice"
	This initiation method is not supported in the present release.

	Mode
	

	"setread"
	"readonly"
	Act as ECN transparent unless required to act as an Endpoint for other reasons but mark packets toward the IMS with ECT(0). If ECN-CE is received from the IMS then this shall be handled by the IMS termination as currently specified for the non-interworking case and not forwarded to the external IP network.

	
	"setonly"
	Act as ECN transparent (unless required to act as ECN Endpoint for other reasons) - ECN-CE marked packets will not be received from external IP network, ECN-CE marked packets from the IMS will be passed to the external IP network.

	ECT
	

	"ect(0)"
	"ect(1)"
	Act as ECN transparent unless required to act as an Endpoint for other reasons but mark packets toward the IMS with ECT(0) and mark packets toward external network with ECT(1).

	
	"random"
	Act as ECN transparent unless required to act as an Endpoint for other reasons but mark packets toward IMS with ECT(0). Packets received from the IMS are left as ECT(0). 

	RTCP feedback
	

	no "rtcp-fb:* nack ecn" 

(received driven congestion control)
	"rtcp-fb:* nack ecn " (sender driven congestion control)
	For AMR, the handling of an AVPF feedback message received from the external IP the handling is not defined.

For video related AVFP feedback messages received from the external IP network the TrGW shall generate the appropriate TMBR request towards the IMS. If a TMBR request is received from the IMS the TrGW shall generate an appropriate AVPF feedback message to the external IP network.

	"rtcp-fb:* nack ecn" (sender driven congestion control)
	rtcp-fb:* nack ecn" (sender driven congestion control)
	An AVPF feedback message received from the external IP network shall be forwarded via the IMS termination.

	RTCP XR ECN summary report
	

	-
	"rtcp-xr:ecn-sum"
	RTCP XR is not bi-directions and each end-point indicates whetever XR feedback it supports. Hence, if the SDP offer does not contain rtcp-xr with "ecn-sum" then it can still be added in the SDP answer.
The TrGW shall include XR ECN Summary reports towards the external IP network and receive reports from the external IP network. (NOTE 4)

	NOTE1: 
The settings for IMS side may be supported on the External IP Network side in which case no interworking is specified.

NOTE 2: 
Each parameter is described separately as each parameter may or may not need to be interworked. Unless stated otherwise the assumption is that each parameter can be treated independently.

NOTE 3: 
RTCP feedback messages need to be supported and negotiated for the "rtp" initialisation method.
NOTE 4:

The contents of the XR reports will be limited to data received from the external IP network.


* * * Next Change * * * *

10.2.13.5.1
ECN support requested (ECN endpoint)
Figure 10.2.13.5.1.1 shows the message sequence chart example for requesting ECN.
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Figure 10.2.13.5.1.1: Procedure to Request ECN
Upon receipt of a request to apply ECN the TrGW shall set the ECN field of the IP header in accordance with 3GPP TS 26.114 [36] when sending any data packets.

Upon receipt of any IP headers indicating ECN Congestion Experienced (ECN-CE) the TrGW shall trigger rate adaptation in accordance with 3GPP TS 26.114 [36].
NOTE:
ECN requires the IBCF to configure the TrGW with all media attributes to allow rate adaptation even if no transcoding is required/supported in the TrGW.

* * * Next Change * * * *

10.2.17.4
TrGW Priority Resource Allocation
If the TrGW supports the Priority information (e.g. determined through provisioning or package profile), the IBCF requests a resource via the Reserve and Configure TrGW Connection Point procedure or Reserve TrGW Connection Point procedure and includes the Priority information. The TrGW may then provide priority allocation of resources once a congestion threshold is reached. The example sequence is shown in figure 10.2.17.4.1. If the TrGW is completely congested it shall indicate this to the IBCF as described in subclause 10.2.17.2. 
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Figure 10.2.17.4.1: Request to reserve MPS priority call resources when TrGW is congested, priority resources are allocated
The TrGW may also provide priority allocation for resources requested via a subsequent Configure TrGW Connection Point procedure not including Priority information if the related context has been marked with priority information during the Reserve TrGW Connection Point or Reserve and Configure TrGW Connection Point procedure.
* * * Next Change * * * *

10.2.17.5
TrGW Priority User Data marking

The IBCF may request the streams associated to an MPS call/session to be marked with certain priority code point as described in subclause 10.2.7. The TrGW shall then mark each IP packet header accordingly. The example sequence is shown in figure 10.2.17.5.1.
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Figure 10.2.17.5.1: Request to reserve IMS resources and apply DSCP marking for MPS
* * * Next Change * * * *

10.2.18.1
General
The IBCF and the TrGW may support the Coordination of Video Orientation (CVO) as defined in 3GPP TS 26.114 [36].

If the IBCF receives an SDP body containing the RTP header extension attribute(s) "a=extmap", as defined in IETF RFC 5285 [45], and if "a=extmap" attribute indicates a CVO URN(s) (i.e. the CVO URN for a 2 bit granularity of rotation and/or the CVO URN for a higher granularity of rotation) as defined in 3GPP TS 26.114 [36], then:

a)
if the IBCF and the TrGW support the CVO feature:

-
the IBCF shall include an "extended RTP header for CVO" information element when seizing resources in the TrGW to indicate to the TrGW that it shall allow the RTP header extension for CVO to pass; and
-
the IBCF shall forward within SIP signalling the SDP body received from the preceding node to the succeeding node with unmodified "a=extmap" attribute(s); or
b)
if the TrGW does not support the CVO feature the IBCF shall forward within SIP signalling, the SDP body received from the preceding node to the succeeding node without any "a=extmap" attributes.

If the TrGW supports the CVO feature and has been instructed as described above to pass on the extended RTP header for CVO for both incoming and outgoing terminations then: 

-
if the TrGW does not apply video transcoding, it shall pass any received RTP CVO header extension to succeeding RTP streams; or

-
if the TrGW applies video transcoding, it shall keep the video orientation unchanged during the transcoding and copy the received RTP CVO header extension to the succeeding outgoing RTP stream(s) after transcoding the associated group of packets.
NOTE 1:
IETF RFC 5285 [45] provides a framework for header extensions and can also be used for non-CVO related purposes. It is an implementation decision of the TrGW if it only passes CVO related RTP header extensions, or if it passes any RTP header extension when being instructed with the "extended RTP header for CVO" information element.
NOTE 2:
The behaviour of the TrGW when being instructed with the "extended RTP header for CVO" information element only at one termination is an implementation decision.
* * * Next Change * * * *

10.4.1.10
Change Flow Direction
This procedure may be used to change the flow direction between bearer terminations within a context for access transfer procedures (see subclause 10.2.15).

Table 10.4.1.10.1: Procedures toward the IM Subsystem: Change Flow Direction
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Change Flow Direction
	IBCF(ATCF)
	Context/Context Request
	M
	This information element indicates the existing context or a new context where the flow direction is changed.

	
	
	Bearer Termination 1/ Bearer Termination 1 Request
	M
	This information element indicates the existing bearer termination or a new bearer termination from where the new flow direction is applied.

	
	
	Bearer Termination 2/ Bearer Termination 2 Request
	M
	This information element indicates the existing bearer termination or a new bearer termination where to the new flow direction is applied.

	
	
	Flow Direction
	M
	This information element indicates the flow direction from the bearer termination 1 to bearer termination 2 within the context.

	Change Flow Direction Ack
	TrGW(ATGW)
	Context
	M
	This information element indicates the context where the command was executed.


* * * End of Changes * * * *
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