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6.1.6.2.2
Break-in

When break-in service is enabled for a specific NGCN site, a business trunking application converts incoming public network traffic to private network traffic if the conditions agreed between the enterprise and the NGN operator indicate this.

To convert public network traffic to private network traffic the break-in service shall insert a P-Private-Network-Indication header field as specified in IETF RFC 7316 [31] with a private network identifier as expressed in the SLA between the enterprise and the NGN operator, in the initial request for a dialog or standalone request for a transaction.

To allow this service to be provided it needs to be ensured that the business trunking application offering this service will be inserted in the signalling path of sessions originating from and terminating to the served NGCN site.

PROPOSED CHANGE

6.1.6.2.3
Break-out

When break-out is enabled for a specific NGCN site, a business trunking application converts outgoing private network traffic to public network traffic if the conditions agreed between the enterprise and the NGN operator indicate this.

To convert private network traffic to public network traffic the break-out service shall remove P-Private-Network-Indication header field as specified in IETF RFC 731 [31], from the initial request for a dialog or standalone request for a transaction.

To allow this service to be provided it needs to be ensured that the business trunking application offering this service will be inserted in the signalling path of sessions originating from and terminating to the served NGCN site.
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6.1.14
Private network traffic

Private network traffic can be distinguished from public network traffic by the addition of a P-Private-Network-Indication header field as specified in IETF RFC 7316 [31].

NOTE:
Procedures for use of the P-Private-Network-Indication header field within the NGN are specified in 3GPP TS 24.229 [18]. Where an explicit indication of private network traffic is required within the NGN, then the P-Private-Network-Indication header field is expected to be used.

The NGN will handle the P-Private-Network-Indication header field in accordance with its trust domain specification.

The NGCN site can include a P-Private-Network-Indication header field as specified in RFC 7316 [31] in an initial request or standalone request, with a valid private network identification for its use.

The NGN can include a P-Private-Network-Indication header field as specified in RFC 7316 [31] in an initial request or standalone request to the NGCN site, with a valid private network identification for its use.

For transactions relating to private network traffic, the NGCN site may include and receive tel URIs (and their SIP equivalents) specifying Private Numbering Plan (PNP) numbers in accordance with ETSI TR 102 634 [20].
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6.2.14
Private network traffic

Private network traffic can be distinguished from public network traffic by the addition of a P-Private-Network-Indication header field as specified in IETF RFC 7316 [31].

NOTE:
Procedures for use of the P-Private-Network-Indication header field within the NGN are specified in 3GPP TS 24.229 [18]. Where an explicit indication of private network traffic is required within the NGN, then the P-Private-Network-Indication header field is expected to be used.

The NGN will handle the P-Private-Network-Indication header field in accordance with its trust domain specification.

The NGCN site can include P-Private-Network-Indication header field as specified in IETF RFC 7316 [31] in an initial request or standalone request, with a valid private network identification for its use.

The NGN can include P-Private-Network-Indication header field as specified in IETF RFC 7316 [31] in an initial request or standalone request to the NGCN site, with a valid private network identification for its use.

For transactions relating to private network traffic, the NGCN site may include and receive tel URIs (and their SIP equivalents) specifying PNP numbers in accordance with ETSI TR 102 634 [20].
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6.3.14
Private network traffic

The NGCN site can include P-Private-Network-Indication header field as specified in IETF RFC 7316 [31] in an initial request or standalone request, with a valid private network identification for its use.


NOTE:
In a virtual leased line scenario all traffic is private network traffic.
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6.4.14
Private network traffic

NOTE:
The use of the P-Private-Network-Indication header field to distinguish private network traffic, if any, in this scenario is not covered in this release of the present document.



