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<<Begin Change 2>>
5.3.1.5
Subscription for the watcher information event template package

Upon activation of the presence service, the PUA application may subscribe for the watcher information state changes in accordance with RFC 3857 [28], RFC 3858 [29]. Subscription is according to RFC 6665 [19] as per 3GPP TS 24.229 [9].

The PUA application may include filters in the body of the SUBSCRIBE request in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

5.3.1.6
Subscription for notification of state changes in XML document

In order to get notifications of changes to XML documents manipulated via the Ut reference point the PUA may generate a SUBSCRIBE request in accordance with RFC 5875 [43] and RFC 6665 [19].

<<End Change 2>>
<<Begin Change 3>>
5.3.2.2
Subscription for presence information state changes and notification acceptance

When the watcher intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 6665 [19] and RFC 3856 [27].

The watcher shall implement the "application/pidf+xml" content type as described in RFC 3863 [21] , the PIDF extensions defined in RFC 4480 [26].

The watcher may implement the PIDF extensions defined in RFC 4482 [32].

The watcher may implement location information according to the format defined in RFC 4119 [37].
The watcher shall implement RFC 5196 [25] if it wants to make use of SIP user agent capabilities extensions included in the presence document. The extension may be used by the watcher for interpreting the type of the service described by the presence tuple. 

The watcher may include filters in the body of the SUBSCRIBE request in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

The watcher may indicate its support for partial notification using the Accept header field in accordance with RFC 5263 [24].

The watcher shall interpret the received presence information according to RFC 4479 [44] and the following:

a)
a <person> element as defined in RFC 4479 [44] means information about the presentity;

b)
a tuple including a <relationship> element defined in RFC 4480 [26] means information about an alternate contact to the presentity;

c)
a tuple contains communication means specific information. The communication means described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in RFC 3863 [21]. If the URI scheme of the contact address information provides ambiguous information about the communication means, the watcher shall further examine other elements of the tuple to decide the communication mean. Such elements can be the <methods> element, any of the different media type specific elements as defined in RFC 5196 [25].

d)
a <device> element as defined in RFC 4479 [44] means information about a device.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this version of the specification.

5.3.2.3
Subscription for presence information state changes of presentity collections

When the watcher intends to subscribe for presence information state changes of a presentity collection, it shall generate a SUBSCRIBE request in accordance with RFC 4662 [22], additionally to the procedures described in subclause 5.3.2.2.

5.3.2.4
Subscription for the watcher information event template package

Upon activation of the presence service, the watcher may subscribe recursively for the watcher information state changes in accordance with RFC 3857 [28], RFC 3858 [29]. Subscription is according to RFC 6665 [19] as per 3GPP TS 24.229 [9].

The watcher may include filters in the body of the SUBSCRIBE request in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

5.3.2.5
Subscription for notification of state changes in XML document

In order to get notifications of changes to XML documents manipulated via the Ut reference point the watcher may generate a SUBSCRIBE request in accordance with RFC 5875 [43] and RFC 6665 [19] as per 3GPP TS 24.229 [9].

<<End Change 3>>
<<Begin Change 4>>
5.3.3.2
Subscription acceptance to presence information and notification of state changes

When the PS receives a SUBSCRIBE request for the presence information event package, the PS shall first attempt to verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 6665 [19] and RFC 3586 [27].

Additionally, in the special case of a watcher subscription if the subscription authorization policy results in the action to confirm the watcher subscription from the PUA and the PUA has a valid watcher information subscription, see RFC 3857 [28], then, the PS shall inform the PUA about the watcher subscription attempt.

If the watcher has indicated the need for partial notification using the Accept header field, then the PS shall generate partial notifications in accordance with RFC 5263 [24] and RFC 5262 [38].

If the body of the SUBSCRIBE request from the watcher contains filters, the PS shall apply the requested filtering function on notifications in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

If the watcher has indicated support for the "multipart/related" content type using the Accept header field, then the PS may generate notifications using "multipart/related" content type which aggregates "application/pidf+xml" formatted presence information with other MIME objects in accordance with RFC 2387 [14]. In this case, the PS shall modify the value of the presence attribute in the PIDF document to refer to the MIME object included in the corresponding MIME multipart body. If the watcher has not indicated support for the "multipart/related" or a MIME object cannot be accessed by the PS, the PS should exclude the presence attribute from the notification.

NOTE:
How the PS takes presence information from various presence sources, in order to generate a final presence document, is outside the scope of this version of the specification. Implementations need a flexible approach to composition policy and therefore to the collection, filtering and composition of presence documents.

<<End Change 4>>
<<Begin Change 5>>
5.3.3.4
Subscription acceptance to watcher information and notification of state changes

When the PS receives a SUBCRIBE request for the watcher information event template package, the PS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 6665 [19], RFC 3857 [28] and RFC 3858 [29].

If the body of the SUBSCRIBE request from the PUA contains filters, the PS shall apply the requested filtering function on notifications in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

5.3.3.5
Subscription acceptance and notification of state changes in XML document

When the PS receives a SUBSCRIBE request having the Event header value "xcap-diff", the PS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 5875 [43] and RFC 6665 [19].

<<End Change 5>>
<<Begin Change 6>>
5.3.4.2
Subscription acceptance to resource lists and notification of state changes

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection, the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful subscription, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 6665 [19] and RFC 4662 [22] by adding a Require header field with value "eventlist".
If the body of the SUBSCRIBE request from the watcher contains filters, the RLS shall apply the requested filtering function on notifications in accordance with RFC 4661 [30], and RFC 4660 [31] as updated by RFC 6665 [19].

5.3.4.3
Subscription to presence information 

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection and installs the corresponding subscription, the RLS shall resolve the list URI to individual URIs and generate SUBSCRIBE requests for each of the individual URIs as per the procedures in RFC 6665 [19], RFC 3856 [27] and RFC 4662 [22] if the state information for the resource represented by the individual URI is otherwise not available.

For internal virtual subscriptions, the detection of loops potentially caused by lists of lists is possible in RLS. However for back-end subscriptions (see RFC 4662 [22]), the detection of such situations is not possible in RLS. To prevent loops in subscriptions to non-local resources the RLS shall not insert "eventlist" in the "Supported" header of back-end subscriptions.

5.3.4.4
Subscription acceptance and notification of state changes in XML document

When the RLS receives a SUBSCRIBE request having the Event header value "xcap-diff", the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 5875 [43] and RFC 6665 [19].

<<End Change 6>>
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