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	TS 24.229 does not mandate bypassing overload control in case of emergency calls. However,  TS 23.228 clause 4.25.1 states: "Emergency calls shall not be affected by the overload traffic restrictions due to overload control...“
Also TS 24.229 does not mandate giving priority to mid-call requests. However, such requests should be given priority for the following reasons:

· BYE requests (which is a mid-dialog request) allows terminating sessions, which would contribute to lowering the overload.

· Non treament of BYE requests may induce overcharging of the user.

· The other mid-dialog requests concerns session that are already established and therefore charged to the user. To ensure an acceptable user experience, it’s important to give the requests related to establised sessions priority over requests for new sessions when overloed occurs. 
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· The treatement of SIP requests related to emergency communications shall not be affected by the overload control mechanism restrictions while a threshold regarding the amount of ongoing emergency calls is not reached.
· Mid-dialog SIP requests are given priority with regard to initial SIP requests when overload occurs.
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Bad user experience and overcharging of users is exacerbated as mid-dialog SIP requests are not given priority when overload occurs. 
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4.12
Overload control

Usage of overload control is independent of the nature of any SIP using entity, i.e. there are no specific requirements for any particular IMS functional entity implementing SIP. The capability however is not extended to the UE except when performing the function of an externally attached network.

Two mechanisms are defined as follows:

-
a feedback based mechanism defined in draft-ietf-soc-overload-control [199], where the feedback is given in the Via header field of signalling messages supporting the traffic. draft-ietf-soc-overload-control [199] also defines the default algorithm for usage of the feedback based mechanism in the IM CN subsystem (i.e. loss-based algorithm). Additional algorithms are either already defined, e.g. the rate-based scheme defined in draft-ietf-soc-overload-rate-control [200] or can also be defined in the future. As it is carried in the Via header fields the nature of the mechanism is hop by hop.

-
an event package for distributing load filters defined in draft-ietf-soc-load-control-event-package [201], which can be either used in a hop-by-hop manner between adjacent entities in a similar manner to the feedback based mechanism, or can be used on a wider basis across the network, subject to the restrictions given in annex A. In this manner it can be used to address expected overload situations, e.g. for voting calls initiated by a specific television programme.

When the load filters based mechanism is used in the IMS, the default algorithm is loss-based (i.e. the filter specifies the relative percentage of incoming requests that can be accepted).

The S-CSCF, application servers and entities that implement the additional routeing capability can use both mechanisms in parallel on the same interfaces.

There are no specific reasons why one protocol mechanism should be specified over another, although some discussion is given in the documents specifying the mechanisms themselves. It is regarded as a deployment issue as to which mechanisms are supported, and which algorithms are supported within those mechanisms, beyond those that the mechanisms themselves identify as mandatory. An operator will need to take a network wide view to planning their overload control strategy, it cannot be performed on ad-hoc basis as nodes are deployed. 
Based on regional/national requirements and network operator policy, emergency calls can be exempted from SIP overload controls up to a configured threshold. Therefore, when an IM CN subsystem functional entity decides it is necessary to apply traffic reduction due to overload control, SIP messages related to emergency calls are not dropped while the configured threshold regarding the amount of treated emergency calls is not reached.
Based on regional/national requirements and network operator policy, emergency calls are exempted from SIP overload controls up to a configured threshold. Therefore, when an IM CN subsystem functional entity decides it is necessary to apply traffic reduction due to overload control, SIP messages related to emergency calls are not dropped while the configured threshold regarding the amount of the ongoing emergency calls is not reached.

Mid-dialog SIP messages have higher priority with regard to initial SIP requests, and therefore are last to be dropped or rejected, when an IM CN subsystem functional entity decides it is necessary to apply traffic reduction due to overload control. 

For the distribution of load filters mechanism, typical deployments might include an S-CSCF subscribing to the load control event package at an AS, an AS subscribing to the load control event package at an AS, and an entity hosting additional routeing capabilities as specified in subclause I.3 subscribing to the load-control event package at the AS.

Operation between two network operators is supported. If two network operators wish to implement overload control, it is a matter for bilateral agreement as to what is supported.

Operation with enterprise networks is supported. The network operator and the enterprise operator will need to agree on the overload control options to be supported.
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