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[75]
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[76]
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[77]
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[78]
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[82]
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[83]
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[84]
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[85]
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[86]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[87]
3GPP TS 24.173: "IMS multimedia telephony communication service and supplementary services; Stage 3".

[88]
RFC 4291: "IP Version 6 Addressing Architecture".

[89]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)".

[90]
3GPP TS 23.221: "Architectural requirements".

[91]
3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity".

[92]
3GPP TS 31.111: "Universal Subscriber Identity Module (USIM) Application Toolkit (USAT)".

[93]
3GPP TS 22.096: "Name identification supplementary services ‑ Stage 1".

[94]
3GPP TS 23.096: "Name identification supplementary services ‑ Stage 2".

[95]
3GPP TS 25.133: "Requirements for support of radio resource management (FDD)".

[96]
3GPP TS 25.123: "Requirements for support of radio resource management (TDD)".

[97]
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[98]
3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM) application".

[99]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[100]
3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".

[101]
3GPP TS 24.341: "Support of SMS over IP networks".

[102]
3GPP TS 24.167: "3GPP IMS Management Object (MO); Stage 3".
[103]
IETF STD 5: "Internet Protocol".

[104]
IETF STD 51: "The Point-to-Point Protocol (PPP)".
[105]
RFC 1144: "Compressing TCP/IP Headers for Low-Speed Serial Links".
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[107]
RFC 2507: "IP Header Compression".

[108]
RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP, UDP, ESP, and uncompressed".

****   Next change   ****


4.0
General
This clause summarizes general aspects on AT commands and issues related to them.

TE software implementors must take account that future versions of this specification may include additional parameters beyond what is expected in any response to an AT Set Command, Read Command, Test Command, or unsolicited result code. Implementations must therefore analyse all parameters provided from the TA and discard (ignore) any parameters received following the parameters expected by the TE software.

For further information refer ITU‑T Recommendation V.250 [14].
In the tables for the commands syntaxes, the possible response(s) are outlined as follows:

-
the responses from ITU‑T Recommendation V.250 [14] ( like OK and ERROR) are normally not shown; and

-
the final response +CME ERROR is shown when a final result code in subclause 9.2 can be provided.

In certain implementations, AT commands are used as an internal interface within the physical handset, e.g. between the application and the radio interface layer 3 stack implemented on different processors. Certain AT commands transfer information in the clear that can be regarded as sensitive with regards to security or privacy. Care must be exercised in AT commands that:

-
transfer passwords (e.g. +CLCK, +CPWD or +CPBS);

-
transfer identities (e.g. IMSI) or details of a call (e.g. +COLP);

-
transfer the current location of the phone (e.g. +CMOLR);

-
reveal the IMEI (e.g. +CGSN);

-
allow the TE to take unintentionally control over the SIM-MT interface (e.g. +CSIM);

-
enable/disable access to commands protected by security mechanism (e.g. +CSCC); or

-
exchange security related parameters and keys with the UICC (e.g. +CEAP and +CERP).
The above mentioned AT commands and parameters are examples to illustrate the concerns and is not meant to be a comprehensive list.
***   Next change   ***

10.1.1
Define PDP context +CGDCONT

Table 111: +CGDCONT parameter command syntax

	Command
	Possible response(s)

	+CGDCONT=[<cid>[,<PDP_type>[,<APN>[,<PDP_addr>[,<d_comp>[,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>]]]]]]]]]]
	


	+CGDCONT?
	[+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>]]]]]
[<CR><LF>+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<emergency indication>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>]]]]
[...]]

	+CGDCONT=?
	+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IPv4AddrAlloc>s),(list of supported <emergency indication>s),(list of supported <P-CSCF_discovery>s),(list of supported <IM_CN_Signalling_Flag_Ind>s)
[<CR><LF>+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IPv4AddrAlloc>s),(list of supported <emergency indication>s),(list of supported <P-CSCF_discovery>s),(list of supported <IM_CN_Signalling_Flag_Ind>s)
[...]]


Description
The set command specifies PDP context parameter values for a PDP context identified by the (local) context identification parameter, <cid>. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
For EPS the PDN connection and its associated EPS default bearer is identified herewith. For EPS the <PDP_addr> parameter value shall be omitted.
A special form of the set command, +CGDCONT=<cid> causes the values for context number <cid> to become undefined.
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see subclause 10.1.0. As all other contexts, the parameters for <cid>=0 can be modified with +CGDCONT. If the initial PDP context is supported, +CGDCONT=0 resets context number 0 to its particular default settings.
The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, <PDP_type>, the parameter value ranges for each <PDP_type> are returned on a separate line.

Defined values
<cid>: integer type; specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1 or if the initial PDP context is supported (see subclause 10.1.0), minimum value = 0) is returned by the test form of the command.
NOTE 1:
The <cid>s for network-initiated PDP contexts will have values outside the ranges indicated for the <cid> in the test form of the commands +CGDCONT and +CGDSCONT.
<PDP_type>: string type; specifies the type of packet data protocol

X.25
ITU-T/CCITT X.25 layer 3 (Obsolete)

IP
Internet Protocol (IETF STD 5 [103])
IPV6
Internet Protocol, version 6 (see RFC 2460 [106])

IPV4V6
Virtual <PDP_type> introduced to handle dual IP stack UE capability. (See 3GPP TS 24.301 [83])
OSPIH
Internet Hosted Octect Stream Protocol (Obsolete)

PPP
Point to Point Protocol (IETF STD 51 [104])
NOTE 2:
Only IP, IPV6 and IPV4V6 values are supported for EPS services.
<APN>: string type; a logical name that is used to select the GGSN or the external packet data network.

If the value is null or omitted, then the subscription value will be requested.

<PDP_addr>: string type; identifies the MT in the address space applicable to the PDP.

If the parameter value is null or omitted, then a value may be provided by the TE during the PDP startup procedure or, failing that, a dynamic address will be requested.

The read form of the command will continue to return the null string even if an address has been allocated during the PDP startup procedure. The allocated address(es) may be read using the +CGPADDR command.

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the read form of +CGDCONT.

NOTE 3:
For EPS, this field or the parameter value of the field is omitted.

<d_comp>: integer type; controls PDP data compression (applicable for SNDCP only) (refer 3GPP TS 44.065 [61])
0
off
1
on (manufacturer preferred compression)
2
V.42bis
3
V.44

<h_comp>: integer type; controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62])
0
off
1
on (manufacturer preferred compression)
2
RFC 1144 [105] (applicable for SNDCP only)
3
RFC 2507 [107]
4
RFC 3095 [108] (applicable for PDCP only)

<IPv4AddrAlloc>: integer type; controls how the MT/TA requests to get the IPv4 address information
0
IPv4 Address Allocation through NAS Signalling

1
IPv4 Address Allocated through DHCP

<emergency indication>: integer type; indicates whether the PDP context is for emergency bearer services or not.
0
PDP context is not for emergency bearer services
1
PDP context is for emergency bearer services
<P-CSCF_discovery>: integer type; influences how the MT/TA requests to get the P-CSCF address, see 3GPP TS 24.229 [89] annex B and annex L.

0
Preference of P-CSCF address discovery not influenced by +CGDCONT
1
Preference of P-CSCF address discovery through NAS Signalling

2
Preference of P-CSCF address discovery through DHCP
<IM_CN_Signalling_Flag_Ind>: integer type; indicates to the network whether the PDP context is for IM CN subsystem-related signalling only or not.
0
UE indicates that the PDP context is not for IM CN subsystem-related signalling only
1
UE indicates that the PDP context is for IM CN subsystem-related signalling only
Implementation
Mandatory unless only a single subscribed context is supported.

10.1.2
Define secondary PDP context +CGDSCONT

Table 112: +CGDSCONT parameter command syntax

	Command
	Possible response(s)

	+CGDSCONT=[<cid>,<p_cid>[,<d_comp>[,<h_comp>[,<IM_CN_Signalling_Flag_Ind>]]]]
	


	+CGDSCONT?
	[+CGDSCONT: <cid>,<p_cid>,<d_comp>,<h_comp>,<IM_CN_Signalling_Flag_Ind>]
[<CR><LF>+CGDSCONT: <cid>,<p_cid>,<d_comp>,<h_comp>,<IM_CN_Signalling_Flag_Ind>
[...]]

	+CGDSCONT=?
	+CGDSCONT: (range of supported <cid>s),(list of <p_cid>s for active primary contexts),(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IM_CN_Signalling_Flag_Ind>s)


Description
The set command specifies PDP context parameter values for a Secondary PDP context identified by the (local) context identification parameter, <cid>. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
In EPS the command is used to define traffic flows.
A special form of the set command, +CGDSCONT=<cid> causes the values for context number <cid> to become undefined.
NOTE:
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see subclause 10.1.0.
The read command returns the current settings for each defined context.
The test command returns values supported as a compound value.
Defined values
<cid>: integer type; which specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1) is returned by the test form of the command.
NOTE:
The <cid>s for network-initiated PDP contexts will have values outside the ranges indicated for the <cid> in the test form of the commands +CGDCONT and +CGDSCONT.
<p_cid>: integer type; specifies a particular PDP context definition which has been specified by use of the +CGDCONT command. The parameter is local to the TE-MT interface. The list of permitted values is returned by the test form of the command.

<d_comp>: integer type; controls PDP data compression (applicable for SNDCP only) (refer 3GPP TS 44.065 [61])
0
off
1
on (manufacturer preferred compression)
2
V.42bis
3
V.44

<h_comp>: integer type; controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62])
0
off
1
on (manufacturer preferred compression)
2
RFC 1144 [105] (applicable for SNDCP only)
3
RFC 2507 [107]
4
RFC 3095 [108] (applicable for PDCP only)

<IM_CN_Signalling_Flag_Ind>: integer type; indicates to the network whether the PDP context is for IM CN subsystem-related signalling only or not.
0
UE indicates that the PDP context is not for IM CN subsystem-related signalling only
1
UE indicates that the PDP context is for IM CN subsystem-related signalling only
Implementation
Optional.

10.1.3
Traffic flow template +CGTFT

Table 113: +CGTFT parameter command syntax

	Command
	Possible Response(s)

	+CGTFT=[<cid>,[<packet filter identifier>,<evaluation precedence index>[,<source address and subnet mask>[,<protocol number (ipv4) / next header (ipv6)>[,<destination port range>[,<source port range>[,<ipsec security parameter index (spi)>[,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>[,<flow label (ipv6)>[,<direction>]]]]]]]]]]
	+CME ERROR: <err>


	+CGTFT?
	[+CGTFT: <cid>,<packet filter identifier>,<evaluation precedence index>,<source address and subnet mask>,<protocol number (ipv4) / next header (ipv6)>,<destination port range>,<source port range>,<ipsec security parameter index (spi)>,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>,<flow label (ipv6)>,<direction>]
[<CR><LF>+CGTFT: <cid>,<packet filter identifier>,<evaluation precedence index>,<source address and subnet mask>,<protocol number (ipv4) / next header (ipv6)>,<destination port range>, <source port range>,<ipsec security parameter index (spi)>,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>,<flow label (ipv6)>,<direction>
[...]]

	+CGTFT=?
	+CGTFT: <PDP_type>,(list of supported <packet filter identifier>s),(list of supported <evaluation precedence index>s),(list of supported <source address and subnet mask>s),(list of supported <protocol number (ipv4) / next header (ipv6)>s),(list of supported <destination port range>s),(list of supported <source port range>s),(list of supported <ipsec security parameter index (spi)>s),(list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s),(list of supported <flow label (ipv6)>s),(list of supported <direction>s)
[<CR><LF>+CGTFT: <PDP_type>,(list of supported <packet filter identifier>s),(list of supported <evaluation precedence index>s),(list of supported <source address and subnet mask>s),(list of supported <protocol number (ipv4) / next header (ipv6)>s),(list of supported <destination port range>s),(list of supported <source port range>s),(list of supported <ipsec security parameter index (spi)>s),(list of supported <type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>s),(list of supported <flow label (ipv6)>s),(list of supported <direction>s)
[...]]


Description
This command allows the TE to specify a Packet Filter - PF for a Traffic Flow Template - TFT that is used in the GGSN in UMTS/GPRS and Packet GW in EPS for routing of packets onto different QoS flows towards the TE. The concept is further described in the 3GPP TS 23.060 [47]. A TFT consists of from one and up to 16 Packet Filters, each identified by a unique <packet filter identifier>. A Packet Filter also has an <evaluation precedence index> that is unique within all TFTs associated with all PDP contexts that are associated with the same PDP address.

The set command specifies a Packet Filter that is to be added to the TFT stored in the MT and used for the context identified by the (local) context identification parameter, <cid>. The specified TFT will be stored in the GGSN in UMTS/GPRS and Packet GW in EPS only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGTFT command is effectively an extension to these commands. The Packet Filters consist of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGTFT=<cid> causes all of the Packet Filters in the TFT for context number <cid> to become undefined. At any time there may exist only one PDP context with no associated TFT amongst all PDP contexts associated to one PDP address. At an attempt to delete a TFT, which would violate this rule, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. Refer subclause 9.2 for possible <err> values.
The read command returns the current settings for all Packet Filters for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line. TFTs shall be used for PDP-type IP and PPP only. For PDP-type PPP a TFT is applicable only when IP traffic is carried over PPP. If PPP carries header-compressed IP packets, then a TFT cannot be used.

Defined values
<cid>: integer type. Specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).
<PDP_type>: string type. Specifies the type of packet data protocol (see the +CGDCONT command).
For the following parameters, see also 3GPP TS 23.060 [47]:
<packet filter identifier>: integer type. Value range is from 1 to 16.
<evaluation precedence index>: integer type. The value range is from 0 to 255.

<source address and subnet mask>: string type. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16", for IPv6.

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the read form of +CGTFT.
<protocol number (ipv4) / next header (ipv6)>: integer type. Value range is from 0 to 255.

<destination port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<source port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<ipsec security parameter index (spi)>: numeric value in hexadecimal format. The value range is from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
string type. The string is given as dot-separated numeric (0-255) parameters on the form "t.m".

<flow label (ipv6)>: numeric value in hexadecimal format. The value range is from 00000 to FFFFF. Valid for IPv6 only.
<direction>: integer type. Specifies the transmission direction in which the packet filter shall be applied.

0
Pre-Release 7 TFT filter (see 3GPP TS 24.008 [8], table 10.5.162)

1
Uplink

2
Downlink
3
Birectional (Up & Downlink)
Some of the above listed attributes may coexist in a Packet Filter while others mutually exclude each other, the possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional.

10.1.4
Quality of service profile (requested) +CGQREQ

Table 114: +CGQREQ parameter command syntax

	Command
	Possible Response(s)

	+CGQREQ=[<cid>[,<precedence>[,<delay>[,<reliability>[,<peak>[,<mean>]]]]]]
	


	+CGQREQ?
	[+CGQREQ: <cid>,<precedence>,<delay>,<reliability>,<peak>,<mean>]

[<CR><LF>+CGQREQ: <cid>,<precedence>,<delay>,<reliability>,<peak>,<mean>
[...]]

	+CGQREQ=?
	+CGQREQ: <PDP_type>,(list of supported <precedence>s),(list of supported <delay>s),(list of supported <reliability>s),(list of supported <peak>s),(list of supported <mean>s)
[<CR><LF>+CGQREQ: <PDP_type>,(list of supported <precedence>s),(list of supported <delay>s),(list of supported <reliability>s),(list of supported <peak>s),(list of supported <mean>s)
[...]]


Description

This command allows the TE to specify a Quality of Service Profile that is used when the MT activates a PDP context.

The set command specifies a profile for the context identified by the (local) context identification parameter, <cid>. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGQREQ command is effectively an extension to these commands. The QoS profile consists of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGQREQ=<cid> causes the requested profile for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line.

Defined values
<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).
<PDP_type>: string type; specifies the type of packet data protocol (see the +CGDCONT command).
The following parameters are defined in 3GPP TS 23.107 [46]:

<precedence>: integer type; specifies the precedence class
<delay>: integer type; specifies the delay class

<reliability>: integer type; specifies the reliability class

<peak>: integer type; specifies the peak throughput class
<mean>: integer type; specifies the mean throughput class

If a value is omitted for a particular class then the value is considered to be unspecified.

Implementation
Optional. If the command is not implemented then all the values are considered to be unspecified.

10.1.5
Quality of service profile (minimum acceptable) +CGQMIN

Table 115: +CGQMIN parameter command syntax

	Command
	Possible Response(s)

	+CGQMIN=[<cid>[,<precedence>[,<delay>[,<reliability>[,<peak>[,<mean>]]]]]]
	


	+CGQMIN?
	[+CGQMIN: <cid>,<precedence>,<delay>,<reliability>,<peak>,<mean>]

[<CR><LF>+CGQMIN: <cid>,<precedence>,<delay>,<reliability>,<peak>,<mean>
[...]]

	+CGQMIN=?
	+CGQMIN: <PDP_type>,(list of supported <precedence>s),(list of supported <delay>s),(list of supported <reliability>s),(list of supported <peak>s),(list of supported <mean>s)
[<CR><LF>+CGQMIN: <PDP_type>,(list of supported <precedence>s),(list of supported <delay>s),(list of supported <reliability>s),(list of supported <peak>s),(list of supported <mean>s)
[...]]


Description
This command allows the TE to specify a minimum acceptable profile which is checked by the MT against the negotiated profile when the PDP context is activated.

The set command specifies a profile for the context identified by the (local) context identification parameter, <cid>. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGQMIN command is effectively an extension to these commands. The QoS profile consists of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGQMIN=<cid> causes the minimum acceptable profile for context number <cid> to become undefined. In this case no check is made against the negotiated profile.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line.

Defined values
<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).
<PDP_type>: string type; specifies the type of packet data protocol (see the +CGDCONT command).
The following parameters are defined in 3GPP TS 23.107 [46]:

<precedence>: integer type; specifies the precedence class
<delay>: integer type; specifies the delay class

<reliability>: integer type; specifies the reliability class

<peak>: integer type; specifies the peak throughput class

<mean>: integer type; specifies the mean throughput class

If a value is omitted for a particular class then this class is not checked.

Implementation
Optional. If the command is not implemented then no check is made against the negotiated profile.

10.1.6
3G quality of service profile (requested) +CGEQREQ

Table 116: +CGEQREQ parameter command syntax

	Command
	Possible Response(s)

	+CGEQREQ=[<cid>[,<Traffic class>[,<Maximum bitrate UL>[,<Maximum bitrate DL>[,<Guaranteed bitrate UL>[,<Guaranteed bitrate DL>[,<Delivery order>[,<Maximum SDU size>[,<SDU error ratio>[,<Residual bit error ratio>[,<Delivery of erroneous SDUs>[,<Transfer delay>[,<Traffic handling priority>[,<Source statistics descriptor>[,<Signalling indication>]]]]]]]]]]]]]]]
	


	+CGEQREQ?
	[+CGEQREQ: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>, <Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>,<Source statistics descriptor>,<Signalling indication>]
[<CR><LF>+CGEQREQ: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>,<Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>,<Source Statistics Descriptor>,<Signalling Indication>
[...]]

	+CGEQREQ=?
	+CGEQREQ: <PDP_type>,(list of supported <Traffic class>s),(list of supported <Maximum bitrate UL>s),(list of supported <Maximum bitrate DL>s),(list of supported <Guaranteed bitrate UL>s),(list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s),(list of supported <Maximum SDU size>s),(list of supported <SDU error ratio>s),(list of supported <Residual bit error ratio>s),(list of supported <Delivery of erroneous SDUs>s),(list of supported <Transfer delay>s),(list of supported <Traffic handling priority>s),(list of supported <Source statistics descriptor>s),(list of supported <Signalling indication>s)
[<CR><LF>+CGEQREQ: <PDP_type>,(list of supported <Traffic class>s),(list of supported <Maximum bitrate UL>s),(list of supported <Maximum bitrate DL>s),(list of supported <Guaranteed bitrate UL>s),(list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s),(list of supported <Maximum SDU size>s),(list of supported <SDU error ratio>s),(list of supported <Residual bit error ratio>s),(list of supported <Delivery of erroneous SDUs>s),(list of supported <Transfer delay>s),(list of supported <Traffic handling priority>s),(list of supported <Source statistics descriptor>s),(list of supported <Signalling indication>s)
[...]]


Description
This command allows the TE to specify a UMTS Quality of Service Profile that is used when the MT activates a PDP context.

The set command specifies a profile for the context identified by the (local) context identification parameter, <cid>. The specified profile will be stored in the MT and sent to the network only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGEQREQ command is effectively an extension to these commands. The QoS profile consists of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGEQREQ=<cid> causes the requested profile for context number <cid> to become undefined.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line.

Defined values
<cid>: integer type; specifies a particular PDP context definition (see +CGDCONT and +CGDSCONT commands).
<PDP_type>: string type; specifies the type of packet data protocol (see the +CGDCONT command).
For the following parameters, see also 3GPP TS 23.107 [46].
<Traffic class>: integer type; indicates the type of application for which the UMTS bearer service is optimised (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
conversational
1
streaming

2
interactive
3
background
4
subscribed value
If the Traffic class is specified as conversational or streaming, then the Guaranteed and Maximum bitrate parameters should also be provided.
<Maximum bitrate UL>: integer type; indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Maximum bitrate DL>: integer type; indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate UL>: integer type; indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate DL>: integer type; indicates the guaranteed number of kbits/s delivered by UMTS (down-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQREQ=…,32, …). If the parameter is set to '0' the subscribed value will be requested. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery order>: integer type; indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no
1
yes
2
subscribed value

<Maximum SDU size>: integer type; (1,2,3,…) indicates the maximum allowed SDU size in octets. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<SDU error ratio>: string type; indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. The value is specified as 'mEe'. As an example a target SDU error ratio of 5•10-3 would be specified as "5E3" (e.g. AT+CGEQREQ=…,"5E3",…). "0E0" means subscribed value (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Residual bit error ratio>: string type; indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. The value is specified as "mEe". As an example a target residual bit error ratio of 5•10-3 would be specified as "5E3" (e.g. AT+CGEQREQ=…,"5E3",…). "0E0" means subscribed value (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery of erroneous SDUs>: integer type; indicates whether SDUs detected as erroneous shall be delivered or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no

1
yes

2
no detect

3
subscribed value


<Transfer delay>: integer type; (0,1,2,…) indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Traffic handling priority>: integer type; (1,2,3,…) specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers. If the parameter is set to '0' the subscribed value will be requested (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Source Statistics Descriptor>: integer type; specifies characteristics of the source of the submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
Characteristics of SDUs is unknown
1
Characteristics of SDUs corresponds to a speech source


<Signalling Indication>: integer type; indicates signalling content of submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as interactive (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
PDP context is not optimized for signalling
1
PDP context is optimized for signalling<PDP_type> (see +CGDCONT and +CGDSCONT commands).

If a value is omitted for a particular class then the value is considered to be unspecified.

NOTE:
When in dual mode with EPS the MT provides a mapping function to EPS Quality of Service parameter used for an EPS bearer resource activation request.

Implementation
Optional. If the command is not implemented then all the values are considered to be unspecified.

10.1.7
3G quality of service profile (minimum acceptable) +CGEQMIN

Table 117: +CGEQMIN parameter command syntax

	Command
	Possible Response(s)

	+CGEQMIN=[<cid>[,<Traffic class>[,<Maximum bitrate UL>[,<Maximum bitrate DL>[,<Guaranteed bitrate UL>[,<Guaranteed bitrate DL>[,<Delivery order>[,<Maximum SDU size>[,<SDU error ratio>[,<Residual bit error ratio>[,<Delivery of erroneous SDUs> [,<Transfer delay>[,<Traffic handling priority>[,<Source statistics descriptor>[,<Signalling indication>]]]]]]]]]]]]]]]
	


	+CGEQMIN?
	[+CGEQMIN: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>,<Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>,<Source statistics descriptor>,<Signalling indication>]
[<CR><LF>+CGEQMIN: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>,<Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>,<Source statistics descriptor>,<Signalling indication>
[...]]

	+CGEQMIN=?
	+CGEQMIN: <PDP_type>,(list of supported <Traffic class>s),(list of supported <Maximum bitrate UL>s),(list of supported <Maximum bitrate DL>s),(list of supported <Guaranteed bitrate UL>s),(list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s),(list of supported <Maximum SDU size>s),(list of supported <SDU error ratio>s),(list of supported <Residual bit error ratio>s),(list of supported <Delivery of erroneous SDUs>s),(list of supported <Transfer delay>s),(list of supported <Traffic handling priority>s),(list of supported <Source statistics descriptor>s),(list of supported <Signalling indication>s)
[<CR><LF>+CGEQMIN: <PDP_type>,(list of supported <Traffic class>s),(list of supported <Maximum bitrate UL>s),(list of supported <Maximum bitrate DL>s),(list of supported <Guaranteed bitrate UL>s),(list of supported <Guaranteed bitrate DL>s),(list of supported <Delivery order>s),(list of supported <Maximum SDU size>s),(list of supported <SDU error ratio>s),(list of supported <Residual bit error ratio>s),(list of supported <Delivery of erroneous SDUs>s),(list of supported <Transfer delay>s),(list of supported <Traffic handling priority>s),(list of supported <Source statistics descriptor>s),(list of supported <Signalling indication>s)
[...]]


Description
This command allows the TE to specify a minimum acceptable profile, which is checked by the MT against the negotiated profile returned in the PDP context establishment and PDP contect modification procedures.

The set command specifies a profile for the context identified by the (local) context identification parameter, <cid>. The specified profile will be stored in the MT and checked against the negotiated profile only at activation or MS-initiated modification of the related context. Since this is the same parameter that is used in the +CGDCONT and +CGDSCONT commands, the +CGEQMIN command is effectively an extension to these commands. The QoS profile consists of a number of parameters, each of which may be set to a separate value.

A special form of the set command, +CGEQMIN=<cid> causes the minimum acceptable profile for context number <cid> to become undefined. In this case no check is made against the negotiated profile.

The read command returns the current settings for each defined context.

The test command returns values supported as a compound value. If the MT supports several PDP types, the parameter value ranges for each PDP type are returned on a separate line.

Defined values
<cid>: integer type; specifies a particular PDP context definition (see +CGDCONT and +CGDSCONT commands).
<PDP_type>: string type; specifies the type of packet data protocol (see the +CGDCONT command).
For the following parameters, see also 3GPP TS 23.107 [46].

<Traffic class>: integer type; indicates the type of application for which the UMTS bearer service is optimised (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
conversational
1
streaming

2
interactive
3
background


<Maximum bitrate UL>: integer type; indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQMIN=…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Maximum bitrate DL>: integer type; indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQMIN=…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate UL>: integer type; indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQMIN=…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Guaranteed bitrate DL>: integer type; indicates the guaranteed number of kbits/s delivered by UMTS (down-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. AT+CGEQMIN=…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery order>: integer type; indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no
1
yes

<Maximum SDU size>: integer type; (1,2,3,…) indicates the maximum allowed SDU size in octets (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<SDU error ratio>: string type; indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. The value is specified as "mEe". As an example a target SDU error ratio of 5•10-3 would be specified as "5E3" (e.g. AT+CGEQMIN=…,"5E3",…) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Residual bit error ratio>: string type; indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. The value is specified as "mEe". As an example a target residual bit error ratio of 5•10-3 would be specified as "5E3" (e.g. AT+CGEQMIN=…,"5E3",…) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery of erroneous SDUs>: integer type; indicates whether SDUs detected as erroneous shall be delivered or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no

1
yes
2
no detect

<Transfer delay>: integer type; (0,1,2,…) indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Traffic handling priority>: integer type; (1,2,3,…) specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Source Statistics Descriptor>: integer type; specifies characteristics of the source of the submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as conversational or streaming (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
Characteristics of SDUs is unknown
1
Characteristics of SDUs corresponds to a speech source


<Signalling Indication>: integer type;  indicates signalling content of submitted SDUs for a PDP context. This parameter should be provided if the Traffic class is specified as interactive (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
PDP context is not optimized for signalling
1
PDP context is optimized for signalling

If a value is omitted for a particular class then the value is considered to be unspecified.

Implementation
Optional. If the command is not implemented then no check is made against the negotiated profile.

10.1.8
3G quality of service profile (negotiated) +CGEQNEG

Table 118: +CGEQNEG action command syntax

	Command
	Possible Response(s)

	+CGEQNEG[=<cid>[,<cid>[,...]]]
	[+CGEQNEG: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>,<Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>]
[<CR><LF>+CGEQNEG: <cid>,<Traffic class>,<Maximum bitrate UL>,<Maximum bitrate DL>,<Guaranteed bitrate UL>,<Guaranteed bitrate DL>,<Delivery order>,<Maximum SDU size>,<SDU error ratio>,<Residual bit error ratio>,<Delivery of erroneous SDUs>,<Transfer delay>,<Traffic handling priority>

[...]]

	+CGEQNEG=?
	+CGEQNEG: (list of <cid>s associated with active contexts)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGEQNEG=[<cid>[,<cid>[,...]]].


Description
This command allows the TE to retrieve the negotiated QoS profiles returned in the PDP context establishment procedure.

The execution command returns the negotiated QoS profile for the specified context identifiers, <cid>s. The QoS profile consists of a number of parameters, each of which may have a separate value.
If the parameter <cid> is omitted, the relevant information for all established PDP contexts are returned.
The test command returns a list of <cid>s associated with active contexts.
Defined values
<cid>: integer type; specifies a particular PDP context definition (see +CGDCONT and +CGDSCONT commands).

For the following parameters, see also 3GPP TS 23.107 [46].
<Traffic class>: integer type; indicates the type of application for which the UMTS bearer service is optimised (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
conversational

1
streaming

2
interactive
3
background

<Maximum bitrate UL>: integer type; indicates the maximum number of kbits/s delivered to UMTS (up-link traffic) at a SAP. As an example a bitrate of 32kbit/s would be specified as '32' (e.g. +CGEQNEG:…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Maximum bitrate DL>: integer type; indicates the maximum number of kbits/s delivered by UMTS (down-link traffic) at a SAP As an example a bitrate of 32kbit/s would be specified as '32' (e.g. +CGEQNEG:…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Guaranteed bitrate UL>: integer type; indicates the guaranteed number of kbits/s delivered to UMTS (up-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. +CGEQNEG:…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
<Guaranteed bitrate DL>: integer type; indicates the guaranteed number of kbits/s delivered by UMTS (down-link traffic) at a SAP (provided that there is data to deliver). As an example a bitrate of 32kbit/s would be specified as '32' (e.g. +CGEQNEG:…,32, …) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery order>: integer type; indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no
1
yes

<Maximum SDU size>: integer type; (1,2,3,…) indicates the maximum allowed SDU size in octets (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<SDU error ratio>: string type; indicates the target value for the fraction of SDUs lost or detected as erroneous. SDU error ratio is defined only for conforming traffic. The value is specified as "mEe". As an example a target SDU error ratio of 5•10-3 would be specified as "5E3" (e.g. +CGEQNEG:…, "5E3",…) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Residual bit error ratio>: string type; indicates the target value for the undetected bit error ratio in the delivered SDUs. If no error detection is requested, Residual bit error ratio indicates the bit error ratio in the delivered SDUs. The value is specified as "mEe". As an example a target residual bit error ratio of 5•10-3 would be specified as "5E3" (e.g. +CGEQNEG:…,"5E3",…) (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Delivery of erroneous SDUs>: integer type; indicates whether SDUs detected as erroneous shall be delivered or not (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).
0
no

1
yes

2
no detect

<Transfer delay>: integer type; (0,1,2,…) indicates the targeted time between request to transfer an SDU at one SAP to its delivery at the other SAP, in milliseconds (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

<Traffic handling priority>: integer type; (1,2,3,…) specifies the relative importance for handling of all SDUs belonging to the UMTS bearer compared to the SDUs of other bearers (refer 3GPP TS 24.008 [8] subclause 10.5.6.5).

If a value is omitted for a particular class then the value is considered to be unspecified.

Implementation
Optional.

10.1.9
PS attach or detach +CGATT

Table 119: +CGATT parameter command syntax

	Command
	Possible Response(s)

	+CGATT=<state>
	+CME ERROR: <err>


	+CGATT?
	+CGATT: <state>

	+CGATT=?
	+CGATT: (list of supported <state>s)


Description

The execution command is used to attach the MT to, or detach the MT from, the Packet Domain service. After the command has completed, the MT remains in V.250 command state. If the MT is already in the requested state, the command is ignored and the OK response is returned. If the requested state cannot be achieved, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. Refer subclause 9.2 for possible <err> values.
NOTE 1:
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see subclause 10.1.0.
Any active PDP contexts will be automatically deactivated when the attachment state changes to detached.

The read command returns the current Packet Domain service state.

The test command is used for requesting information on the supported Packet Domain service states.

NOTE 2:
This command has the characteristics of both the V.250 action and parameter commands. Hence it has the read form in addition to the execution/set and test forms.

Defined Values

<state>:  integer type; indicates the state of PS attachment
0
detached
1
attached

Implementation
Optional.

10.1.10
PDP context activate or deactivate +CGACT

Table 120: +CGACT parameter command syntax

	Command
	Possible Response(s)

	+CGACT=[<state>[,<cid>[,<cid>[,...]]]]
	

+CME ERROR: <err>

	+CGACT?
	[+CGACT: <cid>,<state>]

[<CR><LF>+CGACT: <cid>,<state>
[...]]

	+CGACT=?
	+CGACT: (list of supported <state>s)


Description

The execution command is used to activate or deactivate the specified PDP context (s). After the command has completed, the MT remains in V.250 command state. If any PDP context is already in the requested state, the state for that context remains unchanged. If the requested state for any specified context cannot be achieved, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. If the MT is not PS attached when the activation form of the command is executed, the MT first performs a PS attach and then attempts to activate the specified contexts. If the attach fails then the MT responds with ERROR or, if extended error responses are enabled, with the appropriate failure-to-attach error message. Refer subclause 9.2 for possible <err> values.
For EPS, if an attempt is made to disconnect the last PDN connection, then the MT responds with ERROR or, if extended error responses are enabled, a +CME ERROR.

NOTE:
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see subclause 10.1.0.

For EPS, the activation request for an EPS bearer resource will be answered by the network by either an EPS dedicated bearer activation or EPS bearer modification request. The request must be accepted by the MT before the PDP context can be set in to established state.
If no <cid>s are specified the activation form of the command activates all defined contexts.

If no <cid>s are specified the deactivation form of the command deactivates all active contexts.

The read command returns the current activation states for all the defined PDP contexts.

The test command is used for requesting information on the supported PDP context activation states.

NOTE.
This command has the characteristics of both the V.250 action and parameter commands. Hence it has the read form in addition to the execution/set and test forms.

Defined Values

<state>: integer type; indicates the state of PDP context activation
0
deactivated
1
activated

<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.

10.1.11
PDP context modify +CGCMOD

Table 121: +CGCMOD action command syntax

	Command
	Possible Response(s)

	+CGCMOD[=<cid>[,<cid>[,...]]]
	+CME ERROR: <err>


	+CGCMOD=?
	+CGCMOD: (list of <cid>s associated with active contexts)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGCMOD=[<cid>[,<cid>[,...]]].


Description

The execution command is used to modify the specified PDP context (s) with repect to QoS profiles and TFTs. After the command has completed, the MT returns to V.250 online data state. If the requested modification for any specified context cannot be achieved, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. Refer subclause 9.2 for possible <err> values.
For EPS, the modification request for an EPS bearer resource will be answered by the network by an EPS bearer modification request. The request must be accepted by the MT before the PDP context is effectively changed.
If no <cid>s are specified the activation form of the command modifies all active contexts.

The test command returns a list of <cid>s associated with active contexts.
Defined Values

<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.

10.1.12
Enter data state +CGDATA

Table 122: +CGDATA action command syntax

	Command
	Possible Response(s)

	+CGDATA[=<L2P>[,<cid>[,<cid>[,...]]]]
	CONNECT
ERROR
+CME ERROR: <err>

	+CGDATA=?
	+CGDATA: (list of supported <L2P>s)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGDATA=[<L2P>[,<cid>[,<cid>[,...]]]].


Description
The execution command causes the MT to perform whatever actions are necessary to establish communication between the TE and the network using one or more Packet Domain PDP types. This may include performing a PS attach and one or more PDP context activations. If the <L2P> parameter value is unacceptable to the MT, the MT shall return an ERROR or +CME ERROR response. Refer subclause 9.2 for possible <err> values. Otherwise, the MT issues the intermediate result code CONNECT and enters V.250 online data state.
NOTE:
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see subclause 10.1.0.
Commands following +CGDATA command in the AT command line shall not be processed by the MT.

The detailed behaviour after the online data state has been entered is dependent on the PDP type. It is described briefly in 3GPP TS 27.060 [34] and in more detail in 3GPP TS 29.061 [39] and the specifications for the relevant PDPs. PS attachment and PDP context activation procedures may take place prior to or during the PDP startup if they have not already been performed using the +CGATT and +CGACT commands. 

If context activation takes place during the PDP startup, one or more <cid>s may be specified in order to provide the information needed for the context activation request(s).

During each PDP startup procedure the MT may have access to some or all of the following information -


The MT may have a priori knowledge, for example, it may implement only one PDP type.


The command may have provided an <L2P> parameter value.


The TE may provide a PDP type and/or PDP address to the MT during in the PDP startup procedure.

If any of this information is in conflict, the command will fail.

Any PDP type and/or PDP address present in the above information shall be compared with the PDP type and/or PDP address in any context definitions specified in the command in the order in which their <cid>s appear. For a context definition to match:

The PDP type must match exactly.


The PDP addresses are considered to match if they are identical or if either or both addresses are unspecified. For example, a PPP NCP request specifying PDP type = IP and no PDP address would cause the MT to search through the specified context definitions for one with PDP type = IP and any PDP address.

The context shall be activated using the matched value for PDP type and a static PDP address if available, together with the other information found in the PDP context definition. If a static PDP address is not available then a dynamic address is requested.

If no <cid> is given or if there is no matching context definition, the MT shall attempt to activate the context with whatever information is available to the MT. The other context parameters shall be set to their default values.

If the activation is successful, data transfer may proceed.

After data transfer is complete, and the layer 2 protocol termination procedure has completed successfully, the V.250 command state is re-entered and the MT returns the final result code OK.

In the event of an erroneous termination or a failure to start up, the V.250 command state is re-entered and the MT returns the final result code NO CARRIER or, if enabled, +CME ERROR. Refer subclause 9.2 for possible <err> values. Attach, activate and other errors may be reported.

The test command is used for requesting information on the supported layer 2 protocols.

This command may be used in both normal and modem compatibility modes.

Defined Values

<L2P>: string type; indicates the layer 2 protocol to be used between the TE and MT
NULL
none, for PDP type OSP:IHOSS (Obsolete)

PPP
Point-to-point protocol for a PDP such as IP
PAD
character stream for X.25 character (triple X PAD) mode (Obsolete)
X25
X.25 L2 (LAPB) for X.25 packet mode (Obsolete)
M-xxxx
manufacturer-specific protocol (xxxx is an alphanumeric string)


If the value is omitted, the layer 2 protocol is unspecified. Other values are reserved and will result in an ERROR response.

<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional if the D (dial) command can be used to specify Packet Domain operation.

***   Next Change   ***
10.1.15
Automatic response to a network request for PDP context activation +CGAUTO

Table 124: +CGAUTO parameter command syntax

	Command
	Possible response(s)

	+CGAUTO=[<n>]
	+CME ERROR: <err>


	+CGAUTO?
	+CGAUTO: <n>

	+CGAUTO=?
	+CGAUTO: (list of supported <n>s)


Description
The set command disables or enables an automatic positive or negative response (auto-answer) to the receipt of a NW-initiated Request PDP Context Activation message from the network in UMTS/GPRS and a NW-initiated Request EPS Bearer Activation/ Modification Request messages in EPS. It also provides control over the use of the V.250 basic commands 'S0', 'A' and 'H' for handling network requests for PDP context activation. The setting does not affect the issuing of the unsolicited result code RING or +CRING.


When the +CGAUTO=0 command is received, the MT shall not perform a PS detach if it is attached. Subsequently, when the MT announces a network request for PDP context activation by issuing the unsolicited result code RING or +CRING, the TE may manually accept or reject the request by issuing the +CGANS command or may simply ignore the network request.

When the +CGAUTO=1 command is received, the MT shall attempt to perform a PS attach if it is not already attached. Failure will result in ERROR or, if enabled, +CME ERROR being returned to the TE. Refer subclause 9.2 for possible <err> values. Subsequently, when the MT announces a network request for PDP context activation by issuing the unsolicited result code RING or +CRING to the TE, this is followed by the intermediate result code CONNECT. The MT then enters V.250 online data state and follows the same procedure as it would after having received a +CGANS=1 with no <L2P> or <cid> values specified.
The read command returns the current value of <n>.
The test command returns the values of <n> supported by the MT as a compound value.
Defined values
<n>: integer type
0
turn off automatic response for Packet Domain only
1
turn on automatic response for Packet Domain only
2
modem compatibility mode, Packet Domain only
3
modem compatibility mode, Packet Domain and circuit switched calls
4
turn on automatic negative response for Packet Domain only
For <n> = 0 Packet Domain network requests are manually accepted or rejected by the +CGANS command.

For <n> = 1 Packet Domain network requests are automatically accepted according to the description above.

For <n> = 2, automatic acceptance of Packet Domain network requests is controlled by the 'S0' command. Manual control uses the 'A' and 'H' commands, respectively, to accept and reject Packet Domain requests. (+CGANS may also be used.) Incoming circuit switched calls can be neither manually nor automatically answered.

For <n> = 3, automatic acceptance of both Packet Domain network requests and incoming circuit switched calls is controlled by the 'S0' command. Manual control uses the 'A' and 'H' commands, respectively, to accept and reject Packet Domain requests. (+CGANS may also be used.) Circuit switched calls are handled as described elsewhere in this specification.
For <n> = 4, Packet Domain network requests are automatically rejected.
Implementation
Optional. If not implemented, the MT shall behave according to the case of <n> = 3.

10.1.16
Manual response to a network request for PDP context activation +CGANS

Table 125: +CGANS action command syntax

	Command
	Possible response(s)

	+CGANS[=<response>,[<L2P>,[<cid>]]]
	+CME ERROR: <err>



	+CGANS=?
	+CGANS: (list of supported <response>s),(list of supported <L2P>s)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGANS=[<response>,[<L2P>,[<cid>]]]


Description
The execution command requests the MT to respond to a network request for Packet Domain PDP context activation which has been signalled to the TE by the RING, +CRING or +CGEV unsolicited result code. The <response> parameter allows the TE to accept or reject the request. 

If <response> is 0, the request is rejected and the MT returns OK to the TE.

If <response> is 1, the following procedure is followed by the MT.

Commands following the +CGANS command in the AT command line shall not be processed by the MT.

If the <L2P> parameter value is unacceptable to the MT, the MT shall return an ERROR or +CME ERROR response. Refer subclause 9.2 for possible <err> values. Otherwise, the MT issues the intermediate result code CONNECT and enters V.250 online data state.

The detailed behaviour after the online data state has been entered is dependent on the PDP type. It is described briefly in 3GPP TS 27.060 [34] and in more detail in 3GPP TS 29.061 [39] and the specifications for the relevant PDPs. PDP context activation procedures shall take place prior to or during the PDP startup.

One or more <cid>s may be specified in order to provide the values needed for the context activation request.

During the PDP startup procedure the MT has the PDP type and the PDP address provided by the network in the Request PDP Context Activation message. The MT may also have some or all of the following information:

The MT may have a priori knowledge, for example, it may implement only one PDP type.


The command may have provided an <L2P> parameter value.


The TE may provide one or both of PDP type and PDP address to the MT in the PDP startup.

If any of this information is in conflict, the command will fail.

If one or more <cid> is given then an attempt shall be made to identify an appropriate context definition by matching the PDP type and PDP address in the network request with the PDP type and PDP address in each of the specified context definitions (in the order in which their <cid>s appear in the command) as follows:

The PDP type must match exactly.


The PDP addresses are considered to match if they are identical or if the address in the context definition is unspecified.

The context shall be activated using the values for PDP type and PDP address provided by the network, together with the other information found in the PDP context definition. An APN may or may not re required, depending on the application.

If no <cid> is given or if there is no matching context definition, the MT will attempt to activate the context using the values for PDP type and PDP address provided by the network, together with any other relevant information known to the MT. The other context parameters will be set to their default values.

If the activation is successful, data transfer may proceed.

After data transfer is complete, and the layer 2 protocol termination procedure has completed successfully, the V.250 command state is re-entered and the MT returns the final result code OK
In the event of an erroneous termination or a failure to startup, the V.250 command state is re-entered and the MT returns the final result code NO CARRIER or, if enabled, +CME ERROR. Refer subclause 9.2 for possible <err> values. Attach, activate and other errors may be reported. It is also an error to issue the +CGANS command when there is no outstanding network request.

NOTE:
This is not the same as if the MT issues a +CGDATA (or +CGACT) command after receiving a +CRING unsolicited result code. A +CGDATA (or +CGACT) does not command the MT to acknowledge the network request but rather to make a new request for context activation. The network request would be ignored.

The test command returns the values of <response> and <L2P> supported by the MT as compound values.

This command may be used in both normal and modem compatibility modes.

Defined values
<response>: integer type; specifies how the request should be responded to.

0
reject the request
1
accept and request that the PDP context be activated


If <response> is omitted it is assumed to be 0.
<L2P>: string type; indicates the layer 2 protocol to be used (see +CGDATA command).

<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.

10.1.17
GPRS mobile station class +CGCLASS

Table 126: +CGCLASS parameter command syntax

	Command
	Possible Response(s)

	+CGCLASS=[<class>]
	+CME ERROR: <err>


	+CGCLASS?
	+CGCLASS: <class>

	+CGCLASS=?
	+CGCLASS: (list of supported <class>s)


Description
The set command is used to set the MT to operate according to the specified mode of operation, see 3GPP TS 23.060 [47]. If the requested mode of operation is not supported, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. Refer subclause 9.2 for possible <err> values.
The read command returns the mode of operation set by the TE, independent of the current serving cell capability and independent of the current serving cell Access Technology. If no value has been set by the TE previously, the return value shall be the highest mode of operation that can be supported by the MT.

The test command is used for requesting information on the supported MT mode of operation.

Defined Values

<class>: string type; indicates the mode of operation
A
Class-A mode of operation (A/Gb mode), or CS/PS mode of operation (Iu mode) (highest mode of operation)
B
Class-B mode of operation (A/Gb mode), or CS/PS mode of operation (Iu mode)
CG
Class-C mode of operation in PS only mode (A/Gb mode), or PS mode of operation (Iu mode)
CC
Class-C mode of operation in CS only mode (A/Gb mode), or CS (Iu mode) (lowest mode of operation)

NOTE:
<class> A means that the MT would operate simultaneous PS and CS service
<class> B means that the MT would operate PS and CS services but not simultaneously in A/Gb mode
<class> CG means that the MT would only operate PS services
<class> CC means that the MT would only operate CS services


If the MT is attached to the PS domain when the set command is issued with a <class> = CC specified, a PS detach shall be performed by the MT.

Implementation
Optional.

10.1.18
Configure local triple-X PAD parameters +CGCLPAD (GPRS only) (Obsolete)

10.1.19
Packet domain event reporting +CGEREP

Table 127: +CGEREP parameter command syntax

	Command
	 Possible response(s)

	+CGEREP=[<mode>[,<bfr>]]
	+CME ERROR: <err>


	+CGEREP?
	+CGEREP: <mode>,<bfr>

	+CGEREP=?
	+CGEREP: (list of supported <mode>s),(list of supported <bfr>s)


Description
Set command enables or disables sending of unsolicited result codes, +CGEV: XXX from MT to TE in the case of certain events occurring in the Packet Domain MT or the network. <mode> controls the processing of unsolicited result codes specified within this command. <bfr> controls the effect on buffered codes when <mode> 1 or 2 is entered. If a setting is not supported by the MT, ERROR or +CME ERROR: is returned. Refer subclause 9.2 for possible <err> values.
Read command returns the current mode and buffer settings

Test command returns the modes and buffer settings supported by the MT as compound values. 

Defined values
<mode>: integer type
0
buffer unsolicited result codes in the MT; if MT result code buffer is full, the oldest ones can be discarded. No codes are forwarded to the TE.

1
discard unsolicited result codes when MT‑TE link is reserved (e.g. in on‑line data mode); otherwise forward them directly to the TE

2
buffer unsolicited result codes in the MT when MT‑TE link is reserved (e.g. in on‑line data mode) and flush them to the TE when MT‑TE link becomes available; otherwise forward them directly to the TE

<bfr>: integer type
0
MT buffer of unsolicited result codes defined within this command is cleared when <mode> 1 or 2 is entered

1
MT buffer of unsolicited result codes defined within this command is flushed to the TE when <mode> 1 or 2 is entered (OK response shall be given before flushing the codes)

Defined events

The events are valid for GPRS/UMTS and LTE unless explicitly mentioned.
For network attachment, the following unsolicited result codes and the corresponding events are defined:

+CGEV: NW DETACH


The network has forced a PS detach. This implies that all active contexts have been deactivated. These are not reported separately.

+CGEV: ME DETACH


The mobile termination has forced a PS detach. This implies that all active contexts have been deactivated. These are not reported separately.

For MT class, the following unsolicited result codes and the corresponding events are defined:
+CGEV: NW CLASS <class>


The network has forced a change of MT class. The highest available class is reported (see +CGCLASS). The format of the parameter <class> is found in command +CGCLASS.

+CGEV: ME CLASS <class>


The mobile termination has forced a change of MT class. The highest available class is reported (see +CGCLASS). The format of the parameter <class> is found in command +CGCLASS.

For PDP context activation, the following unsolicited result codes and the corresponding events are defined:
+CGEV: NW PDN ACT <cid>

The network has activated a context. The context represents a Primary PDP context in GSM/UMTS. The <cid> for this context is provided to the TE. The format of the parameter <cid> is found in command +CGDCONT.
NOTE 1:
This event is not applicable for EPS.

+CGEV: ME PDN ACT <cid>[,<reason>[,<cid_other>]]

The mobile termination has activated a context. The context represents a PDN connection in LTE or a Primary PDP context in GSM/UMTS. The <cid> for this context is provided to the TE. This event is sent either in result of explicit context activation request (+CGACT), or in result of implicit context activation request associated to attach request (+CGATT=1). The format of the parameters <cid> and <cid_other> are found in command +CGDCONT.
<reason>: integer type; indicates the reason why the context activation request for PDP type IPv4v6 was not granted. This parameter is only included if the requested PDP type associated with <cid> is IPv4v6, and the PDP type assigned by the network for <cid> is either IPv4 or IPv6.

0
IPv4 only allowed

1
IPv6 only allowed

2
single address bearers only allowed.

3
single address bearers only allowed and MT initiated context activation for a second address type bearer was not successful.

<cid_other>: integer type; indicates the context identifier allocated by MT for an MT initiated context of a second address type. MT shall only include this parameter if <reason> parameter  indicates single address bearers only allowed, and MT supports MT initiated context activation of a second address type without additional commands from TE, and MT has activated the PDN connection or PDP context associated with <cid_other>.

NOTE 1A:
For legacy TEs supporting MT initiated context activation without TE requests, there is also a subsequent event +CGEV: ME PDN ACT <cid_other> returned to TE.
+CGEV: NW ACT <p_cid>, <cid>, <event_type>


The network has activated a context. The <cid> for this context is provided to the TE in addition to the associated primary <p_cid>. The format of the parameters <p_cid> and <cid> are found in command +CGDSCONT.

<event_type>: integer type; indicates whether this is an informational event or whether the TE has to acknowledge it.

0
Informational event

1
Information request: Acknowledgement required. The acknowledgement can be accept or reject, see +CGANS.
+CGEV: ME ACT <p_cid>, <cid>, <event_type>


The network has responded to an ME initiated context activation. The <cid> for this context is provided to the TE in addition to the associated primary <p_cid>. The format of the parameters <p_cid> and <cid> are found in command +CGDSCONT. The format of the parameter <event_type> is defined above.
For PDP context deactivation, the following unsolicited result codes and the corresponding events are defined:
+CGEV: NW DEACT <PDP_type>, <PDP_addr>, [<cid>]


The network has forced a context deactivation. The <cid> that was used to activate the context is provided if known to the MT. The format of the parameters <PDP_type>, <PDP_addr> and <cid> are found in command +CGDCONT.

+CGEV: ME DEACT <PDP_type>, <PDP_addr>, [<cid>]


The mobile termination has forced a context deactivation. The <cid> that was used to activate the context is provided if known to the MT. The format of the parameters <PDP_type>, <PDP_addr> and <cid> are found in command +CGDCONT.

+CGEV: NW PDN DEACT <cid>

The network has deactivated a context. The context represents a PDN connection in LTE or a Primary PDP context in GSM/UMTS. The associated <cid> for this context is provided to the TE. The format of the parameter <cid> is found in command +CGDCONT.
NOTE 2:
Occurrence of this event replaces usage of the event +CGEV: NW DEACT <PDP_type>, <PDP_addr>, [<cid>].

+CGEV: ME PDN DEACT <cid>
The mobile termination has deactivated a context. The context represents a PDN connection in LTE or a Primary PDP context in GSM/UMTS. The <cid> for this context is provided to the TE. The format of the parameter <cid> is found in command +CGDCONT.

NOTE 3:
Occurrence of this event replaces usage of the event +CGEV: ME DEACT <PDP_type>, <PDP_addr>, [<cid>].
+CGEV: NW DEACT <p_cid>, <cid>, <event_type>

The network has deactivated a context. The <cid> for this context is provided to the TE in addition to the associated primary <p_cid>. The format of the parameters <p_cid> and <cid> are found in command +CGDSCONT. The format of the parameter <event_type> is defined above.
NOTE 4:
Occurrence of this event replaces usage of the event +CGEV: NW DEACT <PDP_type>, <PDP_addr>, [<cid>].
+CGEV: ME DEACT <p_cid>, <cid>, <event_type>

The network has responded to an ME initiated context deactivation request. The associated <cid> is provided to the TE in addition to the associated primary <p_cid>. The format of the parameters <p_cid> and <cid> are found in command +CGDSCONT. The format of the parameter <event_type> is defined above.
NOTE 5:
Occurrence of this event replaces usage of the event +CGEV: ME DEACT <PDP_type>, <PDP_addr>, [<cid>].
For PDP context modification, the following unsolicited result codes and the corresponding events are defined:
+CGEV: NW MODIFY <cid>, <change_reason>, <event_type>

The network has modifieda context. The associated <cid> is provided to the TE in addition to the <change_reason> and <event_type>. The format of the parameter <cid> is found in command +CGDCONT or +CGDSCONT. The format of the parameters <change_reason> and <event_type> are defined above.
<change_reason>: integer type; indicates what kind of change occurred. 

1
TFT only changed

2
Qos only changed

3
Both TFT and QoS changed

+CGEV: ME MODIFY <cid>, <change_reason>, <event_type>

The mobile termination has modified a context. The associated <cid> is provided to the TE in addition to the <change_reason> and <event_type>. The format of the parameter <cid> is found in command +CGDCONT or +CGDSCONT. The format of the parameters <change_reason> and <event_type> are defined above.
For other PDP context handling, the following unsolicited result codes and the corresponding events are defined:
+CGEV: REJECT <PDP_type>, <PDP_addr>


A network request for context activation occurred when the MT was unable to report it to the TE with a +CRING unsolicited result code and was automatically rejected. The format of the parameters <PDP_type> and <PDP_addr> are found in command +CGDCONT.

NOTE 6:
This event is not applicable for EPS.

+CGEV: NW REACT <PDP_type>, <PDP_addr>, [<cid>]


The network has requested a context reactivation. The <cid> that was used to reactivate the context is provided if known to the MT. The format of the parameters <PDP_type>, <PDP_addr> and <cid> are found in command +CGDCONT.

NOTE 7:
This event is not applicable for EPS.

Implementation
Optional.

10.1.20
GPRS network registration status +CGREG

Table 128: +CGREG parameter command syntax

	Command
	Possible response(s)

	+CGREG=[<n>]
	+CME ERROR: <err>

	+CGREG?
	+CGREG: <n>,<stat>[,[<lac>],[<ci>],[<AcT>],[<rac>][,<cause_type>,<reject_cause>]]

	+CGREG=?
	+CGREG: (list of supported <n>s)


Description
The set command controls the presentation of an unsolicited result code +CGREG: <stat> when <n>=1 and there is a change in the MT's GPRS network registration status in GERAN/UTRAN, or unsolicited result code +CGREG: <stat>[,[<lac>],[<ci>],[<AcT>],[<rac>]] when <n>=2 and there is a change of the network cell in GERAN/UTRAN. The parameters <AcT>, <lac>, <rac> and <ci> are sent only if available. The value <n>=3 further extends the unsolicited result code with [,<cause_type>,<reject_cause>], when available, when the value of <stat> changes. Refer subclause 9.2 for possible <err> values.
NOTE 1.
If the GPRS MT also supports circuit mode services in GERAN/UTRAN and/or EPS services in E-UTRAN, the +CREG command and +CREG: result codes and/or the +CEREG command and +CEREG: result codes apply to the registration status and location information for those services.

The read command returns the status of result code presentation and an integer <stat> which shows whether the network has currently indicated the registration of the MT. Location information elements <lac>, <ci>, <AcT> and <rac>, if available, are returned only when <n>=2 and MT is registered in the network. The parameters [,<cause_type>,<reject_cause>], if available, are returned when <n>=3.
Test command returns values supported as a compound value.

Defined values
<n>: integer type
0
disable network registration unsolicited result code

1
enable network registration unsolicited result code +CGREG: <stat>
2
enable network registration and location information unsolicited result code +CGREG: <stat>[,<[lac>,]<[ci>],[<AcT>],[<rac>]]
3
enable network registration, location information and GMM cause value information unsolicited result code +CGREG: <stat>[,[<lac>],[<ci>],[<AcT>],[<rac>][,<cause_type>,<reject_cause>]]
<stat>: integer type; indicates the GPRS registration status

0
not registered, MT is not currently searching an operator to register to

1
registered, home network

2
not registered, but MT is currently trying to attach or searching an operator to register to

3
registration denied

4
unknown (e.g. out of GERAN/UTRAN coverage)
5
registered, roaming
6
registered for "SMS only", home network (not applicable)

7
registered for "SMS only", roaming (not applicable)
8
attached for emergency bearer services only (see NOTE 2) (applicable only when <AcT> indicates 2,4,5,6)
9
registered for "CSFB not preferred", home network (not applicable)

10
registered for "CSFB not preferred", roaming (not applicable)
NOTE 2:
3GPP TS 24.008 [8] and 3GPP TS 24.301 [83] specify the condition when the MS is considered as attached for emergency bearer services.
<lac>: string type; two byte location area code in hexadecimal format (e.g. "00C3" equals 195 in decimal)

<ci>: string type; four byte GERAN/UTRAN cell ID in hexadecimal format

<AcT>: integer type; indicates the access technology of the serving cell
0
GSM

1
GSM Compact

2
UTRAN

3
GSM w/EGPRS (see NOTE 3)

4
UTRAN w/HSDPA (see NOTE 4)

5
UTRAN w/HSUPA (see NOTE 4)

6
UTRAN w/HSDPA and HSUPA (see NOTE 4)
7
E-UTRAN (not applicable)
NOTE 3:
3GPP TS 44.060 [71] specifies the System Information messages which give the information about whether the serving cell supports EGPRS.

NOTE 4:
3GPP TS 25.331 [74] specifies the System Information blocks which give the information about whether the serving cell supports HSDPA or HSUPA.

<rac>: string type; one byte routing area code in hexadecimal format
<cause_type>: integer type; indicates the type of <reject_cause>.

0
Indicates that <reject_cause> contains a GMM cause value, see 3GPP TS 24.008 [8] Annex G.

1
Indicates that <reject_cause> contains a manufacturer-specific cause.
<reject_cause>: integer type; contains the cause of the failed registration. The value is of type as defined by <cause_type>.
Implementation
Optional.

10.1.21
Select service for MO SMS messages +CGSMS

Table 129: +CGSMS parameter command syntax

	Command
	Possible Response(s)

	+CGSMS=[<service>]
	


	+CGSMS?
	+CGSMS: <service>

	+CGSMS=?
	+CGSMS: (list of currently available <service>s)


Description
The set command is used to specify the service or service preference that the MT will use to send MO SMS messages.

The read command returns the currently selected service or service preference.

The test command is used for requesting information on the currently available services and service preferences.
Defined Values

<service>: integer type; indicates the service or service preference to be used
0
Packet Domain
1
circuit switched
2
Packet Domain preferred (use circuit switched if GPRS not available)
3
circuit switched preferred (use Packet Domain if circuit switched not available)


Implementation
Optional.
10.1.22
EPS network registration status +CEREG

Table 10.1.22-1: +CEREG parameter command syntax

	Command
	Possible response(s)

	+CEREG=[<n>]
	+CME ERROR: <err>

	+CEREG?
	+CEREG: <n>,<stat>[,[<tac>],[<ci>],[<AcT>[,<cause_type>,<reject_cause>]]]

	+CEREG=?
	+CEREG: (list of supported <n>s)


Description
The set command controls the presentation of an unsolicited result code +CEREG: <stat> when <n>=1 and there is a change in the MT's EPS network registration status in E-UTRAN, or unsolicited result code +CEREG: <stat>[,[<tac>],[<ci>],[<AcT>]] when <n>=2 and there is a change of the network cell in E-UTRAN. The parameters <AcT>, <tac> and <ci> are sent only if available.The value <n>=3 further extends the unsolicited result code with [,<cause_type>,<reject_cause>], when available, when the value of <stat> changes. Refer subclause 9.2 for possible <err> values.
NOTE 1:
If the EPS MT in GERAN/UTRAN/E-UTRAN also supports circuit mode services and/or GPRS services, the +CREG command and +CREG: result codes and/or the +CGREG command and +CGREG: result codes apply to the registration status and location information for those services.

The read command returns the status of result code presentation and an integer <stat> which shows whether the network has currently indicated the registration of the MT. Location information elements <tac>, <ci> and <AcT>, if available, are returned only when <n>=2 and MT is registered in the network. The parameters [,<cause_type>,<reject_cause>], if available, are returned when <n>=3.
Test command returns values supported as a compound value.

Defined values
<n>: integer type
0
disable network registration unsolicited result code

1
enable network registration unsolicited result code +CEREG: <stat>
2
enable network registration and location information unsolicited result code +CEREG: <stat>[,[<tac>],[<ci>],[<AcT>]]
3
enable network registration, location information and EMM cause value information unsolicited result code +CEREG: <stat>[,[<tac>],[<ci>],[<AcT>][,<cause_type>,<reject_cause>]]
<stat>: integer  type; indicates the EPS registration status

0
not registered, MT is not currently searching an operator to register to

1
registered, home network

2
not registered, but MT is currently trying to attach or searching an operator to register to

3
registration denied

4
unknown (e.g. out of E-UTRAN coverage)
5
registered, roaming
6
registered for "SMS only", home network (not applicable)

7
registered for "SMS only", roaming (not applicable)
8
attached for emergency bearer services only (See NOTE 2)
9
registered for "CSFB not preferred", home network (not applicable)

10
registered for "CSFB not preferred", roaming (not applicable)

NOTE 2:
3GPP TS 24.008 [8] and 3GPP TS 24.301 [83] specify the condition when the MS is considered as attached for emergency bearer services.
<tac>: string type; two byte tracking area code in hexadecimal format (e.g. "00C3" equals 195 in decimal)

<ci>: string type; four byte E-UTRAN cell ID in hexadecimal format
<AcT>: integer type; indicates the access technology of the serving cell
0
GSM (not applicable)
1
GSM Compact (not applicable)
2
UTRAN (not applicable)
3
GSM w/EGPRS (see NOTE 3) (not applicable)
4
UTRAN w/HSDPA (see NOTE 4) (not applicable)
5
UTRAN w/HSUPA (see NOTE 4) (not applicable)
6
UTRAN w/HSDPA and HSUPA (see NOTE 4) (not applicable)
7
E-UTRAN
NOTE 3:
3GPP TS 44.060 [71] specifies the System Information messages which give the information about whether the serving cell supports EGPRS.

NOTE 4:
3GPP TS 25.331 [74] specifies the System Information blocks which give the information about whether the serving cell supports HSDPA or HSUPA.
<cause_type>: integer type; indicates the type of <reject_cause>.

0
Indicates that <reject_cause> contains an EMM cause value, see 3GPP TS 24.301 [83] Annex A.

1
Indicates that <reject_cause> contains a manufacturer-specific cause.
<reject_cause>: integer type; contains the cause of the failed registration. The value is of type as defined by <cause_type>.
Implementation
Optional.
10.1.23
PDP context read dynamic parameters +CGCONTRDP

Table 10.1.23-1: +CGCONTRDP action command syntax

	Command
	Possible response(s)

	+CGCONTRDP[=<cid>]
	[+CGCONTRDP: <cid>,<bearer_id>,<apn>[,<source_addr and subnet_mask>[,<gw_addr>[,<DNS_prim_addr>[,<DNS_sec_addr>[,<P-CSCF_prim_addr>[,<P-CSCF_sec_addr>[,<IM_CN_Signalling_Flag>[,<LIPA_indication>]]]]]]]]]
[<CR><LF>+CGCONTRDP: <cid>,<bearer_id>,<apn>[,<source_addr and subnet_mask> [,<gw_addr>[,<DNS_prim_addr>[,<DNS_sec_addr>[,<P-CSCF_prim_addr>[,<P-CSCF_sec_addr>[,<IM_CN_Signalling_Flag>[,<LIPA_indication>]]]]]]]]

[...]]

	+CGCONTRDP=?
	+CGCONTRDP: (list of <cid>s associated with active contexts)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGCONTRDP=[<cid>]


Description

The execution command returns the relevant information <bearer_id>, <apn>, <source_addr and subnet_mask>, <gw_addr>, <DNS_prim_addr>, <DNS_sec_addr>, <P-CSCF_prim_addr>, <P-CSCF_sec_addr>, <IM_CN_Signalling_Flag> and <LIPA_indication> for an active non secondary PDP context with the context identifier <cid>.
If the MT has dual stack capabilities, two lines of information are returned per <cid>. First one line with the IPv4 parameters followed by one line with the IPv6 parameters.

If the parameter <cid> is omitted, the relevant information for all active non secondary PDP contexts is returned.

The test command returns a list of <cid>s associated with active non secondary contexts.
Defined values

<cid>: integer type; specifies a particular non secondary PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands (see the +CGDCONT and +CGDSCONT commands).

<bearer_id>: integer type; identifies the bearer, i.e. the EPS bearer in EPS and the NSAPI in UMTS/GPRS. 
<apn>: string type; a logical name that was used to select the GGSN or the external packet data network.

<source_addr and subnet_mask>: string type; shows the IP address and subnet mask of the MT. The string is given as dot-separated numeric (0-255) parameters on the form:


"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16" for IPv6.


When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<gw_addr>: string type; shows the Gateway Address of the MT. The string is given as dot-separated numeric (0-255) parameters. 

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<DNS_prim_addr>: string type; shows the IP address of the primary DNS server. 

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<DNS_sec_addr>: string type; shows the IP address of the secondary DNS server.


When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<P_CSCF_prim_addr>: string type; shows the IP address of the primary P-CSCF server.


When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<P_CSCF_sec_addr>: string type; shows the IP address of the secondary P-CSCF server. 

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGCONTRDP.
<IM_CN_Signalling_Flag>: integer type; shows whether the PDP context is for IM CN subsystem-related signalling only or not.
0
PDP context is not for IM CN subsystem-related signalling only
1
PDP context is for IM CN subsystem-related signalling only
<LIPA_indication>: integer type; indicates that the PDP context provides connectivity using a LIPA PDN connection. This parameter cannot be set by the TE.

0
indication not received that the PDP context provides connectivity using a LIPA PDN connection
1
indication received that the PDP context provides connectivity using a LIPA PDN connection
Implementation
Optional.
10.1.24
Secondary PDP context read dynamic parameters +CGSCONTRDP

Table 10.1.24-1: +CGSCONTRDP action command syntax

	Command
	Possible response(s)

	+CGSCONTRDP[=<cid>]
	[+CGSCONTRDP: <cid>,<p_cid>,<bearer_id>[,<IM_CN_Signalling_Flag>]]
[<CR><LF>+CGSCONTRDP: <cid>,<p_cid>,<bearer_id>[,<IM_CN_Signalling_Flag>]
[...]]

	+CGSCONTRDP=?
	+CGSCONTRDP: (list of <cid>s associated with active contexts)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGSCONTRDP=[<cid>]


Description
The execution command returns <p_cid>, <bearer_id> and <IM_CN_Signalling_Flag> for an active secondary PDP context with the context identifier <cid>.
If the parameter <cid> is omitted, the <cid>, <p_cid>, <bearer_id> and <IM_CN_Signalling_Flag> are returned for all active secondary PDP contexts.

In EPS, the Traffic Flow parameters are returned.

NOTE:
Parameters for UE initiated and network initiated PDP contexts are returned.
The test command returns a list of <cid>s associated with active secondary PDP contexts.
Defined values
<cid>: integer type; specifies a particular active secondary PDP context or Traffic Flows definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands (see the +CGDCONT and +CGDSCONT commands).

<p_cid>: integer type; specifies a particular PDP context definition or default EPS context Identifier which has been specified by use of the +CGDCONT command. The parameter is local to the TE-MT interface (see the +CGDSCONT command).
<bearer_id>: integer type; identifies the bearer, EPS Bearer in EPS and NSAPI in UMTS/GPRS.
<IM_CN_Signalling_Flag>: integer type; shows whether the PDP context is for IM CN subsystem-related signalling only or not.
0
PDP context is not for IM CN subsystem-related signalling only
1
PDP context is for IM CN subsystem-related signalling only
Implementation
Optional.
10.1.25
Traffic flow template read dynamic parameters +CGTFTRDP

Table 10.1.25-1: +CGTFTRDP action command syntax

	Command
	Possible Response(s)

	+CGTFTRDP[=<cid>]
	[+CGTFTRDP: <cid>,<packet filter identifier>,<evaluation precedence index>,<source address and subnet mask>,<protocol number (ipv4) / next header (ipv6)>,<destination port range>,<source port range>,<ipsec security parameter index (spi)>,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>,<flow label (ipv6)>,<direction>,<NW packet filter Identifier>]

[<CR><LF>+CGTFTRDP: <cid>,<packet filter identifier>,<evaluation precedence index>,<source address and subnet mask>,<protocol number (ipv4) / next header (ipv6)>,<destination port range>, <source port range>,<ipsec security parameter index (spi)>,<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>,<flow label (ipv6)>,<direction>,<NW packet filter Identifier>
[...]]

	+CGTFTRDP=?
	+CGTFTRDP: (list of <cid>s associated with active contexts)

	NOTE:
The syntax of the AT Set Command is corrected to be according to ITU‑T Recommendation V.250 [14]. Older versions of the specification specify incorrect syntax +CGTFTRDP=[<cid>]


Description
The execution command returns the relevant information about Traffic Flow Template  for an active secondary or non secondary PDP context specified by <cid> together with the additional network assigned values when established by the network. If the parameter <cid> is omitted, the Traffic Flow Templates for all active secondary and non secondary PDP contexts are returned.

Parameters of both network and MT/TA initiated PDP contexts will be returned.

The test command returns a list of <cid>s associated with active secondary and non secondary contexts.
Defined values
<cid>: integer type; Specifies a particular secondary or non secondary PDP context definition or Traffic Flows definition (see +CGDCONT and +CGDSCONT commands).
For the following parameters, see also 3GPP TS 23.060 [47]

<packet filter identifier>: integer type. The value range is from 1 to 16.
<evaluation precedence index>: integer type. The value range is from 0 to 255.
<source address and subnet mask>: string type. The string is given as dot-separated numeric (0-255) parameters on the form:
"a1.a2.a3.a4.m1.m2.m3.m4" for IPv4 or 
"a1.a2.a3.a4.a5.a6.a7.a8.a9.a10.a11.a12.a13.a14.a15.a16.m1.m2.m3.m4.m5.m6.m7.m8.m9.m10.m11.m12.m13.m14.m15.m16" for IPv6.

When +CGPIAF is supported, its settings can influence the format of this parameter returned with the execute form of +CGTFTRDP.
<protocol number (ipv4) / next header (ipv6)>: integer type. The value range is from 0 to 255.

<destination port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<source port range>: string type. The string is given as dot-separated numeric (0-65535) parameters on the form "f.t".

<ipsec security parameter index (spi)>: numeric value in hexadecimal format. The value range is from 00000000 to FFFFFFFF.

<type of service (tos) (ipv4) and mask / traffic class (ipv6) and mask>: 
string type. The string is given as dot-separated numeric (0-255) parameters on the form "t.m".

<flow label (ipv6)>: numeric value in hexadecimal format. The value range is from 00000 to FFFFF. Valid for IPv6 only.

<direction> integer type. Specifies the transmission direction in which the Packet Filter shall be applied.

0
Pre Release 7 TFT Filter (see 3GPP TS 24.008 [8], table 10.5.162)

1
Uplink
2
Downlink

3
Bidirectional (Used for Uplink and Downlink)

<NW packet filter Identifier> integer type. The value range is from 1 to 16. In EPS the value is assigned by the network when established

NOTE:
Some of the above listed attributes can coexist in a Packet Filter while others mutually exclude each other. The possible combinations are shown in 3GPP TS 23.060 [47].

Implementation
Optional.

***   Next Change   ***

10.1.28
UE modes of operation for EPS +CEMODE
Table 10.1.28-1: +CEMODE parameter command syntax

	Command
	Possible Response(s)

	+CEMODE=[<mode>]
	+CME ERROR: <err>


	+CEMODE?
	+CEMODE: <mode>

	+CEMODE=?
	+CEMODE: (list of supported <mode>s)


Description
The set command is used to set the MT to operate according to the specified mode of operation for EPS, see 3GPP TS 24.301 [83]. If the requested mode of operation is not supported, an ERROR or +CME ERROR response is returned. Extended error responses are enabled by the +CMEE command. Refer subclause 9.2 for possible <err> values.
The read command returns the mode of operation set by the TE, independent of the current serving cell capability and independent of the current serving cell Access Technology.
The test command is used for requesting information on the supported MT mode of operation.

Defined Values

<mode>: integer type; indicates the mode of operation
0
PS mode 2 of operation
1
CS/PS mode 1 of operation
2
CS/PS mode 2 of operation

3
PS mode 1 of operation
NOTE:
the definition for UE modes of operation can be found in 3GPP TS 24.301 [83]

Implementation
Optional.

10.1.29
Delete non-active PDP contexts +CGDEL

Table 10.1.29-1: +CGDEL action command syntax

	Command
	Possible Response(s)

	+CGDEL[=<cid>]
	[+CGDEL: <cid>[,<cid>[,...]]]
+CME ERROR: <err>

	+CGDEL=?
	


Description
The execution command +CGDEL=<cid> removes the indicated PDP context and removes all associated data related to the indicated PDP contexts that are not activated. The AT command will not delete or remove information for activated PDP contexts. The removed PDP context is listed by the +CGDEL: <cid> intermediate result code. If the initial PDP context is supported (see subclause 10.1.0), +CGDEL=0 will return ERROR and the context will not be removed.

If <cid> points to a primary PDP context, the PDP context will be deleted together with all linked secondary PDP contexts if none of the PDP contexts are activated.

If <cid> points to a secondary PDP context, the PDP context will be deleted if it is not activated.
A special form of the command can be given as +CGDEL (with the =<cid> omitted). In this form, all primary PDP contexts that are not activated or have any activated secondary PDP contexts will be removed and all secondary PDP contexts that are not activated will be removed. The associated data of all the deleted PDP contexts will be removed, and the removed PDP context are listed by the +CGDEL: <cid>[,<cid>[,...]] intermediate result code. Activated PDP contexts will not cause this form of the command to return ERROR or +CME ERROR. Refer subclause 9.2 for possible <err> values.
If the initial PDP context is supported (see subclause 10.1.0), +CGDEL (with the =<cid> omitted) will not cause the initial PDP context to be removed or cause +CGDEL to return ERROR.
NOTE:
+CGDEL will remove associated PDP context data that can be set by the AT commands +CGDCONT, +CGDSCONT, +CGTFT, +CGEQREQ, +CGEQMIN and +CGEQOS.
For an attempt to delete PDP context(s) which would violate these rules, a +CME ERROR response is returned. Refer subclause 9.2 for possible <err> values.
Defined values
<cid>: integer type; specifies a particular PDP context definition (see the +CGDCONT and +CGDSCONT commands).

Implementation
Optional.
10.1.30
Signalling connection status +CSCON
Table 10.1.30-1: +CSCON parameter command syntax

	Command
	Possible response(s)

	+CSCON=[<n>]
	+CME ERROR: <err>

	+CSCON?
	+CSCON: <n>,<mode>[,<state>]

+CME ERROR: <err>

	+CSCON=?
	+CSCON: (list of supported <n>s)




Description
The set command controls the presentation of an unsolicited result code +CSCON. If <n>=1, +CSCON: <mode> is sent from the MT when the connection mode of the MT is changed. If <n>=2 and there is a state within the current mode, +CSCON: <mode>[,<state>] is sent from the MT. If setting fails, an MT error, +CME ERROR: <err> is returned. Refer subclause 9.2 for possible <err> values.

When the MT is in UTRAN or E-UTRAN, the mode of the MT refers to idle when no PS signalling connection and to connected mode when a PS signalling connection between UE and network is setup. When the UE is in GERAN, the mode refers to idle when the MT is in either the IDLE state or the STANDBY state and to connected mode when the MT is in READY state.

The <state> value indicates the state of the MT when the MT is in UTRAN connected mode.

The read command returns the status of result code presentation and an integer <mode> which shows whether the MT is currently in idle mode or connected mode. State information <state> is returned only when <n>=2.
Test command returns supported values as compound value.
Defined values
<n>: integer type
0
disable unsolicited result code
1
enable unsolicited result code +CSCON: <mode>
2
enable unsolicited result code +CSCON: <mode>[,<state>]
<mode>: integer type; indicates the signalling connection status

0
idle

1
connected 
<state>: integer type; indicates the RRC state information if the MT is in connected Mode while in UTRAN.
0
UTRAN URA_PCH state

1
UTRAN Cell_PCH state

2
UTRAN Cell_FACH state

3
UTRAN Cell_DCH state
Implementation

Optional.
***   Next change   ***

10.1.32
Initial PDP context activation +CIPCA
Table 10.1.32-1: +CIPCA parameter command syntax

	Command
	Possible response(s)

	+CIPCA=[<n>]
	

	+CIPCA?
	+CIPCA: <n>

	+CIPCA=?
	+CIPCA: (list of supported <n>s)


Description
The set command controls whether an initial PDP context (see subclause 10.1.0) shall be established automatically following an attach procedure when the UE is attached to GERAN or UTRAN RATs. For <n>≠0, deactivating the last (active) PDP context can lead to a (re)establishment of the initial PDP context. Changing setting of <n> from 0 to 1 will cause an immediate attempt to (re)establish the initial PDP context if no PDP context is active. Changing <n> from 0 to 2 will if not roaming cause an immediate attempt to (re)establish the initial PDP context if no other PDP context is active. Changing <n> will never cause a PDP context deactivation.
NOTE 1:
This command does not affect connectivity behavior in E-UTRAN, which mandates the UE to establish a PDP context upon attach.

NOTE 2:
For this command, the term roaming corresponds to being registered to a VPLMN which is not equivalent to HPLMN or EHPLMN.
The read command returns the current setting of the command.

The test command returns values supported as a compound value.

Defined values
<n>: integer type. Activation of PDP context upon attach.
0
Do not activate
1
Always activate
2
Activate when not roaming
Implementation

Optional.
***   Next change   ***

10.1.34
UE's usage setting for EPS +CEUS
Table 10.1.34-1: +CEUS parameter command syntax

	Command
	Possible Response(s)

	+CEUS=[<setting>]
	

	+CEUS?
	+CEUS: <setting>

	+CEUS=?
	+CEUS: (list of supported <setting>s)


Description
The set command is used to set the MT to operate according to the specified UE's usage setting for EPS, see 3GPP TS 24.301 [83].

The read command returns the usage setting set by the TE.
The test command is used for requesting information on the supported MT setting(s).

Defined Values

<setting>: integer type; indicates the usage setting of the UE. The default value is manufacturer specific.
0
voice centric
1
data centric
NOTE:
The definition for usage settings of the UE can be found in 3GPP TS 24.301 [83].

Implementation
Optional.
***   Next change   ***

10.1.37
UE's Mobility Management IMS Voice Termination +CMMIVT
Table 10.1.QT3-1: +CMMIVT parameter command syntax

	Command
	Possible Response(s)

	+CMMIVT=[<setting>]
	

	+CMMIVT?
	+CMMIVT: <setting>

	+CMMIVT=?
	+CMMIVT: (list of supported <setting>s)


Description
The set command is used to set the MT to perfom additional procedures as specified in 3GPP TS 24.008 [8] and 3GPP TS 24.301 [83] to support terminating access domain selection by the network.

The read command returns the setting, independent of the current serving cell capability and independent of the current serving cell's access technology.
Test command returns supported values.
Defined Values

<setting>: integer type; indicates the mobility management IMS voice termination preference of the UE. The default value is manufacturer specific.
1
Mobility Management for IMS Voice Termination disabled
2
Mobility Management for IMS Voice Termination enabled
NOTE:
The definition of the UE's mobility management IMS voice termination values can be found in 3GPP TS 24.167 [102], subclause 5.31.
Implementation
Optional.
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