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Background

In release 10, SA2 attempted to simplify the M2M network overload control work by restricting devices to a “single priority level for all applications”. The priority level could be either ‘low priority’ or ‘normal priority’. 

In reality, this did not quite achieve the simplification that was anticipated as CT 1 (rightly) realised that the interactions with ‘emergency calls’ and ‘special access classes 11-15’ had to be worked through. These interactions are now specified in release 10.
At the time of the release 10 decision in SA2, the intention was to remove this “single priority level for all applications” in release 11. However no work has yet been done to remove this restriction: conversely, it is not very clear that significant work is needed to remove it.
Market Situation
A significant quantity of Machine Type Communication can be categorised as ‘low priority’ and hence the devices/subscriptions should be encouraged to use that setting. However, most devices that could normally use ‘low priority’ can also have infrequent, rare occasions when they need to use the ‘normal’ priority setting. Some examples:

a) Electricity meters sending a daily report (of the per hour usage) can send this as ‘low priority’, but, may want to send an alarm with ‘normal priority’ if the meter is being tampered with or is being vandalised.

b) A road temperature sensor could send daily “I’m still working” reports using ‘low priority’, but, when the temperature falls to sub-zero immediately send a warning to the control centre with ‘normal priority’.
c) Etc.
If the device can only use either ‘low priority’ or ‘normal priority’, this need for a truly low priority device to support rare ‘normal priority’ events might dissuade many MTC customers from using the ‘low priority’ setting and configure it instead for ‘normal priority’ at all times. This would have the undesirable consequence of endangering the utility of the network overload protection features added in Release 10.

Hence it is important that the ability for an application to override the default ‘low priority’ setting on rare occasions for ‘normal priority’ traffic is supported in release 11.
Specification impact of adding an override to the default low priority setting
Release 10 supports the ability for Emergency Calls to override the default low priority setting. Very similar mechanisms can be used to permit a ‘normal priority’ application to request the UE’s Non-Access Stratum to override a default ‘low priority’ setting. The existing documentation in TS 24.301/TS 24.008 shows that the resolution of the different priority levels is a UE-internal matter, and, one that does not involve the AS layer.
Changes to TS 24.008/24.301 would be needed to extend the descriptions of handling “emergency/special access class/low priority” to “emergency/special access class/normal priority/low priority”.

The current stage 1 specifications do not deal with low priority, nor do they seem to have been adapted to align with the ‘simplification’ introduced by SA2 in release 10. Hence changes to the stage 1 specifications do not seem necessary.

TS 23.060 and TS 23.401 would need an update to their “UE configured for low access priority” terminology.
Some discussion would be needed to decide whether a ‘normal priority’ application could be used to establish an RRC connection (with normal priority) and then send data on a ‘low priority’ PDP context, or, whether that context should be modified to ‘normal priority’.

Proposal

It is proposed that CT discuss whether it is feasible to request CT 1 to take the lead in specifying, in release 11, the per-RRC connection ‘normal priority’ override of a device’s “configured for low access priority” setting.

