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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [7] and the following apply:

IM CN subsystem: (IP Multimedia CN subsystem) comprises of all CN elements for the provision of IP multimedia applications over IP multimedia sessions
IP multimedia session: set of multimedia senders and receivers and the data streams flowing from senders to receivers
IP multimedia sessions are supported by the IP multimedia CN Subsystem and are enabled by IP connectivity bearers (e.g. GPRS as a bearer). A user may invoke concurrent IP multimedia sessions.

MSC Server enhanced for ICS: An MSC Server that supports the network based ICS functionality.
MSC Server enhanced for SRVCC: An MSC Server that supports the network based SRVCC functionality.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Mm
Reference Point between a CSCF/BGCF/IMS-ALG and an IP multimedia network. 

Mx
Reference Point between a CSCF/BGCF/MSC Server enhanced for ICS/MSC Server enhanced for SRVCC and IBCF. 
Mb 
Reference Point defined in 3GPP TS 23.002 [5] and is IP based.
Ix 
Reference Point between IBCF and TrGW or CS-IBCF and CS-TrGW.
-----------------------------------------  2nd change -----------------------------------------------
4.1
General interworking overview

The IM CN Subsystem interworks with SIP (IETF RFC 3261 [2] ) based IP Multimedia networks. These IP Multimedia networks include:

-
SIP User Agents (SIP UAs); and

-
SIP Servers.

As such, the IM CN Subsystem has to be able to interwork to all of these above functional entities in the IP multimedia network, as there is a possibility that they all may be involved in an IM session. The general interworking model is shown in figure 1. The SIP based Multimedia networks may use IP version 4 (IETF RFC 791 [9] ) or IP version 6 (IETF RFC 2460 [10] ).
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Figure 1: Interworking Model for IM CN Subsystem to IP Multimedia Network

The UE uses the CSCF in order to communicate with the external IP multimedia network entities.

If no IP version interworking or no NAT/NAPT between different realms is required, the CSCF can communicate with SIP UAs in an external IP multimedia network directly.

If no IP version interworking or no NAT/NAPT between different realms is required, the CSCF can also communicate with SIP proxies in an external IP multimedia network directly, which in turn can then communicate with SIP UAs.

To provide the IP version interworking or NAT/NAPT between different realms the functions of an IMS-ALG and a TrGW may be inserted between the CSCF and external IP Multimedia Network by configuration. The IMS-ALG and the TrGW may be implemented as a part of other physical entities in the IMS.

NOTE:
Other methods to provide IP version interworking are outside the scope of this release.

4.2
Interworking scenarios

3GPP specifications design the IM CN subsystem elements and interfaces to exclusively support IPv6. 3GPP TS 23.221 [3] details the interoperability scenarios that an UE may experience when interworking with an external PDN. All of these IP transport layer interworking scenarios can apply to the application layer interworking scenarios detailed in subclause 4.2.1.

-----------------------------------------  2nd change -----------------------------------------------
6.0 Reference Model

Figure 2 details the reference architecture required to support interworking between the IM CN subsystem and IP networks for IM services. Figure 3 details the reference architecture required to support interworking between the IMS and IP SIP networks supporting IP version 4.
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Figure 2: IM CN Subsystem to IP network interworking reference Architecture without IP version interworking
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Figure 3: Border Control Functions

Mm reference point: The call control protocol applied to the Mm interface between CSCF and external IP networks is SIP, IETF RFC 3261 [2], as detailed in 3GPP TS 24.229 [1]. SIP extension packages mandated by 3GPP are possibly not supported.

Mb reference point: This interface is defined in 3GPP TS 23.002 [5] and is IP based. Further information is provided in 3GPP TS 29.061 [4] and 3GPP TS 26.235 [6].

Mx reference point: The protocol applied at the Mx reference point is specified in 3GPP TS 24.229 [1].

Ix reference point: The protocol applied at the Ix reference point is specified in 3GPP TS 29.238 [25].

-----------------------------------------  2nd change -----------------------------------------------
6.1.4
Acces Transfer Control Function

The ATCF may reside within the IBCF to support "SRVCC enhanced with ATCF" procedures as described in 3GPP TS 23.237 [41] and 3GPP TS 24.237 [42] . In this case, the Ix reference point is used for IMS sessions that the ATCF decides to anchor at the ATGW to provide the following functions:

· reservation and configuration of ATGW resources for media anchoring during PS session origination or termination; 

· reconfiguration of ATGW resources during access transfer to the CS domain; 

· release of ATGW resources upon completion of the access transfer or release of the session; 

· media transcoding if the media that was used prior to the access transfer is not supported by the MSC server; 

· IP version interworking if different IP versions are used between the access and the remote legs; and

· indication of IP realm during allocation of transport addresses/resources (the PS and CS accesses may be reachable via different IP realms).

6.1.5
Acces Transfer GateWay 

The ATGW may reside within the TrGW to support "SRVCC enhanced with ATCF" procedures as described in 3GPP TS 23.237 [41] and 3GPP TS 24.237 [42]. If the IBCF supports the ATCF functionality (see subclause 6.1.4), the IBCF shall select a TRGW which supports the ATGW functionality. 
-----------------------------------------  3rd change -----------------------------------------------
9.1.1.0
General

The procedure described in clause 9.1.1 applies both for an SDP offer received from the external network and received from the IMS.

If different IP versions are used in the external network and the IMS, the TrGW shall provide IP version interworking of the user plane. Otherwise, the TrGW provides NAPT functionality.

9.1.1.1
Receipt of the first SDP offer

At the receipt of the first SDP offer from an offering network A the IMS-ALG shall:

-
Request the TrGW to allocate a termination towards an answering network B and provide IP address(es) and port number(s) from its pool for this termination.

When the IMS-ALG has received the requested information from the TrGW, the IMS-ALG shall include the address(es) and port number(s) in a new offer, and sent this offer toward the network B. The IMS-ALG shall create a SIP message in accordance with the rules for the IMS-ALG described in subclause 9.1.4 with the following clarification:

-
The IP address(es) and port number(s) received from the TrGW for the termination towards network B shall replace the IP address(es) and port number(s) in the SDP.

-----------------------------------------  4th change -----------------------------------------------
9.1.3
Change of connection information

After the dialog is established it is possible for both ends of the session to change the connection data for the session. When the IMS-ALG/TrGW receives a SDP offer/answer where port number(s) or IP address(es) is included., there are four different possibilities:

1) IP address(es) or/and port number(s) have been added. In this case additional binding(s) shall be provided by the IMS-ALG/TrGW as detailed for the first SDP offer in the subclauses above;

2) IP address(es) or/and port number(s) have been deleted. In this case binding(s) shall be made free by the IMS-ALG/TrGW;

3) IP address(es) and port number(s) have been reassigned of the users. In this case the binding(s) shall reflect the reassignment; and

4) No change has been made to the IP address(es) and port number(s). In this case no change shall be made to the existing binding(s).
9.1.4
Interworking of SIP messages

The IMS-ALG behaves as a SIP B2BUA when interworking SIP messages. The IMS-ALG shall forward all SIP messages transparently with respect to all methods, result codes, headers and attachments except as follows:

-
The IMS-ALG modifies SDP according to subclauses 9.1.1, 9.1.2 and 9.1.3;

-
When forwarding an incoming SIP request, the IMS-ALG should perform UAC procedures towards the intended target according to IETF RFC 3261 [2], by modifying those headers necessary to ensure that all transactions within the dialog pass through the IMS-ALG;

-
When forwarding an incoming SIP response, the IMS-ALG should perform UAS procedures towards the originator of the corresponding request according to IETF RFC 3261 [2], by modifying those headers necessary to ensure that all transactions within the dialog pass through the IMS-ALG;
-
The IMS-ALG may perform any appropriate error recovery procedures in the event that an incoming message contains errors inconsistent with the forwarding procedures above; and 
-
The IBCF can perform screening of SIP request and SIP responses based on local policy as described in subclause 5.10.6 of 3GPP TS 24.229 [1].

At the receipt of a SIP BYE request, SIP CANCEL request or non-200 SIP final response, the IMS-ALG shall release the session and request the TrGW to release the bindings established for the session.

-----------------------------------------  5th change -----------------------------------------------
9.2.1
Payload transport

The TrGW shall use the established bindings described in subclause 9.1 to transport the messages between the network A and the network B in the following way.

At the receipt of a payload message the TrGW shall:

-
replace the received destination IP address(es) and port number(s) in the payload message with the corresponding IP address(es) and port number(s) that have been signalled by the IBCF; and

-
replace the received source IPaddress(es) and port number(s) in the payload message with the corresponding IPaddress(es) and port number(s) the TrGW allocated at its own terminations.
-----------------------------------------  6th change -----------------------------------------------
9.2.2.2
Abnormal cases

If IPv4 options are present in the IPv4 packet, they should be ignored i.e., there is no attempt to translate them.  However, if an unexpired source route option is present then the packet shall instead be discarded, and an ICMPv4 "destination unreachable/source route failed" Type 3/Code 5 error message shall be returned to the sender as defined in IETF RFC 792 [16].

When a translator receives the first fragment of a fragmented UDP IPv4 packet and the checksum field is zero the translator should drop the packet and generate a system management event specifying at least the IP addresses and port numbers in the packet. When the translator receives fragments other than the first it should silently drop the packet since there is no port information to log.

When a translator receives an unfragmented UDP IPv4 packet and the checksum field is zero the translator shall compute the missing UDP checksum as part of translating the packet. Also, the translator should maintain a counter of how many UDP checksums are generated in this manner.

-----------------------------------------  7th change -----------------------------------------------
9.2.4
Abnormal cases

As a part of decrementing the Time To Live /Hop Limit value and the TrGW discovers that the zero value is reached the TrGW shall send an ICMPv4/ICMPv6 message with the error “time to live  exceeded in transit” type 11 code 0 as defined in IETF RFC 792 [16] and "hop limit exceeded in transit" type 3 code 0 as defined in IETF RFC 2463 [19]. 
-----------------------------------------  8th change -----------------------------------------------
The present specification describes Ix signalling procedures and their interaction with SIP signalling in the control plane, and with user plane procedures. Each scenario or "use case" is described in a separate subclause within subclause 10.2. 3 GPP TS 29.238 [25] maps these signalling procedures to H.248 messages and defines the required H.248 profile (which provides details of used packages and parameters).
-----------------------------------------  9th change -----------------------------------------------
10.2.14 
Optimal Media Routeing

An IBCF may support optimal media routeing (OMR) procedures, as defined in 3GPP TS 29.079 [39].

3GPP TS 29.079 [39] specifies that "secondary media resources" may be allocated in addition to "primary media resources". If cotrolled by an IBCF, such primary or secondary media resources are TrGWs controlled over the Ix interface with procedures specified in the present specification.

If the IBCF applies OMR procedures, the following modifications to the procedures within the present specification are applicable:

-
Under conditions specified in 3GPP TS 29.079 [39], the IBCF uses information from OMR related SDP attributes as remote connection and port information that is provided towards the TrGW within the call establishment procedures in subclause 10.1.3.1.1.

-
Under conditions specified in 3GPP TS 29.079 [39], the IBCF encapsulates local addess and port information, as received from the TrGW within the call establishment procedures in subclause 10.1.3.1.1, in OMR related SDP attributes.

-
Under conditions specified in 3GPP TS 29.079 [39], the IBCF uses information from OMR related SDP attributes as codec information that is provided towards the TrGW within the media control procedures in clause 10.2.5.

-
3GPP TS 29.079 [39] specifies OMR-specific events that trigger the call release procedures in subclause 10.1.3.1.2.
10.2.15
IP Realm Availability

The procedures in subclause A.7.1.2.2.5 of 3GPP TS 29.235 [29] are applicable.
---------------------------------------  End changes ----------------------------------------------
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