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	*** FIRST CHANGE ***


6.3
Direct dialling from phonebooks

GSM/UMTS MT and SIM/UICC can contain phonebooks which have a phone number and an alphanumeric field for each phonebook entry location. The use of ITU‑T Recommendation V.250 [14] dialling command ensures that direct dialling from MT and SIM/UICC phonebook is possible through ordinary communications software which just gives the phone number field to be filled and then use the D command to originate the call. Available memories may be queried with Select Phonebook Storage test command +CPBS=?, and location range for example with Read Phonebook Entries test command +CPBR=?.

Execute commands
1. D><str>[I][G][;]
originate call to phone number which corresponding alphanumeric field is <str> (if possible, all available memories should be searched for the correct entry).

2. D>mem<n>[I][G][;]
originate call to phone number in memory mem entry location <n> (available memories may be queried with Select Phonebook Storage test command +CPBS=?; mem could be e.g. ME).

3. D><n>[I][G][;]
originate call to phone number in entry location <n> (it is manufacturer specific which memory storage of MT, SIM/UICC in the currently selected card slot and TA is used; command Select Phonebook Memory Storage +CPBS setting is recommended to be used).

Semicolon character shall be added when voice call is originated. CLIR and CUG per call base modifiers may also be present.

Responses
Possible error responses include +CME ERROR: <err> when error is related to MT functionality. Refer subclause 9.2 for possible error values. Otherwise TA responses can have values defined by ITU‑T Recommendation V.250 [14] and commands Service Reporting Control +CR and Connected Line Identification Presentation +COLP. Detailed error report of an unsuccessful originated call failed in a GSM/UMTS network error can be obtained with command Extended Error Report +CEER (if implemented).

Defined values
<str>: string type value, which should equal to an alphanumeric field in at least one phonebook entry in the searched memories; used character set should be the one selected with Select TE Character Set +CSCS
<n>: integer type memory location should be in the range of locations available in the memory used

Implementation
Mandatory when direct dialling is implemented. Also phonebook commands implementation is required.

	*** NEXT CHANGE ***


7.1
Subscriber number +CNUM

Table 34: +CNUM action command syntax

	Command
	Possible response(s)

	+CNUM
	+CNUM: [<alpha1>],<number1>,<type1>[,<speed>,<service>[,<itc>]]

[<CR><LF>+CNUM: [<alpha2>],<number2>,<type2>[,<speed>,<service>[,<itc>]]

[...]]
+CME ERROR: <err>

	+CNUM=?
	


Description

Action command returns the MSISDNs related to the subscriber (this information can be stored in the SIM/UICC or in the MT). When storing information in the SIM/UICC, if the currently selected card slot contains a SIM card or a UICC with an active GSM application, the information is stored in the EFMSISDN under DFTelecom. If the currently selected card slot contains a UICC with an active USIM application, the information is stored in the EFMSISDN under ADFUSIM). If subscriber has different MSISDN for different services, each MSISDN is returned in a separate line. Refer subclause 9.2 for possible <err> values.

Defined values
<alphax>: optional alphanumeric string associated with <numberx>; used character set should be the one selected with command Select TE Character Set +CSCS
<numberx>: string type phone number of format specified by <typex>
<typex>: type of address octet in integer format (refer 3GPP TS 24.008 [8] subclause 10.5.4.7)

<speed>: as defined in subclause 6.7

<service>: integer type (service related to the phone number)

0
asynchronous modem

1
synchronous modem

2
PAD Access (asynchronous)

3
Packet Access (synchronous)

4
voice

5
fax

all other values below 128 are reserved by the present document

<itc>: integer type (information transfer capability)

0
3,1 kHz

1
UDI

Implementation
Optional.

	*** NEXT CHANGE ***


7.3
PLMN selection +COPS

Table 36: +COPS parameter command syntax

	Command
	Possible response(s)

	+COPS=[<mode>[,<format>

[,<oper>[,<AcT>]]]]
	+CME ERROR: <err>

	+COPS?
	+COPS: <mode>[,<format>,<oper>[,<AcT>]]
+CME ERROR: <err>

	+COPS=?
	+COPS: [list of supported (<stat>,long alphanumeric <oper>,short alphanumeric <oper>,numeric <oper>[,<AcT>])s][,,(list of supported <mode>s),(list of supported <format>s)]
+CME ERROR: <err>


Description
Set command forces an attempt to select and register the GSM/UMTS network operator using the SIM/USIM card installed in the currently selected card slot. <mode> is used to select whether the selection is done automatically by the MT or is forced by this command to operator <oper> (it shall be given in format <format>) to a certain access technology, indicated in <AcT>. If the selected operator is not available, no other operator shall be selected (except <mode>=4). If the selected access technology is not available, then the same operator shall be selected in other access technology. The selected operator name format shall apply to further read commands (+COPS?) also. <mode>=2 forces an attempt to deregister from the network. The selected mode affects to all further network registration (e.g. after <mode>=2, MT shall be unregistered until <mode>=0 or 1 is selected). Refer subclause 9.2 for possible <err> values. This command should be abortable when registration/deregistration attempt is made.

Read command returns the current mode, the currently selected operator and the current Access Technology. If no operator is selected, <format>, <oper> and <AcT> are omitted.

Test command returns a set of five parameters, each representing an operator present in the network. A set consists of an integer indicating the availability of the operator <stat>, long and short alphanumeric format of the name of the operator, numeric format representation of the operator and access technology. Any of the formats may be unavailable and should then be an empty field. The list of operators shall be in order: home network, networks referenced in SIM or active application in the UICC (GSM or USIM) in the following order: HPLMN selector, User controlled PLMN selector, Operator controlled PLMN selector and PLMN selector (in the SIM or GSM application), and other networks.

It is recommended (although optional) that after the operator list TA returns lists of supported <mode>s and <format>s. These lists shall be delimited from the operator list by two commas. 

The access technology selected parameters, <AcT>, should only be used in terminals capable to register to more than one access technology. Selection of <AcT> does not limit the capability to cell reselections, even though an attempt is made to select an access technology, the phone may still re-select a cell in another access technology.
Defined values
<mode>: integer type
0
automatic (<oper> field is ignored)

1
manual (<oper> field shall be present, and <AcT> optionally)

2
deregister from network

3
set only <format> (for read command +COPS?), do not attempt registration/deregistration (<oper> and <AcT> fields are ignored); this value is not applicable in read command response

4
manual/automatic (<oper> field shall be present); if manual selection fails, automatic mode (<mode>=0) is entered

<format>: integer type
0
long format alphanumeric <oper>
1
short format alphanumeric <oper>
2
numeric <oper>

<oper>: string type; <format> indicates if the format is alphanumeric or numeric; long alphanumeric format can be upto 16 characters long and short format up to 8 characters (refer GSM MoU SE.13 [9]); numeric format is the GSM Location Area Identification number (refer 3GPP TS 24.008 [8] subclause 10.5.1.3) which consists of a three BCD digit country code coded as in ITU‑T Recommendation E.212 [10] Annex A, plus a two BCD digit network code, which is administration specific; returned <oper> shall not be in BCD format, but in IRA characters converted from BCD; hence the number has structure: (country code digit 3)(country code digit 2)(country code digit 1)(network code digit 3)(network code digit 2)(network code digit 1)

<stat>: integer type
0
unknown

1
available

2
current

3
forbidden

<AcT>: integer type; access technology selected
0
GSM

1
GSM Compact

2
UTRAN
3
GSM w/EGPRS (see NOTE 1)

4
UTRAN w/HSDPA (see NOTE 2)

5
UTRAN w/HSUPA (see NOTE 2)

6
UTRAN w/HSDPA and HSUPA (see NOTE 2)
7
E-UTRAN
NOTE 1:
3GPP TS 44.060 [71] specifies the System Information messages which give the information about whether the serving cell supports EGPRS.

NOTE 2:
3GPP TS 25.331 [74] specifies the System Information blocks which give the information about whether the serving cell supports HSDPA or HSUPA.
Implementation
Optional.
	*** NEXT CHANGE ***


7.4
Facility lock +CLCK

Table 37: +CLCK action command syntax

	Command
	Possible response(s)

	+CLCK=<fac>,<mode>[,<passwd>[,<class>]]
	+CME ERROR: <err>
when <mode>=2 and command successful:
+CLCK: <status>[,<class1>

[<CR><LF>+CLCK: <status>,<class2>

[...]]

	+CLCK=?
	+CLCK: (list of supported <fac>s)
+CME ERROR: <err>


Description
Execute command is used to lock, unlock or interrogate a MT or a network facility <fac>. Password is normally needed to do such actions. When querying the status of a network service (<mode>=2) the response line for 'not active' case (<status>=0) should be returned only if service is not active for any <class>. Refer subclause 9.2 for possible <err> values. This command should be abortable when network facilities are set or interrogated.

Call barring facilities are based on GSM/UMTS supplementary services (refer 3GPP TS 22.088 [6]). The interaction of these with other commands based on other GSM/UMTS supplementary services is described in the GSM/UMTS standard.

Test command returns facility values supported as a compound value.

Defined values
<fac> values reserved by the present document:

"CS"
CNTRL (lock CoNTRoL surface (e.g. phone keyboard))

"PS"
PH‑SIM (lock PHone to SIM/UICC card installed in the currently selected card slot) (MT asks password when other than current SIM/UICC card inserted; MT may remember certain amount of previously used cards thus not requiring password when they are inserted)

"PF"
lock Phone to the very First inserted SIM/UICC card (also referred in the present document as PH-FSIM) (MT asks password when other than the first SIM/UICC card is inserted)

"SC"
SIM (lock SIM/UICC card installed in the currently selected card slot) (SIM/UICC asks password in MT power‑up and when this lock command issued)

"AO"
BAOC (Barr All Outgoing Calls) (refer 3GPP TS 22.088 [6] clause 1)

"OI"
BOIC (Barr Outgoing International Calls) (refer 3GPP TS 22.088 [6] clause 1)

"OX"
BOIC‑exHC (Barr Outgoing International Calls except to Home Country) (refer 3GPP TS 22.088 [6] clause 1)

"AI"
BAIC (Barr All Incoming Calls) (refer 3GPP TS 22.088 [6] clause 2)

"IR"
BIC‑Roam (Barr Incoming Calls when Roaming outside the home country) (refer 3GPP TS 22.088 [6] clause 2)

"NT"
barr incoming calls from numbers Not stored to TA memory

"NM"
barr incoming calls from numbers Not stored to MT memory
"NS"
barr incoming calls from numbers Not stored to SIM/UICC memory

"NA"
barr incoming calls from numbers Not stored in Any memory

"AB"
All Barring services (refer 3GPP TS 22.030 [19]) (applicable only for <mode>=0)

"AG"
All outGoing barring services (refer 3GPP TS 22.030 [19]) (applicable only for <mode>=0)

"AC"
All inComing barring services (refer 3GPP TS 22.030 [19]) (applicable only for <mode>=0)

"FD"
SIM card or active application in the UICC (GSM or USIM) fixed dialling memory feature (if PIN2 authentication has not been done during the current session, PIN2 is required as <passwd>)

"PN"
Network Personalization (refer 3GPP TS 22.022 [33])

"PU"
network sUbset Personalization (refer 3GPP TS 22.022 [33])

"PP"
service Provider Personalization (refer 3GPP TS 22.022 [33])

"PC"
Corporate Personalization (refer 3GPP TS 22.022 [33])

<mode>: integer type
0
unlock

1
lock

2
query status

<status>: integer type
0
not active

1
active

<passwd>: string type; shall be the same as password specified for the facility from the MT user interface or with command Change Password +CPWD

<classx> is a sum of integers each representing a class of information (default 7 - voice, data and fax):

1
voice (telephony)

2
data (refers to all bearer services; with <mode>=2 this may refer only to some bearer service if TA does not support values 16, 32, 64 and 128)

4
fax (facsimile services)

8
short message service

16
data circuit sync

32
data circuit async

64
dedicated packet access

128
dedicated PAD access

Implementation
The call barring supplementary service control is mandatory for MT supporting AT commands only and not supporting the control through dial command D.

	*** NEXT CHANGE ***


8.3
Enter PIN +CPIN

Table 62: +CPIN parameter command syntax

	Command
	Possible response(s)

	+CPIN=<pin>[,<newpin>]
	+CME ERROR: <err>

	+CPIN?
	+CPIN: <code>
+CME ERROR: <err>

	+CPIN=?
	


Description
Set command sends to the MT a password which is necessary before it can be operated (SIM PIN, SIM PUK, PH‑SIM PIN, etc.). If the PIN is to be entered twice, the TA shall automatically repeat the PIN. If no PIN request is pending, no action is taken towards MT and an error message, +CME ERROR, is returned to TE. Refer subclause 9.2 for possible <err> values.

NOTE 1:
SIM PIN, SIM PUK, PH-SIM PIN, PH-FSIM PIN, PH-FSIM PUK, SIM PIN2 and SIM PUK2 refer to the PIN of the selected application on the UICC. For example, in an UTRAN context, the selected application on the currently selected UICC should be a USIM and the SIM PIN then represents the PIN of the selected USIM. See 3GPP TS 31.101 [65] for further details on application selection on the UICC.

If the PIN required is SIM PUK or SIM PUK2, the second pin is required. This second pin, <newpin>, is used to replace the old pin in the SIM.

NOTE 2:
Commands which interact with MT that are accepted when MT is pending SIM PIN, SIM PUK, or PH‑SIM are: +CGMI, +CGMM, +CGMR, +CGSN, D112; (emergency call), +CPAS, +CFUN, +CPIN, +CDIS (read and test command only), and +CIND (read and test command only).

Read command returns an alphanumeric string indicating whether some password is required or not.
Defined values
<pin>, <newpin>: string type values

<code> values reserved by the present document:

READY
MT is not pending for any password

SIM PIN
MT is waiting SIM PIN to be given

SIM PUK
MT is waiting SIM PUK to be given

PH-SIM PIN
MT is waiting phone‑to‑SIM card password to be given

PH-FSIM PIN
MT is waiting phone-to-very first SIM card password to be given

PH-FSIM PUK
MT is waiting phone-to-very first SIM card unblocking password to be given

SIM PIN2
MT is waiting SIM PIN2 to be given (this <code> is recommended to be returned only when the last executed command resulted in PIN2 authentication failure (i.e. +CME ERROR: 17); if PIN2 is not entered right after the failure, it is recommended that MT does not block its operation)

SIM PUK2
MT is waiting SIM PUK2 to be given (this <code> is recommended to be returned only when the last executed command resulted in PUK2 authentication failure (i.e. +CME ERROR: 18); if PUK2 and new PIN2 are not entered right after the failure, it is recommended that MT does not block its operation)

PH-NET PIN
MT is waiting network personalization password to be given

PH-NET PUK
MT is waiting network personalization unblocking password to be given

PH-NETSUB PIN
MT is waiting network subset personalization password to be given

PH-NETSUB PUK
MT is waiting network subset personalization unblocking password to be given

PH-SP PIN
MT is waiting service provider personalization password to be given

PH-SP PUK
MT is waiting service provider personalization unblocking password to be given

PH-CORP PIN
MT is waiting corporate personalization password to be given

PH-CORP PUK
MT is waiting corporate personalization unblocking password to be given

Implementation
Mandatory for MT not supporting the +CKPD command and supporting AT commands only.

	*** NEXT CHANGE ***


8.11
Select phonebook memory storage +CPBS

Table 71: +CPBS parameter command syntax

	Command
	Possible response(s)

	+CPBS=<storage>[,<password>]
	+CME ERROR: <err>

	+CPBS?
	+CPBS: <storage>[,<used>,<total>]
+CME ERROR: <err>

	+CPBS=?
	+CPBS: (list of supported <storage>s)


Description
Set command selects phonebook memory storage <storage>, which is used by other phonebook commands. If setting fails in an MT error, +CME ERROR: <err> is returned. Refer subclause 9.2 for <err> values.

Read command returns currently selected memory, and when supported by manufacturer, number of used locations and total number of locations in the memory.

Test command returns supported storages as compound value.

Defined values
<storage> values reserved by the present document:

"DC"
MT dialled calls list (+CPBW may not be applicable for this storage) 
"EN"
SIM/USIM (or MT) emergency number (+CPBW is not be applicable for this storage) 
"FD"
SIM/USIM fixdialling‑phonebook. In the currently selected card slot, if a SIM card is present or if a UICC with an active GSM application is present, the information in EFFDN under DFTelecom is selected. If a UICC with an active USIM application is present, the information in EFFDN under ADFUSIM is selected.

"LD"
SIM/UICC last‑dialling‑phonebook

"MC"
MT missed (unanswered received) calls list (+CPBW may not be applicable for this storage)
"ME"
MT phonebook

"MT"
combined MT and SIM/USIM phonebook

"ON"
SIM (or MT) own numbers (MSISDNs) list (reading of this storage may be available through +CNUM also). When storing information in the SIM/UICC, if a SIM card is present or if a UICC with an active GSM application is present, the information in EFMSISDN under DFTelecom is selected. If a UICC with an active USIM application is present, the information in EFMSISDN under ADFUSIM is selected.
"RC"
MT received calls list (+CPBW may not be applicable for this storage) 
"SM"
SIM/UICC phonebook. In the currently selected card slot, if a SIM card is present or if a UICC with an active GSM application is present, the EFADN under DFTelecom is selected. If a UICC with an active USIM application is present, the global phonebook, DFPHONEBOOK under DFTelecom is selected.

"TA"
TA phonebook

"AP" 
Selected application phonebook. In the currently selected card slot, if a UICC with an active USIM application is present, the application phonebook, DFPHONEBOOK under ADFUSIM is selected.

<password>: string type value representing the PIN2-code required when selecting PIN2-code locked <storage>s above, e.g. "FD" or the hidden key to be verified in order to access to the hidden phonebook entries in the UICC/USIM or any other phonebook with hidden entries. 


If the combined phonebook is selected, "MT", the <password> will correspond to the hidden key of the USIM phonebook.

<used>: integer type value indicating the number of used locations in selected memory

<total>: integer type value indicating the total number of locations in selected memory

Implementation
Mandatory when phonebook read, find or write command, or direct dialling (refer subclause "Direct dialling from phonebooks") is implemented.

	*** NEXT CHANGE ***


8.17
Generic SIM access +CSIM

Table 77: +CSIM action command syntax

	Command
	Possible response(s)

	+CSIM=<length>,<command>
	+CSIM: <length>,<response>
+CME ERROR: <err>

	+CSIM=?
	


Description
Set command transmits to the MT the <command> it then shall send as it is to the SIM. In the same manner, the SIM <response> shall be sent back by the MT to the TA as it is. Refer subclause 9.2 for <err> values.

This command allows a direct control of the SIM that is installed in the currently selected card slot, by an distant application on the TE. The TE shall then take care of processing SIM information within the frame specified by GSM/UMTS.

NOTE:
Compared to Restricted SIM Access command +CRSM, the definition of +CSIM allows TE to take more control over the SIM‑MT interface. The locking and unlocking of the interface may be done by a special <command> value or automatically by TA/MT (by interpreting <command> parameter). In case that TE application does not use the unlock command (or does not send a <command> causing automatic unlock) in a certain timeout value, MT may release the locking.

Defined values
<length> : integer type; length of the characters that are sent to TE in <command> or <response> (two times the actual length of the command or response)

<command> : command passed on by the MT to the SIM in the format as described in 3GPP TS 51.011 [28] (hexadecimal character format; refer +CSCS)

<response> : response to the command passed on by the SIM to the MT in the format as described in 3GPP TS 51.011 [28] (hexadecimal character format; refer +CSCS)

Implementation
Optional.

	*** NEXT CHANGE ***


8.18
Restricted SIM access +CRSM

Table 78: +CRSM action command syntax

	Command
	Possible response(s)

	+CRSM=<command>[,<fileid>[,<P1>,<P2>,<P3>[,<data>[,<pathid>]]]]
	+CRSM: <sw1>,<sw2>[,<response>]
+CME ERROR: <err>

	+CRSM=?
	


Description
By using this command instead of Generic SIM Access +CSIM TE application has easier but more limited access to the SIM database. Set command transmits to the MT the SIM <command> and its required parameters. IF a SIM installed in the currently selected card slot, the MT handles internally all SIM‑MT interface locking and file selection routines. As response to the command, MT sends the actual SIM information parameters and response data. MT error result code +CME ERROR may be returned when the command cannot be passed to the SIM, but failure in the execution of the command in the SIM is reported in <sw1> and <sw2> parameters. Refer subclause 9.2 for <err> values.

Coordination of command requests to SIM and the ones issued by GSM/UMTS application inside the MT is implementation dependent. However the TE should be aware of the precedence of the GSM/UMTS application commands to the TE commands.

Defined values
<command> (command passed on by the MT to the SIM; refer 3GPP TS 51.011 [28]):

176
READ BINARY

178
READ RECORD

192
GET RESPONSE

214
UPDATE BINARY

220
UPDATE RECORD

242
STATUS

203
RETRIEVE DATA

219
SET DATA

all other values are reserved

NOTE 1:
The MT internally executes all commands necessary for selecting the desired file, before performing the actual command.

<fileid>: integer type; this is the identifier of a elementary datafile on SIM. Mandatory for every command except STATUS

NOTE 2:
The range of valid file identifiers depends on the actual SIM and is defined in 3GPP TS 51.011 [28]. Optional files may not be present at all.

<P1>, <P2>, <P3>: integer type; parameters passed on by the MT to the SIM. These parameters are mandatory for every command, except GET RESPONSE and STATUS. The values are described in 3GPP TS 51.011 [28]

<data>: information which shall be written to the SIM (hexadecimal character format; refer +CSCS)

<pathid>: string type; contains the path of an elementary file on the SIM/UICC in hexadecimal format as defined in ETSI TS 102 221 [60] (e.g. "7F205F70" in SIM and UICC case). The <pathid> shall only be used in the mode "select by path from MF" as defined in ETSI TS 102 221 [60].

NOTE 3:
Since valid elementary file identifiers may not be unique over all valid dedicated file identifiers the <pathid> indicates the targeted UICC/SIM directory path in case of ambiguous file identifiers. For earlier versions of this specification or if <pathid> is omitted, it could be implementation specific which one will be selected.

<sw1>, <sw2>: integer type; information from the SIM about the execution of the actual command. These parameters are delivered to the TE in both cases, on successful or failed execution of the command

<response>: response of a successful completion of the command previously issued (hexadecimal character format; refer +CSCS). STATUS and GET RESPONSE return data, which gives information about the current elementary datafield. This information includes the type of file and its size (refer 3GPP TS 51.011 [28]). After READ BINARY, READ RECORD or RETRIEVE DATA command the requested data will be returned. <response> is not returned after a successful UPDATE BINARY, UPDATE RECORD or SET DATA command

Implementation
Optional.

	*** NEXT CHANGE ***


8.30
Set Language +CLAN

Table 90: +CLAN parameter command syntax

	Command
	Possible response(s)

	+CLAN=<code>
	+CME ERROR: <err>

	+CLAN?
	+CLAN: <code>
+CME ERROR: <err>

	+CLAN=?
	+CLAN: (list of supported <code>s)
+CME ERROR: <err>


Description

This command sets the language in the MT. The set-command must confirm the selected language with the MMI-module in the MT. If setting fails, a MT error, +CME ERROR: <err> is returned. Refer subclause 9.2 for <err> values.

The <code>-parameter is a two-letter abbreviation of the language. The language codes, as defined in ISO 639, consists of two characters, e.g. "sv", "en" etc.

The complete set of language codes to be used are manufacturer specific and should all be possible to use with the command. Some examples are described under <code>. For a complete list see ISO 639.

The read command gives the current language as output. If the language has been set to "AUTO", the read command returns the current language set from the currently selected SIM-card /UICC. Hence, the "AUTO"-code is never returned by the read-command.

Test command returns supported <code>s.

Defined values

<code>: (not all language codes are present in this list)

"AUTO"
Read language from SIM-card /UICC. "Auto" is not returned by the read-command.
"sw"
Swedish

"fi"
Finnish

"da"
Danish

"no"
Norwegian

"de"
German

"fr"
French

"es"
Spanish

"it"
Italian

"en"
English

Implementation

Optional.
	*** NEXT CHANGE ***


8.43
Generic UICC Logical Channel access +CGLA

Table 103: +CGLA action command syntax

	Command
	Possible response(s)

	+CGLA=<sessionid>,<length>,<command>
	+CGLA: <length>,<response>
+CME ERROR: <err>

	+CGLA=?
	


Description
Set command transmits to the MT the <command> it then shall send as it is to the selected UICC. In the same manner the UICC <response> shall be sent back by the MT to the TA as it is. Refer subclause 9.2 for <err> values.

This command allows a direct control of the currently selected UICC by a distant application on the TE. The TE shall then take care of processing UICC information within the frame specified by GSM/UMTS.

Although Generic UICC Logical Channel Access command +CGLA allows TE to take control over the UICC‑MT interface, there are some functions of the UICC-MT interface that logically do not need to be accessed from outside the TA/MT. Moreover, for security reason the GSM network authentication should not be handled outside the TA/MT. Therefore it shall not be allowed to execute a Run GSM Algorithm command or an Authenticate command in GSM context from the TE using +CGLA at all time whether the +CGLA is locked or unlocked. This shall not forbid the TE to send Authenticate commands in other security contexts (e.g. EAP security context).

For example, the TA/MT shall forbid the transfer of the Authenticate command to a USIM application when parameters P2 = 0 (GSM security context). See 3GPP TS 31.102 [59] for USIM authenticate command definition.

NOTE:
Compared to Restricted UICC Access command +CRLA, the definition of +CGLA allows TE to take more control over the UICC‑MT interface. The locking and unlocking of the interface may be done by a special <command> value or automatically by TA/MT (by interpreting <command> parameter). In case that TE application does not use the unlock command (or does not send a <command> causing automatic unlock) in a certain timeout value, MT may release the locking.

Defined values
<sessionid>: integer type; this is the identifier of the session to be used in order to send the APDU commands to the UICC. It is manadatory in order to send commands to the UICC when targeting applications on the smart card using a logical channel other than the default channel (channel "0").

<length> : integer type; length of the characters that are sent to TE in <command> or <response> (two times the actual length of the command or response)

<command> : command passed on by the MT to the UICC in the format as described in 3GPP TS 31.101 [65] (hexadecimal character format; refer +CSCS)

<response> : response to the command passed on by the UICC to the MT in the format as described in 3GPP TS 31.101 [65] (hexadecimal character format; refer +CSCS)

Implementation
Optional.
	*** NEXT CHANGE ***


8.44
Restricted UICC Logical Channel access +CRLA

Table 104: +CRLA action command syntax

	Command
	Possible response(s)

	+CRLA=<sessionid>,<command>[,<fileid>[,<P1>,<P2>,<P3>[,<data>[,<pathid>]]]]
	+CRLA: <sw1>,<sw2>[,<response>]
+CME ERROR: <err>

	+CRLA=?
	


Description
By using this command instead of Generic UICC Access +CGLA TE application has easier but more limited access to the UICC database. Set command transmits to the MT the UICC <command> and its required parameters. MT handles internally, for the selected UICC, all UICC‑MT interface locking and file selection routines. As response to the command, MT sends the actual UICC information parameters and response data. MT error result code +CME ERROR may be returned when the command cannot be passed to the UICC, but failure in the execution of the command in the UICC is reported in <sw1> and <sw2> parameters. Refer subclause 9.2 for <err> values.

Coordination of command requests to UICC and the ones issued by GSM/UMTS application inside the MT is implementation dependent. However the TE should be aware of the precedence of the GSM/UMTS application commands to the TE commands.

Defined values
<sessionid>: integer type; this is the identifier of the session to be used in order to send the APDU commands to the UICC. It is mandatory in order to send commands to the UICC when targeting applications on the smart card using a logical channel other than the default channel (channel "0").

<command> (command passed on by the MT to the UICC; refer 3GPP TS 31.101 [65]):

176
READ BINARY

178
READ RECORD

192
GET RESPONSE

214
UPDATE BINARY

220
UPDATE RECORD

242
STATUS

203
RETRIEVE DATA

219
SET DATA

all other values are reserved

NOTE 1:
The MT internally executes all commands necessary for selecting the desired file, before performing the actual command.<fileid>: integer type; this is the identifier of a elementary datafile on UICC. Mandatory for every command except STATUS.

NOTE 2:
The range of valid file identifiers depends on the actual UICC and is defined in 3GPP TS 31.101 [65]. Optional files may not be present at all.<P1>, <P2>, <P3>: integer type; parameters passed on by the MT to the UICC. These parameters are mandatory for every command, except GET RESPONSE and STATUS. The values are described in 3GPP TS 31.101 [65].
<data>: information which shall be written to the SIM (hexadecimal character format; refer +CSCS)
<pathid>: string type; contains the path of an elementary file on the UICC in hexadecimal format (e.g. "5F704F30" for DFSoLSA/EFSAI). The <pathid> shall only be used in the mode "select by path from current DF" as defined in ETSI TS 102 221 [60].
<sw1>, <sw2>: integer type; information from the UICC about the execution of the actual command. These parameters are delivered to the TE in both cases, on successful or failed execution of the command

<response>: response of a successful completion of the command previously issued (hexadecimal character format; refer +CSCS). STATUS and GET RESPONSE return data, which gives information about the current elementary datafield. This information includes the type of file and its size (refer 3GPP TS 31.101 [65]). After READ BINARY, READ RECORD or RETRIEVE DATA command the requested data will be returned. <response> is not returned after a successful UPDATE BINARY, UPDATE RECORD or SET DATA command

Implementation
Optional.

	*** NEXT CHANGE ***


8.45
Open Logical Channel +CCHO

Table 105: +CCHO action command syntax

	Command
	Possible response(s)

	+CCHO=<dfname>
	<sessionid>
+CME ERROR: <err>

	+CCHO=?
	


Description
Execution of the command causes the MT to return <sessionid> to allow the TE to identify a channel that is being allocated by the currently selected UICC, which is attached to ME. The currently selected UICC will open a new logical channel; select the application identified by the <dfname> received with this command and return a session Id as the response. The ME shall restrict the communication between the TE and the UICC to this logical channel.

This <sessionid> is to be used when sending commands with Restricted UICC Logical Channel access +CRLA or Generic UICC Logical Channel access +CGLA commands.

NOTE:
The logical channel number is contained in the CLASS byte of an APDU command, thus implicitly contained in all APDU commands sent to a UICC. In this case it will be up to the MT to manage the logical channel part of the APDU CLASS byte and to ensure that the chosen logical channel is relevant to the <sessionid> indicated in the AT command. See 3GPP TS 31.101 [65] for further information on logical channels in APDU commands protocol.

Refer subclause 9.2 for possible <err> values. 

Defined values
<dfname>: all selectable applications in the UICC are referenced by a DF name coded on 1 to 16 bytes

<sessionid>: integer type; a session Id to be used in order to target a specific application on the smart card (e.g. (U)SIM, WIM, ISIM) using logical channels mechanism

See 3GPP TS 31.101 [65] for more information about defined values.

Implementation
Optional.

	*** NEXT CHANGE ***


8.46
Close Logical Channel +CCHC

Table 106: +CCHC action command syntax

	Command
	Possible response(s)

	+CCHC=<sessionid>
	+CCHC
+CME ERROR: <err>

	+CCHC=?
	


Description
This command asks the ME to close a communication session with the active UICC. The ME shall close the previously opened logical channel. The TE will no longer be able to send commands on this logical channel. The UICC will close the logical channel when receiving this command. Refer subclause 9.2 for possible <err> values.
Defined values
<sessionid>: integer type; a session Id to be used in order to target a specific application on the smart card (e.g. (U)SIM, WIM, ISIM) using logical channels mechanism

Implementation
Optional.
	*** NEXT CHANGE ***


8.xx
Set Card Slot +CSUS
Table 8.xx-1: +CSUS parameter command syntax

	Command
	Possible response(s)

	+CSUS=<card slot>
	+CME ERROR: <err>

	+CSUS?
	+CSUS: <card slot>

	+CSUS=?
	+CSUS: (number of supported <card slot>s)


Description
When a MT is equipped with multiple card slots, the set command directs the MT to select the SIM/USIM card installed in the indicated card slot in all future actions that require the use of SIM/USIM.
If this command is issued when a SIM is active or a USIM application is active, +CME ERROR is returned. Refer to subclause 9.2 for <err> values.
Read command returns the currently selected card slot.

Test command returns the number of card slots in the MT.
The numbering of card slots is implementation dependent.
Defined values
<card slot>: integer type.

0
 the SIM/USIM card installed in card slot 0
1
 the SIM/USIM card installed in card slot 1
2
 the SIM/USIM card installed in card slot 2

3
 the SIM/USIM card installed in card slot 3
Implementation
Optional.
	*** NEXT CHANGE ***


8.66
Informative examples
Phone Activity Status (+CPAS) is a general command used to detect the presence of the MT, if there is an incoming call, or if there is a call in progress. This command is normally used before trying to operate the MT from the TE. Note that the activity status can change at any time after the execution of +CPAS, and hence the returned value can be obsolete. Detachment of the MT from the TA is indicated with a special final result code that indicates all errors related to the operation of the MT. Result code is +CME ERROR: <err>, where <err> is an integer or verbose value giving useful information about the reason for the command failure (refer subclause "Mobile Termination error result code +CME ERROR").

Set Phone Functionality (+CFUN) can be used to reset the MT or set the power consumption level of the MT by disabling certain parts of the MT (e.g. the transmit and receive RF circuits). Mobile Termination Control Mode (+CMEC) is a command which manages access sharing between the MT and the TE to operate the user interface of the MT. It has four subparameters which describe the access to keypad, display, indicators, and touch screen. Each subparameter has values for restricting the operation of the corresponding user interface part only to the MT or only to the TE, or to give the access for both of them.

Keypad Control command (+CKPD) is used to operate the keypad of the MT. Here lies the problem of different keypad types between manufacturers, and also between their MT models. The keypresses are sent to the MT as a string type subparameter of this command. Each character in that string represents a key which will be logically pressed. A special character (colon) followed by any character can be used by manufacturers (or TE application programmers) to represent a key which is not defined in this profile. An escape character (semicolon) for direct string entering is also defined. All text between single semicolon characters is treated as an alphanumeric entry and is not converted to keypressings. All semicolon characters inside the text is duplicated in the TE and stripped back to one before entering them to the MT. Command has also optional second and third parameters which can be used to alter the time to strike each key, and the pause to wait between keystrokes (in tenths of a second). A special pause character (W or w) can be added in the string type subparameter for an extra pause of the same length as given by the third subparameter. In the following example alphanumeric mode is entered and a person predefined in the MT phonebook, "Ilkka", is called; each key is struck for half a second and pauses between strokes are a tenth of a second:

AT+CKPD="@:Ilkka:S",5,1

OK

Display Control command (+CDIS) is used both for writing to the display text fields and for reading the current status of the fields. Mobile Termination usually has a character set of its own, so the TA will do a conversion between the TE and the MT character sets. TE can have several character sets and the TA must be informed of the character set in use before starting to write or read the display. Character set is set with general command Select TE Character Set +CSCS. The +CDIS=? query command is a way to get information about the length of the fields. In the following example an MT is first queried about the supported conversions and the lengths of the fields. The response shows there are three ten character long and two six character long fields. Then the TE character set is set to be IRA and the current status of the display is read. The last command writes the text "Hello, I'm writing to display" in the three fields, and keeps the contents of the two other fields same (the last two commas could also be left out).

AT+CSCS=?;+CDIS=?

+CSCS: ("IRA","PCCP850","8859‑1")

+CDIS: 10,10,10,6,6

OK

AT+CSCS="IRA"

OK

AT+CDIS?

+CDIS: "RADIOLINJA","","","Menu","Memory"

OK

AT+CDIS="IRA","Hello, I'm","writing to","display",,

OK

The writing is possible only when it is permitted by the Mobile Termination Control Mode command (and by the manufacturer). If a certain field is not writable (but is readable), writing to it is ignored. The order of the text fields is determined by manufacturers and follow the rule: first field is in the upper left corner, second in the next field to the right, and so on, until to the last field in the lower right corner.

Touch screen action Control command (+CTSA) is used to operate the touch screen of the MT. The x, y coordinates of the phone are fixed even if the device is turned sideways or changes modes between landscape and portrait. In the following example commands are sent to the MT to emulate a user drawing on the touch screen. The screen is touched at location 10,10, then dragged to 50,50, then dragged to 100,100 and finally the touch screen is released at location 100,100.

AT+CTSA=1,10,10
AT+CTSA=1,50,50
+CTSA=0,100,100
Indicators can be handled with Indicator Control command (+CIND). Its query command returns a short description (abbreviation) of the purpose of the indicators and the supported values for each indicator. The setting and reading is done similarly as with Display Control command. In the following example the indicators of a phone are queried, their current value is read, and the value of message indicator is tried to set (but it is forbidden):

AT+CIND=?

+CIND: ("memory",(0‑2)),("call",(0,1)),("data",(0,1)),("roam",(0,1)),

("alpha",(0,1)),("message",(0,1)),("index1",(0‑11)),("index2",(0‑11)),

("index3",(0‑11)),("signal",(0‑5)),("service",(0,1)),("sel1",(0,1)),

("sel2",(0,1)),("sel3",(0,1)),("battchg",(0‑5))

OK

AT+CIND?

+CIND: 1,0,0,0,0,1,0,0,0,3,1,0,0,0,5

OK

AT+CIND=,,,,,0

+CME ERROR: 10

The subparameter order in the command is defined by the query command order, not by the actual display order. The zero value of an indicator means that it is off (or in state which can be identified as "off"‑state), value one means that the indicator is on (or in a state which is more substantial than "off"‑state), value two is more substantial than one, and so on.

To this point, only operating through the TE is covered. But when MT can be operated also through its keypad, or touch screen, or there are changes in the status of the display elements, the information about these actions is given to the TE also. This can be solved only with unsolicited result codes which return keypad, display text and indicator, and touch screen events. Each event group has a result code of its own: +CKEV returns the key code and if the key pressed (1) or released (0), +CDEV returns the display text field running number (as specified by command +CDIS) and the new status of the field, and +CIEV returns the running number of the indicator (refer +CIND) and the new value of it, and +CTEV returns the location of the action performed on the touch screen. In the following example number key 1 is pressed, updated on the display, released, and signal strength changes its state to five:

+CKEV: 49,1

+CDEV: 1,"1"

+CKEV: 49,0

+CIND: 10,5

Mobile Termination Event Reporting command (+CMER) has been specified for the purpose of controlling the sending of these unsolicited result codes to the TE. Four ways are provided to handle the buffering of the result codes (see figure 8). The first is to buffer them always. The second possibility is to discard them when in on‑line data mode and otherwise forward them directly to the TE. The third possibility is to buffer them in data mode and otherwise forward them to the TE. The last possibility is to send them always to the TE (some inband technique - e.g. V.80 - is used in data mode to send the result codes within the data). This is the first subparameter of +CMER command. Next three subparameters are used to enable or disable each of the keypad, text field and indicator result codes. Sending codes can be enabled either so that only events generated from the MT user interface are returned, or so that also events caused by Keypad, Display and Indicator Control commands are returned. The fifth subparameter controls the flushing of the buffer when the value of the first subparameter is changed to a value from one to three.
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Figure 8: Mobile termination event reporting

An example of complete setup of the TA where TE takes the control of keypad, but does not want to write to display nor control the indicators (in the start MT is powered off):

AT+CMEE=2;+CREG=1



(use verbose <err> values; report registration)
OK

AT+CPAS






(query MT status)
+CPAS: 5





(MT is asleep)
OK

AT+CFUN=1





(set MT to full functionality state)
+CME ERROR: SIM PIN required
(SIM requests PIN)
AT+CPIN="1234"

+CME ERROR: incorrect password
(user entered wrong PIN)

AT+CPIN="4321"

OK







(correct PIN)
AT+COPS=0,0





(ask for automatic operator selection and registration)
OK

+CREG: 1





(registered in the network)
AT+COPS?

+COPS: 0,0,"RADIOLINJA"


(get the operator name)
OK

AT+CMEC=1,0,0




(take over the keypad, leave display to MT)
OK

AT+CDIS=?;+CIND=?



(query display text and indicator formats)
+CDIS: 10,10,10,6,6

+CIND: ("memory",(0‑2)),("call",(0,1)),("data",(0,1)),("roam",(0,1)),

("alpha",(0,1)),("message",(0,1)),("index1",(0‑11)),("index2",(0‑11)),

("index3",(0‑11)),("signal",(0‑5)),("service",(0,1)),("sel1",(0,1)),

("sel2",(0,1)),("sel3",(0,1)),("battchg",(0‑5))

OK

AT+CSCS="IRA"




(set TE character set for display text results)
OK

AT+CMER=1,0,2,2,0



(return display text and indicator result codes when

OK







 in command state, in data mode discard them)
AT+CDIS?;+CIND?




(read current state of display texts and indicators)
+CDIS: "","","     12345","Menu","Memory"
(user had pressed number buttons before
+CIND: 1,0,0,0,0,1,0,0,0,3,1,0,0,0,5

 TE took control with +CMEC)
OK

AT+CKPD="C",20




(clear main display text '12345' by holding the
OK







 'clear' button down two seconds)
+CDEV: 3,"1234"




(first only one character deleted)
+CDEV: 3,""





(while holding continues, whole display is cleared)
+CDEV: 1,"RADIOLINJA"


(operator name comes to the display)

The start of the previous example could go as follows when MT has already been powered on but is waiting for the PIN:

AT+CMEE=2;+CREG=1



(use verbose <err> values; report registration)
OK

AT+CPAS






(query MT status)
+CPAS: 0





(MT is ready to receive commands)
OK

AT+CPIN?





(is MT asking passwords?)
+CPIN: SIM PIN




(yes, SIM PIN required)
AT+CPIN="4321"

OK







(correct PIN)
One of the most regular operations done through the MT user interface is phonebook control. To lessen the workload of the TE, some direct commands for phonebook reading and writing are practical. Command Select Phonebook Memory Storage +CPBS query version returns supported phonebook memories, read version returns current settings, and set version selects the memory. For GSM, the normal storages are SIM, MT and TA.

Read Phonebook Entries (+CPBR) can be used to read either one or many phonebook locations at the same time. A regular phonebook entry consists of three elements: memory index number, the phone number and its alphanumeric equivalent given by the user. Query version of this returns supported index values of the selected memory, and the maximum lengths of the number and alphanumeric elements. The query version of the Write Phonebook Entry command (+CPBW) is similar, but the action version sets or clears an entry in the phonebook. Find Phonebook Entries (+CPBF) can be used to search alphanumeric entries starting with specific string. An example where the whole phonebook of the MT is read, index number four is cleared, and number three is written:

AT+CPBS=?

+CPBS: ("ME","SM")



(MT and SIM have phonebooks)
OK

AT+CPBS="ME"




(select MT memory)
OK

AT+CPBR=?





(read index range and element lengths)
+CPBR: (1‑99),30,30

OK

AT+CPBR=1,99




(read all entries but only the ones set are returned)
+CPBR: 1,"931123456",129,"Ilkka"

+CPBR: 2,"9501234567",129,""

+CPBR: 4,"901234567",129,"Hesari"

OK

AT+CPBW=4;+CPBW=3,"921123456",,"TS" (clear index 4 and write index 3)
OK
	*** END OF CHANGES ***
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