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**************************** 2nd change ********************************

A.10
Signalling flows for Inter-UE Transfer without establishment of Collaborative Session

A.10.1
Introduction

The signalling flows in the subclause demonstrate how a UE-1 can initiate the inter UE transfer of the complete session without Collaborative Session establishment.

The example assumes that the UE-1 and UE-2 are under the control of the same subscriber.

A.10.2
Complete transfer in services defining only originating session set up in UE

In the example flow at the figure A.10.2-1, UE-1 has an ongoing multimedia session with UE-3 anchored at SCC AS.  The session is established using an IMS communication service identified by ICSI urn:urn-7:3gpp-service.ims.icsi.iptv which is an IMS communication service which defines originating session set up in the UE only.
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Figure A.10.2-1: Signalling flow for inter UE transfer without Collaborative Session establishment
NOTE 1:
For clarity, the SIP 100 (Trying) responses and the SIP NOTIFY requests carring the message/sipfrag with SIP 100 (Trying) response are not shown in the signalling flow.

1.
UE-1 is in session with UE-3


There is a multimedia session comprising audio and video media between the UE-1 and the remote UE-3 anchored at SCC AS. The session was established using IMS communication service identified by ICSI urn:urn-7:3gpp-service.ims.icsi.iptv. The dialog identifier of the session is AB03a0s09a2sdfglkj490333, remote-tag=Afgsdfg45, local-tag=U188gg.
2.
SIP REFER request initiating the inter UE transfer to UE-2 (UE-1 to Intermediate IM CN subsystem entities) - see example in table A.10.2-2

Table A.10.2-2: SIP REFER request (UE-1 to Intermediate IM CN subsystem entities) 

REFER sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user@home1.net>

From: <sip:user@home1.net>;tag=171828

To: <sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222>

Call-ID: Asdasd231233 

Cseq: 4127 REFER
Contact: <sip:user@home1.net;gr=gr=urn:uuid:f81d4fae-7dec-11d0-a765-111111111111>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Length: 0

Refer-To: <sip:remoteuser@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-333333333333?Target-Dialog=AB03a0s09a2sdfglkj490333%3Bremote-tag=Afgsdfg45%3Blocal-tag=U188gg&Require=tdialog&P-Preferred-Service=urn:urn-7:3gpp-service.ims.icsi.iptv&Accept-Contact=*%3b+g.3gpp.icsi-ref%3d%22urn%253Aurn-7%253gpp-service.ims.icsi.iptv%22>

Request-URI:
contains the GRUU of the UE-2

Refer-To:

contains the remote target used in the session with UE-3, i.e. GRUU of the UE-3 together with Target-Dialog URI header field containing the dialog identifier of the session with UE-3, Require URI header field containing the "tdialog" and P-Preferred-Service and Accept-Contact URI header fields containing the ICSI of the service to be requested by UE-2.

Contact:
contains the GRUU of the UE-1

Editor's note: it is FFS whether and how to indicate the media to be transferred

3.
Evaluation of initial filter criteria


The S-CSCF evaluates originating initial filter criteria for the served user and as a result routes the SIP REFER request towards the SCC AS.

4.
SIP REFER request (Intermediate IM CN subsystem entities to SCC AS)
5.
The SCC AS authorizes the request and if authorization is passed successfully, the SCC AS forwards the SIP REFER request further
6.-7.
SIP REFER request (SCC AS to UE-2)

8.-11.
SIP 202 response to the SIP REFER request (UE-2 to UE-1)

12.
SIP INVITE request (UE-2 to intermediate IM CN subsystem entities)  - see example in table A.10.2-12
Table A.10.2-12: SIP INVITE request (UE-1 to Intermediate IM CN subsystem entities) 

INVITE sip:remoteuser@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-333333333333 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Preferred-Identity: <sip:user@home1.net>

From: <sip:user@home1.net>;tag=171828

To: <sip:remoteuser@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-333333333333>

Call-ID: tq34gasgaegr 

Cseq: 4127 INVITE
Contact: <sip:user@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-222222222222>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Target-Dialog: AB03a0s09a2sdfglkj490333;remote-tag=Afgsdfg45;local-tag=U188gg
Require: tdialog

Content-Type: application/sdp 

Content-Length: (…)

Supported: 100rel, precondition

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.iptv
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.iptv"

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

c=IN IP6 5555::aaa:bbb:ccc:fff

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


Request-URI:
set to the URI in the Refer-To of the received SIP REFER request

Contact:
contains the GRUU of the UE-2

Target-Dialog:
set to the value of the Target-Dialog URI header field of the URI in the Refer-To of the received SIP REFER request

Require:
set to the value of the Require URI header field of the URI in the Refer-To of the received SIP REFER request


P-Preferred-Service:
set to the value of the P-Preferred-Service URI header field of the URI in the Refer-To of the received SIP REFER request


Accept-Contact:
set to the value of the Accept-Contact URI header field of the URI in the Refer-To of the received SIP REFER request

13.
Evaluation of initial filter criteria


The S-CSCF evaluates originating initial filter criteria for the served user and as a result routes the SIP INVITE request towards the SCC AS.

14.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)
15.
Remote Leg Update

Based on the STI in the Target-Dialog header field the SCC AS detects that the inter UE tranfer is being attempted and performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

16-18.
SIP re-INVITE request (SCC AS to UE-3 over intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP re-INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE-3 via the intermediate IM CN subsystem entities.

19-21.
SIP 200 (OK) response (UE-3 to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE-3 has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

22-24.
SIP ACK request (SCC AS to UE-3 via intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE-3.

25-26.
SIP 200 (OK) response (SCC AS to UE-2 via intermediate IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the UE-2. 

27-28.
SIP ACK request (UE-2 to SCC AS via intermediate IM CN subsystem entities)

The UE-2 generate the SIP ACK request to the SIP 200 (OK) response, and forward it to the SCC AS.

29.
Media and IMS service control paths:

The media path is now established between UE-2 and UE-3 and the IMS service control between UE-2 and SCC AS.

30-33.
SIP NOTIFY request (UE-2 to UE-1 over intermediate IM CN subsystem entities and SCC AS)

The UE-2 generate the SIP NOTIFY request carrying the message/sipfrag body and send it towards UE-1.

34-37.
SIP 200 OK response to the SIP NOTIFY request (UE-1 to UE-2 over intermediate IM CN subsystem entities and SCC AS)
38-39:
SIP BYE request (SCC AS to UE-1 via intermediate IM CN subsystem entities)


The SCC AS terminates the source access leg by sending a BYE request to the UE-1.

40-41.
SIP 200 (OK) response (UE-1 to SCC AS via intermediate IM CN subsystem entities)

Upon receiving the BYE request, the UE-1 sends a SIP 200 (OK) response to the SCC AS. Subsequently, the UE-1 relinquishes all resources pertaining to the session.

A.10.3
Complete transfer in services defining terminating session set up in UE

Editor's note: Complete transfer in services defining terminating session set up in UE is FFS
**************************** 3rd change ********************************

A.11
Signalling flows for establishment of collaborative session for inter-UE transfer

A.11.1
Introduction

A.11.2
Collaborative session establishment by transferring media

A.11.3
Collaborative session establishment with new media
There is an existing session with audio between controller UE, UE-1, and remote UE. The controller UE establishes a collaborative session by adding a video media component to the controllee UE, UE-2.
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Figure A.11.3: Controller UE establishes a collaborative session by adding a new media on controllee UE
1-2.
SIP REFER request (from UE-1 to SCC-AS)

The controller UE, UE-1 sends a REFER request to the SCC AS containing a Refer-To header containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to zero and an m line for video with the port number set to the discard port number "9" since the port number is unknown. The REFER request also includes a Target-dialog header field containing the details fo the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.11.3-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:scc-as@home1.net SIP/2.0

Via:
To: sip:scc-as@home1.net;tag=13579
From: sip:user1_pubic1@home1.net;tag=24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2096%0Dm%3Dvideo%209%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; remote-tag=abcdef; local-tag=123456

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz> 
Allow:
Accept: message/sipfrag 
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)

SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)

SCC-AS sends a SIP NOTIFY request to UE-1 notifying implicit subscription to the SIP REFER request.

Table A.11.5-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag=13579
From: sip:scc-as@home1.net;tag=24680
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)

SCC-AS sends SIP INVITE request to the controllee UE, UE-2, adding video media and establishing collaborative session.Since the URI parameters indicates that the port number for video m-line is set to the discard port number "9", the SCC AS realizes that the port number of the remote UE is unknown and therefore adds an a-line to inactive in SDP offer to prevent the controllee UE sending media to the remote UE. The SDP offer contains the audio media component on controller UE, UE-1 set to zero. The INVITE request contains a Referred-By header containing the identity of UE-1.

Table A.11.9-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net 
To: sip:user2_pubic1@home1.net;

From: sip:user3_pubic3@home3.net;tag=acegi

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_pubic3@home3.net
Require:
Referred-By: sip:user1_pubic1@home1.net 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98 99 

a=inactive

c=123.112.67.87
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Editor's note:
The value of c-line is FFS.

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS)

The controllee UE, UE-2, acknowledges the INVITE request by sending SIP 200 (OK) reqponse to SCC-AS.

Table A.11.3-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user2_pubic1@home1.net;tag=xyzwv

From: sip:user3_pubic3@home3.net;tag=acegi
Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 9 RTP/AVP 98
a=inactive
c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP ACK request (from SCC-AS to controllee UE)

SCC-AS sends SIP ACK request to the remote UE.

15-16.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.11.3-15 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag = 13579
From: sip:scc-as@home1.net;tag=24680
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp 
m=audio 0 RTP/AVP 0
m=video 9 RTP/AVP 98 99

c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

17-18.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

19-20.
SIP re-INVITE request (from SCC-AS to remote UE)

SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.11.3-19 SIP re-INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd  SIP/2.0

Via:
To: sip:user3_pubic3@home3.net;tag=66666
From: sip:user1_pubic1@home1.net;tag=33333
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-
t=0 0
m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89
b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 1302 RTP/AVP 98
c=IN IP4 145.23.77.88

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
21-22.
SIP 200 (OK) response (from remote UE to SCC-AS)

The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to the SCC-AS.

Table A.11.3-21 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_pubic3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=IN IP4 123.112.67.87
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

23-24.
SIP ACK request (from SCC-AS to remote UE)

SCC-AS sends SIP ACK request to the remote UE.
25-26.
SIP UPDATErequest (from SCC-AS to UE-2)

Since the controllee UE, UE-2 inidcated in the Allow header field support for SIP UPDATE method the SCC-AS sends a SIP UPDATE request to the controllee UE, UE-2 to inform controllee UE about the port number for the video media component of the remote UE. The SCC AS add an a-line set to active in the SDP offer.

NOTE:
Any other changes such as IP address of the remote UE in case remote UE uses different IP addresses for different media would also be updated in the SIP UPDATE request.

Table A.11.3-25 SIP  UPDATE request (SCC-AS to UE-2)

UPDATE sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.87

s=-
c=IN IP4 123.45.67.87
t=0 0
m=audio 0 RTP/AVP 96 97

m=video 3002 RTP/AVP 98
b=AS:75
a=active

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
23-24.
SIP 200 (OK) response (from controllee UE to SCC-AS)  

Table A.11.3-23 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From:  

Call-ID: 

CSeq: 

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 1302 RTP/AVP 98 

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

27-28.
SIP ACK request (from SCC-AS to controllee UE)

SCC-AS sends SIP ACK request to controllee UE to acknowledge.

**************************** 4th change ********************************

A.12
Signalling flows for media transfer within collaborative session for inter-UE transfer

A.12.1
Introduction

A.12.2
Controller UE initiated media transfer from controller UE to controllee UE
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Figure A.12.2: Controller UE transfers a media on controllee UE
1-2.
SIP REFER request (SIP REFER request from UE-1 to SCC-AS)

There is an existing session with audio and video between controller UE, UE-1 (123.45.67.89), and remote UE (132.54.76.98). The video component is unidirectional from the remote UE to the controller UE, UE1. The Controller UE attempts to transfer the video portion of this session to the controllee UE, UE-2.
Table A.12.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:scc-as@home1.net SIP/2.0

Via:
To: sip:scc-as@home1.net; tag= 24680
From: sip:user1_pubic1@home1.net; tag=13579sip:user1_pubic1@home1.net;tag = 24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Dvideo%203002%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj321576;remote-tag=abcdef;local-tag=123456

Contact: <sip:user1_pubic1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>
Accept: application/sdp, message/sipfrag
Content-Length: 0
Editor’s note:
The use of URI parameters for inter-UE transfer is still under review.
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)

SCC-AS sends SIP 202 (Accepted) response to controller UE-1 as response to SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.12.2-2 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag=24680
From: sip:scc-as@home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 AS to SCC-AS)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)

SCC-AS sends SIP INVITE request to the controllee UE, UE-2, to transfer video media.

Editor’s Note:
It is ffs how the controller UE signals what media are to be transferred when the SDP media order is different in controller UE and controllee UE. Table A.12.2-3 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To: sip:user1_pubic2@home1.net; 
From: sip:scc-as@home1.net; tag=12486
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-
c=IN IP4 123.112.67.87
t=0 0
m=video 3002 RTP/AVP 98 99

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS) 

The controllee UE, UE-2, acknowledges the SIP INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.12.2-4 SIP 200 OK response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user1_pubic2@home1.net; tag = xyzwv

From: sip:scc-as@home1.net; tag = 12486

Call-ID: 

CSeq: 

P-Preferred-Identity:

Contact: sip:user1_pubic2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

c=145.23.77.88

t=0 0

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
13-14.
SIP re-INVITE request (from SCC-AS to remote UE)

SCC-AS sends SIP re-INVITE request to the remote UE.

Table A.12.2-5 SIP INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net SIP/2.0

Via:

To: sip:user3_pubic3@home3.net;tag = 66666

From: sip:scc-as@home1.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1302 RTP/AVP 98 99

c=IN IP4 145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
15-16.
SIP 200 (OK) response (from remote UE to SCC-AS)

The remote UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

Table A.12.2-6 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To: 

From: 

Call-ID: 

CSeq: 

P-Asserted-Identity:

Contact: sip:user3_pubic3@home3.net 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87

s=-

c=IN IP4 123.112.67.87

t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 3002 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
17-18.
SIP ACK request (from SCC-AS to remote UE)

SCC-AS sends SIP ACK request to the remote UE.
19-20.
SIP ACK request (from SCC-AS to controllee UE; UE-2)

SCC-AS sends SIP ACK request to the remote UE.
21-22.
SIP re-INVITE request (from SCC-AS to controller UE; UE-1)

SCC-AS sends SIP re-INVITE request to the controller UE.

Table A.12.2-7 SIP INVITE request (SCC-AS to UE-1)

INVITE sip:user1_public1@home1.net SIP/2.0

Via:
To: 

From: 
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: 
Allow:
Content-Type: application/sdp 
Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 132.54.76.98

s=-
c=IN IP4 132.54.76.98
t=0 0
m=audio 2000 RTP/AVP 96 97

b=AS:25.4
a=rtpmap:96 AMR 
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event 
a=maxptime:20
m=video 0 RTP/AVP 98 99
a=sendonly

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
a=rtpmap:99 MP4V-ES

23-24.
SIP 200 (OK) response (from UE-1 to SCC-AS)

The controller UE acknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS.

25-26.
SIP ACK request (from SCC-AS to UE-1)

SCC-AS sends SIP ACK request to the controlle1 UE, UE-1 in response to SIP 200 (OK) response.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.12.2-8 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net; tag=24680
From: sip:scc-as@home1.net; tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

m=video 1302 RTP/AVP 98 99

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Editor’s Note:
It is ffs if content-type header with SDP is needed in the body of the SIP NOTIFY request. 

29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)

The remote UE acknowledges the SIP NOTIFY request by sending SIP 200 (OK) response to SCC-AS.

A.12.3
Controller UE initiated media transfer from controllee UE to another controllee UE
**************************** 5th change ********************************

A.13
Signalling flows for release of collaborative session for inter-UE transfer

A.13.1
Introduction

The signalling flows for release of Collaborative Session demonstrate how the session is released by the Controller UE or by the remote party UE. The following signalling flow is included:
-
subclause A.13.2 shows an example where the Controller UE initiates release of a Collaborative Session. It demonstrates how the service control signalling and media path between the Controller UE and remote party UE  and the media path between the Controlee UE and the remote party are released as a result of the session release; and 
-
subclause A.13.3 shows an example where the remote party UE initiates release of a Collaborative Session.
A.13.2
Controller UE releases collaborative session 

In this example, session release is initiated by the Controller UE (UE 1), which is involved in the Collaborative Session with UE 2 and the remote party UE (UE 3). The SCC AS ensures that all Controlee UEs involved in the Collaborative Session receive a request for session release in order to completely release the session ongoing with the remote party UE.
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Figure A.13.2-1: Release of Collaborative Session initiated by Controller UE

1.
Collaborative Session currently exists in a dialog with UE 3 


A Collaborative Session involving UE 1 and UE 2 exists in a dialog with UE 3. Media paths exist between UE 1 and UE 3 and between UE 2 and UE 3. In this scenario, UE 1 is the Controller UE in the Collaborative Session and thus maintains service control signalling with the SCC AS. 

2-3.
SIP BYE request (UE 1 to SCC AS via intermediate IM CN subsystem entities)


UE 1, acting as the Controller UE, initiates session release by sending a SIP BYE request towards the SCC AS. There is no Inter UE transfer specific content in the BYE request.

4-6.
SIP BYE request (SCC AS to UE 3 via intermediate IM CN subsystem entities)


The SCC AS routes the SIP BYE request to UE 3 indicating to the remote party UE that that the Controller UE requests that the session is to be released. 

7-9.
SIP 200 (OK) response (UE 3 to SCC AS via intermediate IM CN subsystem entities)


UE 3 responds to the received SIP BYE request with a SIP 200 (OK) response. 

10-11.
SIP BYE request (SCC AS to UE 2 via intermediate IM CN subsystem entities)


The SCC AS, acting as a routing B2BUA, sends a SIP BYE request towards UE 2 to release the dialog it is involved in with UE 3 via the Collaborative Session. There is no Inter UE transfer specific content in the BYE request.

NOTE 1:
The SIP BYE request to UE 2 (step 10) can occur in parallel with the SIP BYE request to UE 3 (step 4). Alternatively, the SCC AS can send the SIP BYE request to UE 2 prior to sending the SIP BYE request to UE 3.

12-13.
SIP 200 (OK) response (UE 2 to SCC AS via intermediate IM CN subsystem entities)


UE 2 responds to the received SIP BYE request with a SIP 200 (OK) response.

14-15.  SIP 200 (OK) response (SCC AS to UE 1 via intermediate IM CN subsystem entities)


Upon receiving SIP 200 (OK) responses from UE 2 and UE 3, the SCC AS responds to the SIP BYE request from UE 1 with a SIP 200 (OK) response. 

NOTE 2:
The SIP 200 (OK) response in step 14 can be sent earlier by the SCC AS in response to the SIP BYE request received from UE 1(step 3). For example, the SCC AS can send the SIP 200 (OK) response to UE 1 after receiving the SIP 200 (OK) response from UE 3 (step 9).
A.13.3
Remote party UE releases collaborative session 
In this example, session release is initiated by the remote party UE (UE 3). UE 1 and UE 2 are included in a Collaborative Session with the remote party UE. The SCC AS ensures that all Controlee UEs involved in the Collaborative Session receive a request for session release in order to completely release the ongoing session.
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Figure A.13.3-1: Release of Collaborative Session initiated by remote party UE 

1.
Collaborative Session currently exists in a dialog with UE 3 


A Collaborative Session involving UE 1 and UE 2 exists in a dialog with UE 3. Media paths exist between UE 1 and UE 3 and between UE 2 and UE 3. In this scenario, UE 1 is the Controller UE in the Collaborative Session and thus maintains service control signalling with the SCC AS. 

2-4.
SIP BYE request (UE 3 to SCC AS via intermediate IM CN subsystem entities)


The remote party UE, UE 3, initiates session release by sending a SIP BYE request towards the Controller UE via the SCC AS serving the Controller UE. There is no Inter UE transfer specific content in the BYE request.

5-6.
SIP BYE request (SCC AS to UE 1 via intermediate IM CN subsystem entities)


The SCC AS routes the SIP BYE request to UE 1, indicating to UE 1 that the remote party UE requests that the session is to be released.

7-8.
SIP BYE request (SCC AS to UE 2 via intermediate IM CN subsystem entities)


The SCC AS, acting as a routing B2BUA sends a SIP BYE request to UE 2 to release the dialog it is involved in with UE 3 via the Collaborative Session. There is no Inter UE transfer specific content in the BYE request.

NOTE 1:
Step 7 can occur in parallel with step 5. Alternatively, step 7 can occur prior to step 5. The order in which the SCC AS sends the SIP BYE requests is not considered to be important.

9-10.
SIP 200 (OK) response (UE 1 to SCC AS via intermediate IM CN subsystems entities)


UE 1 responds to the received SIP BYE request with a SIP 200 (OK) response.

NOTE 2:
Step 9 can occur immediately after UE1 has received the SIP BYE request in step 6.

11-12.
SIP 200 (OK) response (UE 2 to SCC AS via intermediate IM CN subsystems entities)


UE 2 responds to the received SIP BYE request with a SIP 200 (OK) response.

13-15.
SIP 200 (OK) response (SCC AS to UE 3 via intermediate IM CN subsystem entities)


Upon receiving SIP 200 (OK) responses from UE 1 and UE 2, the SCC AS responds to the SIP BYE request from UE 3 with a SIP 200 (OK) response.

NOTE 3:
Step 13 can occur after the SCC AS has received the SIP BYE request step 4 since it is not necessary to wait for SIP BYE requests from UE1 and UE2.

**************************** 6th change ********************************

A.14
Signalling flows for media adding/deleting within collaborative session for inter-UE transfer

A.14.1
Introduction

A.14.2
Controller UE adds new media on controllee UE

A.14.3
Controller UE releases media

A.14.3.1
Controller UE releases media flow on controller UE
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Figure A.14.3.1: Controller UE releases media flow on controller UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2 with video (Media B) media flows. Subsequently, the UE-1 (Controller UE) removes the media A flow that is active on Remote Party.

1.
SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities)- see example in table A.14.3.1-1

UE-1 sends a SIP re-INVITE request towards Remote Party indicating Media A is to be removed  in SDP offer.
Table A.14.3.1-1: SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via:SIP/2.0/UDP [3333::eee:fff:aaa:bbb]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From:
To:
Call-ID:

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 0 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
Editor’s Note: whether the controller UE needs to take all the SDP information for the media in other controllee UE in the SIP INVITE request is FFS.

2.
SIP re-INVITE request

Intermediate IM CN subsystem entities forward the SIP re-INVITE request to SCC AS according to standard IMS procedure.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.3.1-3
SCC AS sends a SIP re-INVITE request with all the media information at the remote party, set the post number for media A to 0, and forwards it towards Remote party through intermediate IM CN subsystem entities.
Table A.14.3.1-3: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public2@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> IP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240f34.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 
Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 0 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 MPV/90000

m=video 8888 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request
Intermediate IM CN subsystem entities forward the SIP re-INVITE request to Controller UE according to standard IMS procedure.
5.
SIP 200 (OK) response (Remote party to intermediate IM CN subsystem entities) - see example in table A.14.3.1-5

Remote Party responses SIP 200 (OK) response with SDP answer.
Table A.14.3.1-5: SIP 200 (OK) response (Remote party to IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=dahtadfz4radgs.12, SIP/2.0/UDP scscf2.home1.net;branch=hsdfldf343.12, SIP/2.0/UDP scscf1.home1.net;branch=hsdfldf56322cc.13, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.21
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0
o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 MPV/90000

m=video 6666 RTP/AVP 98
a=rtpmap:98 MPV/90000
6.
SIP 200 (OK) response
7.
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)
SCC AS sends a SIP ACK request to remote party through the intermediate IM CN subsystem entities. 
8.
SIP ACK request (intermediate IM CN subsystem entities to Remote party)
9-10.
SIP 200 (OK) response (SCC AS to UE-1 through intermediate IM CN subsystem entities)
SCC AS responses SIP 200 (OK) response with SDP answer indicate that Media-A has been removed
11-12.
SIP ACK request (Controller UE to SCC AS)

A.14.3.2
Controller UE releases media flow on controllee UE

A.14.3.2.1
Controller UE remove media at the controllee UE
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Figure A.14.3.2.1:Controller UE remove media at the controllee UE
1-2.
SIP REFER request (Controller UE to intermediate IM CN subsystem entities) – see example in table A.14.3.2-1
It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flows and a voice (Media C). The controller UE wants to remove the video media (Media B) component on the controllee UE.
Table A.14.3.2.1-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:scc-as@home1.net SIP/2.0

Via:

To: sip:scc-as@home1.net; tag=24680
From: sip:user1_pubic1@home1.net;tag = 13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; to-tag=abcdef; from-tag=123456

Contact: sip:user1_public1@home1.net 
Allow:
Accept: 
Content-Type:  
Content-Length: 
Editor’s Note: The content of the SIP REFER request needs FFS.

3-4.
SIP 202 (Accepted) response

SCC-AS sends SIP 202 ACCEPTED response to the controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.3.2-5

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.3.2.1-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag=24680
From: sip:scc-as@home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 OK response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 OK response to SCC-AS.

9-10.
SIP re-INVITE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)
SCC AS sends a SIP re-INVITE request towards Controllee UE (UE-2).
11-12.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

13.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.3.2-13

SCC AS sends a SIP re-INVITE request with all the media information at the remote party, set the port number for media B to 0, and forwards it to remote party through intermediate IM CN subsystem entities.
Table A.14.3.2.1-13: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 
Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length:0
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0
m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=audio 4567 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
14.
SIP re-INVITE request (intermediate IM CN subsystem entities to Remote Party)
15.
 SIP 200 (OK) response (Remote party to intermediate IM CN subsystem entities) - see example in table A.14.3.2-15

Remote party send a SIP 200 (OK) response with SDP answer.
Table A.14.3.2.1-15 SIP 200 (OK) (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=audio 4545 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

16.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
17-18. SIP ACK request (SCC AS to remote party) 
19-20.
SIP ACK request (from SCC-AS to UE-2)

21-22.
SIP NOTIFY request (SCC-AS to UE-1)-see example table A.14.3.2-21

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.14.3-2.1-21 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag = 13579
From: sip:scc-as@home1.net;tag = 24680
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK
Editor’s Note: Whether the SDP information is needed in the SIP NOTIFY request is FFS.

23-24.
SIP 200 OK response (UE-1 to SCC-AS)

The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending  a SIP 200 OK response to SCC-AS.

A.14.3.2.2
Controller UE remove the controllee UE form the collaborative session
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Figure A.14.3.2.2:Controller UE remove the controllee UE from the collaborative session

1-2.
SIP REFER request (Controller UE to intermediate IM CN subsystem entities) – see example in table A.14.3.2.2-1

It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with a voice (Media A) and UE-2(Controllee UE) with a video (Media B) media flow. The controller UE wants to remove the controllee UE from the collaborative session.

Table A.14.3.2.2-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:scc-as@home1.net SIP/2.0

Via:

To: sip:scc-as@home1.net; tag=24680
From: sip:user1_pubic1@home1.net;tag = 13579
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user2_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6;method=BYE>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; to-tag=abcdef; from-tag=123456

Contact: sip:user1_public1@home1.net 
Allow:
Accept: 
Content-Type:  
Content-Length: 
Editor's Note: The content of the REFER request needs FFS.

3-4.
SIP 202 (Accepted) response

SCC-AS sends SIP 202 ACCEPTED response to controller UE-1 as response to SIP REFER request.

5-6.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.3.2.2-5

SCC-AS sends SIP NOTIFY request to UE-1 to notify implicit subscription to the REFER request results.

Table A.14.3.2.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag=24680
From: sip:scc-as@home1.net;tag=13579
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 OK response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending SIP 200 OK to SCC-AS.

9-10.
SIP BYE request (SCC AS to UE-2 through intermediate IM CN subsystem entities)
SCC AS sends a SIP BYE request towards Controllee UE (UE-2). 

11-12.
SIP 200 (OK) response (UE-2 to SCC AS through intermediate IM CN subsystem entities) 

13.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.3.2.2-13

SCC AS sends a SIP re-INVITE request with all the media information at the remote party, set the port number for media B to 0, and forwards it to remote party through intermediate IM CN subsystem entities.
Table A.14.3.2.2-13: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 
Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Length:0
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0
m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000
14.
SIP re-INVITE request (intermediate IM CN subsystem entities to Remote Party)
15.
 SIP 200 (OK) response (Remote party to intermediate IM CN subsystem entities) - see example in table A.14.3.2.2-15

Remote party send a SIP 200 (OK) response with SDP answer.
Table A.14.3.2.2-15 SIP 200 (OK) response (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=343asdfaredfatz.12, SIP/2.0/UDP scscf2.home1.net;branch=fsc35avhthaz4.22, SIP/2.0/UDP scscf1.home1.net;branch=fsc35avhthaz4.12, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.14
From: 

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:9777 PCMU/8000
m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/90000

16.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
17-18. SIP ACK request (SCC AS to remote party) 
19-20. SIP ACK request (from SCC-AS to UE-2)

21-22.
SIP NOTIFY request (SCC-AS to UE-1)-see example in table A.14.3.2.2-21

SCC-AS sends SIP NOTIFY request to controller UE, UE-1 to inform about the success status of the inter-UE transfer.

Table A.14.3.2.2-21 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_pubic1@home1.net;tag = 13579
From: sip:scc-as@home1.net;tag = 24680
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net 
Allow:
Event: refer

Subscription-State:terminated; reason=noresource 
Content-Type: message/sipfrag ;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK
Editor's Note: Whether the SDP information is needed in the SIP NOTIFY request is FFS.

23-24.
SIP 200 OK response (UE-1 to SCC-AS)

The controller UE,UE-1 acknowledges the SIP NOTIFY request by sending a SIP 200 OK response to SCC-AS.
A.14.4
Controllee UE releases media
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Figure A.14.4: Controllee UE releases media

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is Controller UE having collaborative session control. a user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2(Controllee UE) video (Media B) media flows. Subsequently, the UE-2 (Controllee UE) removes the media B flow that is active on Remote Party.

1-2.
SIP re-INVITE request (UE-2 to SCC AS through IM CN subsystem entities)
A UE-2 wants to release media B active on remote party. For this purpose the UE-2 sends a SIP re-INVITE request to the SCC AS through the IM CN subsystem entities. 
3.
SIP re-INVITE request (from SCC-AS to intermediate IM CN subsystem entities) - see example in table A.14.4-3
SCC-AS sends SIP re-INVITE request to controller UE, UE-1 to inform that the controllee UE wants to release one media, and SCC AS would like to add this media back to the controller UE.

Table A.14.4-3: SIP re-INVITE request (SCC AS to controller UE)
INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 70
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: 
To: 
Call-ID: 
Cseq: 127 INVITE

Require: 
Contact: <sip: user3_public3@home3.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Content-type: application/sdp
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 5555 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/90000

m=video 3000 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request (intermediate IM CN subsystem entities to controller UE, UE-1)

5.
SIP 200 (OK) response (controller UE, UE-1 to intermediate IM CN subsystem entities) - see example in table A.14.4-5
In this case, the controller UE does not want to add this media on itself, but like to delete this media within the collaborative session. The controller UE cknowledges the SIP re-INVITE request by sending SIP 200 (OK) response to SCC-AS with the port number set to zero for this media.

Table A.14.4-5: SIP 200 (OK) (controller UE to SCC AS)
SIP/2.0 200 OK

Via: 
From: 

To: 

Call-ID: 

Cseq: 
Contact: <sip: user1_public1@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c43t6br4>
Allow: 
Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/9000
6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8.SIP ACK (SCC AS to controller UE)
9.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.14.4-9
SCC AS sends a SIP re-INVITE request to update the remote leg that the meida B shall be released..
Table A.14.4-9: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12
Max-Forwards: 
Route: <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "Jake" <sip:user1_public1@home1.net>
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <sip:user3_pubic3@home3.net>;tag = 66666
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE
Supported: 100rel, precondition

Contact: <sip: user1_public1@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c43t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
ontent-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd
s=-
t=0 0

m=audio 5555 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddd
a=rtpmap:97 PCMU/90000

m=video 0 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
10.
SIP re-INVITE request (intermediate IM CN subsystem entities to remote party)
11.
SIP 200 (OK) response (Remote Party to intermediate IM CN subsystem entities) - see example in table A.14.4-11
Remote Party response  SIP 200 (OK) with SDP offer containing Media A and Media B information.
Table A.14.4-11: SIP 200 (OK) (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via:  

To: 

Call-ID: 

Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip: user3_public3@home3.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb::ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb::ccc:ddd 

t=0 0

m=audio 4444 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

a=rtpmap:98 MPV/9000
12. SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
13-14. SIP 200 (OK) response (SCC AS to UE-2 through IM CN subsystem entities) 

SCC AS response 200 (OK).
15-16.
SIP ACK (controllee UE  to SCC AS)
17-18.
SIP ACK (SCC AS  to Remote Party)

A.14.5
Controllee UE modifies media on itself
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Figure A.14.5: Controllee UE modifies media on itself
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
It is assumed that UE-1 is Controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and UE-2 with video (Media B) media flows. Subsequently, the UE-2 (Controllee UE) modifies the media B flow that is active on Remote Party.

1.
SIP re-INVITE request (UE-2 to intermediate IM CN subsystem entities)- see example in table A.14.5-1

UE-2 sends a SIP re-INVITE request towards Remote Party containing Media B using SDP offer.
Table A.14.5-1: SIP re-INVITE request (UE-2 to intermediate IM CN subsystem entities) 

INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via:SIP/2.0/UDP [4444::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Asserted-Identity: "John Doe2" <sip:user1_public2@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 4444::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000
2.
SIP re-INVITE request (intermediate IM CN subsystem entities to SCC AS)
Intermediate IM CN subsystem entities forward the SIP re-INVITE request to SCC AS according to standard IMS procedure.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.5-3

SCC AS sends a SIP re-INVITE request to Remote party through the intermediate IM CN subsystem entities containing Media A and Media B information in SDP offer.
Table A.14.5-3: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE <sip:userR_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240a48.12
Max-Forwards: 70
Route: 

P-Asserted-Identity: 

P-Access-Network-Info: 
Privacy:

From: 
To: 
Call-ID: 
Cseq: 
Require: 

Proxy-Require: 
Supported: 
Security-Verify: 
Contact: 
Allow: 
Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 3333::aaa:bbb:ccc:ddd

s=-
t=0 0

m=audio 2222 RTP/AVP 97

c=IN IP6 3333::aaa:bbb:ccc:ddda=rtpmap:97 MPV/90000

m=video 4444 RTP/AVP 98
c=IN IP6 4444::aaa:bbb:ccc:ddd
a=rtpmap:98 MPV/90000
4.
SIP re-INVITE request (intermedia IM CN subsystem entities to Remote party)
5.
SIP 200 (OK) response (Remote Party to intermediate IM CN subsystem entities) - see example in table A.14.5-5
Remote Party response  SIP 200 (OK) response with SDP answer.
Table A.14.5-5: SIP 200 (OK) response (Remote Party to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK240f26.3, SIP/2.0/UDP scscf2.home1.net;branch=z9hG4bK332d25.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332d25.2, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240a48.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 4444 RTP/AVP 97
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8.
SIP ACK request (SCC AS  to Remote party through intermediate IM CN subsystem entities)

SCC AS sends an SIP ACK request to Remote Party through intermediate IM CN subsystem entities.
9.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.5-9
SCC AS response SIP 200 (OK) response containing Media B information and send it to UE-2 through intermediate IM CN subsystem entities

Table A.14.5-9 SIP 200 OK response (SCC AS to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK240f42.22,
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow:   
Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933300 2987933300 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000

10.
SIP 200 (OK) response (intermediate IM CN subsystem entities to UE-2)
11-12.
SIP ACK request (UE-2 to SCC AS through intermediate IM CN subsystem entities)
UE-2 sends an SIP ACK request to intermediate IM CN subsystem entities which is terminated by SCC AS.
Editor's Note: Whether a NOTIFY is needed to send to the controller UE to inform that the characteristics of meida B in controllee UE has modifed is FFS.
A.14.6
Remote party adds new media on controllee UE
It is assumed that UE-1 is controller UE having collaborative session control. A user has a multimedia session on his device UE‑1 with voice (Media A) and video (Media B) media flows. Subsequently, the Remote Party adds the media B flow. In this scenario it is assumed that controller UE, UE-1 automatically initiates the addition of the new media on UE-2 (Controllee) without first alerting the user and sends a SIP REFER request prior to sending back a SIP 200 (OK) response to the SIP re-INVITE request.
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Figure A.14.6: Remote party add new media on Controllee UE
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) - see example in table A.14.6-1

Remote Party sends a SIP re-INVITE request towards Controller UE (UE-1) indicating Media B is to be added in SDP offer.
Table A.14.6-1: SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) 

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:user3_public3@home3.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 6666 RTP/AVP 97

a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2-4.
SIP re-INVITE request 

Intermediate IM CN subsystem entities forward the SIP re-INVITE request to UE-1 via SCC AS according to standard IMS procedure.
5-6. SIP REFER request (UE-1 to SCC AS through intermediate IM CN subsystem entities) - see example in table A.14.6-5

The controller UE determines to add the new media (Media B) on the controllee UE. The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to 0 and an m line for video with the port number set to the port number of the video media line from the SDP offer in the SIP re-INVITE request from the remote UE. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.14.6-5 SIP REFER request (UE-1 to SCC-AS)

REFER sip:scc-as@home1.net SIP/2.0

Via:

To: sip:user3_public3@home3.net
From: sip:user1_pubic1@home1.net;tag=34719
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity:
Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2097%0Dm%3Dvideo%204444%20RTP%2FAVP%2098>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj490333;remote-tag=13579;local-tag=24680
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> 
Allow:
Accept:message/sipfrag
Content-Length:0
7-8.
SIP 202 (Accepted) response

SCC-AS sends a SIP 202 ACCEPTED response to controller UE-1 as response to the SIP REFER request.

9-10.
SIP NOTIFY request (SCC AS to UE-1 through intermediate IM CN subsystem entities)-see example in table A.14.3.2-5

SCC-AS sends a SIP NOTIFY request to UE-1 to notify implicit subscription to the SIP REFER request results.

Table A.14.3.2-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_pubic1@home1.net;tag=67912
From: sip:user3_public3@home3.net;tag=34719
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 100 Trying
11-12.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)

The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 OK response to SCC-AS.

13-14.
SIP 200 (OK) response (UE-1 to SCC-AS through intermediate IM CN subsystem entities)-see example in table A.14.6-13

The controller UE responds to the SIP re-INVITE request in step 4.

Table A.14.6-13: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::ccc:ddd:aaa:bbb
t=0 0

m=audio 8888 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 0 RTP/AVP 98

15-16. SIP ACK (SCC AS to UE-1 through intermediate IM CN subsystem entities)
17.
SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)-see example in table A.14.6-15

Editor's Note: This message can be sent as soon as the SIP REFER request is received.

SCC AS sends a SIP INVITE request towards UE-2 through intermediate IM CN subsystem entities indicating Media B information in SDP offer.
Table A.14.6-17: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities)
INVITE sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
Max-Forwards: 70
Route: <sip:term@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7538;lr;comp=sigcomp>
P-Asserted-Identity: "John Doe" <sip:user3_public3@home3.net>

Privacy: none

From: <sip:user3_public3@home3.net>;tag=171828

To: <sip:user1_public2@home1.net>
Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Referred-By: sip:user1_pubic1@home1.net
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 4444::bbb:aaa:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 4444 RTP/AVP 98
a=rtpmap:98 MPV/90000

18.
SIP INVITE request (intermediate IM CN subsystem entities to UE-2)
19.
SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities) - see example in table A.14.6-19

UE-2 responds with a SIP 200 (OK) response containing the SDP answer.
Table A.14.6-19: SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r2.12 
From: 

To: <sip:user1_public2@home1.net>;tag=237674
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: <sip:user1_public2@home1.net;gr=urn:uuid:2ad8920e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 4444::aaa:bbb:ccc:ddd

s=-

c=IN IP6 4444::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

a=rtpmap:98 MPV/90000
20.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
21-22. SIP ACK (SCC AS  to UE-2 through intermediate IM CN subsystem entities)
23.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.6-23

In response to the SIP re-INVITE from Remote Party,SCC AS sends a SIP 200 (OK) containing the SDP answer towards Remote Party through IM CN subsystem entities, which includes Media A and Media B information.
Table A.14.6-23: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scscf2.visited2.net;branch=34qtrada3333.22, SIP/2.0/UDP pcscf2.visited2.net;branch=34qtrada5454.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

t=0 0

m=audio 8888 RTP/AVP 97

c=IN IP6 3333::ccc:ddd:aaa:bbb
a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::bbb:aaa:ccc:ddd

a=rtpmap:98 MPV/90000

24.
SIP 200 (OK) response (intermediate IM CN subsystem entities to Remote Party)
25-26.
SIP ACK (Remote Party to SCC AS through intermediate IM CN subsystem entities)
Remote Party sends a SIP ACK request to intermediate IM CN subsystem entities which terminated by  SCC AS.

27-28.
SIP NOTIFY request (from SCC AS to controller UE, UE-1)

SCC-AS sends a SIP NOTIFY request to controller UE, UE-1 to inform about the success status if the inter-UE transfer.

Table A.14.6-27 SIP NOTIFY request (SCC AS to UE-1)

NOTIFY sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via:
To: sip:user1_public1@home1.net;tag=67912
From: sip:user3_public3@home3.net;tag=34719
Call-ID: 

CSeq: 
Max-Forwards:
P-Asserted-Identity:
Require:
Contact: <sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow:
Event: refer

Subscription-State:terminated;reason=noresource 
Content-Type: message/sipfrag;version=2.0 

Content-Length: (…)
SIP/2.0 200 OK

Content-Type: application/sdp

m=audio 0 RTP/AVP 97

m=video 6666 RTP/AVP 98

29-30.
SIP 200 (OK) response (from controller UE to SCC AS)

The controller UE acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC AS.

A.14.7
Remote party releases media on the controller UE
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Figure A.14.7: Remote UE releases media on the Controller UE

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities) - see example in table A.14.7-1

Remote Party sends a SIP re-INVITE request towards Controller UE (UE-1) indicating Media A is to be removed using SDP offer. If Media B is to be removed, the re-INVITE request will send to controllee UE (UE-2).
Table A.14.7-1: SIP re-INVITE request (Remote Party to intermediate IM CN subsystem entities)

INVITE <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf2.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf2.home1.net;lr>
P-Asserted-Identity: "David Fan" <sip:userR_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: 
To: 
Call-ID: 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: 100rel, precondition

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip: user1_public@home1.net>; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c67t6br4>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, SUBSCRIBE, NOTIFY

Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-
c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97
a=rtpmap:97 PCMU/8000

m=video 4444 RTP/AVP 98

a=rtpmap:98 MPV/90000

2.
SIP re-INVITE request (intermediate IM CN subsystem entities to SCC AS)
Intermediate IM CN subsystem entities forward the Re-INVITE request to SCC AS according to standard IMS procedure.
3.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.14.7-3

SCC AS removes the Media B information and forwards it towards intermediate IM CN subsystem entities.
Table A.14.7-3: SIP INVITE request (SCC AS to intermediate IM CN subsystem entities) 

INVITE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
Max-Forwards: 70
Route: <sip:term@scscf2.home1.net;lr>
P-Asserted-Identity: 
P-Access-Network-Info: 

Privacy: 

From:

To:

Call-ID: 

Cseq: 

Supported:

Require: 

Proxy-Require: 

Security-Verify: 

Contact:

Allow: 

Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 0 RTP/AVP 97
a=rtpmap: 97 PCMU/8000
4.
SIP re-INVITE request (intermediate IM CN subsystem entities to UE-1)
Intermediate IM CN subsystem entities forward the re-INVITE request to Controller UE according to standard IMS procedure.
5.
SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities) - see example in table A.14.7-5

UE-1 response SIP 200 (OK) response with SDP answer.
Table A.14.7-5: SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.3, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r4.12 
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933300 2987933300 IN IP6 3333::eee:fff:aaa:bbb

s=-

c=IN IP6 3333::eee:fff:aaa:bbb

t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 PCMU/8000
6.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
7-8. SIP ACK (SCC AS  to UE-1 through intermediate IM CN subsystem entities)

SCC AS sends an SIP ACK request to Controller UE through intermediate IM CN subsystem entities.
9.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS) – see example in table A.14.7-9

SCC AS sends SIP 200 (OK) response with SDP answer indicating Media A is removed to intermediate IM CN subsystem entities

Table A.14.7-9: SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities) 
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG6bKnas34r4, SIP/2.0/UDP scsf2.visited2.net;branch=3q5qefsdr62233.22, SIP/2.0/UDP pcscf2.visited2.net;branch=3q5qefsdr62245.12, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
From: 

To: 
Call-ID: 
Cseq: 127 INVITE 

Supported: 100rel; precondition

Contact: 

Allow: 

Accept: application/sdp;

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933300 2987933300 IN IP6 3333::aaa:bbb:ccc:ddd
s=-

c=IN IP6 3333::aaa:bbb:ccc:ddd
t=0 0

m=audio 0 RTP/AVP 97

a=rtpmap:97 PCMU/8000
m=video 6666 RTP/AVP 98

c=IN IP6 4444::aaa:bbb:ccc:ddd

a=rtpmap:98 MPV/90000

10.
SIP 200 (OK) response (intermediate IM CN subsystem entities to Remote party)
11-12. SIP ACK (Remote Party  to SCC AS through intermediate IM CN subsystem entities)
Remote Party sends an ACK request to UE-1 through intermediate IM CN subsystem entities which is terminated by SCC AS.
Editor's Note: The SDP in this flow is FFS.
**************************** 7th change ********************************

A.15
Signalling flows for MSC server assisted mid-call feature

A.15.1
Introduction

The signalling flows in the subclause demonstrate how full duplex session on hold can be transferred together with active full duplex session when the MSC server assisted mid-call feature is used. The following signalling flows are included:
-
subclause A.15.2 shows an example of CS to PS access transfer with the MSC server assisted mid-call feature.

-
subclause A.15.3 shows an example of PS to CS access transfer with the MSC server assisted mid-call feature.

The examples assume that:

-
the SC UE, the MSC Server enhanced for ICS and the SCC AS support the MSC server assisted mid-call feature;

-
the SC UE does not use ICS procedures; and

-
the SCC AS is allowed to use the MSC Server assisted mid-call feature according to operator policy.

A.15.2
CS to PS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.2-1, SC UE A has two ongoing sessions over CS bearer which are anchored at SCC AS. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains rejected video stream and accepted audio stream. When the SC UE connects to an IP-CAN, it decides to transfer the sessions over the IP-CAN.
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Figure A.15.2-1: Signalling flow for PS-CS Access Transfer: CS to PS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has an ongoing active session X with remote UE B and a held session Y with remote UE C


The calls have been anchored at the SCC AS which is in the HPLMN of originating SC UE A. 

2.
SC UE A connects to a new IP-CAN:


The SC UE A decides to transfer the sessions over the new IP-CAN. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using standard registration procedure and reserves resources in the new IP-CAN.

3.
SIP INVITE request transferring the active session X (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-3

The SC UE A sends an initial INVITE request to request the new call replaces the existing call X. 
Table A.15.2-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:domain.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu, norefersub
Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96
a=tcap:1 RTP/AVPF
a=pcfg:1 t=1
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Contact:
contains the feature tag g.3gpp.mid-call as defined in annex C indicating the support for the MSC server assisted mid-call feature.

Accept:
contains the MSC Server assisted mid-call feature MIME type.
4. 
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

17.
Media paths between UE A and UE B

The media path of session X is using the new IP-CAN but the media path of the session Y is still using the CS bearer.

18-19.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a BYE request.

20-22.
ISUP Message 


Upon receiving the DISCONNECT request, the SC UE A relinquishes all resources pertaining to the CS bearer.

23-24. SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the BYE request over the old IP-CAN, the MSC Server sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. 

25:
SIP REFER request (SCC AS to Intermediate IM CN subsystem entities) -see example in table A.15.2-25

The SCC AS sends SIP REFER request towards UE A inside the dialog created by the message 13.
Table A.15.2-25: SIP REFER request (SCC AS to IM CN subsystem entities)

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

From: <tel:+1-237-555-2222>; tag=aasdfgaag

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 55998 REFER

Content-Length: ...

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net:7531;lr>
Contact: <sip:sccas1.home1.net;gr>

Refer-Sub: false

Supported: norefersub, gruu

Refer-To: <sip:user3_public1@home3.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74?Target-Dialog=a84b4c76e66710%3Bremote-tag=654364735%3Blocal-tag=1928301774&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml
<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

Refer-To:

contains UE C contact address and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session

26.
SIP REFER request (intermediate IM CN subsystem entities to UE A)


The REFER request is forwarded towards the UE A.

27-28.
SIP 202 (Accepted) response (UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the REFER request, the UE A sends a SIP 202 (Accepted) response.

29.
SIP INVITE request transferring the held session Y (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-29
The SC UE A sends an initial INVITE request to request the new call replacing the existing call Y. 
Table A.15.2-29: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:user3_public1@home3.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <tel:+1-237-555-1111>; tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfqweasas
Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml

Target-Dialog: a84b4c76e66710;remote-tag=654364735;local-tag=1928301774
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos loca
a=tcap:1 RTP/AVPF

a=pcfg:1 t=1l sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the remote target URI as received in the Refer-To URI in the REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the REFER request.

Contact:
contains the feature tag g.3gpp.mid-call as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
All the media are offered with the sendonly directionality.

30. 
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
31.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

32.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

33.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

34.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

35-36:
SIP 200 (OK) response (UE C to SCC AS via Intermediate IM CN subsystem entities)

The UE C generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

37-38:
SIP ACK request (SCC AS to UE C via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE C.

39:
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

40:
SIP 200 (OK) response (Intermediate IM CN subsystem entities to UE A)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

41-42:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

43.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN but the the CS bearer is still not released.

44-45.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a BYE request.

46-48.
ISUP Message 


Upon receiving the DISCONNECT request, the SC UE A relinquishes all resources pertaining to the CS bearer.

49-50.
SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)

51.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN.

A.15.3
PS to CS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.3-1, SC UE A has two ongoing sessions over PS bearer which are anchored at SCC AS. When both sessions were established the SC UE and the SCC AS included the feature tag g.3gpp.mid-call as specified in annex C into the Contact headers. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains a rejected video stream and an accepted audio stream. When the SC UE attaches to the CS domain, it decides to transfer the sessions over the CS bearer without using the ICS capability.
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Figure A.15.3-1: Signalling flow for PS-CS access transfer: PS-CS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A is on an active session X with UE B and a held session Y with UE C:


There is an ongoing IP bearer between the SC UE and the remote UE B and another IP bearer between the SC UE and the remote UE C. Both sessions are anchored at SCC AS.

2. SC UE A attaches to the CS domain


The SC UE attaches to the CS domain and decides to transfer the sessions over the CS bearer.

3.
CC SETUP messages

Editor's note: it is FFS how to ensure that the UE and the MSC Server would use the same transaction identifers for the held session
4.
SIP INVITE request transferring the active session X (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-4

Table A.15.3-4: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu, 199, norefersub
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

Accept: application/sdp; application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the IMRN, as obtained from CS networks signalling.

SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server.


Contact:
contains the feature tag g.3gpp.mid-call as defined in annex C indicating the support for the MSC server assisted mid-call feature.

Accept:
contains the MSC Server assisted mid-call feature MIME type.
5.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

6.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

7.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

8.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a routing B2BUA generates a SIP re-INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE B via the intermediate IM CN subsystem entities.

9.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

10.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

11.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

12-13.
SIP ACK request (SCC AS to UE B via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.

14-15.
SIP 200 (OK) response (SCC AS to MSC Server via IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

Editor's note: it is FFS how the session state information is transported to the MSC Server
16.
ISUP CONNECT message (MSC Server to SC UE A)

Based on the received session state information, the MSC Server associates transaction identifier value of 0 with UE B and associates transaction identifier value of 1 with UE C. 
17.
ISUP CONNECT Response message (SC UE A to MSC Server)
18-19.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

20.
Media paths between SC UE A and UE B:


The CS bearer is setup while the PS bearers are still existing. 

21-22:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session X, which was using the old IP-CAN, by sending a BYE request to the UE A.

23-24.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

25.
Media paths between SC UE A and UE B

The session X is transferred from PS bearer to CS bearer, but the session Y is still at the PS bearer.

26.
SIP REFER request (SCC AS to IM CN subsystem entities) -see example in table A.15.3-26


The SCC AS sends SIP REFER request towards MSC Server inside the dialog created by the the message 14.
Table A.15.3-26: SIP REFER request (SCC AS to IM CN subsystem entities) 

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <sip:user3_public1@home3.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>


Refer-To:

contains UE C contact address and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session
27:
SIP REFER request (intermediate IM CN subsystem entities to MSC Server)


The REFER request is forwarded towards the MSC Server.

28-29.
SIP 202 (Accepted) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the REFER request, the MSC Server sends a SIP 202 (Accepted) response.

30.
SIP INVITE request for the held session Y (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-30
Table A.15.3-30: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE sip:user3_public1@home3.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=video 0 RTP/AVP 98
m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the remote target URI as received in the Refer-To URI in the REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the REFER request.

Contact:
contains the feature tag g.3gpp.mid-call as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server. All the media are offered with the sendonly directionality.
31.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

32.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

33.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

34.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE C via the intermediate IM CN subsystem entities. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

35.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

36.
SIP 200 (OK) response (UE C to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE C has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

37.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

38-39.
SIP ACK request (SCC AS to UE C via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE C.

40.
SIP 200 (OK) response (SCC AS to IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

41.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC Server)


Intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP INVITE request to MSC Server.

42-43.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

44.
Media paths between SC UE A and UE B:


The CS bearer and PS bearers for both the sessions are established but there is still the original IP bearer for the held session Y.

45-46:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a BYE request to the UE A.

47-48.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

49.
Media paths between SC UE A and UE B

Both sessions X and Y are transferred from PS bearer to CS bearer.

**************************** 8th  change ********************************

A.16
Signalling flows for SRVCC session transfer for IMS emergency session 
A.16.1
Introduction
The signalling flows for SRVCC session transfer for IMS emergency session demonstrate how an IMS emergency session is transferred from PS network to CS network using SRVCC procedure. The following signalling flow is included:
-
subclause s6.2 shows an example when a UE initiating an emergency session in IMS for the case that the UE is not in limited service mode ;and 

-
subclause A.16.3 shows an example when the emergency session need to transfer from PS to CS using SRVCC procedure for the case that the UE is not in limited service mode.
A.16.2
UE initiating an emergency session in IMS

The signalling flows shown in figure A.16.2-1 describes the UE initiating an  IMS emergency session procedure for the case that the UE is not in limited service mode. The flow illustrates the anchoring of the session at the EATF.
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Figure A.16.2-1: Signalling flow for UE initiating an emergency session in IMS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
NOTE 2:
For clarity, the SIP 180 (Ringing) response is not shown in the signalling flow.

NOTE 3:
For clarity, the precondition mechanism is not shown in the signalling flow.

1.
SIP INVITE request (UE A to P-CSCF) see example in table A.16.2-2
Table A.16.2-2: SIP INVITE request 

INVITE urn:service:sos.fire SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf.visit1.net:7531;lr;comp=sigcomp>
P-Preferred-Identity: <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-FDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, 199, gruu
Accept: application/sdp,application/3gpp-ims+xml

Require: sec-agree

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel 
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel" 
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>;inserted-by="sip:user1_public1@home1.net";routing-allowed="yes"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0
m=audio 3400 RTP/AVP 98
a=curr: qos local none
a=curr: qos remote none
a=des: qos mandatory local sendrcv
a=des: qos mandatory remote sendrcv

a=inactive

Contact:
contains the "gr" parameter formed from an IMEI URN as specified in 3GPP TS 24.229 [2]
2.
SIP INVITE request (EATF to E-CSCF) see example in table A.16.2-3
Table A.16.2-3: SIP INVITE request

INVITE urn:service:sos.fire SIP/2.0
Via: SIP/2.0/UDP pcscf.visit1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69
Route: <sip:ecscf.visit1.net;lr;>
Record-Route: <sip:pcscf.visit1.net;lr>
P-Preferred-Identity: 

P-Access-Network-Info:

Privacy: 
From: 
To: 
Call-ID: 

Cseq: 

Supported: 

Accept: 

Require: 

Proxy-Require: 

Accept-Contact: 

P-Preferred-Service: 
Security-Verify: 

Contact:  
Geolocation:
Allow: 

Content-Type: 

Content-Length: (…)

v=
o=

s=

c=
t=
m=
a=curr: 
a=curr: 
a=des: 
a=des: 
a=
3.
SIP INVITE request (E-CSCF to EATF) see example in table A.16.2-4
Table A.16.2-4: SIP INVITE request

INVITE urn:service:sos.fire SIP/2.0
Via: SIP/2.0/UDP esccas.visit1.net;branch=z9hG4bK87ly12.1, SIP/2.0/UDP pcscf.visit1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68
Route: <sip:esccas.visit1.net;lr;>
Record-Route: <sip:ecscf.visit1.net;lr>,<sip:pcscf.visit1.net;lr>
P-Preferred-Identity: 

P-Access-Network-Info: 

Privacy: 

From: 
To: 
Call-ID: 

Cseq: 

Supported: 

Accept: 

Require: 

Proxy-Require: 

Accept-Contact: 

P-Preferred-Service: 
Security-Verify: 

Contact:  
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>;inserted-by="sip:user1_public1@home1.net";routing-allowed="yes";used-for-routing

Allow: 

Content-Type: 

Content-Length: (…)

v=
o=

s=

c=
t=
m=
a=
a= 
a= 
a= 
a=
4.
EATF anchors the emergency session

The EATF (acting as a routing B2BUA) anchors the emergency session, i.e. the EATF is inserted in the signalling path which invokes a 3pcc for enablement of Access Transfers
5.
SIP INVITE request (EATF to E-CSCF) see example in table A.16.2-5

The EATF acting as a routing B2BUA, generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards PSAP via the intermediate IM CN subsystem entities.

Table A.16.2-5: SIP INVITE request 

INVITE urn:service:sos.fire SIP/2.0
Via: SIP/2.0/UDP esccas.visit1.net;branch=z9hG4bKnas34r5

Max-Forwards: 67
Route: <sip:ecscf.visit1.net:7531;lr;comp=sigcomp>
Record-Route: <sip:ecscf.visit1.net;lr>
P-Preferred-Identity: <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-FDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire >

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, 199, gruu
Accept: application/sdp,application/3gpp-ims+xml

Require: sec-agree

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel 
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>; inserted-by=" sip:user1_public1@home1.net"；routing-allowed="yes";used-for-routing
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0
m=audio 3400 RTP/AVP 98
a=curr: qos local none
a=curr: qos remote none
a=des: qos mandatory local sendrcv
a=des: qos mandatory remote sendrcv

a=inactive
6.
SIP INVITE request (E-CSCF to PSAP)

E-CSCF routes the SIP INVITE request to the PSAP.

7.
SIP 200(OK) response (PSAP to E-CSCF) see example in table A.16.2-6

Table A.16.2-6: SIP 200 OK
SIP/2.0 200 OK
Via: SIP/2.0/UDP ecscf.visit1.net;branch=z9hG4bKnas34r5

Max-Forwards: 67
Record-Route: <sip:ecscf.visit1.net;lr>,<sip:pcscf.visit1.net;lr>
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: < urn:service:sos.fire >;tag=232456
Call-ID: 

Cseq: 

Require: 100rel, precondition, 199, gruu
Contact: <sip:mgcf.visit1.net>. 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::fff:eee:ccc:ddd
t=0 0
m=audio 3400 RTP/AVP 98
a=curr: qos local none
a=curr: qos remote none
a=des: qos mandatory local sendrcv
a=des: qos mandatory remote sendrcv

a=inactive
8-9.
SIP 200 OK response (E-CSCF to EATF and to E-CSCF)

E-CSCF forwards the 200 OK.
10-11.
SIP 200 OK response (E-CSCF to UE A) see example in table A.16.2-7
Table A.16.2-7: SIP 200 OK
SIP/2.0 200 OK
Via: 
Max-Forwards: 65
Record-Route: 
Privacy: 

From: 

To: 
P-Asserted-Identity: tel:911;context="+1"
Call-ID: 

Cseq: 

Require: 

Contact: 
Allow: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=
a=

a=

a=

a=
a=
12.
ACK request
UE A responds to the 200 OK response with an ACK request.
A.16.3
Session transfer for emergency session using SRVCC procedure: PS-CS
In the example in figure A.16.3-1, UE A (which has a valid subscription, is authenticated and authorized for PS service and is normal attached to the network) has an ongoing emergency session with a PSAP using a PS bearer which is anchored at EATF. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a SRVCC handover to CS access.
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Figure A.16.3-1 Signalling flow for emergency session transfer using SRVCC procedure
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE A is on an active emergency session with a PSAP
There is an ongoing IP bearer between the UE A and the remote end PSAP. The call is achored at EATF.

2.
SC UE A attaches to the CS domain

UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an SRVCC handover to CS access. The MSC Server initiates the session transfer with the E-STN-SR, refer to 3GPP TS 23.237 [9].
3.
SIP INVITE request (Interworking entities to Intermediate IM CN subsystem entities) -see example in table A.16.3-2
Table A.16.3-2: SIP INVITE request (interworking entities to intermediate IM CN subsystem entities) 

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:msc1.home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the E-STN-SR, as routed to the EATF

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

Contact:
contains the "gr" parameter formed from an IMEI URN as specified in 3GPP TS 24.229 [2]

4.
SIP INVITE request

The I-CSCF routes the INVITE request directly to the EATF by using the procedure defined in 3GPP TS 23.228 [15] for PSI based application Server termination.
NOTE 2:
The use of indirect routing for PSI based Application Server Termination as described in 3GPP TS 23.228 [15] in subclause 5.7.6 cannot be used for routing the INVITE request to the EATF.
5.
Remote Leg Update

The EATF based on the content of the "gr" parameter in the Contact header field correlates the SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The EATF performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

6.
SIP re-INVITE request (EATF to intermediate IM CN subsystem entities) –see example in table A.16.3-3
TheEATF acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards PSAP via the intermediate IM CN subsystem entities.

Table A.16.3-3: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE urn:service:sos.fire SIP/2.0
Via: SIP/2.0/UDP esccas1.home1.net;branch=z9hG4bKnas34r5
Max-Forwards: 68
Route: <sip:ecscf1.home1.net:lr>
P-Asserted-Identity: <tel: +1-237-555-1111>
P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4ee]; ecf=[5555::6aa:7bb:8cc:9dd]
P-Charging-Vector: icid-value="BzyretyU0dm+6O2IrT5tAFrbHLso=023551034"; orig-ioi="type3home1.net" 
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire>;tag=232456
Call-ID:  cb03a0s09a2sdfglkj490333
Cseq: 
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"
Allow:
Content-Type: Content-Length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee
s=

c=IN IP6 5555::aaa:bbb:ccc:eee
t=0 0

m=audio 3456 RTP/AVPF 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none
a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 0 TCP/MSRP 98
a=accept-types:text/plain
7.
SIP re-INVITE request (E-CSCF to PSAP)

E-CSCF forward the SIP re-INVITE request to the PSAP.

8.
SIP 200 (OK) response (PSAP to E-CSCF)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the PSAP has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
9.
SIP 200 (OK) response (E-CSCF to EATF)
E-CSCF forward the SIP 200 (OK) response to the SIP re-INVITE request to the EATF in the originating network.
10-11.
SIP ACK request (EATF to PSAP via IM CN subsystem entities)


The EATF generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the PSAP.

12-13.
SIP 200 (OK) response (EATF to interworking entities via IM CN subsystem entities)


The E- SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response to the interworking entities.
14-15.
SIP ACK request (interworking entities  to EATF via IM CN subsystem entities)


The interworking entities generate the SIP ACK request to the SIP 200 (OK) response, and forward the SIP ACK request to the EATF.
16-18:
SIP BYE request (EATF to UE A via intermediate IM CN subsystem entities)


The EATF terminates the source access leg, which was using the old IP-CAN, by sending a BYE request to the UE A.
19-21.
SIP 200 (OK) response (UE A to E- SCC AS via intermediate IM CN subsystem entities)

Upon receiving the BYE request over the old IP-CAN, the UE A sends a SIP 200 (OK) response over the old IP-CAN to the EATF. Subsequently, the UE A relinquishes all resources pertaining to the old IP-CAN.
22a.
CS bearer establishment (interworking entities to UE A)
22b.
IP bearer establishment (interworking entities to PSAP)
**************************** End of changes ***************************
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