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****************** change 1 ******************

1
Scope

The present document defines a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP).

The present document is applicable to:

-
the interface between the User Equipment (UE) and the Call Session Control Function (CSCF);

-
the interface between the CSCF and any other CSCF;

-
the interface between the CSCF and an Application Server (AS);

-
the interface between the CSCF and the Media Gateway Control Function (MGCF); 

-
the interface between the S-CSCF and the Multimedia Resource Function Controller (MRFC);

-
the interface between the Application Server (AS) and the Multimedia Resource Function Controller (MRFC);

-
the interface between the CSCF and the Breakout Gateway Control Function (BGCF);

-
the interface between the BGCF and the MGCF;

-
the interface between the CSCF and an IBCF;

-
the interface between the BGCF and any other BGCF;
-
the interface between the CSCF and an external Multimedia IP network; and

-
the interface between the E-CSCF and the EATF.

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP and SDP. Where this is not possible, extensions to SIP and SDP are defined within the present document. The document has therefore been structured in order to allow both forms of specification.

As the IM CN subsystem is designed to interwork with different IP-Connectivity Access Networks (IP-CANs), the IP-CAN independent aspects of the IM CN subsystem are described in the main body and annex A of this specification. Aspects for connecting a UE to the IM CN subsystem through specific types of IP-CANs are documented separately in the annexes or in separate documents.

The document also specifies media-related requirements for the NAT traversal mechanisms defined in this specification.

NOTE:
The present document covers only the usage of SIP and SDP to communicate with the enitities of the IM CN subsystem. It is possible, and not precluded, to use the capabilities of IP-CAN to allow a terminal containing a SIP UA to communicate with SIP servers or SIP UAs outside the IM CN subsystem, and therefore utilise the services provided by those SIP servers. The usage of SIP and SDP for communicating with SIP servers or SIP UAs outside the IM CN subsystem is outside the scope of the present document.

****************** change 2 ******************

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

1xx
A status-code in the range 101 through 199, and excluding 100

2xx
A status-code in the range 200 through 299

AAA
Authentication, Authorization and Accounting

APN
Access Point Name

AS
Application Server

AUTN
Authentication TokeN

AVP
Attribute-Value Pair

B2BUA
Back-to-Back User Agent

BGCF
Breakout Gateway Control Function

c
conditional

BRAS
Broadband Remote Access Server

CCF
Charging Collection Function

CDF
Charging Data Function

CDR
Charging Data Record

CK
Ciphering Key

CN
Core Network

CPC
Calling Party Category

CSCF
Call Session Control Function

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

DOCSIS
Data Over Cable Service Interface Specification

DTD
Document Type Definition
EATF
Emergency Access Transfer Function
EC
Emergency Centre

ECF
Event Charging Function

E-CSCF
Emergency CSCF

EPS
Evolved Packet System

FQDN
Fully Qualified Domain Name

GCID
GPRS Charging Identifier 

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

GRUU
Globally Routable User agent URI

HPLMN
Home PLMN

HSS
Home Subscriber Server

i
irrelevant

IARI
IMS Application Reference Identifier
IBCF
Interconnection Border Control Function

ICE
Interactive Connectivity Establishment

I-CSCF
Interrogating CSCF

ICS
Implementation Conformance Statement

ICID
IM CN subsystem Charging Identifier
ICSI
IMS Communication Service Identifier
IK
Integrity Key

IM
IP Multimedia

IMC
IMS Credentials
IMEI
International Mobile Equipment Identity

IMS
IP Multimedia core network Subsystem

IMS-ALG
IMS Application Level Gateway 

IMSI
International Mobile Subscriber Identity

IOI
Inter Operator Identifier
IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

IPsec
IP security

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISC
IP Multimedia Subsystem Service Control

ISIM
IM Subscriber Identity Module

I-WLAN
Interworking – WLAN

IWF
Interworking Function

LRF
Location Retrieval Function

m
mandatory

MAC
Message Authentication Code

MCC
Mobile Country Code

MGCF
Media Gateway Control Function

MGW
Media Gateway

MNC
Mobile Network Code

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

n/a
not applicable

NAI
Network Access Identifier
NA(P)T
Network Address (and Port) Translation

NASS
Network Attachment Subsystem

NAT
Network Address Translation

NP
Number Portability

o
optional

OCF
Online Charging Function

PCRF
Policy and Charging Rules Function

P-CSCF
Proxy CSCF

PDG
Packet Data Gateway

PDN
Packet Data Network

PDP
Packet Data Protocol

PDU
Protocol Data Unit

P-GW
PDN Gateway

PICS
Protocol Implementation Conformance Statement 

PIDF-LO
Presence Information Data Format Location Object

PLMN
Public Land Mobile Network

PSAP
Public Safety Answering Point

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QCI
QoS Class Identifier

QoS
Quality of Service

RAND
RANDom challenge

RES
RESponse

RTCP
Real-time Transport Control Protocol

RTP
Real-time Transport Protocol

S-CSCF
Serving CSCF

SCTP
Stream Control Transmission Protocol

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SLF
Subscription Locator Function

SNR
Serial Number

SQN
SeQuence Number

STUN
Session Traversal Utilities for NAT

TAC
Type Approval Code

TURN
Traversal Using Relay NAT

TLS
Transport Layer Security

UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UDVM
Universal Decompressor Virtual Machine

UE
User Equipment

UICC
Universal Integrated Circuit Card

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

URN
Uniform Resource Name

UDVM
Universal Decompressor Virtual Machine

USIM
Universal Subscriber Identity Module

VPLMN
Visited PLMN

WLAN
Wireless Local Area Network

x
prohibited

xDSL
Digital Subscriber Line (all types)

XMAC
expected MAC

XML
eXtensible Markup Language
****************** change 3 ******************

4.1
Conformance of IM CN subsystem entities to SIP, SDP and other protocols

SIP defines a number of roles which entities can implement in order to support capabilities. These roles are defined in annex A.

Each IM CN subsystem functional entity using an interface at the Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Cr reference point, the Mw reference point, the I2 reference point and the Ici reference point, and also using the IP multimedia Subsystem Service Control (ISC) Interface, shall implement SIP, as defined by the referenced specifications in Annex A, and in accordance with the constraints and provisions specified in annex A, according to the following roles.

The Gm reference point, the Ma reference point, the Mg reference point, the Mi reference point, the Mj reference point, the Mk reference point, the Mm reference point, the Mr reference point, the Cr reference point, the Mw reference point, the I2 reference point and the ISC reference point are defined in 3GPP TS 23.002 [2]. The Ici reference point is defined in 3GPP TS 23.228 [7].

-
The User Equipment (UE) shall provide the User Agent (UA) role, with the exceptions and additional capabilities to SIP as described in subclause 5.1, with the exceptions and additional capabilities to SDP as described in subclause 6.1, and with the exceptions and additional capabilities to SigComp as described in subclause 8.1. The UE shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2). The UE may include one or several interconnected SIP elements registered as a single logical entity when the UE performs the functions of an external attached network (e.g. an enterprise network). This specification does not place any constraint on the SIP role played by each of the elements as long as the compound entity appears to the IM CM subsystem as a SIP UA with the aforementioned exceptions and additional capabilities except for the modifications defined by the UE performing the functions of an external attached network modifying role in annex A.

NOTE 1:
When the UE performs the functions of an external attached network (e.g. an enterprise network), the internal structure of this UE is outside the scope of this specification. It is expected that in the most common case, several SIP elements will be connected to an additional element directly attached to the IM CN subsystem.

-
The P-CSCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.2, with the exceptions and additional capabilities to SDP as described in subclause 6.2, and with the exceptions and additional capabilities to SigComp as described in subclause 8.2. Under certain circumstances as described in subclause 5.2, the P-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
when acting as a subscriber to or the recipient of event information; and

b)
when performing P-CSCF initiated dialog-release, even when acting as a proxy for the remainder of the dialog.


The P-CSCF shall also provide the access technology specific procedures described in the appropriate access technology specific annex (see subclause 3A and subclause 9.2.2).

-
The I-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.3.

-
The S-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.4, and with the exceptions and additional capabilities to SDP as described in subclause 6.3. Under certain circumstances as described in subclause 5.4, the S-CSCF shall provide the UA role with the additional capabilities, as follows:

a)
the S-CSCF shall also act as a registrar. When acting as a registrar, or for the purposes of executing a third-party registration, the S-CSCF shall provide the UA role;

b)
as the notifier of event information the S-CSCF shall provide the UA role;

c)
when providing a messaging mechanism by sending the MESSAGE method, the S-CSCF shall provide the UA role; and

d)
when performing S-CSCF initiated dialog release the S-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog.

-
The MGCF shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.4.

-
The BGCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.6.

-
The AS, acting as terminating UA, or redirect server (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.1), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.2, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as originating UA (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.2), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.3, and with the exceptions and additional capabilities to SDP as described in subclause 6.6.

-
The AS, acting as a SIP proxy (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.3), shall provided the proxy role, with the exceptions and additional capabilities as described in subclause 5.7.4.

-
The AS, performing 3rd party call control (as defined in 3GPP TS 23.218 [5] subclause 9.1.1.4), shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.5, and with the exceptions and additional capabilities to SDP as described in subclause 6.6. An AS performing media control of an MRFC shall also support the procedures and methods described in subclause 10.2.
NOTE 2:
Subclause 5.7 and its subclauses define only the requirements on the AS that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [5].

-
The AS, receiving third-party registration requests, shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.7.

-
The MRFC shall provide the UA role, with the exceptions and additional capabilities as described in subclause 5.8, and with the exceptions and additional capabilities to SDP as described in subclause 6.5. The MRFC shall also support the procedures and methods described in subclause 10.3 for media control.
-
The IBCF shall provide the proxy role, with the exceptions and additional capabilities to SIP as described in subclause 5.10. If the IBCF provides an application level gateway functionality (IMS-ALG), then the IBCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10, and with the exceptions and additional capabilities to SDP as described in subclause 6.7. If the IBCF provides screening functionality, then the IBCF may provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.10.

-
The E-CSCF shall provide the proxy role, with the exceptions and additional capabilities as described in subclause 5.11. Under certain circumstances as described in subclause 5.11, the E-CSCF shall provide the UA role in accordance with RFC 3323 [33], with the additional capabilities, as follows:

a)
when operator policy (e.g. determined by national regulatory requirements applicable to emergency services) allows user requests for suppression of public user identifiers and location information, then the E-CSCF shall provide the UA role, with the exceptions and additional capabilities to SIP as described in subclause 5.11; and

b)
when performing E-CSCF initiated dialog release the E-CSCF shall provide the UA role, even when acting as a proxy for the remainder of the dialog, e.g. for any of the reasons specified in draft-ietf-sip-location-conveyance [89] or RFC 3323 [33].

-
The MSC Server enhanced for ICS shall provide the UA role, with the exceptions and additional capabilities as described in 3GPP TS 24.292 [8O].

-
The EATF shall provide the UA role, with the exceptions and additional capabilities as described in 3GPP TS 24.237 [8M].

In addition to the roles specified above, the P-CSCF, the I-CSCF, the IBCF, the S-CSCF, the BGCF and the E-CSCF can act as a UA when providing server functionality to return a final response for any of the reasons specified in RFC 3261 [26].

NOTE 3:
Annex A can change the status of requirements in referenced specifications. Particular attention is drawn to table A.4 and table A.162 for capabilities within referenced SIP specifications, and to table A.317 and table A.328 for capabilities within referenced SDP specifications. The remaining tables build on these initial tables.

NOTE 4:
The allocated roles defined in this clause are the starting point of the requirements from the IETF SIP specifications, and are then the basis for the description of further requirements. Some of these extra requirements formally change the proxy role into a B2BUA. In all other respects other than those more completely described in subclause 5.2 the P-CSCF implements proxy requirements. Despite being a B2BUA a P-CSCF does not implement UA requirements from the IETF RFCs, except as indicated in this specification, e.g., relating to registration event subscription.

NOTE 5:
Except as specified in clause 5 or otherwise permitted in RFC 3261, the functional entities providing the proxy role are intended to be transparent to data within received requests and responses. Therefore these entities do not modify message bodies. If local policy applies to restrict such data being passed on, the functional entity has to assume the UA role and reject a request, or if in a response and where such procedures apply, to pass the response on and then clear the session using the BYE method.

All the above entities are functional entities that could be implemented in a number of different physical platforms coexisting with a number of other functional entities. The implementation shall give priority to transactions at one functional entity, e.g. that of the the E-CSCF, over non-emergency transactions at other entities on the same physical implementation. Such priority is similar to the priority within the functional entities themselves specified elsewhere in this document.

Additional routeing functionality can be provided to support the ability for the IM CN subsystem to provide transit functionality as specified in Annex I. The additional routeing functionality shall assume the proxy role.

****************** change 4 ******************

5.11.2
UE originating case

The E-CSCF may either forward the call to a PSAP in the IP network or forward the call to a PSAP in the PSTN. In the latter case the call will pass a BGCF and a MGCF before entering the PSTN.

Upon receipt of an initial request for a dialog, or a standalone transaction, or an unknown method including a Request-URI with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number the E-CSCF shall: 

1)
remove its own SIP URI from the topmost Route header field;
1A)
if 

a)
the topmost Route header field of the received SIP INVITE request contains a URI which indicates that the request was received from a P-CSCF;

b)
the Contact header field includes an instance-id feature tag containing an IMEI URN as specified in draft-montemurro-gsma-imei-urn [153]; and

c)
required by the operator policy;


then:

a)
insert URI of the EATF to be contacted into the Route header field as the topmost entry followed by own URI populated as specified in the subclause 5.11.1A; and

b)
route the request based on SIP routeing procedures and do not continue with the rest of the steps;
2)
if the PSAP is the next hop, store the value of the "icid-value" header field parameter received in the P-Charging-Vector header field and remove the received information in the P-Charging-Vector header field, else keep the P-Charging-Vector if the next hop is an exit IBCF or a BGCF;

3)
if the PSAP is the next hop remove the P-Charging-Function-Addresses header fields, if present, else keep the P-Charging-Function-Addresses header fields if the next hop is an exit IBCFor an BGCF;

4)
if an IBCF or BGCF is the next hop insert a type 2 "orig-ioi" header field parameter into the P-Charging-Vector header field. The E-CSCF shall set the type 2 "orig-ioi" header field parameter to a value that identifies the sending network. The E-CSCF shall not include the "term-ioi" header field parameter;

5)
get location information as

-
geographical location information received as a location object from a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89] and include the "used-for-routing" header field parameter in the corresponding locationValue in the Geolocation header field as specified in draft-ietf-sip-location-conveyance [89] if it was used to determine the PSAP in step 6; and

-
location identifier as derived from the P-Access-Network-Info header field, if available. 

NOTE 1:
The E-CSCF can request location information from an LRF. The protocol used to retrieve the location information from the LRF is not specified in this version of the specification.

NOTE 2:
As an alternative to retrieve location information from the LRF the E-CSCF can also request location information from an external server. The address to the external server can be received in the Geolocation header field as specified in draft-ietf-sip-location-conveyance [89]. The protocol used to retrieve the location information from the external server is not specified in this version of the specification.

6)
select, based on location information and optionally type of emergency service:

-
a PSAP connected to the IM CN subsystem network and add the PSAP URI to the topmost Route header field; or

NOTE 3:
If the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, the E-CSCF conveys the P-Access-Network-Info header field containing the location identifier, if defined for the access type as specified in subclause 7.2A.4, to the PSAP.
-
a PSAP in the PSTN, add the BGCF URI to the topmost Route header field and add a PSAP URI in tel URI format to the Request-URI with an entry used in the PSTN/CS domain to address the PSAP;

NOTE 4:
If the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, the E-CSCF conveys the P-Access-Network-Info header field containing the location identifier, if defined for the access type as specified in subclause 7.2A.4, towards the MGCF. The MGCF can translate the location information if included in INVITE (i.e. both the geographical location information in PIDF-LO and the location identifier in the P-Access-Network-Info header field) into ISUP signalling, see 3GPP TS 29.163 [11B].

NOTE 5:
The E-CSCF can request location information and routeing information from the LRF. The E-CSCF can for example send the location identifier to LRF and LRF maps the location identifier into the corresponding geographical location information that LRF sends to E-CSCF. The LRF can invoke an RDF to convert the location information into a proper PSAP/EC URI. Both the location information and the PSAP URI are returned to the E-CSCF.
NOTE 6:
The way the E-CSCF determines the next hop address when the PSAP address is a tel URI is implementation dependent.

7)
if the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed user to request privacy, and if the E-CSCF receives a reference number from the LRF the E-CSCF shall include the reference number in the P-Asserted-Identity header field;

NOTE 7:
The reference number is used in the communication between the PSAP and LRF.

8)
if due to local policy or if the PSAP requires interconnect functionalities (e.g. PSAP address is of an IP address type other than the IP address type used in the IM CN subsystem), put the address of the IBCF to the topmost Route header field, in order to forward the request to the PSAP via an IBCF in the same network;

9)
create a Record-Route header field containing its own SIP URI

10)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the E-CSCF is able to release the session if needed; and

11)
route the request based on SIP routeing procedures.

Editor's Note: It needs to be investigated whether the E-CSCF also needs (under specific circumstances) to release an emergency session.

NOTE 8:
Depending on local operator policy, the E-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

Upon receipt of an initial request for a dialog, a standalone transaction, or an unknown method, that does not include a Request-URI with an emergency service URN or an emergency number, the E-CSCF shall reject the call by sending a 403 (Forbidden) response.

When the E-CSCF receives the request containing the access-network-charging-info parameter in the P-Charging-Vector, the E-CSCF shall store the access-network-charging-info parameter from the P-Charging-Vector header field. The E-CSCF shall retain access-network-charging-info parameter in the P-Charging-Vector header field.

When the E-CSCF receives any request or response (excluding ACK requests and CANCEL requests and responses) related to a UE-originated dialog or standalone transaction, the E-CSCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses header fields before forwarding the message.

When the E-CSCF receives any 1xx or 2xx response related to a UE-originated dialog or standalone transaction, the E-CSCF shall remove any P-Preferred-Identity header field, and insert a P-Asserted-Identity header field with the digits that can be recognized as a valid emergency number if dialled as a tel URI representing the number, before forwarding the message.

NOTE 9:
Numbers that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [1A]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [1A].
When the E-CSCF receives an INVITE request from the UE, the E-CSCF may require the periodic refreshment of the session to avoid hung states in the E-CSCF. If the E-CSCF requires the session to be refreshed, the E-CSCF shall apply the procedures described in RFC 4028 [58] clause 8. 

NOTE 10:
Requesting the session to be refreshed requires support by at least the UE or the PSAP or MGCF. This functionality cannot automatically be granted, i.e. at least one of the involved UAs needs to support it in order to make it work. 
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A.1.3
Roles

Table A.2: Roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	User agent
	[26]
	o.1
	o.1

	2
	Proxy 
	[26]
	o.1
	o.1

	o.1:
It is mandatory to support exactly one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3: Roles specific to this profile

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE
	5.1
	n/a
	o.1

	1A
	UE containing UICC
	5.1
	n/a
	c5

	1B
	UE without UICC
	5.1
	n/a
	c5

	2
	P-CSCF
	5.2
	n/a
	o.1

	3
	I-CSCF
	5.3
	n/a
	o.1

	3A
	void
	
	
	

	4
	S-CSCF
	5.4
	n/a
	o.1

	5
	BGCF
	5.6
	n/a
	o.1

	6
	MGCF
	5.5
	n/a
	o.1

	7
	AS
	5.7
	n/a
	o.1

	7A
	AS acting as terminating UA, or redirect server
	5.7.2
	n/a
	c2

	7B
	AS acting as originating UA
	5.7.3
	n/a
	c2

	7C
	AS acting as a SIP proxy
	5.7.4
	n/a
	c2

	7D
	AS performing 3rd party call control
	5.7.5
	n/a
	c2

	8
	MRFC
	5.8
	n/a
	o.1

	9
	IBCF
	5.10
	n/a
	o.1

	9A
	IBCF (THIG)
	5.10.4
	n/a
	c4

	9B
	IBCF (IMS-ALG)
	5.10.5, 5.10.7
	n/a
	c4

	9C
	IBCF (Screening of SIP signalling)
	5.10.6
	n/a
	c4

	10
	Additional routeing functionality
	Annex I
	n/a
	c3

	11
	E-CSCF
	5.11
	n/a
	o.1

	c2:
IF A.3/7 THEN o.2 ELSE n/a - - AS.

c3:
IF A.3/3 OR A.3/4 OR A.3/5 OR A.3/6 OR A.3/9 THEN o ELSE o.1 - - I-CSCF, S-CSCF, BGCF, MGCF, IBCF.

c4: 
IF A.3/9 THEN o.3 ELSE n/a - - IBCF.

c5:
IF A.3/1 THEN o.4 ELSE n/a - - UE.

o.1:
It is mandatory to support exactly one of these items. 

o.2:
It is mandatory to support at least one of these items.

o.3:
It is mandatory to support at least one of these items.
o.4
It is mandatory to support at least one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3A: Roles specific to additional capabilities

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	Presence server
	3GPP TS 24.141 [8A]
	n/a
	c1

	2
	Presence user agent
	3GPP TS 24.141 [8A]
	n/a
	c2

	3
	Resource list server
	3GPP TS 24.141 [8A]
	n/a
	c3

	4
	Watcher
	3GPP TS 24.141 [8A]
	n/a
	c4

	11
	Conference focus
	3GPP TS 24.147 [8B]
	n/a
	c11

	12
	Conference participant
	3GPP TS 24.147 [8B]
	n/a
	c6

	21
	CSI user agent
	3GPP TS 24.279 [8E]
	n/a
	c7

	22
	CSI application server
	3GPP TS 24.279 [8E]
	n/a
	c8

	31
	Messaging application server
	3GPP TS 24.247 [8F]
	n/a
	c5

	32
	Messaging list server
	3GPP TS 24.247 [8F]
	n/a
	c5

	33
	Messaging participant
	3GPP TS 24.247 [8F]
	n/a
	c2

	50
	Multimedia telephony service participant
	3GPP TS 24.173 [8H]
	n/a
	c2

	50A
	Multimedia telephony service application server
	3GPP TS 24.173 [8H]
	n/a
	c9

	51
	Message waiting indication subscriber UA
	3GPP TS 24.606 [8I]
	n/a
	c2

	52
	Message waiting indication notifier UA
	3GPP TS 24.606 [8I]
	n/a
	c3

	53
	Advice of charge application server
	3GPP TS 24.647 [8N]
	n/a
	c8

	54
	Advice of charge UA client
	3GPP TS 24.647 [8N]
	n/a
	c2

	61
	SM-over-IP sender
	3GPP TS 24.341 [8L]
	n/a
	c2

	62
	SM-over-IP receiver
	3GPP TS 24.341 [8L]
	n/a
	c2

	63
	IP-SM-GW
	3GPP TS 24.341 [8L]
	n/a
	c1

	71
	IP-SM-GW
	3GPP TS 29.311 [15A]
	n/a
	c10

	81
	MSC Server enhanced for ICS
	3GPP TS 24.292 [8O]
	n/a
	c12

	82
	ICS user agent
	3GPP TS 24.292 [8O]
	n/a
	c2

	83
	SCC application server
	3GPP TS 24.292 [8O]
	n/a
	c9

	84
	EATF
	3GPP TS 24.237 [8M]
	n/a
	c2

	c1:
IF A.3/7A AND A.3/7B THEN o ELSE n/a - - AS acting as terminating UA, or redirect server and AS acting as originating UA.

c2:
IF A.3/1 THEN o ELSE n/a - - UE.

c3:
IF A.3/7A THEN o ELSE n/a - - AS acting as terminating UA, or redirect server.

c4:
IF A.3/1 OR A.3/7B THEN o ELSE n/a - - UE or AS acting as originating UA.

c5:
IF A.3/7D AND A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control and MRFC (note 2).

c6:
IF A.3/1 OR A.3A/11 THEN o ELSE n/a - - UE or conference focus.

c7:
IF A.3/1 THEN o ELSE n/a - - UE.

c8:
IF A.3/7D THEN o ELSE n/a - - AS performing 3rd party call control.

c9:
IF A.3/7A OR A.3/7B OR A.3/7C OR A.3/7D THEN o ELSE n/a - - AS acting as terminating UA, or redirect server, AS acting as originating UA, AS acting as a SIP proxy, AS performing 3rd party call control.

c10:
IF A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c11:
IF A.3/7D THEN o ELSE n/a - - AS performing 3rd party call control.

c12:
IF A.2/1 THEN o ELSE n/a - - UA.

	NOTE 1:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.

NOTE 2:
The functional split between the MRFC and the AS for page-mode messaging is out of scope of this document and they are assumed to be collocated.

NOTE 3:
A.3A/63 is an AS providing the IP-SM-GW role to support the transport level interworking defined in 3GPP TS 24.341 [8L]. A.3A/71 is an AS providing the IP-SM-GW role to support the service level interworking for messaging as defined in 3GPP TS 29.311 [15A].


Table A.3B: Roles with respect to access technology

	Item
	Value used in P-Access-Network-Info header field
	Reference
	RFC status
	Profile status

	1
	3GPP-GERAN
	[52] 4.4
	o
	c1

	2
	3GPP-UTRAN-FDD
	[52] 4.4
	o
	c1

	3
	3GPP-UTRAN-TDD
	[52] 4.4
	o
	c1

	4
	3GPP2-1X
	[52] 4.4
	o
	c1

	5
	3GPP2-1X-HRPD
	[52] 4.4
	o
	c1

	6
	3GPP2-UMB
	[52] 4.4
	o
	c1

	7
	3GPP-E-UTRAN-FDD
	[52] 4.4
	o
	c1

	8
	3GPP-E-UTRAN-TDD
	[52] 4.4
	o
	c1

	11
	IEEE-802.11
	[52] 4.4
	o
	c1

	12
	IEEE-802.11a
	[52] 4.4
	o
	c1

	13
	IEEE-802.11b
	[52] 4.4
	o
	c1

	14
	IEEE-802.11g
	[52] 4.4
	o
	c1

	15
	IEEE-802.11n
	[52] 4.4
	o
	c1

	21
	ADSL
	[52] 4.4
	o
	c1

	22
	ADSL2
	[52] 4.4
	o
	c1

	23
	ADSL2+
	[52] 4.4
	o
	c1

	24
	RADSL
	[52] 4.4
	o
	c1

	25
	SDSL
	[52] 4.4
	o
	c1

	26
	HDSL
	[52] 4.4
	o
	c1

	27
	HDSL2
	[52] 4.4
	o
	c1

	28
	G.SHDSL
	[52] 4.4
	o
	c1

	29
	VDSL
	[52] 4.4
	o
	c1

	30
	IDSL
	[52] 4.4
	o
	c1

	41
	DOCSIS
	[52] 4.4
	o
	c1

	c1:
If A.3/1 OR A.3/2 THEN o.1 ELSE n/a - - UE or P-CSCF.

o.1:
It is mandatory to support at least one of these items.


Table A.3C: Modifying roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE performing the functions of an external attached network
	4.1
	
	

	NOTE:
This table identifies areas where the behaviour is modified from that of the underlying role. Subclause 4.1 indicates which underlying roles are modified for this behaviour.


Table A.3D: Roles with respect to security mechanism

	Item
	Security mechanism
	Reference
	RFC status
	Profile status

	1
	IMS AKA plus IPsec ESP
	clause 4.2B
	n/a
	c1

	2
	SIP digest plus check of IP association
	clause 4.2B
	n/a
	c2

	3
	SIP digest plus Proxy Authentication
	clause 4.2B
	n/a
	c2

	4
	SIP digest with TLS
	clause 4.2B
	n/a
	c2

	5
	NASS-IMS bundled authentication
	clause 4.2B
	n/a
	c2

	6
	GPRS-IMS-Bundled authentication
	clause 4.2B
	n/a
	c2

	7
	Authentication already performed by preceding node
	clause 4.2B
	n/a
	c3

	c1:
IF (A.3/1A OR A.3/2 OR A.3/3 OR A.3/4) THEN m ELSE IF A.3/1B THEN o ELSE n/a - - UE containing UICC or P-CSCF or I-CSCF or S-CSCF, UE without UICC.

c2
IF (A.3/1 OR A.3/2 OR A.3/3 OR A.3/4) THEN o ELSE n/a - - UE or P-CSCF or I-CSCF or S-CSCF.

c3
IF (A.3/3 OR A.3/4) THEN o ELSE n/a - - I-CSCF or S-CSCF.


****************** change 6 ******************

A.2.1.2
Major capabilities

Editor's note: it needs to be checked whether it should be explicitly clarified that the IBCF (IMS-ALG) is transparent to some presence or conference extensions.

Editor’s note:
Documentation of support for draft-kaplan-sip-session-id [162] requires further study.

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	o
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	2A
	registration of multiple contacts for a single address of record
	[26] 10.2.1.2, 16.6
	o
	o

	2B
	initiating a session?
	[26] subclause 13
	o
	o

	2C
	initiating a session which require local and/or remote resource reservation?
	[27]
	o
	c43

	3
	client behaviour for INVITE requests?
	[26] subclause 13.2
	c18
	c18

	4
	server behaviour for INVITE requests?
	[26] subclause 13.3
	c18
	c18

	5
	session release?
	[26] subclause 15.1
	c18
	c18

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	c34
	c34

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	c74

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	c75

	9
	server handling of merged requests due to forking?
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking?
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	
	Extensions
	
	
	

	13
	SIP INFO method and package framework?
	[25]
	o
	c90

	14
	reliability of provisional responses in SIP?
	[27]
	c19
	c44

	15
	the REFER method?
	[36]
	o
	c33

	16
	integration of resource management and SIP?
	[30] [64]
	c19
	c44

	17
	the SIP UPDATE method?
	[29]
	c5
	c44

	19
	SIP extensions for media authorization?
	[31]
	o
	c14

	20
	SIP specific event notification?
	[28]
	o
	c13

	21
	the use of NOTIFY to establish a dialog?
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information?
	[28]
	c2
	c15

	23
	acting as the subscriber to event information?
	[28]
	c2
	c16

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	[35]
	o
	c6

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	[34]
	o
	m

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	[33]
	o
	m

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	[33]
	c9
	c11

	26B
	application of privacy based on the received Privacy header?
	[33]
	c9
	n/a

	26C
	passing on of the Privacy header transparently?
	[33]
	c9
	c12

	26D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	c10
	c27

	26E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	c10
	c27

	26F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	c10
	c27

	26G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c10
	n/a

	26H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c37
	c37

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	[50]
	o
	c7

	28
	session initiation protocol extension header field for service route discovery during registration?
	[38]
	o
	c17

	29
	compressing the session initiation protocol?
	[55]
	o
	c8

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	31
	the P-Associated-URI header extension?
	[52] 4.1
	c21
	c22

	32
	the P-Called-Party-ID header extension?
	[52] 4.2
	c21
	c23

	33
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c21
	c24

	34
	the P-Access-Network-Info header extension?
	[52] 4.4
	c21
	c25

	35
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c21
	c26

	36
	the P-Charging-Vector header extension?
	[52] 4.6
	c21
	c26

	37
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c20

	38
	the Reason header field for the session initiation protocol?
	[34A]
	o
	c68

	38A
	use of the Reason header field in Session Initiation Protocol (SIP) responses?
	[130]
	o
	c82

	39
	an extension to the session initiation protocol for symmetric response routeing?
	[56A]
	o
	c62

	40
	caller preferences for the session initiation protocol?
	[56B]
	C29
	c29

	40A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	41
	an event state publication extension to the session initiation protocol?
	[70]
	o
	c30

	42
	SIP session timer?
	[58] 
	c19
	c19

	43
	the SIP Referred-By mechanism?
	[59]
	o
	c33

	44
	the Session Inititation Protocol (SIP) "Replaces" header?
	[60]
	c19
	c38 (note 1)

	45
	the Session Inititation Protocol (SIP) "Join" header?
	[61]
	c19
	c19 (note 1)

	46
	the callee capabilities?
	[62]
	o
	c35

	47
	an extension to the session initiation protocol for request history information?
	[66]
	o
	o

	48
	Rejecting anonymous requests in the session initiation protocol?
	[67]
	o
	o

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response?
	[68]
	o
	o

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	[84]
	m
	m

	51
	the P-User-Database private header extension?
	[82] 4
	o
	c94

	52
	a uniform resource name for services?
	[69]
	n/a
	c39

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	[93]
	o
	c40 (note 2)

	54
	an extension to the session initiation protocol for request cpc information?
	[95]
	o
	c41

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	[96]
	o
	c42

	56
	the SIP P-Profile-Key private header extension?
	[97]
	n/a
	n/a

	57
	managing client initiated connections in SIP?
	[92]
	o
	c45

	58
	indicating support for interactive connectivity establishment in SIP?
	[102]
	o
	c46

	59
	multiple-recipient MESSAGE requests in the session initiation protocol?
	[104]
	c47
	c48

	60
	SIP location conveyance?
	[89]
	o
	c49

	61
	referring to multiple resources in the session initiation protocol?
	[105]
	c50
	c50

	62
	conference establishment using request-contained lists in the session initiation protocol?
	[106]
	c51
	c52

	63
	subscriptions to request-contained resource lists in the session initiation protocol?
	[107]
	c53
	c53

	64
	dialstring parameter for the session initiation protocol uniform resource identifier?
	[103]
	o
	c19

	65
	the P-Answer-State header extension to the session initiation protocol for the open mobile alliance push to talk over cellular?
	[111]
	o
	c60

	66
	the SIP P-Early-Media private header extension for authorization of early media?
	[109] 8
	o
	c58

	67
	number portability parameters for the ‘tel’ URI?
	[112]
	o
	c54

	67A
	assert or process carrier indication?
	[112]
	o
	c55

	67B
	local number portability?
	[112]
	o
	c57

	68
	DAI Parameter for the ‘tel’ URI?
	[113]
	o
	c56

	69
	extending the session initiation protocol Reason header for preemption events
	[115]
	c69
	c69

	70
	communications resource priority for the session initiation protocol?
	[116]
	o
	c70

	70A
	inclusion of MESSAGE, SUBSCRIBE, NOTIFY in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70B
	inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol?
	[116] 4.2
	c72
	c72

	70C
	resource priority namespace of DSN (Defense switched network)?
	[116] 10.2
	c71
	n/a

	70D
	resource priority namespace of DSRN (Defense RED switched network)?
	[116] 10.3
	c71
	n/a

	70E
	resource priority namespace of Q735?
	[116] 10.4
	c71
	n/a

	70F
	resource priority namespace of ETS (Government Emergency Telecommunications Service)?
	[116] 10.5
	c71
	n/a

	70G
	resource priority namespace of WPS (Wireless priority service)?
	[116] 10.6
	c71
	c73

	71
	addressing an amplification vulnerability in session initiation protocol forking proxies?
	[117]
	o
	c87

	72
	the remote application identification of applying signalling compression to SIP
	[79] 9.1
	o
	c8

	73
	a session initiation protocol media feature tag for MIME application sub-types?
	[120]
	o
	c59

	74
	Identification of communication services in the session initiation protocol? 
	[121]
	o
	c61

	75
	a framework for consent-based communications in SIP?
	[125]
	c76
	c76

	75A
	a relay within the framework for consent-based communications in SIP?
	[125]
	c77
	c78

	75B
	a recipient within the framework for consent-based communications in SIP?
	[125]
	c80
	c79

	76
	transporting user to user information for call centers using SIP?
	[126]
	o
	c81

	77
	The SIP P-Private-Network-Indication private-header (P-Header)?
	[134]
	o
	o

	78
	the SIP P-Served-User private header?
	[133] 6
	o
	c93

	
	
	
	
	

	80
	the P-Debug-ID header extension?
	[140]
	o
	c85

	81
	the 199 (Early Dialog Terminated) response code)
	[142]
	o
	c86

	82
	message body handling in SIP?
	[150]
	m
	m

	83
	indication of support for keep-alive
	[143]
	o
	c88

	84
	SIP Interface to VoiceXML Media Services?
	[145]
	o
	c89

	85
	common presence and instant messaging (CPIM): message format?
	[151]
	o
	c91

	86
	instant message disposition notification?
	[157]
	o
	c91

	87
	requesting answering modes for SIP?
	[158]
	o
	c60

	88
	SOS URI parameter for marking SIP requests related to emergency calls?
	[91A]
	o
	c92

	89
	the early session disposition type for SIP?
	[74B]
	o
	o

	90
	delivery of Request-URI targets to user agents?
	[160]
	o
	c95

	91
	The Session-ID header?
	[162]
	o
	m

	c2:
IF A.4/20 THEN o.1 ELSE n/a - - SIP specific event notification extension.

c3:
IF A.3/1 OR A.3/4 OR A.3A/81 THEN m ELSE n/a - - UE or S-CSCF functional entity or MSC Server enhanced for ICS.

c4:
IF A.3/4 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.

c6:
IF A.3/4 OR A.3/1 OR A.3A/81 THEN m ELSE n/a. - - S-CSCF or UE or MSC Server enhanced for ICS.

c7:
IF A.3/1 OR A.3/4 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B OR A3A.84 THEN m ELSE n/a - - UA or S-CSCF or AS acting as terminating UA or AS acting as originating UA or AS performing 3rd party call control or IBCF (IMS-ALG), EATF.

c8:
IF A.3/1 THEN (IF (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/6 OR A.3B/7 OR A.3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3B/15) THEN m ELSE o) ELSE n/a - - UE behaviour (based on P-Access-Network-Info usage).

c9:
IF A.4/26 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/26B THEN o.3 ELSE n/a - - application of privacy based on the received Privacy header.

c11:
IF A.3/1 OR A.3/6 OR A.3A/81 THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE or MGCF, IBCF (IMS-ALG), MSC Server enhanced for ICS.

c12:
IF A.3/7D OR A3A.84 THEN m ELSE n/a - - AS performing 3rd-party call control, EATF.

c13:
IF A.3/1 OR A.3/2 OR A.3/4 OR A.3/9B OR A.3A/81 THEN m ELSE o - - UE or S-CSCF or IBCF (IMS-ALG) or MSC Server enhanced for ICS.

c14:
IF A.3/1 AND A4/2B AND (A.3B/1 OR A.3B/2 OR A.3B/3) THEN m ELSE IF A.3/2 THEN o ELSE n/a – UE and initiating sessions and GPRS IP-CAN or P-CSCF.

c15:
IF A.4/20 AND (A.3/4 OR A.3/9B) THEN m ELSE o – SIP specific event notification extensions and S-CSCF or IBCF (IMS-ALG).

c16:
IF A.4/20 AND (A.3/1 OR A.3/2 OR A.3/9B OR A.3A/81) THEN m ELSE o - - SIP specific event notification extension and UE or P-CSCF or IBCF (IMS-ALG) or MSC Server enhanced for ICS.

c17:
IF A.3/1 OR A.3/4 OR A.3A/81 THEN m ELSE n/a - - UE or S-CSCF or MSC Server enhanced for ICS.

c18:
IF A.4/2B THEN m ELSE n/a - - initiating sessions.

c19:
IF A.4/2B THEN o ELSE n/a - - initiating sessions.

c20:
IF A.3/1 AND (A.3D/1 OR A.3D/4) THEN m ELSE n/a - - UE behaviour.

c21:
IF A.4/30 THEN o.4 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c22:
IF A.4/30 AND (A.3/1 OR A.3/4 OR A.3A/81) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or UE or MSC Server enhanced for ICS.

c23:
IF A.4/30 AND (A.3/1 OR A.3A/81) THEN o ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE or MSC Server enhanced for ICS.

c24:
IF A.4/30 AND (A.3/4 OR A.3A/81) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or MSC Server enhanced for ICS.

c25:
IF A.4/30 AND (A.3A/81 OR A.3/4 OR A.3/7A OR A.3/7D OR A.3/9B) THEN m ELSE IF A.4/30 AND  A.3/1 AND (A.3B/1OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/6 OR A.3A/7 OR A.3A/8 OR A.3B/11OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3A/15 OR A.3B/41) THEN m ELSE IF A4/30 AND A.3/1 AND (A.3B/21 OR A.3B/22 OR A.3B/23 OR A.3B/24 OR A.3B/25 OR A.3B/26 OR A.3A/27 OR A.3A/28 OR A.3B/29 OR A.3B/30) THEN o ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP), MSC Server enhanced for ICS, S-CSCF or AS acting as terminating UA or AS acting as third-party call controller or IBCF (IMS-ALG), UE,  P-Access-Network-Info values.

c26:
IF A.4/30 AND (A.3A/81 OR A.3/6 OR A.3/7A OR A.3/7B or A.3/7D) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) MSC Server enhanced for ICS, and MGCF, AS acting as a terminating UA, or AS acting as an originating UA, or AS acting as third-party call controller.

c27:
IF A.3/7D THEN o ELSE x - - AS performing 3rd party call control.

c29:
IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c30:
IF A.3A/1 OR A.3A/2 THEN m ELSE IF A.3/1 THEN o ELSE n/a - - presence server, presence user agent, UE, AS.

c33:
IF A.3/9B OR A.3A/81 OR A.3A/11 OR A.3A/12 OR A.4/44 THEN m ELSE o - - IBCF (IMS-ALG) or MSC Server enhanced for ICS or conference focus or conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

c34:
IF A.4/44 OR A.4/45 OR A.3/9B THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header or the Session Inititation Protocol (SIP) "Join" header or IBCF (IMS-ALG).
c35: 
IF A.3/4 OR A.3/9B OR A.3A/82 OR A.3A/83 OR A.3A/21 OR A.3A/22 OR A3A.84 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7 OR A.3/8 OR A.3A/81) THEN o ELSE n/a - - S-CSCF or IBCF (IMS-ALG) functional entities or ICS user agent or SCC application server or CSI user agent or CSI application server, UE or MGCF or AS or MRFC functional entity or MSC Server enhanced for ICS or EATF.

c37
IF A.4/47 THEN o.3 ELSE n/a - - an extension to the session initiation protocol for request history information.

c38:
IF A.4/2B AND (A.3A/11 OR A.3A/12 OR A.3/7D) THEN m ELSE IF A.4/2B THEN o ELSE n/a - - initiating sessions, conference focus, conference participant, AS performing 3rd party call control.

c39:
IF A.3/1 THEN m ELSE n/a - - UE.

c40
IF A.3/4 OR (A.3/1 AND NOT A.3C/1) OR A.3A/81 THEN m ELSE IF (A.3/7A OR A.3/7B OR A.3/7D) THEN o ELSE n/a - - S-CSCF, UE, UE performing the functions of an external attached network, MSC Server enhanced for ICS, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c41:
IF A.3/2 OR A.3/3 OR A.3/4 OR A.3.5 OR A.3/6 OR A.3/7 OR A.3/8 OR A.3/9 OR A.3A/81 THEN o ELSE n/a - - cpc URI parameter.

c42:
IF A.3/1 THEN n/a ELSE o - - UE.

c43:
IF A.4/2B THEN o ELSE n/a - - initiating sessions. 

c44:
IF A.4/2C THEN m ELSE o - - initiating a session which require local and/or remote resource reservation.

c45:
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c46
IF A.3/1 OR A.3/4 THEN o ELSE n/a - - UE, S-CSCF.

c47:
IF A.4/27 THEN o ELSE n/a - - a messaging mechanism for the Session Initiation Protocol (SIP).

c48:
IF A.3A/32 AND A.4/27 THEN m ELSE IF A.4/27 THEN o ELSE n/a - - messaging list server, a messaging mechanism for the Session Initiation Protocol (SIP).

c49:
IF A.3/1 OR A.3/9B OR A.3A/81 OR A/3/11 OR A3A.84 THEN m ELSE o - - UE, IBCF (IMS-ALG), MSC Server enhanced for ICS, E-CSCF, EATF.

c50:
IF A.3A/81 THEN n/a ELSE IF A.4/15 THEN o ELSE n/a - - MSC Server enhanced for ICS, the REFER method.

c51:
IF A.4/2B THEN o ELSE n/a - - initiating a session.

c52:
IF A.3A/11 AND A.4/2B THEN m ELSE IF A.4/2B THEN o ELSE n/a - - conference focus, initiating a session.

c53:
IF A.3A/81 THEN n/a ELSE IF A.4/20 THEN o ELSE n/a - - MSC Server enhanced for ICS, SIP specific event notification.

c54:
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7D THEN o, ELSE n/a - - UE, MGCF, AS acting as originating UA, AS performing 3rd party call control.

c55:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the ‘tel’ URI.

c56:
IF A.3/6 OR A.3/7B OR A.3/7D THEN o, ELSE n/a - - MGCF, AS acting as originating UA, AS performing 3rd party call control.

c57:
IF A.4/67 THEN m ELSE n/a - - number portability parameters for the 'tel' URI.

c58:
IF A.3/9B OR A.3/6 OR A.3A/81 THEN m ELSE o - - IBCF (IMS-ALG), MGCF, MSC Server enhanced for ICS.

c59:
IF (A.3/4 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8) THEN o ELSE n/a - - S-CSCF, UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC.

c60:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, AS acting as terminating UA, AS acting as originating UA, AS performing 3rd party call control.

c61:
IF (A.3/1 OR A.3A/81 OR OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/8 OR A.3/9B) THEN o ELSE n/a - - UE, MSC Server enhanced for ICS, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, or MRFC or IBCF (IMS-ALG).

c62:
IF A.3/1 THEN o ELSE n/a - - UE.

c68:
IF A.4/69 THEN m ELSE o  - - extending the session initiation protocol Reason header for preemption events and Q.850 causes.

c69:
IF A.4/70C OR A.4/70D OR A.4/70E THEN m ELSE o - - resource priority namespace of DSN (Defense switched network), resource priority namespace of DSRN (Defence RED switched network), resource priority namespace of Q735.

c70:
IF A.3/9B THEN m ELSE IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3A/81 THEN o ELSE n/a - - IBCF (IMS-ALG), UE, MGCF, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, MSC Server enhance for ICS.

c71:
IF A.4/70 THEN o.6 ELSE n/a - - communications resource priority for the session initiation protocol.
c72:
IF A.4/70 THEN o ELSE n/a - - communications resource priority for the session initiation protocol
c73:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c74:
IF A.3/4 OR A.3/1 THEN o ELSE n/a. - - S-CSCF or UE.

c75:
IF A.3/1 THEN o ELSE n/a. - - UE.

c76:
IF A.4/75A OR A.4/75B THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP, a recipient within the framework for consent-based communications in SIP.

c77:
IF A.4/59 OR A.4/61 OR A.4/62 OR A.4/63 THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol.
c78:
IF (A.4/59 OR A.4/61 OR A.4/62 OR A.4/63) AND (A.3A/11 OR A.3A/31) THEN m ELSE o - - multiple-recipient MESSAGE requests in the session initiation protocol, referring to multiple resources in the session initiation protocol, conference establishment using request-contained lists in the session initiation protocol, subscriptions to request-contained resource lists in the session initiation protocol, conference focus, messaging application server.

c79:
IF A.3/9B OR (A.3/1 AND (A.4/2B OR A.4/15 OR A.4/20 OR A.4/27)) THEN m ELSE IF A.3/6 OR A.3/7A OR A.3/7D THEN o ELSE n/a - - IBCF (IMS-ALG), UE, initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP), AS acting as terminating UA, or redirect server, AS performing 3rd party call control.

c80:
IF A.4/2B OR A.4/15 OR A.4/20 OR A.4/27 THEN m ELSE n/a - - initiating a session, the REFER method, SIP specific event notification, a messaging mechanism for the Session Initiation Protocol (SIP).

c81: 
IF A.3/1 OR A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D THEN o ELSE IF A.3/9B THEN m ELSE n/a - - UE, MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).
c82:
IF A.3/6 THEN m ELSE n/a - - MGCF.

c85:
IF A.3/1 OR A.3A/81 OR A.3/2 THEN m ELSE n/a - - UE, MSC Server enhanced for ICS, P-CSCF.

c86:
IF A.4/3 OR A.4/4 THEN m ELSE n/a - - client behaviour for INVITE requests, server behaviour for INVITE requests.

c87:
IF A.3/9B OR A.3/9C THEN m ELSE o - - IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c88:
IF A.3/1 OR A.3/2 THEN m ELSE o - - UE, P-CSCF.

c89:
IF A.3/7A OR A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control, MRFC.
c90:
IF A.3A/53 OR A.3A/54 THEN m ELSE o - - advice of charge application server, advice of charge UE client.

c91: 
IF A.3A/61 OR A.3A/62 OR A.3A/63 OR A.3A/71 THEN m ELSE o - - SM-over-IP sender, SM-over-IP receiver, IP-SM-GW, IP-SM-GW.

c92:
IF (A.3/4 OR A.3/9B OR A.3/9C) OR (A.3/1 AND (A.3B/4 OR A.3B/5 OR A.3B/6 OR A.3B/7 OR A.3B/8 OR 3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3B/15)) THEN m ELSE IF (A.3/1 AND NOT (A.3B/4 OR A.3B/5 OR A.3B/6 OR 3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14 OR A.3B/15)) THEN o ELSE n/a - - S-CSCF, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), UE, 3GPP2-1X IP-CAN or 3GPP2-1X-HRPD IP-CAN or 3GPP2-UMB IP-CAN or 3GPP-E-UTRAN-FDD IP-CAN or 3GPP-E-UTRAN-TDD IP-CAN or IEEE-802.11 IP-CAN or IEEE-802.11a IP-CAN or IEEE-802.11b IP-CAN or IEEE-802.11g IP-CAN or IEEE-802.11n IP-CAN.

c93:
IF A.3/7B OR A.3/7D THEN o ELSE n/a - - AS acting as originating UA, AS performing 3rd party call control.

c94:
IF A.3/4 OR A.3/7A OR A.3/7D THEN o ELSE n/a - - S-CSCF and AS acting as terminating UA or redirect server or AS performing 3rd party call control.

c95
IF A.3/1 OR A.3/7 THEN o else n/a - - UE or AS.

o.1:
At least one of these capabilities is supported.

o.2: 
At least one of these capabilities is supported.

o.3: 
At least one of these capabilities is supported.

o.4:
At least one of these capabilities is supported.

o.5:
At least one of these capabilities is supported.

o.6:
It is mandatory to support at least one of these items.

	NOTE 1:
Void

NOTE 2:
If a UE is unable to become engaged in a service that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE support can be "o" instead of "m". Examples include telemetry applications, where point-to-point communication is desired between two users.


Editor's Note: In table A.4, additional usage scenarios of the Resource-Priority header field might not by covered by the condition c70. They might need additional action in other functional entities.

Editors Note: Additional work on UUS maybe needed in IETF.

Editor's Note: It is FFS whether other IMS entities will be added to condition c85. 

Prerequisite A.5/20 - - SIP specific event notification

Table A.4A: Supported event packages

	Item
	Does the implementation support
	Subscriber
	Notifier

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	reg event package?
	[43]
	c1
	c3
	[43]
	c2
	c4

	1A
	reg event package extension for GRUUs?
	[94]
	c1
	c25
	[94]
	c2
	c4

	2
	refer package?
	[36] 3
	c13
	c13
	[36] 3
	c13
	c13

	3
	presence package?
	[74] 6
	c1
	c5
	[74] 6
	c2
	c6

	4
	eventlist with underlying presence package?
	[75], [74] 6
	c1
	c7
	[75], [74] 6
	c2
	c8

	5
	presence.winfo template-package?
	[72] 4
	c1
	c9
	[72] 4
	c2
	c10

	6
	ua-profile package?
	[77] 3
	c1
	c11
	[77] 3
	c2
	c12

	7
	conference package?
	[78] 3
	c1
	c21
	[78] 3
	c1
	c22

	8
	message-summary package?
	[65] 
	c1
	c23
	[65] 3
	c2
	c24

	9
	poc-settings package?
	[110]
	c1
	c26
	[110]
	c2
	c27

	10
	debug event package?
	[140]
	c1
	c28
	[140]
	c2
	c4

	c1:
IF A.4/23 THEN o ELSE n/a - - acting as the subscriber to event information.

c2:
IF A.4/22 THEN o ELSE n/a - - acting as the notifier of event information.

c3:
IF A.3/1 OR A.3A/81 OR A.3/2 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS, P-CSCF, AS.

c4:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c5:
IF A.3A/3 OR A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - resource list server or watcher, acting as the subscriber to event information.

c6:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c7:
IF A.3A/4 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - watcher, acting as the subscriber to event information.

c8:
IF A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - resource list server, acting as the notifier of event information.

c9:
IF A.3A/2 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent, acting as the subscriber to event information.

c10:
IF A.3A/1 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server, acting as the notifier of event information.

c11:
IF A.3A/2 OR A.3A/4 THEN o ELSE IF A.4/23 THEN o ELSE n/a - - presence user agent or watcher, acting as the subscriber to event information.

c12:
IF A.3A/1 OR A.3A/3 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - presence server or resource list server, acting as the notifier of event information.

c13:
IF A.4/15 THEN m ELSE n/a - - the REFER method.

c21:
IF A.3A/12 THEN m ELSE IF A.4/23 THEN o ELSE n/a - - conference participant or acting as the subscriber to event information.

c22:
IF A.3A/11 THEN m ELSE IF A.4/22 THEN o ELSE n/a - - conference focus or acting as the notifier of event information.

c23: 
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/23 THEN o ELSE n/a - - message waiting indication subscriber UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as subscriber of event information.

c24:
IF A.3A/52 THEN m ELSE (A.3/1 OR A.3/7A OR A.3/7B) AND A.4/22 THEN o ELSE n/a - - message waiting indication notifier UA, UE, AS acting as terminating UA, or redirect server, AS acting as originating UA all as notifier of event information.

c25:
IF A.4A/1 THEN (IF A.3/1 AND A.4/53 THEN m ELSE o) ELSE n/a - - reg event package, UE, reg event package extension for GRUUs.

c26:
IF (A.3/7B OR A.3/1) AND (A.4/23 OR A.4/41) THEN o ELSE n/a - - AS acting as originating UA, UE ,acting as the subscriber to event information, an event state publication extension to the session initiation protocol.

c27:
IF (A.4/22 OR A.4/41) AND A.3/1 THEN o ELSE n/a - - UE, acting as the notifier of event information, an event state publication extension to the session initiation protocol.

c28:
IF A.3/1 OR A.3A/81 OR A.3/2 THEN m ELSE n/a - - UE, MSC Server enhanced for ICS, P-CSCF.


Editor's Note: It is FFS whether other IMS entities will be added to condition c28. 

Prerequisite A.4/13 - - SIP INFO method and package framework.

Table A.4B: Supported info packages

	Item
	Does the implementation support
	Sender
	Receiver

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


A.2.1.3
PDUs

Table A.5: Supported methods

	Item
	PDU
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	ACK request
	[26] 13
	c10
	c10
	[26] 13
	c11
	c11

	2
	BYE request
	[26] 15.1
	c12
	c12
	[26] 15.1
	c12
	c12

	3
	BYE response
	[26] 15.1
	c12
	c12
	[26] 15.1
	c12
	c12

	4
	CANCEL request
	[26] 9
	m
	m
	[26] 9
	m
	m

	5
	CANCEL response
	[26] 9
	m
	m
	[26] 9
	m
	m

	6
	INFO request
	[25] 6.1
	c21
	c21
	[25] 6.1
	c21
	c21

	7
	INFO response
	[25] 6.1
	c21
	c21
	[25] 6.1
	c21
	c21

	8
	INVITE request
	[26] 13
	c10
	c10
	[26] 13
	c11
	c11

	9
	INVITE response
	[26] 13
	c11
	c11
	[26] 13
	c10
	c10

	9A
	MESSAGE request
	[50] 4
	c7
	c7
	[50] 7
	c7
	c7

	9B
	MESSAGE response
	[50] 4
	c7
	c7
	[50] 7
	c7
	c7

	10
	NOTIFY request
	[28] 8.1.2
	c4
	c4
	[28] 8.1.2
	c3
	c3

	11
	NOTIFY response
	[28] 8.1.2
	c3
	c3
	[28] 8.1.2
	c4
	c4

	12
	OPTIONS request
	[26] 11
	m
	m
	[26] 11
	m
	m

	13
	OPTIONS response
	[26] 11
	m
	m
	[26] 11
	m
	m

	14
	PRACK request
	[27] 6
	c5
	c5
	[27] 6
	c5
	c5

	15
	PRACK response
	[27] 6
	c5
	c5
	[27] 6
	c5
	c5

	15A
	PUBLISH request
	[70] 11.1.3
	c20
	c20
	[70] 11.1.3
	c20
	c20

	15B
	PUBLISH response
	[70] 11.1.3
	c20
	c20
	[70] 11.1.3
	c20
	c20

	16
	REFER request
	[36] 3
	c1
	c1
	[36] 3
	c1
	c1

	17
	REFER response
	[36] 3
	c1
	c1
	[36] 3
	c1
	c1

	18
	REGISTER request
	[26] 10
	c8
	c8
	[26] 10
	c9
	c9

	19
	REGISTER response
	[26] 10
	c9
	c9
	[26] 10
	c8
	c8

	20
	SUBSCRIBE request
	[28] 8.1.1
	c3
	c3
	[28] 8.1.1
	c4
	c4

	21
	SUBSCRIBE response
	[28] 8.1.1
	c4
	c4
	[28] 8.1.1
	c3
	c3

	22
	UPDATE request
	[29] 6.1
	c6
	c6
	[29] 6.2
	c6
	c6

	23
	UPDATE response
	[29] 6.2
	c6
	c6
	[29] 6.1
	c6
	c6

	c1:
IF A.4/15 THEN m ELSE n/a - - the REFER method extension.

c3:
IF A.4/23 THEN m ELSE n/a - - recipient for event information.

c4:
IF A.4/22 THEN m ELSE n/a - - notifier of event information.

c5:
IF A.4/14 THEN m ELSE n/a - - reliability of provisional responses extension.

c6:
IF A.4/17 THEN m ELSE n/a - - the SIP update method extension.

c7:
IF A.4/27 THEN m ELSE n/a - - the SIP MESSAGE method.

c8:
IF A.4/1 THEN m ELSE n/a - - client behaviour for registration.

c9:
IF A.4/2 THEN m ELSE n/a - - registrar.

c10:
IF A.4/3 THEN m ELSE n/a - - client behaviour for INVITE requests.

c11:
IF A.4/4 THEN m ELSE n/a - - server behaviour for INVITE requests.

c12:
IF A.4/5 THEN m ELSE n/a - - session release.

c20:
IF A.4/41 THEN m ELSE n/a - - event state publication extension.

c21:
IF A.4/13 THEN m ELSE n/a - - SIP INFO method and package framework.


