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	Reason for change:
(

	During SA2#72, S2-092986 (3GPP TS 23.167CR#0132) was agreed, the document addresses unreliable support of an non-UE detectable emergency call if the call is allowed to proceed by the network in a case where location information is needed to route the call and/or to provide to the PSAP. 
However, in contrast to what is stated in 23.167CR#132, no additional network impacts are identifed in order to support UE provision of location information after a non-UE detectable emergency call is allowed to proceed.
As before and per 3GPP TS 22.101, providing the public GRUU would continue to enable the PSAP to contact the same terminal that originated the emergency call: 

10.1.3
Call-Back Requirements

Subject to local/regional regulations the network shall support a call-back from a PSAP. 
It shall be possible to supply the user’s Directory Number/MSISDN/SIP URI as the CLI to the PSAP to facilitate call-back. The CLI used on call-back shall allow the PSAP to contact the same terminal that originated the emergency call. 

Since an UPDATE request is transmitted in support of requirements in 3GPP TS 22.101, any additional impact for providing location information would still be justifed given that accuracy of information is preferred according to 3GPP TS 23.167, subclause 4.3:

4.3
Location information for Emergency Sessions

Location information is needed for 2 main reasons in emergency services. The initial purpose of the location information is to enable the IMS network to determine which PSAP serves the area where the UE is currently located, so that the IMS network can route the emergency session to the correct PSAP. The second purpose is for the PSAP to get more accurate or updated location information for the terminal during or after the emergency session where required by local regulation.
In this document, to reduce the UE impact, the sending of the UPDATE request is made conditional.


	
	

	Summary of change:
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	1)
3GPP TS 24.229 CR#2530rev1 was approved enabling the network to apply privacy to emergency sessions if requested and if allowed per operator policy. Enabling the UE to prevent a public GRUU from being included by means of appling privacy would be inconflict with requriements in 3GPP TS 22.101. 
2)
In this version of the specification, a non-UE detectable emergency call can only be initiated by an initial request for a dialog.

3)
Sending an UPDATE request following receipt of an indication that a non-UE detectable emergency call was detected is made conditional on the availability of geographical location information and it not having been previously sent, the availability of a public GRUU and it not having been previously sent, and if the public GRUU was not saved, the protected server port assuming it was previously sent.

4)
In support of bullet 3 in subclause 5.1.6.10, it is observed that an editor note is present in subclause 5.1.6.8.4 of 3GPP TS 24.229 descibing that a UE will indicate lack of location information availability if the UE does support draft-ietf-sip-location-conveyance by means of sending a SIP request absent of location information (while the SIP option tag "geolocation" is still included). 
5)
The optional indication to the user that the session is an emergency session is independend of whether or not an UPDATE request is transmitted and is moved to a standalone paragraph.
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* * * First Change * * * *

5.1.6.8.4
Emergency session setup within a non-emergency registration

The UE shall apply the procedures as specified in subclauses 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

1)
the UE shall include a Request-URI in the INVITE request that contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. An additional sub-service type can be added if information on the type of emergency service is known;

2)
the UE shall insert in the INVITE request, a To header field with:

-
the same emergency service URN as in the Request-URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with RFC 4976 [103] or a tel URL representing the dialled digits;

NOTE 1:
This version of this document does not provide any specified handling of a URI with the dialled digits in accordance with RFC 4976 [103] at an entity within the IM CN subsystem. Behaviour when this is used is therefore not defined.

3)
the UE shall insert in the INVITE request, a From header field that includes the public user identity or the tel URI associated with the public user identity, as described in subclause 4.2; 

4)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall insert in the P-Access-Network-Info header field a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routeing the IMS emergency call;

NOTE 2:
3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

5)
the UE shall insert in the INVITE request a P-Preferred-Identity that includes the public user identity or the tel URI associated with the public user identity as described in subclause 4.2;

6)
if the UE has its location information available, then the UE shall include its location information in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header field is set to a Content ID, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sip-location-conveyance [89]; and

7)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89] in the INVITE request; and

NOTE 3:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

8)
if a public GRUU value ("pub-gruu" header field parameter) has been saved associated with the public user identity to be used for this request, then insert the public GRUU ("pub-gruu" header field parameter) value in the Contact header field as specified in draft-ietf-sip-gruu [93]; otherwise the UE shall include the address in the Contact header field set to contain:

-
the IP address or FQDN of the UE;

-
if IMS AKA or SIP digest with TLS is being used as a security mechanism, the protected server port value as in the initial registration; or

-
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled Authentication is being used as a security mechanism, the port value of an unprotected port where the UE expects to receive subsequent mid-dialog requests. The UE shall set the unprotected port value to the port value used in the initial registration.
In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the SIP URI of the P-CSCF received in the Path header field during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then this default content disposition, identified as "3gpp-alternative-service", is applied as follows:

a)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the type element set to "emergency", then the UE shall:

-
if the action element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration", perform an initial emergency registration, as described in subclause 5.1.6.2; and

-
attempt an emergency call as described in subclause 5.1.6.8.3;

-
attempt emergency call via CS domain using appropriate access technology specific procedures, if available and not already tried; or

-
perform implementation specific actions to establish the emergency call; and

b)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the type element set to "emergency" and the action element set to "emergency-registration", then the UE may also provide an indication to the user based on the text string contained in the <reason> element.
Editor's Note: It is FFS how the UE will indicate if no location is available if the UE does not support draft-ietf-sip-location-conveyance [89].

NOTE 4:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.

NOTE 5:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF.

* * * Next Change * * * *

5.1.6.10
Response to non-UE detectable emergency call
If the UE receives a 1xx or 200 (OK) response to an initial request for a dialog the response containing a P-Asserted-Identity header field set to an emergency number as specified in 3GPP TS 22.101 [1A], and:

-
if a public GRUU value (pub-gruu) has been saved associated with the public user identity, the public GRUU value has not been included in the Contact header field of the initial request for a dialog as specified in draft-ietf-sip-gruu [93]; 
-
if a public GRUU value (pub-gruu) has not been saved and a protected server port was not included in the address in the Contact header field of the the initial request for a dialog; or
-
if the UE has its geographical location information available and the geographical location information has not been included in the initial request for a dialog; then the UE 

shall send an UPDATE request according to RFC 3311 [29]; and
1)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall include in the UPDATE request a P-Access-Network-Info header field and it shall contain a location identifier such as the cell id or the identity of the I-WLAN access node;
2)
if the UE has its geographical location information available, then the UE shall include it in the UPDATE request in the following way:

I)
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field and set the "inserted-by" parameter to indicate its hostport, all in accordance with draft-ietf-sip-location-conveyance [89]; or 

II)
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header field is set to a Content ID and set the "inserted-by" parameter to indicate its hostport, all in accordance with draft-ietf-sip-location-conveyance [89]; 
3)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89]; and
4)
if a public GRUU value (pub-gruu) has been saved associated with the public user identity, then the UE shall insert the public GRUU (pub-gruu) value in the Contact header field of the UPDATE request as specified in draft-ietf-sip-gruu [93]; otherwise the UE shall include the protected server port in the address in the Contact header field.
NOTE 1:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

NOTE 2:
It is suggested that UEs only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

NOTE 3:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header field in any request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

NOTE 4:
In this version of the specification, only requests creating a dialog can request emergency services.
If the UE receives a 1xx or 200 (OK) response to an initial request for a dialog the response containing a P-Asserted-Identity header field set to an emergency number as specified in 3GPP TS 22.101 [1A], then the UE may indicate the nature of the session to the user.
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