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1. Introduction
The download of subscription data from HSS to MME/SGSN is performed as a result of an Update Location Request (ULR) message sent from the MME or SGSN to the HSS, over the S6a/S6d reference points.

In the corresponding Update Location Answer (ULA) message, the Subscription-Data AVP is sent, including all the necessary user data for EPS service; optionally, GRPS user data can also be sent, to be used by a Gn/Gp-SGSN, by including the GPRS-Subscription-Data AVP.
Since the GPRS user data is not useful for the serving node in all cases, it is important to determine when the HSS can avoid sending it.

2. Discussion
In order to determine when to include GPRS-Subscription-Data in the ULA message, two different solutions were discussed by CT4, and provided as technically correct alternatives:

Alternative 1: The serving node indicates in a specific information element (a new AVP) its type of node; this requires the definition of at least 5 different node types: MME, SGSN, MME/SGSN, S4-SGSN, MME/S4-SGSN. The HSS maps all these node types to one of two decisions: to either send or skip the GPRS data download. This solution is implemented in Solution Set 1 (CP-090313).
Alternative 2: The serving node explicitly indicates whether or not it can make use of GPRS user data, by setting/clearing a control flag in the existing ULR-Flags AVP in the ULR command; the HSS makes use of this indication when deciding on which data to send. This solution is implemented in Solution Set 2 (CP-090314).
It should be noted that, even though both alternatives are agreed as technically correct by CT4 (meaning that they are feasible), Alternative 1 has the following drawbacks:
· It ties the decision of what type of data to download in HSS to the type of serving node.

This implies that the type of node forces a certain behavior that might not always be the most desirable. For instance, a combined MME/SGSN could download only EPS data via S6a, and download GPRS data via Gr from the GnGp-SGSN. This solution makes this impossible, and forces the download of both types of data via S6a, since the type of node mandates what should be done in the HSS.

This also implies some inflexibility for future releases and hence network deployment models. For instance, a future release stand alone MME will not be able to request GPRS data from a Rel-8 HSS (although the future release functionality may benefit from receiving GPRS-data).
Alternative 2 has the following benefits:
· The decision to download GRPS user data is independent from the type of serving node requesting it. This makes the solution more future-proof since, at this stage, a certain node type may have no use for a certain type of data, but this should not preclude the fact that, in future releases, these data could be useful for that same type of node.
· It is a more flexible solution since it allows the optional deployment of the combined download of EPS and GPRS subscription data. An operator of a combined node can decide if it is worthwhile to request combined user data (EPS+GPRS) or not, over each interface, and set the control flag accordingly. This is not possible if the HSS bases its decision on the type of serving node.

Alternative 3 (Compromise Solution)
During the last weeks following the CT4 working group meeting, there was a request to consider a compromise to avoid a technical vote. There has been a very active discussion between the different companies supporting each alternative. As a result, an additional solution was designed and it is based on the following mechanisms:
· The serving node explicitly indicates whether or not it can make use of GPRS user data by setting/clearing a control flag in ULR-Flags AVP (similar principle as in Solution Set 2)
· The serving node indicates whether it is a combined node (MME/SGSN) or not, by setting/clearing another control flag in ULR-Flags AVP (similar principle as in Solution Set 1). This allows HSS to perform certain optimizations, such as being able to skip the check in HSS of those features only supported by an SGSN, and consequently skipping also the download of its corresponding user data.

This compromise proposal is implemented in a separate solution set composed by documents: CP-090378, CP-090379, CP-090380 (Company Contributions), C4-091579 and C4-091220 (from Solution Set 2).
It must be noted that the source companies of this compromise proposal are in favor of Solution Set 2, but would be ready to accept this solution, in order to reach a consensus on this issue and therefore avoid any voting between Set 1 and Set 2.
3. Conclusions

Alternative 2 offers a more flexible a more future-proof solution to the problem of optimizing the download of subscription data from HSS, by not restricting the decision of HSS to the type of serving node, but on the explicit request of the data to be used by each node. Alternative 2 is, therefore, preferred over Alternative 1.
4. Proposal

It is proposed to agree on Solution Set 2, which implements the aforementioned Alternative 2.
