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***CHANGE***
5.2.10.2
General treatment for all dialogs and standalone transactions excluding the REGISTER method – requests from an unregistered user

If the P-CSCF receives an initial request for a dialog or standalone transaction, or an unknown method from an unregistered user on the IP address and the unprotected port advertised to the UE during the P-CSCF discovery or the SIP default port, the P-CSCF shall inspect the Request URI independent of values of possible entries in the received Route headers for known emergency service identifiers, i.e. emergency numbers and the emergency service URN from the configurable lists. 

If the P-CSCF detects that the Request-URI of the initial request for a dialog or standalone transaction, or unknown method matches one of the emergency service identifiers in any of these lists, the P-CSCF shall: 

1)
include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" in accordance with draft-ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known. The entry in the Request-URI that the P-CSCF includes may either be:

-
as received in the Request URI from the UE in accordance with draft-ietf-ecrit-service-urn [69]; or

-
as deduced from the Request-URI received from the UE;

2)
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header; and

NOTE:
How the list of E-CSCF is obtained by the P-CSCF is implementation dependent.
3)
execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for: 

- 
verifying the preloaded route against the received Service-Route header;

- 
removing the P-Preferred-Identity header; and 

- 
inserting a P-Asserted-Identity header.

When the P-CSCF receives any 1xx or 2xx response to the above requests, the P-CSCF shall execute the appropriate procedure for the type of request described in subclause 5.2.6.3.4, subclause 5.2.6.3.8, and subclause 5.2.6.3.12, except that the P-CSCF may rewrite the port number of its own Record-Route entry to an unprotected port where the P-CSCF wants to receive the subsequent incoming requests from the UE belonging to this dialog.

If the P-CSCF does not receive any response to the initial request for a dialog or standalone transaction or unknown method (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new IBCF or E-CSCF and forward the request.
When the P-CSCF receives a target refresh request from the UE for a dialog, the P-CSCF shall execute the procedure described in subclause 5.2.6.3.5.

When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall execute the procedure described in subclause 5.2.6.3.9.

When the P-CSCF receives any 1xx or 2xx response to the above requests, the P-CSCF shall execute the appropriate procedure for the type of request described in subclause 5.2.6.3.5 or subclause 5.2.6.3.9.
***CHANGE***
K.2.2.5.2
General treatment for all dialogs and standalone transactions excluding the REGISTER method – from an unregistered user

If, upon receiving an initial request from an unregistered user, the P-CSCF discovers that the UE is behind a NAT, in addition to the procedures described in subclause 5.2.10.2, the P-CSCF shall apply the additional procedures described in the present subclause.

When the P-CSCF receives from the UE a request method other then a REGISTER request that matches one of the emergency service identifiers in any of its lists, 
the P-CSCF shall:
-
set the value of the "rport" parameter in the Via header to the source port of the received IP packet that contained the initial INVITE request, and insert the "received" parameter in the Via header containing the source IP address of the received IP packet (that contained the initial INVITE request), as defined in the RFC-3581 [56A];
-
if the request is an emergency initial INVITE request, binds the source IP address (i.e. the public IP address of the NAT) and associated source port number (i.e. the port number of the NAT) of the received IP packet (that contained the initial INVITE request) to the IP address (i.e. the private IP address of the UE) and associated port number (i.e. the private port of the UE) contained in the Contact header, and saves this binding; and
-
if the initial INVITE request was received over TCP connection, the P-CSCF shall keep this TCP connection up during the entire duration of the emergency call.


-
before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives a 1xx or 2xx response to the above request, the requirements are extended by the following requirements. The P-CSCF shall:

-
forward the response to the UE using the mechanisms described in RFC 3581 [56A], i.e. in case UDP is used, the P-CSCF shall send the response to the IP address indicated in the received parameter and to the port indicated in the rport parameter of the Via header associated with the UE. If the request received from the UE was received over the TCP connection, the P-CSCF shall send the response to the UE over the same TCP connection over which the request was received. The P-CSCF shall transmit the IP packet (containing the response) from the same IP address and port on which the initial request was received.
For all subsequent requests, belonging to the emergency dialog, received from the UE, in addition to the procedures described in subclause 5.2.10.2, the P-CSCF shall:

-
set the value of the "rport" parameter in the Via header to the source port of the received IP packet that contained the request, and insert the "received" parameter in the Via header containing the source IP address of the received IP packet that contained the request, as defined in the RFC 3581 [56A]; and

-
forward the request to the select an E-CSCF.

For all requests belonging to the emergency dialog and destined for the UE (that contain the private IP address and associated private port number in the Request-URI) in addition to the procedures described in subclause 5.2.10.2, the P-CSCF shall send the requests to the UE either:

-
over the TCP connection that was established when the initial request was received, if available; or

-
use the UDP. When sending the request using UDP, the P-CSCF shall insert the request in an IP packet and send the IP packet to the saved IP address (i.e. the public IP address of the NAT) and associated port number (i.e. the port number of the NAT). The P-CSCF shall transmit the IP packet (containing the request) from the same IP address and port on which the initial INVITE request was received.
Editor’s note: It is FFS whether the NAT keep-alive mechanisms defined in Annex K will be used, and if so how the P-CSCF indicates to the UE that it supports STUN keep-alive.
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