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***** 2nd MODIFICATION *****

4
Architecture for manipulating NGN PSTN/ISDN simulation services settings

The protocol described in the present document allows to manipulate settings and variables related that influence the execution of one or more PSTN/ISDN simulation services. Manipulation of supplementary services take place over the 
Ut interface (UE to AS), as shown in figure 1.
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Figure 2: Ut interface


Manipulation of services does not usually take place during real‑time operation. Typically users manipulate their services configuration data prior to the invocation and execution of the service.

Authentication of the user with HTTP may take place directly at the AS, such as in figure 1, or with the support of an Authentication Proxy, such as in figure 2. The architecture for authentication is provided in TS 187 003 [9] with the remark that the Network Application Function (NAF) is effectively an AS providing an NGN PSTN/ISDN simulation service in an NGN.
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Figure 3: Authentication proxy in the Ut interface path
***** 3rd MODIFICATION *****
5.2.1.1
General

The UE implements the role of an XCAP client, as described in clause 5.3.1.

The UE shall implement access authentication as specified in RFC 2617 [3].
The UE shall implement Transport Layer Security (TLS) (see RFC 2246 [4]).

On sending an HTTP request, the UE may indicate the user's identity intended to be used with the AS by adding a HTTP X‑3GPP‑Intended‑Identity header (TS 124 109 [5]) to the outgoing HTTP request.
***** 4th MODIFICATION *****
5.2.2.2
Authentication

On receiving an HTTP request, the AP shall first determine the mechanism used to authenticate the user. The XDM specification [12] provides guidelines for the Authentication Proxy to take such decision. If the Generic Authentication Architecture [6] is used, the AP shall attempt to authenticate the user via the mechanisms specified in TS 133 222 [6] and the AP shall follow the procedures indicated in clause 5.2.2.2.1. If the Generic Authentication Architecture [6] is not used, the AP shall attempt to authenticate the user according to RFC 2617 [3].
***** 5th MODIFICATION *****
5.2.3.1
General

An Application Server implements the role of an XCAP server as described in clause 5.3.2.

The AS shall implement access authentication as specified in RFC 2617 [3].
The AS shall implement Transport Layer Security (TLS) (see RFC 2246 [4]).
***** 6th MODIFICATION *****
6.3
XML schema

<?xml version="1.0" encoding="UTF‑8"?>

<xs:schema targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:xs="http://www.w3.org/2001/XMLSchema" 

elementFormDefault="qualified" 

attributeFormDefault="unqualified">

<!—‑ The element "simservs" maps to the Common Parts of an NGN PSTN/ISDN
Simulation services document ‑‑>


<xs:element name="simservs">

<xs:annotation>

<xs:documentation>XML Schema for data manipulation of ETSI 

NGN PSTN/ISDN Simulation Services

</xs:documentation>

</xs:annotation>

<xs:complexType>

<xs:sequence>

<xs:element ref="ss:absService" minOccurs="0" maxOccurs="unbounded"/>

<xs:element name="extensions" minOccurs="0">

<xs:complexType>

<xs:sequence>
<xs:any namespace="##other" processContents="lax" 

minOccurs="0" maxOccurs="unbounded"/>

</xs:sequence>

</xs:complexType>

</xs:element>
</xs:sequence>

<xs:anyAttribute namespace="##any" processContents="lax"/>

</xs:complexType>

</xs:element>

<xs:element name="absService" abstract="true" type="ss:simservType"/>

<xs:complexType name="simservType">

<xs:attribute name="active" type="xs:boolean" 

use="optional" default="true" />

<xs:anyAttribute namespace="##any" processContents="lax"/>


</xs:complexType>


<!‑‑ service specific IETF common policy condition elements‑‑>


<xs:element name="anonymous" type="ss:empty‑element‑type"/>


<xs:element name="presence‑status" type="ss:presence‑status‑activity‑type"/>


<xs:element name="media" type="ss:media‑type"/>


<xs:element name="communication‑diverted" type="ss:empty‑element‑type"/>


<xs:element name="rule‑deactivated" type="ss:empty‑element‑type"/>


<xs:element name="not‑registered" type="ss:empty‑element‑type"/>


<xs:element name="busy" type="ss:empty‑element‑type"/>


<xs:element name="no‑answer" type="ss:empty‑element‑type"/>
<xs:element name="not‑reachable" type="ss:empty‑element‑type"/>


<xs:element name="roaming" type="ss:empty‑element‑type"/>


<!‑‑ service specific type declarations ‑‑>


<xs:simpleType name="media‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:simpleType name="presence‑status‑activity‑type" final="list restriction">

<xs:restriction base="xs:string"/>


</xs:simpleType>


<xs:complexType name="empty‑element‑type"/>

</xs:schema>
***** 7th MODIFICATION *****

Annex A (informative):
Bibliography

· ETSI TS 187 001: "Telecommunications and Internet Converged Services and Protocols for Advanced Networking (TISPAN); NGN SECurity (SEC); Requirements".
***** END MODIFICATION *****
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