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1
INTRODUCTION. 

Two different proposals have been reviewed by CT 1.The following is a short presentation of the two proposals:
Alt-A
For a request that relates to an IMS communication service, the UE always includes the ICSI value in the Accept-Contact header field, based on the RFC 3841 framework. The S-CSCFs authorises if the user is allowed to use the ICSI value or not.
Alt-B
For a request that relates to an IMS communication service the UE shall include the ICSI value in the P-Preferred-Service header and may include it in the Accept-Contact header. The first S-CSCF deletes the P-Preferred-Service header and constructs a P-Asserted-Service header based on all signalling information received in the request and that the user is authorised to use the ICSI value. Neither the P-Asserted-Service header nor the P-Preferred-Service header is sent to the UE and the P-Asserted-Service header cannot be used in the procedure at the terminating network when it selects the UE.
This document mainly concentrates on the alternatives with respect to:
-
STAGE 2 compliance;

-
status of concerned IETF documentation; and

-
the need for additional headers for service identification.
2
STAGE 2 compliance
2.1 
Overview

In this analysis we only concentrate on the differences between the two proposals. There are three areas where the proposals will act differently with regards to the stage 2 requirements:
-
transport of the ICSI value in Accept-Contact header;

-
number of ICSI values in the initial request; and

-
requirements not covered by stage 2.

The requirements can be found in 23.228, see Annex below.
2.1 
Transport of the ICSI value in Accept-Contact header

The main difference is that in Alt-A the ICSI is always included in initial requests from the UE. In Alt-B the ICSI value is not always included. This means that with Alt–B:
-
since the P-Asserted-Service header is not sent to the UE and the ICSI is not always included in the Accept-Contact header, the ICSI value is not always available at the terminating UE to help the UE to choose the correct application. (Req 5)

-
since the P-Asserted-Service header is not used when S-CSCF selects an UE (forking) and the ICSI is not always included in the Accept-Contact header, the ICSI value is not taken into account when the terminating S-CSCF selects an UE. (Req 11).
2.2
Number of ICSI values in the initial request

Alt-B allows for that more than one ICSI value is used for a dialog which is against the requirement that only one value shall be used. The reason for this is that:
-
the UE can set different value of the ICSI in the P-Preferred-Service header than in the Accept-Contact Header. 

-
the S-CSCF can depending on the result of analyses of the signalling information can include another ICSI value in the P-Asserted-Service header than the value inserted in by the UE in the Accept-Contact header. 

In our understanding this means that different communication services can be initiated in the AS and the UE.

2.3
Requirements not covered by stage 2 
 Alt-B imposes new requirements on the S-CSCF.
-
It shall check against all signalling information to determine which IMS communication service to be included in the P-Asserted-Service header. According to current stage 2 requirements it is only the UE and AS that is defined to generate an ICSI value.

- 
It shall check and police that the SDP used corresponds to the SDP used by the user.

3
Status of concerned IETF documentation
According to RIM's discussion paper presented in CT1, three drafts are developed in IETF to solve the Service Identication problem:
1. An expository document discussing the problem of service identification and its perils on interoperability and correctness (draft-rosenberg-sipping-service-identification-02 (May 7, 2007))

2. A P-Header allowing a trusted edge element to store the result of its analysis of a SIP message, which can be used by trusted elements in the trust domain (draft-drage-sipping-service-identification-00 (May 2, 2007))
3. A media feature tag registration for subtypes of the application type (draft-rosenberg-sip-app-media-tag-00 (April, 2007))
All these three documents are at present personal drafts. Draft-rosenberg-sipping-service-identification and draft-rosenberg-sip-app-media-tag need to go through the normal IETF approval procedure that takes from half a year up to two year. Draft-drage-sipping-service-identification is a draft that needs an expert review and consequently can be handled faster as the normal IETF approval is not required to be followed.

Up to now, draft-rosenberg-sipping-service-identification has been discussed on the SIPPING mailing list, which seems natural since it includes the framework. In that document one new piece of information may be needed to indicate a service. From the discussion of this document it is very hard at this moment to conclude whether it will be possible to agree on this piece of information. We find it natural that the drafts draft-drage-sipping-service-identification and draft-rosenberg-sip-app-media-tag also are included in this discussion as they are part of the “package”. Such discussions have not taken place yet. Since these drafts include some new concepts we also find it natural that those concepts would have to be discussed in SA2, in order to secure that the 3GPP requirements are fulfilled. Such discussion has not taken place either.
Looking at draft-drage-sipping-service-identification the abstract and the two first chapters speak about one new header, which may correspond to what is identified in draft-rosenberg-sipping-service-identification. However in chapter 4 and forwards also a user generated service identification is introduced named P-Preferred-Service header.

CT 1 references IETF drafts when they have reached certain degree of stability. Two such criteria are:  

-
the draft has become a working group draft; or

- 
that a private header draft has gone through a successful expert review.
To our understanding all three documents are far from that status.
There seems to be open issues related to draft-drage-sipping-service-identification as follows;

-
misalignment inside the draft between chapter 2 and 3 and the rest of the document;

-
misalignment between what was intended to be produced, according to the summary made by RIM of the document which should be produced; and

-
misalignment with draft-rosenberg-sipping-service-identification, since the Rosenberg draft only defines the need for one header, while the drage draft in some places defines two headers.

We see that much work is still needed to convince IETF of the need of the two headers, or the need to transport a service identifier in the first place. It is also obvious that these drafts do not fulfill all 3GPP stage 2 requirements, and they contain no reference to 3GPP.
4
The need for additional headers for service identification

In Alt-B two headers are proposed. We have studied what use IMS can have of these headers.

In our understanding the P-Preferred-Service header does not make any sense if the UE also includes the ICSI in the Accept-Contact header. We only see problem with this approach since it may lead to misalignment between the two ICSI values.

The P-Asserted-Service header is intended to be used inside one network and between networks. However, it is not enough that the P-Asserted Service header is received it must also be checked that the P-Asserted-Service header is received from a network where a trust relationship exists. The reason for this is that an UE can generate the header in a network which does not support the treatment of the header.

The P-Asserted-Service header is also intended to be used when interaction with charging and the policy system.

In the case of the charging system we assume that it is the agreed ICSI value that will be used in the charging system so therefore also the value of the ICSI transported in the Contact
 header also needs to be sent to the charging system.

In the case of the policy system a possible interaction will either be done with the ICSI value in the Accept-Contact header, the P-Preferred-Service header or the Contact header, since the P-Asserted-Service header is not available in the P-CSCF.

We therefore do not see any additional value using the P-Asserted-Service header and the P-Preferred-Service header. We only see that it can complicate the handling of the dialogues and leads to the problem that the consistency between what is sent in the Accept-Contact header and what is included in the new headers needs to be checked.

5
Conclusion 

We propose that the CT-plenary takes these considerations into account when selection a solution for the transport of the ICSI and IARI values.
In summary:

i) Alternative B relies on unstable drafts and not yet agreed concepts in IETF

ii) Alternative B does not satisfy all of the current stage 2 requirements for ICSI

iii) Alternative B adds additional complexity and requirements not specified in stage 2 and that do not appear to add any value.

Alternative A satisfies the current stage 2 requirements without any dependency on new drafts from IETF.

ANNEX (extract from 23.228 version 7.7.0)

4.13
Identification of IMS communication Services

4.13.1
General

This section describes the architectural requirements for the identification of IMS communication services.

4.13.2
Identification of IMS communication Services

An IMS Communication Service Identifier (ICSI) provides a framework for the identification of IMS communication services utilising the IMS enablers.  An IMS communication service is provided via the use of the IMS enablers. At terminals, the use of a communication service identifier is similar to the use of the port concept in TCP/IP, in that it allows applications in a terminal and the network that use SIP for communication purposes to be identified. In the terminal this means dispatching a SIP message to the correct application, and in the network it means selection of the correct application server over ISC. Examples of IMS based applications and communication services are OMA messaging and OMA PoC.

An IMS communication service is a type of communication defined by a service definition that specifies the rules and procedures and allowed medias, if any, for a specific type of communication and that utilises the IMS enablers.  An IMS communication service defines what is possible within a single SIP session or standalone transaction. The IMS communication service contains an aggregation of zero, one, or several media components and the service logic managing the aggregation, represented in the protocols used. Its behaviour and characteristics may be standardized as done for the two examples above, or proprietary and specific for e.g. an operator or an enterprise.

A service description specifies this behaviour and states e.g. the allowed media combinations and state transitions as a consequence of signalling and use of IMS enablers in the network and terminals.

NOTE 1: 
The application server(s) required to support the IMS communication service are required to be included in the path of the standalone transaction or SIP session at the establishment of the SIP dialogue and therefore can not be linked in after the initial SIP request, i.e. once a SIP session has been established, it is not possible to change the IMS communication service for that session. A UE can establish a new SIP session with another IMS communication service identifier if it is required to add a media that is not supported by the existing IMS communication service.

The need of applying a service identifier is to be taken within the specification of each individual service.

The communication service identifier identifies IMS communication services and shall be included in the relevant SIP methods.

The IMS communication service identifier shall fulfil the following requirements:

1.
It shall be possible for the UE and an Application Server (AS) to set the IMS communication service identifier in a SIP request, e.g. in the REGISTER and INVITE request.

2.
Based on operator policy the S-CSCF or an AS shall be able to validate an IMS communication service identifier in a SIP request. This includes e.g. to check the syntactical correctness of a service identifier, and policing the usage of a communication service identifier.

3.
It shall be possible, e.g. for the UE, S-CSCF and AS, to identify an IMS service uniquely by the IMS communication service identifier.

4.
It shall be possible for the S-CSCF to invoke appropriate service logic based on the IMS communication service identifier contained in a SIP request, e.g. route a SIP request containing a service identifier based on initial filter criteria to the correct AS.

5.
It shall be possible for the UE to invoke appropriate application based on the IMS communication service identifier contained in a received SIP request.

6.
It shall be possible for the UE to indicate its service capabilities to the network and for the network to inform the UE which of those capabilities can be used, e.g. during registration, using the IMS communication service identifier.

NOTE 2:
The UE does not need to indicate all the service capabilities it supports to the network.

7.
The structure of the IMS communication service identifier shall be as simple as possible, i.e. the IMS communication service identifier shall be limited to identify a service.

8.
Based on operator policy S-CSCF and AS shall consider the IMS communication service identifier for online and offline charging, e.g. put appropriate data into call detailed records.

9.
The communication service identifier shall be capable of being an input into the policy control and charging rules.

10.
It shall be possible to use the IMS communication service identifier as a means to authorise whether a subscriber is allowed to initiate or receive request for a communication service.

11.
The communication service identifier shall be taken into account when selecting the correct UE(s), if multiple UEs are registered for the same Public User Identity(s).

12.
The usage of communication service identifiers shall not adversely affect interoperability between IMS networks and interoperability with external SIP networks and CS networks. The behaviour of a network receiving the IMS requests without an IMS communication service identifier is a matter of operator policy. Usage of communication service identifiers shall not decrease the level of interoperability with networks and UEs that are unaware of the communication service identifier.

13. It shall be possible for the IMS network and UE to support communications that do not use a communication service identifier. In the case that an IMS communication service identifier is not present then the network may assume a particular IMS communication service.

14.
The usage of communication service identifiers shall not restrict the inherent capabilities of SIP.

15.
The usage of communication service identifiers shall not require additional user interaction, i.e. the communication service identifier is assumed to be "added" by the UE that initiates the communication.

16.
Where a communication service needs to be identified, one requested IMS communication service identifier shall be included by the originator of the session in the SIP method that initiates a SIP dialogue or standalone transaction. In addition to the requested IMS communication service, the supported IMS communication services may be included.

17.
This version of the specification does not require the capability to use multiple requested IMS communication service identifiers in the SIP method that initiates a SIP dialogue or standalone transaction. However, the protocol implementation shall nonetheless be prepared to transport more than one requested IMS communication service identifier and the network shall be prepared to handle the situation if multiple IMS communication service identifiers are received but the network is only required to take action on one of the values. The same applies for the UE.

The network and the terminal shall be able to continue operation as defined in 3GPP Release 5 and 3GPP Release 6.

The communication service identifier shall be available at least in the following interfaces:

-
ISC; Gm; Mi, Mj, Mk, Mw; Mg; Mr;

-
Cx; Dx (e.g as part of the iFC);

-
Rx;

-
Rf, Ro.

NOTE 3:
The communication service identifier does not replace the public service identity (PSI). The communication service identifier would be used to indicate the communication service used to access the service addressed via a PSI, and is required to identify the communication service even when SIP requests are sent towards another entity without using a PSI.

