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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present specification adds detailed flows of Policy and Charging Control (PCC) over the Rx and Gx reference points and their relationship with the bearer level signalling flows over the Gn interface.

The calls flows depicted in this Technical Specification represent usual cases, i.e. not all situations are covered. Detailed information provided in TS 29.212 [9] and TS 29.214 [10] shall be taken into consideration.
The present specification also describes the binding and the mapping of QoS parameters among SDP, UMTS QoS parameters, and QoS authorization parameters.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy Control and charging architecture".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[4]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[5]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3".
[6]
3GPP TS 26.234: "End-to-end transparent streaming service; Protocols and codecs".

[7]
3GPP TS 26.236: "Packet switched conversational multimedia applications; Transport protocols".

[8]
3GPP TS 29.207, version 6.5.0: "Policy control over Go interface".

[9]
3GPP TS 29.212: " Policy and Charging Control over Gx reference point".
[10]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]
IETF RFC 2327: "SDP: Session Description Protocol".

[12]
IETF RFC 3264: "An Offer/Answer model with the Session Description Protocol (SDP)".
[13]
IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[14]
IETF RFC 3588: "Diameter Base Protocol".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 29.208 [1] and the following apply:
Example: example
3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

AF
Application Function

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function
4
Signalling Flows over Gx and Rx
4.1
IP-CAN Session Establishment

This clause is applicable if a new IP-CAN Session is being established.
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Figure 4.1.1: IP-CAN Session Establishment

1.
The GW receives an Establish IP-CAN Session Request. The form of the Establish IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives the first Create PDP Context Request within a PDP session. For I-WLAN, the GW receives an IPSec tunnel establishment request.

2.
The GW informs the PCRF of the establishment of the IP-CAN Session. The GW starts a new DCC session by sending a CCR using the CC-Request-Type AVP set to the value INITIAL_REQUEST. The GW provides UE identity information and/or the UE IPv4 address or UE IPv6 address prefix. If the PCRF controls the binding of IP-CAN Bearers, the GW also provides a new bearer identifier and information about the requested bearer, such as QoS.

3.
The PCRF stores the information received in the Diameter CCR.
4.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

5.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

6.
The PCRF defines new PCC Rule(s) to be installed.
The PCRF may also make a policy decision by defining an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabled or disabled.

7.
The PCRF stores the selected PCC Rules. If the PCRF controls the binding of IP-CAN Bearers, PCRF stores information about the IP-CAN Bearer to which the PCC Rules have been assigned.

8.
The PCC Rules are provisioned by the PCRF to the GW using Diameter CCA. The PCRF may also provide event triggers listing events for which the PCRF desires PCC Rule Requests. Furthermore, the PCRF may provide authorized QoS.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF indicates the IP-CAN Bearer where the PCC Rules shall be installed and that the authorized QoS refers to.

9.
The GW installs the received PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

10.
The GW sends a response to the Establish IP-CAN Session Request.
For GPRS, the GGSN accepts the PDP Context Request based on the results of the authorisation policy decision enforcement. If the requested QoS parameters are not within the authorized QoS, the GGSN downgrades the requested UMTS QoS parameters.

Editor's Note: It is FFS if the PCRF and/or GW may reject the IP-CAN Session establishment.

4.2
IP-CAN Session Termination

Editor's Note: It is FFS is a PCRF initiated IP-CAN Session modification can occur.

4.2.1
UE-Initiated

This clause is applicable if an IP-CAN Session is being released by the UE.

[image: image4.emf] 

7.    Diameter ASA  

6.    Diameter ASR  

GW   PCRF  

AF  

2.    Diameter CCR  

4.    Diameter CCA  

9.    Diameter STA  

8.    Diameter STR  

3 .    I dentify AF session s  bound to the removed  IP CAN session.  

1.   Remove IP CAN  Session Request  

5.    Remove IP CAN  Session Response   

For each  affected  AF session   (if any)  

Legend :                 Mandatory                         Conditional   


Figure 4.2.1.1: UE-Initiated IP-CAN Session Termination

1.
The GW receives a Remove IP-CAN Session Request that requests the deactivation of the IP-CAN Session. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request for the last PDP context within a PDP session. For I-WLAN, the GW receives an IPSec tunnel termination request.

2.
The GW sends a Diameter CCR message to the PCRF, indicating the IP-CAN Session termination. The GW requests the termination of the DCC session using the CC-Request-Type AVP set to the value TERMINATION_REQUEST.

3.
The PCRF identifies AF sessions that are bound to IP flows of the removed IP-CAN Session.

4.
The PCRF acknowledges the session termination by sending a Diameter CCA message.
5,
The GW sends a response to the Remove IP-CAN Session Request. For GPRS, the GGSN sends a Delete PDP Context Response message. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request for the last PDP context within a PDP session. For I-WLAN, the GW sends an IPSec tunnel termination response. Step 5 may already be executed in parallel to step 2.
For each AF session identified in step 3:

6.
The PCRF indicates the session abort to the AF by sending a Diameter ASR message to the AF.

7.
The AF responds by sending a Diameter ASA message to the PCRF.

8.
The AF sends a Diameter STR message to the PCRF to indicate that the session has been terminated.

9.
The PCRF responds by sending a Diameter STA message to the AF.
Editor's Note: It is FFS is steps 6-9 can be combined into a single message exchange.

4.2.2
GW-Initiated

This clause is applicable if an IP-CAN Session is being released by the GW.
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Figure 4.2.2.1: GW-initiated IP-CAN Bearer Termination
1.
The GW detects that the termination of an IP-CAN Session or bearer is required.
2.
The GW sends a Remove IP-CAN Session Request that request the deactivation of the IP-CAN Session. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. It can consist of separate requests for each IP-CAN Bearer within a IP-CAN Session. For GPRS, the GGSN sends a separate Delete PDP Context Requests for each of the PDP contexts within a PDP session. For I-WLAN, the GW sends an IPSec tunnel termination request.

3.
The GW receives a response to the Remove IP-CAN Session Request. For GPRS, the GGSN receives a Delete PDP Context Response for each PDP context within the PDP session. For I-WLAN, the GW receives an IPSec tunnel termination response.
4 - 6.
Same as Steps 2-4 in figure 4.2.1.1.
7 - 10.
Same as Steps 6-9 in figure 4.2.1.1.
Editor's Note: The order of sequence of steps 1 to 6 is FFS. Steps 2 to 3 and steps 4 to 6 might be executed in parallel.

Editor's Note: It is FFS is steps 7-10 can be combined into a single message exchange.
4.3
IP-CAN Session Modification

Editor's Note: As part of the IP-CAN Session modification, it is needed to include IP-CAN Bearer establishment, termination and modification.

4.3.1
PCRF-Initiated IP-CAN Session Modification
4.3.1.1
Interactions between GW and PCRF 

This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by an event in the PCRF.
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Figure 4.3.1.1.1: Interactions between GW and PCRF for PCRF-Initiated IP-CAN Session Modification

1.
The PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-CAN Session. Possible external trigger events are described in clause 4.3.1.2.
2.
The PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session.  The PCRF may also update the policy decision by defining an authorized QoS and enable or disable the service flow(s) of PCC Rules.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS. 

3.
The PCRF stores the updated PCC Rules. 

4.
The PCRF sends a Diameter RAR to request that the GW installs, modifies or removes PCC Rules and updates the policy decision.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the IP-CAN Bearer for each of the PCC Rules and the authorized QoS. The PCRF may provision PCC Rules and authorized QoS for several IP-CAN Bearers within the same RAR.

5.
The GW installs, modifies or removes the identified PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

6.
The GW sends RAA to acknowledge the RAR.

For GPRS, steps 7 and 8 are executed separately for each affected PDP context if the previous authorized QoS for the PDP context exceeds the updated information:
7.
The GGSN starts a timer to supervise the PDP context update.

8.
If the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

Editor's Note:
Steps 7 and 8 have been used in SBLP, but are FFS. Furthermore, removing PCC Rules in step 5 only after expiry of some timer is FFS.

Editor's Note:
 The Termination of PDP contexts and granting a timer-supervised grace period for UE-initiated PDP context modification / termination, as shown in Figure 6.3.1 of TS 29.208, is FFS.

4.3.1.2
Interactions between PCRF, AF and SPR

4.3.1.2.1
AF Session Establishment
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Figure 4.3.1.2.1.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification

1.
The AF receives an internal or external trigger to set-up of a new AF session and provide Service Information.

2.
The AF identifies the Service Information needed (e.g. IP address of the IP flow(s), port numbers to be used, information on media types, etc.).

3.
The AF provides the Service Information to the PCRF by sending a Diameter AAR for a new Rx Diameter session.
4.
The PCRF stores the received Service Information.
5.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

6.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

7.
The PCRF identifies any affected established IP-CAN Session(s) using the information previously received from the GW and the Service Information received from the AF.  For types of IP-CAN where the PCRF controls bearers, e.g. GPRS, the PCRF also identifies IP-CAN Bearer(s) by binding new or modified IP flows described in the AF Service Information to bearer(s).

8.
The PCRF interacts with the GW according to figure 4.3.1.1.1.
9.
The PCRF sends a Diameter AAA to the AF.
4.3.1.2.2
AF session modification
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Figure 4.3.1.2.2.1: AF session modification triggers PCRF-Initiated IP-CAN Session Modification

1.
The AF receives an internal or external trigger to modify an existing AF session and provide related Service Information.

2.
The AF identifies the Service Information needed (e.g. IP address of the IP flow(s), port numbers to be used, information on media types, etc.).

3.
The AF provides the Service Information to the PCRF by sending a Diameter AAR for the existing Rx Diameter session corresponding to the modified AF session.
4.
The PCRF stores the received Service Information.
5.
The PCRF identifies any affected established IP-CAN Session(s) using the information previously received from the GW and the Service Information received from the AF.  For types of IP-CAN where the PCRF controls bearers, e.g. GPRS, the PCRF also identifies IP-CAN Bearer(s) by binding new or modified IP flows described in the AF Service Information to bearer(s).

6.
The PCRF interacts with the GW according to figure 4.3.1.1.1.
7.
The PCRF sends a Diameter AAA to the AF.
4.3.1.2.3
AF session termination
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Figure 4.3.1.2.3.1: Removal of PCC Rules at AF session release
1.
The AF receives an internal or external trigger for a session release.
2.
The AF sends a session termination request, Diameter STR, to the PCRF to request the removal of the session.

3.
The PCRF identifies the affected IP-CAN Session(s) where PCC Rules for the IP flow(s) of this AF session are installed. These PCC Rules need to be removed.

4.
The PCRF interacts with the GW according to figure 4.3.1.1.1.
5.
The PCRF sends Diameter STA, session termination answer, to the AF.
4.3.2
PCEF-Initiated IP-CAN Session Modification
4.3.2.1
UE-initiated IP-CAN Bearer Establishment or IP-CAN Bearer Modification
A bearer-event-initiated Request of PCC Rules occurs when a new bearer is established or when an existing bearer is modified. For GPRS, these are PDP Context Modification(s) or secondary PDP context Activation(s). An IP-CAN Session modification triggers a PCC Rule request only if the PCRF has previously requested a PCC Rule request for the given modification event.
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Figure 4.3.2.1.1: IP-CAN Bearer Modification.

1.
The GW receives IP-CAN Bearer signalling that is a trigger for a PCC Rule request. The form of the Establish IP-CAN Bearer signalling depends upon the type of the IP-CAN. For GPRS, the GGSN receives a secondary Establish PDP Context Request or an Update PDP Context Request.

2.
The GW informs the PCRF of the modification of the IP-CAN Session due to the IP-CAN Bearer signalling in step 1, using a Diameter CCR with the CC-Request-Type AVP set to the value UPDATE_REQUEST. The GW reuses the existing Gx DCC session corresponding to the IP-CAN Session.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS: If the IP-CAN Bearer signalling in step 1 established a new IP-CAN Bearer, the GW assigns a new bearer identifier to this IP-CAN Bearer. The GW provides information about the new of modified bearer, e.g. requested QoS and TFT filters, and the bearer identifier within the CCR.
3.
The PCRF stores the received information in the Diameter CCR.

4.
The PCRF binds the IP-CAN Session to existing of AF session(s) using the information received from the GW and the Service Information previously received from the AF(s).
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF also binds the IP-CAN Bearers within the IP-CAN Session to all matching IP flow(s) of existing AF session(s) using the bearer information received from the GW and the Service Information received from the AF(s). If IP flow(s), which have previously been bound to other bearers, have been bound to the modified bearer, PCC Rules in other bearer(s) may need to be removed. For GPRS, an IP flow may need to be removed if a matching higher priority TFT filter in the newly established PDP context takes precedence over a matching lower priority TFT filter in another PDP context. Furthermore, if IP Flow(s), which have previously been bound to the modified bearer are be bound to other bearer(s), PCC Rules may need to be installed in other bearers. For GPRS, an IP flow may be bound to another PDP context if it was previously bound to the modified PDP context due to a removed higher priority TFT filter, and a lower priority TFT filter in the other PDP context matches the IP flow.
5.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

6.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

7.
For IP CAN session modification, if the AF requested a notification of the corresponding event at the initial authorisation of the AF session, or if the the PCRF requires more information before authorising the resource modification, the PCRF shall sent a Diameter RAR with the Specific-Action AVP set to indicate the trigger event that caused the request.

8.
If step 7 happens, the AF replies with a Diameter RAA and may provide updated service information within.

9.
The PCRF defines new PCC Rule(s) to be installed.  The PCRF can also identify existing PCC Rules that need to be modified or removed. The PCC Rules may relate to any of the matching AF sessions identified in step 4 or may exist in the PCRF without matching to any AF session. The PCRF may also make a policy decision by defining an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabled or disabled. 
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCC Rules may affect the IP-CAN Bearer identified in the CCR of step 2 or any other IP-CAN Bearer identified in step 4.
10.
The PCRF stores the modified PCC Rules.
11.
The PCC Rules are provisioned by the PCRF to the GW using Diameter CCA. The PCRF may also provide authorized QoS.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS.  The PCRF may provision PCC Rules and authorized QoS for several IP-CAN Bearers within the same CCA.

12.
The GW installs the received PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

13.
The GW sends a response to the IP-CAN Bearer signalling in step 1.
For GPRS, the GGSN accepts the secondary Establish PDP Context Request or the Update PDP Context Request based on the results of the authorisation policy decision enforcement and sends an Establish PDP Context Response or Update PDP Context Response. If the requested QoS parameters are not within the authorized QoS, the GGSN downgrades the requested UMTS QoS parameters.

For GPRS, if updated authorized QoS has been provisioned in step 9 for other IP-CAN Bearer(s) than the IP-CAN Bearer for which the IP-CAN Bearer signalling has been received in step 1, the following steps are executed separately for each of these other bearer(s).

14.
For GPRS, when the previous QoS authorization for the PDP context exceeds the updated information, the GGSN starts a timer to supervise the PDP context update.

15.
For GPRS, if the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

Editor's Note: If steps 5 and 6 can occur is FFS.

Editor's Note: Steps 12 and 13 have been used in SBLP, but are FFS. Furthermore, removing PCC Rules in step 10 only after expiry of some timer is FFS.

4.3.2.2
UE-initiated IP-CAN Bearer Termination
This clause is applicable if an IP-CAN Bearer is being released while other IP-CAN Bearers and thus the IP-CAN Session are not released.
For the termination of IP-CAN Bearers, three cases are covered:
-
Bearer release that does not cause service data flow(s) within an AF session to be disabled;
-
Bearer release that causes at least one but not all the service data flow(s) within an AF session to be disabled; and
-
Bearer release that causes all the service data flows within an AF session to be disabled.

A Bearer release may not cause a service data flow within this bearer to be disabled if the IP flow can be bound to another bearer. For GPRS, an IP flow can be bound to another PDP context if a lower precedence TFT filter matching the IP flow is installed at the other PDP context.

Editor's Note: It is FFS if an AF should be notified if the QoS of a service data flow is downgraded. Corresponding Rx and possibly Gx procedures would need to be defined in stage 2 and stage 3.
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Figure 4.3.2.2.1: UE-Initiated IP-CAN Bearer Termination

1.
The GW receives a Remove IP-CAN Bearer Request that request the deactivation of an IP-CAN Bearer while other IP-CAN Bearers and thus the IP-CAN Session are not released. The form of the Remove IP-CAN Bearer Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request.
2.
The GW sends a Diameter CCR message with the CC-Request-Type AVP set to the value UPDATE_REQUEST to the PCRF, indicating the IP-CAN Bearer termination.
3.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the IP flows bound to the removed bearer and updates the stored bearer information.  The PCRF re-evaluates the binding of IP flows, as IP flows may now be bound to other bearers. For GPRS, an IP flow may be bound to another PDP Context if it was previously bound to the removed PDP context due to a higher priority TFT filter, and a lower priority TFT filter in another PDP context matches the IP flow.

For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the following steps 4 and 5 are performed for each of the other bearers identified in step 3:

4.
The PCRF selects the PCC Rule(s) to be installed or modified for the affected bearer.  The PCRF may also update the policy decision for this bearer.

5.
The PCRF stores the updated PCC Rules for the affected bearer.
6.
The PCRF acknowledges the bearer termination by sending a Diameter CCA message. 
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF provides PCC Rules and possibly updated authorized QoS for each of the other bearers identified in step 3. The PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS.
7.
The GW removes the PCC Rules installed for the IP-CAN Session or bearer, for which a termination has been requested in step 1.

8,
The GW sends a Remove IP-CAN Bearer Response. For GPRS, the GGSN sends the Delete PDP Context Response message.

9.
It the PCRF has provided PCC Rules and possibly updated authorized QoS for other bearers in step 6, the GW installs or modifies the identified PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

The following steps 10 to 13 or 10a to 13a apply for the case where at least one IP Flow within an AF session is being disabled, i.e. if the IP Flow is not bound to any other bearer that is still established. The steps shall be performed separately for each ongoing AF session that is affected by the bearer release as explained below.
If all IP flow(s) within the AF session are disabled by the bearer release:

10.
The PCRF indicates the session abort to the AF by sending a Diameter ASR message to the AF.

11.
The AF responds by sending a Diameter ASA message to the PCRF.

12.
The AF sends a Diameter STR message to the PCRF to indicate that the session has been terminated.

13.
The PCRF responds by sending a Diameter STA message to the AF.

If at least one but not all of the IP flow(s) within the AF session are disabled by the bearer release, and the AF has requested notification of bearer removal:

10a.
The PCRF indicates the release of the bearer by sending a Diameter RAR to the AF.

11a.
The AF responds by sending a Diameter RAA to the PCRF.

12a.
The AF may send an AAR to the PCRF to update the session information.

13a.
If step 12a occurs, the PCRF responds by sending a AAA to the AF.

Editor's Note: It is FFS is steps 10-13 can be combined into a single message exchange.
Editor's Note: It is FFS is steps 10a-13a can be combined into a single message exchange.
Editor's Note: If is FFS if step 8 may be executed in parallel to step 2.
5
Binding Mechanism
5.1
Overview

The binding mechanism associates the session information provided by the AF with the IP-CAN bearer that is intended to carry the service data flow.

The binding mechanism includes three steps as defined in 3GPP TS 23.203 [4]:

1.
Session binding.
2.
PCC Rule authorization.
3.
Bearer binding.
The Session Binding function receives the Session Information and determine the relevant IP-CAN session. With this information the PCC Rule Authorization function runs the policy rules and constructs the PCC rule(s) if the authorization is granted. Finally the Bearer Binding function selects the IP-CAN bearer where the PCC rule(s) should be installed within the IP-CAN session already known.
PCC Rule Authorization and Bearer Binding can take place without Session Binding at certain IP-CAN Session events (e.g. IP-CAN Session Establishment).

5.2
Session Binding

Session binding is the association of the AF session information and applicable PCC rules to an IP-CAN session.
When the PCRF accepts an AA-Request from the AF over the Rx interface with service information, the PCRF shall perform session binding and associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to an existing IP-CAN session. This association is done using the user IP address received via the Rx interface in either the Frame-IP-Address AVP or the Framed-IPv6-Prefix AVP. The UE Identity if present in the Subscription-Id AVP may also assist on this association.

The PCRF will determine that the UE has an IP-CAN session if the UE has established a connection path to the PDN where the AF is connected to. For the GPRS case, the UE should have at least one PDP context established.

As a result from the session binding function, the PCRF identifies what IP-CAN session the current AF session is related with. If the PCRF is not capable of executing the Session Binding, the PCRF shall issue an AA-Answer command to the AF with a negative response.
5.3
PCC Rule Authorization

The PCRF shall perform the PCC rule authorization when it receives session information from an AF over Rx interface or when it receives notification of IP-CAN session events (e.g. establishment, modification) from the PCEF over Gx interface. The PCRF shall also perform PCC Rule Authorization for dynamic PCC Rules already provisioned to the PCEF due to internal PCRF triggers (e.g. policies are included or modified within PCRF). The PCRF assigns an appropriate QoS Class to each PCC rule.

When PCC Rule Authorization is executed after successful Session Binding, the PCRF shall authorize the affected PCC rules. By this process the PCRF will determine whether the user can have access to the requested services and under what constraints. If so, the PCC rules are created or modified. If the Session Information is not authorized, a negative answer shall be issued to the AF by sending an AA-Answer command.
The PCRF assigns an appropriate QoS Class to each PCC rule. IP-CAN specific restrictions and other information available to the PCRF (e.g. users subscription information, operator policies) shall be taken into account. Each PCC rule shall receive a QoS class that can be supported by the IP-CAN.

5.4
Bearer Binding

The Bearer Binding function is responsible for associating a PCC rule to an IP-CAN bearer within the IP-CAN session. The QoS demand in the PCC rule, as well as the service data flow template are input to the bearer binding. The selected bearer shall have the same QoS Class as the one indicated by the PCC rule.

Depending on the type of IP-CAN and bearer control mode, bearer binding can be executed either by PCRF or PCEF. For a GPRS IP-CAN running UE only IP-CAN bearer establishment mode the PCRF performs bearer binding; otherwise bearer binding is located at PCEF.

NOTE:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful bearer binding.

If the Bearer Binding function is located at the PCRF, the PCRF shall indicate to the PCEF the IP-CAN bearer within the IP-CAN session where the PCC Rules shall be installed, modified or removed. This is done including the Bearer-Identifier AVP together with the associated PCC Rules within the corresponding RAR and/or CCA commands. If a new IP-CAN bearer is needed, the PCRF shall wait for the PCEF requesting a policy decision for the new bearer within a CCR command over Gx interface.

If the Bearer Binding function is located at the PCEF, the PCRF shall supply the PCC rules to be installed, modified or removed over Gx interface to PCEF. The PCEF shall then check the QoS Class indicated by the PCC Rule(s) and bind the PCC rule with an IP-CAN bearer that has the same QoS class.
In GPRS access, if there is no suitable PDP-Context to accommodate a PCC rule when PCEF performs the bearer binding, the PCEF shall initiate the establishment of PDP-Contexts as specified in 3GPP TS 23.060 [3].
6
QoS Parameters Mapping

6.1
Overview

Several QoS parameters mapping functions are needed for PCC. These functions should be located at the AF, PCRF, PCEF and UE. The main purpose of this mapping function is the conversion of QoS parameters from one format to another. Examples of  QoS information are:

-
Parts of a session description language (SDI), e.g. SDP.

-
IP QoS parameters.

-
Access specific QoS parameters. 

The AF derives information about the service from the SDI or from other sources. The mapping is application specific.  If SDP (IETF RFC 2327[11]) is used as SDI, the AF should apply the mapping described in Clause 6.2. For IMS, the mapping rules in Clause 6.2 shall be used at the P-CSCF. The AF passes service information to the PCRF over the Rx interface. The PCRF notes and authorizes the IP flows described within this service information by mapping from service information to Authorized IP QoS parameters for transfer to the PCEF via the Gx interface. The PCEF will map from the Authorized IP QoS parameters to the access specific QoS parameters. For GPRS, the GGSN acting as PCEF will map from the Authorized IP QoS parameters to the Authorized UMTS QoS parameters.
The general QoS mapping framework is shown in figure 6.1.1.
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NOTE 1:
The AF can derive the Service information from the AF session signalling.

NOTE 2:
Service Information on Rx interface to Authorized IP QoS parameters mapping.

NOTE 3:
For the UE initiated bearer setup, the UE may derive IP QoS parameters, requested Access-Specific QoS parameters mapping and Authorized Access-Specific QoS parameters from the AF session signalling.

NOTE 4:
Authorized IP QoS parameters to Authorized Access-Specific QoS parameters mapping.

NOTE 5:
Access Specific QoS parameters with Authorized Access-Specific QoS parameters comparison.

Figure 6.1.1: Framework for QoS mapping 

6.1.1
UE-Initiated IP-CAN bearers

This clause covers the case where the UE is capable to initiate/modify the IP-CAN bearers sending requests to the PCEF. When a UE desires to establish/modify an IP-CAN bearer the following steps are followed:

1.
The AF can map from SDI within the AF session signalling to service information passed to the PCRF over the Rx interface. (see clause 6.2).

2.
The PCRF shall map from the service information received over the Rx interface to the Authorized IP QoS parameters that shall be passed to the PCEF via the Gx interface. The mapping is performed for each IP flow. Upon a request from the PCEF, the PCRF combines per direction the individual Authorized IP QoS parameters per flow (see clause 6.3).

3.
The UE derives access specific QoS parameters, e.g. UMTS QoS parameters, and, if an IP BS manager is present, IP QoS parameters from the AF session signalling in an application specific manner. The IP and accees specific QoS parameters should be generated according to application demands.

For GPRS, the recommendations for conversational (3GPP TS 26.236 [7]) or streaming applications (3GPP TS 26.234 [6]) should also be taken into account when the UE derives the IP and UMTS QoS parameters. If SDP is used as SDI, e.g. for IMS, the UE should apply clause 6.5.1.and should also apply mapping rules for the authorised QoS parameters in clause 6.5.2 to derive the maximum values for the different requested bit rates and traffic classes. In case the UE multiplexes several IP flows onto the same PDP Context, it has to combine their IP and UMTS QoS parameters. If an IP BS manager is present, the Translation/Mapping function maps the IP QoS parameters to the corresponding UMTS QoS parameters.

4.
The PCEF shall map from the Authorized IP QoS parameters received from PCRF to the Authorized access specific QoS parameters.
For GPRS. the GGSN shall map to the Authorized UMTS QoS parameters (see clause 6.4.1.1).

5.
The PCEF shall compare the requested access apecific QoS parameters against the authorized access specific QoS parameters.
For GPRS, the GGSN shall compare the UMTS QoS parameters of the PDP context against the Authorized UMTS QoS parameters (see clause 6.4.1.2).

The mapping that takes place in the UE and the network should be compatible in order to ensure that the PCEF will be able to correctly authorize the session.
Figure 6.1.1.1 shows the different kind of QoS parameters in the different points of QoS mapping figure. Due to the UE requests, there are bidirectional flows between the UE and the PCRF.
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Figure 6.1.1.1: QoS mapping for UE initiated IP CAN bearers

6.1.2
Network-Initiated IP-CAN bearers

When the IP-CAN session supports Network-Initiated bearers, the network sets up IP CAN bearer(s) with a suitable QoS and may indicate to the terminal the QoS characteristics of those IP-CAN bearer(s). Therefore the flow of QoS related information will be unidirectional as indicated in the figure 6.1.2.1.
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Figure 6.1.2.1: QoS mapping for network initiated IP CAN bearers

1.
The AF can map from SDI within the AF session signalling to service information passed to the PCRF over the Rx interface (see clause 6.2).
2.
The PCRF shall map from the service information received over the Rx interface to the Authorized IP QoS parameters that shall be passed to the PCEF via the Gx interface. The mapping is performed for each IP flow. Upon a request from the PCEF, the PCRF combines per direction the individual Authorized IP QoS parameters per flow (see clause 6.3).

3.
The PCEF shall map from the Authorized IP QoS parameters received from PCRF to the access specific QoS parameters. For GPRS. the GGSN shall map  to the UMTS QoS parameters (see clause 6.4.1.1).

6.2
QoS parameter mapping Functions at AF
The mapping described in this clause is mandatory for the P-CSCF and should also be applied by other AFs if the SDI is SDP.

When a session is initiated or modified the P-CSCF shall use the mapping rules in table 6.2.1 for each SDP media component to derive a Media-Component-Description AVP from the SDP Parameters.
Table 6.2.1: Rules for derivation of service information within
Media-Component-Description AVP from SDP media component

	service information per Media-Component-Description AVP

(see notes 1 and 7)
	Derivation from SDP Parameters
(see note 2)

	Media-Component-Number
	ordinal number of the position of the "m=" line  in the SDP

	AF-Application-Identifier
	The AF-Application-Identifier AVP may be supplied or omitted, depending on the application. 

For IMS, if the AF-Application-Identifier AVP is supplied, its value should not demand application specific bandwidth or QoS class handling unless the IMS application is capable of handling a QoS downgrading.

	Media-Type
	The Media Type AVP shall be included with the same value as supplied for the media type in the "m=" line.

	Flow-Status
	IF port in m-line = 0 THEN

    Flow-Status:= REMOVED;

ELSE

   IF a=recvonly THEN

      IF <SDP direction> = mobile originated THEN

             Flow-Status := ENABLED_DOWNLINK; (NOTE 4)

      ELSE /* mobile terminated */

             Flow-Status := ENABLED_UPLINK; (NOTE 4)

      ENDIF;

   ELSE

      IF a=sendonly THEN

            IF <SDP direction> = mobile originated THEN

                  Flow-Status := ENABLED_UPLINK; (NOTE 4)

            ELSE /* mobile terminated */

                  Flow-Status := ENABLED_DOWNLINK; (NOTE 4)

            ENDIF;

      ELSE

          IF a=inactive THEN

               Flow-Status :=DISABLED;

          ELSE /* a=sendrecv or no direction attribute */

               Flow-Status := ENABLED (NOTE 4)

          ENDIF;

      ENDIF;

   ENDIF;

ENDIF;
(NOTE 5)

	Max-Requested-Bandwidth-UL
	IF <SDP direction> = mobile terminated THEN

   IF b=AS:<bandwidth> is present THEN

      Max-Requested-Bandwidth-UL:= <bandwidth> * 1000; /* Unit is bit/s

   ELSE

      Max-Requested-Bandwidth-UL:= <Operator specific setting>,

      or AVP not supplied;

   ENDIF;

ELSE

   Consider SDP in opposite direction
ENDIF

	Max-Requested-Bandwidth-DL
	IF <SDP direction> = mobile originated THEN

   IF b=AS:<bandwidth> is present THEN

      Max-Requested-Bandwidth-DL:= <bandwidth> * 1000; /* Unit is bit/s

   ELSE

      Max-Requested-Bandwidth-DL:= <Operator specific setting>,

      or AVP not supplied;

   ENDIF;

ELSE

   Consider SDP in opposite direction
ENDIF

	RR-Bandwidth
	IF b=RR:<bandwidth> is present THEN

   RR-Bandwidth:= <bandwidth>;

ELSE

   AVP not supplied

ENDIF;

(NOTE 3; NOTE 6)

	RS-Bandwidth
	IF b=RS:<bandwidth> is present THEN

   RS-Bandwidth:= <bandwidth>;

ELSE

   AVP not supplied

ENDIF;

(NOTE 3: NOTE 6)

	Media-Sub-Component
	Supply one AVP for bidirectional combination of two corresponding IP flows, if available, and for each single IP flow without a corresponding IP flow in opposite direction.

The encoding of the AVP is described in Table 6.2.2

	Reservation-Priority
	The AF may supply or ommit this AVP.

	Codec-Data
	Codec Data AVP(s) are provisioned as specified in Clause 5.3.16 of 3GPP TS 29.214 [10], including the codec-related information detailed in Clause 5.3.7 of 3GPP TS 29.214 [10].

	NOTE 1:
The encoding of the service information is defined in 3GPP TS 29.214 [10].

NOTE 2: 
The SDP parameters are described in RFC 2327 [11].

NOTE 3:
The 'b=RS:' and ‘b=RR:' SDP bandwidth modifiers are defined in RFC 3556 [13].

NOTE 4: 
As an operator policy to disable forward and/or backward early media, the Flow-Status may be downgraded before a SIP dialogue is established, i.e. until a 200 OK(INVITE) is received. The Value "DISABLED" may be used instead of the Values "ENABLED_UPLINK" or "ENABLED_DOWNLINK". The Values "DISABLED", "ENABLED_UPLINK" or "ENABLED_DOWNLINK" may be used instead of the Value "ENABLED".

NOTE 5: 
If the SDP answer is available when the session information is derived, the direction attributes and port number from the SDP answer shall be used to derive the flow status. However, to enable interoperability with SIP clients that do not understand the inactive SDP attribute, if a=inactive was supplied in the SDP offer, this shall be used to derive the flow status. If the SDP answer is not available when the session information is derived, the direction attributes from the SDP offer shall be used.

NOTE 6: 
Information from the SDP answer is applicable, if available.

NOTE 7:
The AVPs may be omitted if they have been supplied in previous service information and have not changed, as detailed in 3GPP TS 29.214 [10].


Table 6.2.2: Rules for derivation of Media-Sub-Component AVP from SDP media component

	service information per Media-Sub-Component AVP

(see notes 1 and 5)
	Derivation from SDP Parameters
(see note 2)

	Flow-Number
	The AF shall assign a number to the media-subcomponent AVP that is unique within the surrounding media component AVP and for the entire lifetime of the AF session. The AF shall select the ordinal number of the IP flow(s) within the "m=" line assigned in the order of increasing downlink destination port numbers, if downlink destination port numbers are available. For uplink or inactive unicast media IP flows, a downlink destination port number is nevertheless available, if SDP offer-answer according to RFC 3264 is used.

The AF shall select the ordinal number of the IP flow(s) within the "m=" line assigned in the order of increasing uplink destination port numbers, if no downlink destination port numbers are available.

	Flow-Status
	AVP not supplied

	Max-Requested-Bandwidth-UL
	AVP not supplied

	Max-Requested-Bandwidth-DL
	AVP not supplied

	Flow-Description
	For uplink and dowlink direction, a Flow-Description AVP shall be provided unless no IP Flows in this direction are described within the media component.

The SDP direction attribute (NOTE 4) indicates the direction of the media IP flows within the media component as follows:

   IF a=recvonly THEN (NOTE 3)

      IF <SDP direction> = mobile originated THEN

         Provide only downlink Flow-Description AVP

      ELSE /* mobile terminated */

         Provide only uplink Flow-Description AVP

      ENDIF;

   ELSE

      IF a=sendonly THEN (NOTE 3)

         IF <SDP direction> = mobile originated THEN

            Provide only uplink Flow-Description AVP

         ELSE /* mobile terminated */

            Provide only downlink Flow-Description AVP

         ENDIF;

      ELSE /* a=sendrecv or a=inactive or no direction attribute */

         Provide uplink and downlink Flow-Description AVPs

      ENDIF;

   ENDIF;

For RTCP IP flows uplink and downlink Flow-Description AVPs shall be provided irrespective of the SDP direction attribute.

The uplink destination address shall be copied from the "c=" line of downlink SDP. (NOTE 6)

The uplink destination port shall be derived from the "m=" line of downlink SDP. (NOTE 6)

The downlink destination address shall be copied from the "c=" line of uplink SDP. (NOTE 6)

The downlink destination port shall be derived from the "m=" line of uplink SDP. (NOTE 6)

Uplink and downlink source adresses shall either be derived from the prefix of the destination address or be wildcarded by setting to "any", as specified in 3GPP TS 29.214 [10]. Source ports shall not be supplied.

Proto shall be derived from the transport of the "m=" line. For "RTP/AVP" proto is 17(UDP).

	Flow-Usage
	The Flow-Usage AVP shall be supplied with value "RTCP" if the IP flow(s) described in the Media-Sub-Component AVP are used to transport RTCP. Otherwise the Flow-Usage AVP shall not be supplied. RFC 2327 [11] specifies how RTCP flows are described within SDP.

If the IP flows(s) are used to transport signaling the value should be "AF-SIGNALLING"

	NOTE 1:
The encoding of the service information is defined in 3GPP TS 29.214 [10].

NOTE 2: 
The SDP parameters are described in RFC 2327 [11].

NOTE 3: 
If the SDP direction attribute for the media component negotiated in a previous offer-answer exchange was sendrecv, or if no direction attribute was provided, and the new SDP direction attribute sendonly or recvonly is negotiated in a subsequent SDP offer-answer exchange, uplink and downlink Flow-Description AVPs shall be supplied.

NOTE 4: 
If the SDP answer is available when the session information is derived, the direction attributes from the SDP answer shall be used to derive the flow description. However, to enable interoperability with SIP clients that do not understand the inactive SDP attribute, if a=inactive was supplied in the SDP offer, this shall be used. If the SDP answer is not available when the session information is derived, the direction attributes from the SDP offer shall be used.
NOTE 5:
The AVPs may be omitted if they have been supplied in previous service information and have not changed, as detailed in 3GPP TS 29.214 [10].
NOTE 6: 
If the session information is derived from an SDP offer, the required SDP may not yet be available. The corresponding Flow Description AVP shall nethertheless be included and the unavailable fields (possibly all) shall be wildcarded.


6.3
QoS parameter mapping Functions at PCRF
The QoS authorization is to be based on the parameters Maximum Authorized QoS Class and Maximum Authorized Data Rate UL/DL.

When a session is initiated or modified the PCRF should use the mapping rules in table 6.3.1 to derive the Authorized IP QoS parameters Maximum Authorized Data Rate DL/UL and the Maximum Authorized QoS Class from the service information for each IP flow or bidirectional combination of IP flows (as described within a Media Subcomponent AVP). In the case of forking, the various forked responses may have different QoS requirements for the IP flows of the same media component. Each Authorized IP QoS Parameter should be set to the highest value requested for the IP flow(s) of that media component by any of the active forked responses. These values are derived by the rules in table 6.3.1.
Table 6.3.1: Rules for derivation of the Maximum Authorized Data Rates
and Maximum Authorized QoS Class per IP flow or bidirectional combination of IP flows in the PCRF
	Authorized IP QoS Parameter 
	Derivation from service information
(see note 4)

	Maximum Authorized Data Rate DL (Max_DR_DL) and UL (Max_DR_UL) 
	IF AF-Application-Identifier AVP demands application specific data rate

   handling THEN

   Max_DR_UL:= as defined by application specific algorithm;

   Max_DR_DL:= as defined by application specific algorithm;

ELSE IF Codec-Data AVP provides Codec information for a codec that is

   suppported by a specific algorithm THEN

     (NOTE 5)  /* FFS */

ELSE

   IF not RTCP flow(s) according to Flow-Usage AVP THEN

      IF Flow-Status = REMOVED THEN

         Max_DR_UL:= 0;

         Max_DR_DL:= 0;

      ELSE

         IF uplink Flow Desription AVP is supplied THEN

            IF Max-Requested-Bandwidth-UL is present THEN

               Max_DR_UL:= Max-Requested-Bandwidth-UL ;

            ELSE

               Max_DR_UL:= as set by the operator;

            ENDIF

         ELSE

            Max_DR_UL:= 0;

         ENDIF;

         IF downlink Flow Desription AVPs is supplied THEN

            IF Max-Requested-Bandwidth-DL is present THEN

               Max_DR_DL:= Max-Requested-Bandwidth-DL;

            ELSE

               Max_DR_DL:= as set by the operator;

            ENDIF

         ELSE

            Max_DR_DL:= 0;

         ENDIF;

      ENDIF;

   ENDIF;

   ELSE /* RTCP IP flow(s) */

   IF RS-Bandwidth is present and

      RR-Bandwidth is present THEN 
         Max_DR_UL:= (RS-Bandwidth + RR-Bandwidth);
         Max_DR_DL:= (RS-Bandwidth + RR-Bandwidth);
      ELSE
         IF Max-Requested-Bandwidth-UL is present THEN

            IF RS-Bandwidth is present and

               RR-Bandwidth  is not present THEN 

               Max_DR_UL:= MAX[0.05 * Max-Requested-Bandwidth-UL,

                               RS-Bandwidth];

            ENDIF;

            IF RS-Bandwidth is not present and

               RR-Bandwidth is present THEN 

               Max_DR_UL:= MAX[0.05 * Max-Requested-Bandwidth UL,

                               RR-Bandwidth];

            ENDIF;

            IF RS-Bandwidth and RR-Bandwidth is not present THEN 

               Max_DR_UL:= 0.05 * Max-Requested-Bandwidth_UL ;

            ENDIF;

         ELSE

            Max_DR_UL:= as set by the operator;

         ENDIF;

         IF Max-Requested-Bandwidth-DL is present THEN

            IF RS-Bandwidth is present and

               RR-Bandwidth  is not present THEN 

               Max_DR_DL:= MAX[0.05 * Max-Requested-Bandwidth-DL,

                               RS-Bandwidth];

            ENDIF;

            IF RS-Bandwidth is not present and

               RR-Bandwidth is present THEN 

               Max_DR_DL:= MAX[0.05 * Max-Requested-Bandwidth-DL,

                               RR-Bandwidth];

            ENDIF;

            IF RS-Bandwidth and RR-Bandwidth is not present THEN 

               Max_DR_DL:= 0.05 * Max-Requested-Bandwidth-DL;
            ENDIF;

         ELSE

            Max_DR_DL:= as set by the operator;

         ENDIF;

      ENDIF;

   ENDIF;

ENDIF

	Maximum Authorized QoS Class [MaxClass] 

(see notes 1, 2 and 3)
	IF AF-Application-Identifier AVP demands application specific QoS Class

   handling THEN

   MaxClass:= as defined by application specific algorithm;

ELSE IF Codec-Data AVP provides Codec information for a codec that is

   suppported by a specific algorithm THEN

   (NOTE 5) /* FFS */

ELSE

   IF Media-Type is present THEN

      IF (only uplink Flow Desription AVPs are supplied for all IP

          flows of the AF session, which have media type "audio" or "video"

          and no flow usage "RTCP", or

          only downlink Flow Desription AVPs are supplied for all IP

          flows of the AF session, which have media type "audio" or "video"

          and no flow usage "RTCP") THEN

         MaxClassDerivation:=B;              /*for GPRS: streaming*/

      ELSE

         MaxClassDerivation:=A;              /*for GPRS: conversational */           

      ENDIF;

      CASE Media-Type OF

         "audio":        MaxClass:= MaxClassDerivation

         "video":        MaxClass:= MaxClassDerivation

         "application":  MaxClass:=A;      /*for GPRS: conversational*/

         "data":         MaxClass:=E;      /*for GPRS: interactive with

                                             priority 3*/

         "control":      MaxClass:=C;      /*for GPRS: interactive with

                                             priority 1*/

         /*new media type*/

         OTHERWISE:      MaxClass:=F;      /*for GPRS: background*/

      END;

   ELSE

      MaxClass:= as defined by operator;

   ENDIF;

ENDIF;

	NOTE 1:
The Maximum Authorized QoS Class for a RTCP IP flow is the same as for the corresponding RTP media IP flow.

NOTE 2:
When audio or video IP flow (s) are removed from a session, the parameter MaxClassDerivation shall keep the originally assigned value.

NOTE 3: 
When audio or video IP flow(s) are added to a session, the PCRF shall derive the parameter MaxClassDerivation taking into account the already existing media IP flow(s) within the session.

NOTE 4: 
The encoding of the service information is defined in 3GPP TS 29.214 [10]. If AVPs are omitted within a Media-Component-Description AVP or Media-Sub-Component AVP of the service information, the corresponding information from previous service information shall be used, as specified in 3GPP TS 29.214 [10].

NOTE 5: 
3GPP TS 26.234 [6] and 3GPP TS 26.236 [7] contain QoS parameters for codecs of interest. The support of any codec specific algorithm in the PCRF is optional.


Edtor's Note: The mapping rules in the above table related to the Codec-Data AVP are ffs.

The PCRF should per ongoing session store the Authorized IP QoS parameters per for each IP flow or bidirectional combination of IP flows (as described within a Media Subcomponent AVP).

If the PCRF provides an Authorized-QoS AVP within a Charging-Rule-Definition AVP it should apply the rules in table 6.3.2 to combine the Authorized QoS per IP flow or bidirectional combination of IP flows (as derived according to table 6.3.1) for all IP flows described by the corresponding PCC rule.

If the PCRF provides an Authorized-QoS AVP for an entire IP CAN bearer (for a UE-initiated IP-CAN bearer) or IP CAN session, it may apply the rules in table 6.3.2 to combine the Authorized QoS per IP flow or bidirectional combination of IP flows (as derived according to table 6.3.1) for all IP flows allowed to be transported within.the IP CAN bearer or session. It is recommended that the rules in table 6.3.2 are applied for all IP flows with corresponding AF session. The PCRF may increase the authorized QoS further to take into account the requirements of predefined PCC rules without ongoing AF sessions.

For a UE initiated PDP context within GPRS, the PCRF applies the binding mechanism described in Clause 5 to decide which flows are allowed to be transported within.the IP CAN bearer.

Table 6.3.2: Rules for calculating the Maximum Authorized Data Rates
and Maximum Authorized QoS Class in the PCRF
	Authorized IP QoS Parameter 
	Calculation Rule

	Maximum Authorized Data Rate DL and UL 
	Maximum Authorized Data Rate DL/UL is the sum of all Maximum Authorized Data Rate DL/UL for all the IP flows or bidirectional combinations of IP flows (as derived according to table 6.3.1).

IF Network = GPRS AND Maximum Authorized Data Rate DL/UL > 16000 kbps THEN
   Maximum Authorized Data Rate DL/UL = 16000 kbps  /* See 3GPP TS 23.107 [4] */

END;

	Maximum Authorized QoS Class 
	Maximum Authorized QoS Class = MAX [Maximum Authorized QoS Class per IP flow or bidirectional combination of IP flows (as derived according to table 6.3.1) among all the IP flows or bidirectional combinations of IP flows.]


(The MAX function ranks the possible Maximum Authorized QoS Class values as follows: "A" > "B" > "C" > "D" > "E" > "F")


6.4
QoS parameter mapping Functions at PCEF
6.4.1
GPRS

6.4.1.1
Authorized IP QoS parameters per PDP Context to Authorized UMTS QoS parameters mapping in GGSN

The Translation/Mapping function in the GGSN shall derive the Authorized UMTS QoS parameters from the Authorized IP QoS parameters received from the PCRF according to the rules in table 7.1.2.

Table 7.1.2: Rules for derivation of the Authorized UMTS QoS Parameters per PDP context
from the Authorized IP QoS Parameters in GGSN
	Authorized UMTS QoS Parameter per PDP context
	Derivation from Authorized IP QoS Parameters

	Maximum Authorized Bandwidth DL and UL per PDP context
	Maximum Authorized Bandwidth DL/UL per PDP context = Maximum Authorized Data Rate DL/UL 

	Maximum Authorized Traffic Class per PDP context
	IF Maximum Authorized QoS Class = "A" THEN
     Maximum Authorized Traffic Class = "Conversational"

ELSEIF Maximum Authorized QoS Class = "B" THEN
     Maximum Authorized Traffic Class = "Streaming"

ELSEIF Maximum Authorized QoS Class = "C" THEN
     Maximum Authorized Traffic Class = "Interactive";
     Maximum Authorized Traffic Handling Priority = "1";

ELSEIF Maximum Authorized QoS Class = "D" THEN
     Maximum Authorized Traffic Class = "Interactive";
     Maximum Authorized Traffic Handling Priority = "2";

ELSEIF Maximum Authorized QoS Class = "E" THEN
     Maximum Authorized Traffic Class = "Interactive";
     Maximum Authorized Traffic Handling Priority = "3";

ELSE Maximum Authorized Traffic Class = "Background"
ENDIF ;


6.4.1.2
Comparing UMTS QoS Parameters against the Authorized UMTS QoS parameters in GGSN for UE initiated PDP context
Upon receiving a PDP context activation, the GGSN requests PCC rules from the PCRF (see 3GPP TS 29.212 [9] for details). The PCRF may supply Authorized UMTS QoS Parameters per PDP context together with the PCC rules. The GGSN maps the Authorized IP QoS parameters per PDP Context to Authorized UMTS QoS parameters according to clause 6.4.1.1 and then compares the requested UMTS QoS parameters against the corresponding Authorized UMTS QoS parameters. If all the requested parameters lie within the limits, the PDP context activation or modification shall be accepted. I.e. the following criteria shall be fulfilled:

-
the requested Guaranteed Bitrate DL/UL (if the requested Traffic Class is Conversational or Streaming) or Maximum Bitrate DL/UL (if the requested Traffic Class is Interactive or Background) is less than or equal to Maximum Authorized data rate DL/UL; and

-
the requested Traffic Class is less than or equal to Maximum Authorized Traffic Class.

If any of the requested parameters do not lie within their respective limit, the GGSN shall downgrade the requested UMTS QoS parameters.
6.5
QoS parameter mapping Functions at UE for a UE-initiated GPRS PDP Context

Figure 6.5.1 indicates the entities participating in the generation of the requested QoS parameters when the UE activates or modifies a PDP Context. The steps are:

1.
The Application provides the UMTS BS Manager, possibly via the IP BS Manager and the Translation/Mapping function, with relevant information to perform step 2 or step 4. (Not subject to standardization within 3GPP).

2.
If needed, information from step 1 is used to access a proper set of UMTS QoS Parameters. See 3GPP TS 26.236 [7] for Conversational Codec Applications and 3GPP TS 26.234 [6] for Streaming Codec Applications.

3.
If SDP is available then the SDP Parameters should give guidance for the UMTS BS Manager (possibly via the IP Manager and the Translation/Mapping function) ,according to the rules in clause 6.5.1, to set the Maximum Bitrate UL/DL and the Guaranteed Bitrate UL/DL. Furthermore the Maximum Authorized Bandwidth UL/DL and Maximum Authorised Traffic Class should be derived according to the rules in clause 6.5.2.
4.
A set of UMTS QoS Parameters values from step 2 (or directly from step 1) is possibly merged together with the Maximum Bitrate UL/DL and the Guaranteed Bitrate UL/DL from step 3. The result should constitute the requested UMTS QoS Parameters. The UE should check that the requested Guaranteed Bitrate UL/DL or requested Maximum Bitrate UL/DL (depending on the requested Traffic Class) does not exceed the Maximum Authorized Bandwidth UL/DL derived in step 3. Furthermore, if the UE has implemented the mapping rule for Maximum Authorized Traffic Class, as defined in clause 6.5.2, the UE should check that the requested Traffic Class does not exceed the Maximum Authorised Traffic Class derived in step 3.

[image: image15.wmf] 

 

Application

 

SDP Handler

 

UMTS BS 

Manager

 

Session

 

Manager

 

SGSN

 

Session

 

Manager

 

PDP Contex Activation and Modification

 

(SDP)

 

UE

 

UMTS

 

QoS

 

Param.

 

Per

 

Applic 

Type

 

1)

 

2)

 

3)

 

4)

 

Translation /

 

Mapping

 

IP BS Manager

 


Figure 6.5.1: Framework for generating requested QoS parameters in the UE

6.5.1
SDP to UMTS QoS parameter mapping in UE

If SDP Parameters are available, then before activating or modifying a PDP Context the UE should check if the SDP Parameters give guidance for setting the requested UMTS QoS Parameters. The UE should use the mapping rule in table 6.5.1.1 to derive the Maximum and Guaranteed Bitrate DL/UL from the SDP Parameters.
Table 6.5.1.1: Recommended rules for derivation of the requested Maximum
and Guaranteed Bitrate DL/UL per media component in the UE
	UMTS QoS Parameter per media component 
	Derivation from SDP Parameters

	Maximum Bitrate DL/UL and
Guaranteed Bitrate DL/UL per media component
	/* Check if the media use codec(s) */
IF [(<media> = ("audio" or "video")) and (<transport> = "RTP/AVP")] THEN

    /* Check if Streaming */ 
    IF a= ("sendonly" or "recvonly") THEN
        Maximum Bitrate DL/UL and Guaranteed Bitrate DL/UL per media component as specified in reference [6] ;
    /* Conversational as default !*/ 
    ELSE
        Maximum Bitrate DL/UL and Guaranteed Bitrate DL/UL per media component as specified in reference [7] ;
    ENDIF ;
 
/* Check for presence of bandwidth attribute for each media component */
ELSEIF b=AS:<bandwidth-value> is present THEN
    IF media stream only downlink THEN

        Maximum Bitrate DL = Guaranteed Bitrate DL =<bandwidth-value >;

    ELSEIF mediastream only uplink THEN

        Maximum Bitrate UL = Guaranteed Bitrate UL =<bandwidth-value >;

    ELSEIF mediastreams both downlink and uplink THEN

        Maximum Bitrate DL = Guaranteed Bitrate DL =<bandwidth-value >;

        Maximum Bitrate UL = Guaranteed Bitrate UL =<bandwidth-value >;

    ENDIF;

ELSE

/* SDP does not give any guidance ! */
Maximum Bitrate DL/UL and Guaranteed Bitrate DL/UL per media component as specified by the UE manufacturer; 
ENDIF ;


6.5.2
SDP parameters to Authorized UMTS QoS parameters mapping in UE

If the PDP Context is activated or modified the UE should use the mapping rules in table 6.5.2.1 for all applications using SDP to derive the Maximum Authorized Bandwidth UL/DL per IP flow or bidirectional combinations of IP flows.

Table 6.5.2.1 also has a mapping rule for derivation of Maximum Authorized Traffic Class per IP flow or bidirectional combinations of IP flows which applies for session initiation and modification.

In future releases this mapping rule may change. 

In the case of forking, the various forked responses may have different QoS requirements for the same IP flows of a media component. When the Authorized UMTS QoS Parameters are used by the UE, they shall be set equal to the highest values requested for the IP flows of that media component by any of the active forked responses. The UE should use the mapping rule in table 6.5.2.1 for each forked response.

Table 6.5.2.1: Rules for derivation of the Maximum Authorized Bandwidth DL/UL and
the Maximum Authorized Traffic Class per IP flow or bidirectional combination of IP flows in the UE
	Authorized UMTS QoS Parameter 
	Derivation from SDP Parameters
(see note 4)

	Maximum Authorized Bandwidth DL (Max_BW_DL) and UL (Max_BW_UL)
(see NOTE 5)
	IF a=recvonly THEN

      IF <SDP direction> = mobile originated THEN

             Direction:= downlink;

      ELSE /* mobile terminated */

             Direction:= uplink;

      ENDIF;

ELSE;

      IF a=sendonly THEN

            IF <SDP direction> = mobile originated THEN

                  Direction: = uplink;

            ELSE /* mobile terminated */

                  Direction:= downlink;

            ENDIF;

      ELSE /*sendrecv, inactive or no direction attribute*/

            Direction:=both;

      ENDIF;

ENDIF;

/* Max_BW_UL and Max_BW_DL */

IF media IP flow(s) THEN

   IF bAS=AS:<bandwidth> is present THEN

      IF Direction=downlink THEN

         Max_BW_UL:= 0;

         Max_BW_DL:= bAS;

      ELSE

         IF Direction=uplink THEN

            Max_BW_UL:= bAS;

            Max_BW_DL:= 0;

         ELSE /*Direction=both*/

            Max_BW_UL:= bAS;

            Max_BW_DL:= bAS;

         ENDIF;

      ENDIF;

   ELSE

      bw:= as set by the UE manufacturer;

      IF Direction=downlink THEN

         Max_BW_UL:= 0;

         Max_BW_DL:= bw;

      ELSE

         IF Direction=uplink THEN

            Max_BW_UL:= bw;

            Max_BW_DL:= 0;

         ELSE /*Direction=both*/

            Max_BW_UL:= bw;

            Max_BW_DL:= bw;

         ENDIF;

      ENDIF;

   ENDIF;

ELSE /* RTCP IP flow(s) */

   IF bRS=RS:<bandwidth> and bRR=RR:<bandwidth> is present THEN 
      Max_BW_UL:= (bRS + bRR) / 1000;
      Max_BW_DL:= (bRS + bRR) / 1000;
   ELSE
      IF bAS=AS:<bandwidth> is present THEN

         IF bRS=RS:<bandwidth> is present and bRR=RR:<bandwidth> is not present THEN 

            Max_BW_UL:= MAX[0.05 * bAS, bRS / 1000];
            Max_BW_DL:= MAX[0.05 * bAS, bRS / 1000];

         ENDIF;

         IF bRS=RS:<bandwidth> is not present and bRR=RR:<bandwidth> is present THEN 

            Max_BW_UL:= MAX[0.05 * bAS, bRR / 1000];
            Max_BW_DL:= MAX[0.05 * bAS, bRR / 1000];

         ENDIF;

         IF bRS=RS:<bandwidth> and bRR=RR:<bandwidth> is not present THEN 

            Max_BW_UL:= 0.05 * bAS;
            Max_BW_DL:= 0.05 * bAS;

         ENDIF;

      ELSE

         Max_BW_UL:= as set by the UE manufacture;

         Max_BW_DL:= as set by the UE manufacture;

      ENDIF;

   ENDIF;

ENDIF;


	Maximum Authorized Traffic Class [MaxTrafficClass] (see NOTE 1, 2 and3)
	IF (all media IP flows of media type "audio"  or  "video" for the session are

    unidirectional and have the same direction) THEN

            MaxService:= streaming; 

ELSE

            MaxService:= conversational; 

ENDIF;

CASE <media> OF

         "audio":         MaxTrafficClass:= MaxService;

         "video":         MaxTrafficClass:= MaxService;

         "application":   MaxTrafficClass:=conversational;

         "data":          MaxTrafficClass:=interactive with priority 3;

         "control":       MaxTrafficClass:=interactive with priority 1; 

         /*new media type*/

         OTHERWISE:       MaxTrafficClass:=background;

END;

	NOTE 1:
The Maximum Authorized Traffic Class for a RTCP IP flow is the same as for the corresponding RTP media IP flow.

NOTE 2:
When audio or video IP flow(s) are removed from a session, the parameter MaxService shall keep the originally assigned value.

NOTE 3: 
When audio or video IP flow(s) are added to a session, the UE shall derive the parameter MaxService  taking into account the already existing media IP flows within the session.
NOTE 4: 
The SDP parameters are described in RFC 2327 [11].

NOTE 5: 
The 'b=RS:' and ‘b=RR:' SDP bandwidth modifiers are defined in RFC 3556 [13].


The UE should per ongoing session store the Authorized UMTS QoS parameters per IP flow or bidirectional combination of IP flows.

Before activateing or modifying a PDP context the UE should check that the requested Guaranteed Bitrate UL/DL (if the Traffic Class is Conversational or Streaming) or the requested Maximum Bitrate UL/DL (if the Traffic Class is Interactive or Background) does not exceed the Maximum Authorized Bandwidth UL/DL per PDP context (calculated according to the rule in table 6.5.2.2). If the requested Guaranteed Bitrate UL/DL or the requested Maximum Bitrate UL/DL exceeds the Maximum Authorized Bandwidth UL/DL per PDP context, the UE should reduce the the requested Guaranteed Bitrate UL/DL or the requested Maximum Bitrate UL/DL to the Maximum Authorized Bandwidth UL/DL per PDP context. Furthermore, if the rule in table 6.5.2.1 for calculating Traffic Class per IP flow or bdirectional combination of IP flows is implemented, the UE should check that the requested UMTS QoS parameter Traffic Class does not exceed the Maximum Authorized Traffic Class per PDP context (calculated according to the rule in table 6.5.2.2). If the requested UMTS QoS parameter Traffic Class exceeds the Maximum Authorized Traffic Class per PDP context, the UE should reduce the the requested UMTS QoS parameter Traffic Class to the Maximum Authorized Traffic Class per PDP context.

Table 6.5.2.2: Rules for calculating the Maximum Authorized Bandwidths
and Maximum Authorized Traffic Class per PDP Context in the UE

	Authorized UMTS QoS Parameter per PDP Context
	Calculation Rule

	Maximum Authorized Bandwidth DL and UL per PDP Context
	Maximum Authorized Bandwidth DL/UL per PDP Context is the sum of all Maximum 
Authorized Bandwidth DL/UL for all the IP flows or bidirectional combinations

of IP flows (as derived according to table 6.5.2.1) associated with that PDP

Context ;

IF Maximum Authorized Bandwidth DL/UL per PDP Context > 16000 kbps THEN
   Maximum Authorized Bandwidth DL/UL per PDP Context = 16000 kbps
   /* See  ref [4] */
END;


	Maximum Authorized Traffic Class per PDP Context
	Maximum Authorised Traffic Class per PDP Context = MAX [Maximum Authorized QoS Class per IP flow or bidirectional combination of IP flows (as derived according to table 6.5.2.1) among all the IP flows or bidirectional combinations of IP flows associated with that PDP Context] ;

(The MAX function ranks the possible Maximum Authorised Traffic Class values as follows: Conversational > Streaming > Interactive with priority 1 > Interactive with priority 2 > Interactive with priority 3 > Background)
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Examples of deriving the Maximum Authorized parameters from the SDP parameters
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Signalling Flows for IMS
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