Page 1



3GPP TSG CN WG4 Meeting #30
C4-060277
Denver, US, 13rd February – 17th February 2006
	CR-Form-v7

	CHANGE REQUEST

	

	(

	23.003
	CR
	106
	(

rev
	1
	(

Current version:
	6.8.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	x
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	IETF references update

	
	

	Source:
(

	TeliaSonera, Huawei

	
	

	Work item code:
(

	WLAN-IW
	
	Date: (

	30/1/2006

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)

	
	

	Reason for change:
(

	23.003 has dependencies and references to work in progress IETF drafts. Recently some of them have got RFC numbers and some individual drafts have been accepted as a working group work items. This CR corrects references in these cases.

	
	

	Summary of change:
(

	This contribution changes the following:
· References to draft-arkko-pppext-eap-aka to RFC4187
· References to draft-arkko-pppext-eap-sim to RFC4186
· Replacing references to RFC 2486 (the old deprecated NAI RFC) with RFC4282 and also the related clause reference to a proper place in the new RFC
· Voiding obsolete RFC 2486
· Voiding reference to -adrangi-eap-network-discovery as it is not referenced in the document
· References to draft-ietf-radext-rfc2486bis to RFC 4282
· Fixing a stale sub-clause reference in 14.7.3



	
	

	Consequences if 
(

not approved:
	The 23.003 will have references to obsoleted and not existing IETF specifications. Also the 23.003 will reference to IETF draft specifications that already have a RFC status.

	
	

	Clauses affected:
(

	1.1.1, 1.1.2, 13.3, 14.3, 14.4, 14.5, 14.6, 14.7, 14.7.3, 17.2.2, 17.2.3

	
	

	
	Y
	N
	
	

	Other specs
(

	 
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

**** Start of change #1 ****

1.1.1
Normative references

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 21.905: "3G Vocabulary".
[2]
3GPP TS 23.008: "Organization of subscriber data".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2"

[4]
3GPP TS 23.070: "Routeing of calls to/from Public Data Networks (PDN)".

[5]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".

[6]
3GPP TS 29.060: "GPRS Tunnelling protocol (GTP) across the Gn and Gp interface".

[7]
3GPP TS 43.020: "Digital cellular telecommunications system (Phase 2+); Security related network functions".

[8]
void 

[9]
3GPP TS 51.011: " Specification of the Subscriber Identity Module - Mobile Equipment (SIM - ME) interface".

[10]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[11]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".

[12]
ITU-T Recommendation E.213: "Telephone and ISDN numbering plan for land Mobile Stations in public land mobile networks (PLMN)".

[13]
ITU-T Recommendation X.121: "International numbering plan for public data networks".

[14]
IETF RFC 791: "Internet Protocol".

[15]
IETF RFC 2373: "IP Version 6 Addressing Architecture".

[16]
3GPP TS 25.401: "UTRAN Overall Description".

[17]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".

[18]
IETF RFC 2181: "Clarifications to the DNS Specification".

[19]
IETF RFC 1035: "Domain Names - Implementation and Specification".

[20]
IETF RFC 1123: "Requirements for Internet Hosts -- Application and Support".

[21]
IETF RFC 2462: "IPv6 Stateless Address Autoconfiguration".

[22]
IETF RFC 3041: "Privacy Extensions for Stateless Address Autoconfiguration in IPv6".

[23]
3GPP TS 23.236: "Intra Domain Connection of RAN Nodes to Multiple CN Nodes".

[24]
3GPP TS 23.228: "IP Multimedia (IM) Subsystem – Stage 2"

[25]
Void
[26]
IETF RFC 3261: "SIP: Session Initiation Protocol"

[27]
3GPP TS 31.102: "Characteristics of the USIM Application."

[28]
void

[29]
3GPP TS 44.118: "Radio Resource Control (RRC) Protocol, Iu Mode".

[30]
3GPP TS 23.073: "Support of Localised Service Area (SoLSA); Stage 2"

[31]
3GPP TS 29.002: "Mobile Application Part (MAP) specification"

[32]
3GPP TS 22.016: "International Mobile Equipment Identities (IMEI)"

[33]
void

[34]
void

[35]
3GPP TS 45.056: "CTS-FP Radio Sub-system"

[36]
3GPP TS 42.009: "Security aspects" [currently not being raised to rel‑5 – Pete H. looking into it]

[37]
3GPP TS 25.423: "UTRAN Iur interface RNSAP signalling"

[38]
3GPP TS 25.419: "UTRAN Iu-BC interface: Service Area Broadcast Protocol (SABP)"

[39]
3GPP TS 25.410: "UTRAN Iu Interface: General Aspects and Principles"

[40]
ISO/IEC 7812: "Identification cards - Numbering system and registration procedure for issuer identifiers"

[41]
void

[42]
3GPP TS 33.102 "3G security; Security architecture"

[43]
3GPP TS 43.130: "Iur‑g interface; Stage 2"

[45]
IETF RFC 3966: "The tel URI for Telephone Numbers"

 [46]
3GPP TS 44.068: "Group Call Control (GCC) protocol".

[47]
3GPP TS 44.069: "Broadcast Call Control (BCC) Protocol ".

[48]
3GPP TS 24.234: "3GPP System to WLAN Interworking; UE to Network protocols; Stage 3".

[49]
void.

[50]
IETF RFC 4187: "EAP AKA Authentication".
[51]
IETF RFC 4186: "EAP SIM Authentication".
[52]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description"

[53]
IETF RFC 4282: 'The Network Access Identifier'.
[54]
IETF RFC 2279: "UTF-8, a transformation format of ISO 10646".

[55]
3GPP TS 33.234: "Wireless Local Area Network (WLAN) interworking security".

[56]
void.

[58]
3GPP TS 33.221 "Generic Authentication Architecture (GAA); Support for Subscriber Certificates".

[60]
IEEE 1003.1-2004, Part 1: Base Definitions

[61]
3GPP TS 43.318: "Generic Access to the A/Gb interface; Stage 2"

[62]
3GPP TS 44.318: "Generic Access (GA) to the A/Gb interface; Mobile GA interface layer 3 specification"

1.1.2
Informative references

[44]
"COMPLEMENT TO ITU-T RECOMMENDATION E.212 (11/98)", Annex to ITU Operational Bulletin No. 741 – 1.VI.200; This is published on the ITU‑T website, whose home page is at http://www.itu.int/ITU-T/

[57]
GSMA PRD IR.34 "Inter‑PLMN Backbone Guidelines"

[59]
Void
**** Start of change #2 ****

13.3
Private user identity
The private user identity shall take the form of an NAI, and shall have the form username@realm as specified in clause 2.1 of IETF RFC 4282 [53]. 

NOTE:
It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

If there is no ISIM application, the private user identity is not known. If the private user identity is not known, the private user identity shall be derived from the IMSI.

The following steps show how to build the private user identity out of the IMSI:
1.
use the whole string of digits as the username part of the private user identity; 

2.
convert the leading digits of the IMSI, i.e. MNC and MCC, into a domain name, as described in subclause 13.2.

The result will be a private user identity of the form "<IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org". For example: If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the private user identity then takes the form 234150999999999@ims.mnc015.mcc234.3gppnetwork.org
**** Start of change #3 ****
14.3
Root NAI

The Root NAI shall take the form of a NAI, and shall have the form username@realm as specified in clause 2.1 of IETF RFC 4282 [53].

The username part format of the Root NAI shall comply with IETF RFC 4187 [50] when EAP AKA authentication is used and with IETF RFC 4186 [51], when EAP SIM authentication is used. 

When the username part includes the IMSI, the Root NAI shall be built according to the following steps:

1.
Generate an identity conforming to NAI format from IMSI as defined in EAP SIM [51] and EAP AKA [50] as appropriate; 

2.
Convert the leading digits of the IMSI, i.e. MNC and MCC, into a domain name, as described in subclause 14.2.

The result will be a root NAI of the form:

"0<IMSI>@wlan.mnc<MNC>.mcc<MCC>.3gppnetwork.org", for EAP AKA authentication and "1<IMSI>@wlan.mnc<MNC>.mcc<MCC>.3gppnetwork.org", for EAP SIM authentication

For example, for EAP AKA authentication: If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the root NAI then takes the form 0234150999999999@wlan.mnc015.mcc234.3gppnetwork.org.
14.4
Decorated NAI

The Decorated NAI shall take the form of a NAI and shall have the form 'homerealm!username@otherrealm' as specified in clause 2.7 of the IETF RFC 4282 [53].

The realm part of Decorated NAI consists of 'otherrealm', see the IETF RFC 4282 [53]. 'Homerealm' is the realm as specified in clause 14.2, using the HPLMN ID ('homeMCC' + 'homeMNC)'. 'Otherrealm' is the realm built using the PLMN ID (visitedMCC + visited MNC) of the PLMN selected as a result of WLAN PLMN selection (see 3GPP TS 24.234 [48]).

The username part format of the Root NAI shall comply with IETF RFC 4187 [50] when EAP AKA authentication is used and with IETF RFC 4186 [51], when EAP SIM authentication is used.

When the username part of Decorated NAI includes the IMSI, it shall be built following the same steps specified for Root NAI in clause 14.3.

The result will be a decorated NAI of the form:

"wlan.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org !0<IMSI>@wlan.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org", for EAP AKA authentication and " wlan.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org !1<IMSI>@wlan.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org ", for EAP SIM authentication

For example, for EAP AKA authentication: If the IMSI is 234150999999999 (MCC = 234, MNC = 15) and the PLMN ID of the Selected PLMN is MCC = 610, MNC = 71 then the Decorated NAI takes the form wlan.mnc015.mcc234.3gppnetwork.org!0234150999999999@wlan.mnc071.mcc610.3gppnetwork.org.

NOTE:
the 'otherrealm' specified in the present document is resolved by the WLAN AN. If the WLAN AN does not have access to the GRX, then the WLAN AN should resolve the realm by other means e.g. static look-up table, private local DNS server acting as an authoritative name server for that sub-domain.

14.5 Temporary identities

The Temporary identities (Pseudonyms and re-authentication identities) shall take the form of a NAI username as specified in clause 2.1 of the IETF RFC 4282 [53].

Temporary identity shall be generated as specified in subclause 6.4.1 of 3GPP TS 33.234 [55]. This part of the temporary identity shall follow the UTF-8 transformation format specified in IETF RFC 2279 [54] except for the following reserved hexadecimal octet value:


FF.

When the temporary identity username is coded with FF, this reserved value is used to indicate the special case when no valid temporary identity exists in the WLAN UE (see 3GPP TS 24.234 [48]). The network shall not allocate a temporary identity with the whole username coded with the reserved hexadecimal value FF.

14.6 Alternative NAI

The Alternative NAI shall take the form of a NAI, i.e. 'any_username@REALM' as specified of IETF RFC 4282 [53]. The Alternative NAI shall not be routable from any AAA server.

The Alternative NAI shall contain a username part which is not derived from the IMSI. The username part shall not be a null string.

The REALM part of the NAI shall be “unreachable.3gppnetwork.org”.
The result shall be an NAI in the form of:

"<any_non_null_string>@unreachable.3gppnetwork.org" 

**** Start of change #4 ****

14.7
W-APN

The W-APN is composed of two parts as follows:

· The W-APN Network Identifier; this defines to which external network the PDG is connected. This part of the W-APN is mandatory.

· The W-APN Operator Identifier; this defines in which PLMN the PDG serving the W-APN is located. This part of the W-APN is optional.

The W-APN Operator Identifier is placed after the W-APN Network Identifier. The W-APN consisting of both the Network Identifier and Operator Identifier corresponds to a FQDN of a PDG; the W-APN has, after encoding as defined in the paragraph below, a maximum length of 100 octets.

The encoding of the W-APN shall follow the Name Syntax defined in IETF RFC 2181 [18], IETF RFC 1035 [19] and IETF RFC 1123 [20]. The W-APN consists of one or more labels. Each label is coded as a one octet length field followed by that number of octets coded as 8 bit ASCII characters. Following IETF RFC 1035 [19] the labels shall consist only of the alphabetic characters (A-Z and a-z), digits (0-9) and the hyphen (-). Following IETF RFC 1123 [20], the label shall begin and end with either an alphabetic character or a digit. The case of alphabetic characters is not significant. The W-APN is not terminated by a length byte of zero.

For the purpose of presentation, a W-APN is usually displayed as a string in which the labels are separated by dots (e.g. "Label1.Label2.Label3").

**** Start of change #5 ****

14.7.3
Alternative Format of W-APN Operator Identifier

For situations when the PDG serving the W-APN is located in such network that is not part of the GRX (i.e. the Interoperator IP backbone), the default Operator Identifier described in sub-clause 14.7.2 is not available for use. This restriction originates from the “.3gppnetwork.org” domain, which is only available in GRX DNS for actual use. Thus an alternative format of W-APN Operator Identifier is required for this case.

The Alternative W-APN Operator Identifiers shall be constructed as follows:

"w-apn.<valid operator’s REALM>"

where:

<valid operator’s REALM> corresponds to REALM names owned by  the operator hosting the PDG serving the desired W-APN.

REALM names are required to be unique, and are piggybacked on the administration of the Public Internet DNS namespace. REALM names may also belong to the operator of the VPLMN.

As an example, the W-APN OI for the Operator REALM "notareal.com" is coded in the Public Internet DNS as:

      "w-apn.notareal.com".
**** Start of change #6 ****

17.2.2
Full Authentication NAI

The Full Authentication NAI in both EAP‑SIM and EAP‑AKA shall take the form of an NAI as specified in clause 2.1 of IETF RFC 4282 [53]. The format of the Full Authentication NAI shall comply with IETF RFC 4187 [50] when EAP‑AKA authentication is used and with IETF RFC 4186 [51], when EAP‑SIM authentication is used. The realm used shall be a home network realm as defined in sub‑clause 17.2.1.

The result will therefore be an identity of the form:

"0<IMSI>@gan.mnc<MNC>.mcc<MCC>.3gppnetwork.org", for EAP‑AKA authentication and "1<IMSI>@gan.mnc<MNC>.mcc<MCC>.3gppnetwork.org", for EAP‑SIM authentication

EXAMPLE 1:
For EAP AKA authentication: If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the Full Authentication NAI takes the form 0234150999999999@gan.mnc015.mcc234.3gppnetwork.org.

EXAMPLE 2:
For EAP SIM authentication: If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the Full Authentication NAI takes the form 1234150999999999@gan.mnc015.mcc234.3gppnetwork.org.

17.2.3
Fast Re‑authentication NAI

The Fast Re-authentication NAI in both EAP-SIM and EAP-AKA shall take the form of an NAI as specified in clause 2.1 of IETF RFC 4282 [53]. The UE shall use the re-authentication identity received during the previous EAP‑SIM or EAP‑AKA authentication procedure. If such an NAI contains a realm part then the UE should not modify it, otherwise it shall use a home network realm as defined in sub clause 17.2.1.

The result will therefore be an identity of the form:

"<re‑authentication_ID_username>@<re‑authentication_ID_realm> for both EAP‑SIM and EAP‑AKA authentication when a realm is present in the re‑authentication identity received during the previous EAP‑SIM or EAP‑AKA authentication procedure and
"<re‑authentication_ID_username>@gan.mnc<MNC>.mcc<MCC>.3gppnetwork.org", for both EAP‑SIM and EAP‑AKA authentication when a realm is not present in the re‑authentication identity received during the previous EAP‑SIM or EAP‑AKA authentication procedure.
EXAMPLE 1:
If the re‑authentication identity is "12345" and the IMSI is 234150999999999 (MCC = 234, MNC = 15), the Fast Re‑authentication NAI takes the form 12345@gan.mnc015.mcc234.3gppnetwork.org
EXAMPLE 2:
If the re‑authentication identity is "12345@aaa1.gan.mnc015.mcc234.3gppnetwork.org", the Fast Re‑authentication NAI takes the form 12345@aaa1.gan.mnc015.mcc234.3gppnetwork.org
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