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*********************** FIRST MODIFIED SECTION *******************************

4.7.13
Service Request procedure (Iu mode only)

The purpose of this procedure is to transfer the PMM mode from PMM-IDLE to PMM-CONNECTED mode, and/or to assign radio access bearer in case of PDP contexts are activated without radio access bearer assigned. In latter case, the PMM mode may be PMM-IDLE mode or may alternatively be the PMM-CONNECTED mode if the MS requires radio access bearer re-establishment. This procedure is used for;

-
the initiation of CM layer service (e.g. SM or SMS) procedure from the MS in PMM-IDLE mode,

-
the network to transfer down link signalling,

-
uplink (in PMM-IDLE or PMM CONNECTED) and downlink (only in PMM-IDLE) user data,

-
counting the number of mobile stations in a cell which are interested in a specific MBMS multicast service.

-
requesting the establishment of a point-to-point Radio Bearer for receiving a MBMS service.

For downlink transfer of signalling or user data in PMM-IDLE mode, the trigger is given from the network by the paging request procedure, which is out of scope of the present document. 

For pending downlink user data in PMM-CONNECTED mode, the re-establishment of radio access bearers for all active PDP contexts is done without paging.

For counting the number of mobile stations in PMM-IDLE mode interested in a specific MBMS service, the trigger is given from the network by the MBMS notification procedure (see 3GPP TS 25.331 [23c]).

For establishing a point-to-point radio bearer to allow MBMS service, the trigger is given from the RRC determining this need from the MBMS control parameters broadcasted by the network (see 3GPP TS 25.331 [23c]).

Service type can take either of the following values; "signalling", "data", "paging response" or "MBMS service reception". Each of the values shall be selected according to the criteria to initiate the Service request procedure.

The criteria to invoke the Service request procedure are when;

a)
the MS has any signalling messages except GMM messages (e.g. for SM or SMS) to be sent to the network in PMM-IDLE mode (i.e., no secure PS signalling connection has been established). In this case, the service type shall be set to "signalling".

b)
the MS, either in PMM-IDLE or PMM-CONNECTED mode, has pending user data to be sent, no radio access bearer is established for the corresponding PDP context, and timer T3319 (see subclause 4.7.13.3) is not running. The procedure is initiated by an indication from the lower layers (see 3GPP TS 24.007 [20]). In this case, the service type shall be set to "data".
c)
the MS receives a paging request for PS domain from the network in PMM-IDLE mode. In this case, the service type shall be set to "paging response".

d) 
the MS is in PMM-IDLE mode, receives an MBMS notification for an MBMS multicast service for which the MS has activated an MBMS context, and is prompted by the contents of the notification to establish a PS signalling connection (see 3GPP TS 25.346 [110]). In this case, the service type shall be set to "MBMS service reception ".

e)
the MS in PMM-IDLE mode, determines from the broadcast MBMS control parameters that there is a need to establish a point-to-point Radio Bearer to enable MBMS reception (see 3GPP TS 25.346 [110]). In this case, the service type shall be set to "MBMS service reception".

If one of the above criteria to invoke the Service request procedure is fulfilled, then the Service request procedure may only be initiated by the MS when the following conditions are fulfilled:

-
its GPRS update status is GU1 UPDATED; and

-
no GMM specific procedure is ongoing (see subclause 4.1.1.1).

If a GMM specific procedure is ongoing at the time a request from CM sublayer, the RRC or the RABM (see 3GPP TS 24.007 [20]) is received and the ATTACH REQUEST or ROUTING AREA UPDATE REQUEST message has been sent, then, depending on implementation, the MS shall abort the received request or delay it until the GMM specific procedure is completed. If the ATTACH REQUEST or ROUTING AREA UPDATE REQUEST message has not been sent, the MS may indicate "follow-on request pending" in the message (i.e. the MS wishes to prolong the established PS signalling connection after the GMM specific procedure). Then, the MS shall delay the Service request procedure until the GMM specific procedure is completed.

If the network indicates "follow-on proceed" in the ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message and the MS has a service request pending, the MS shall react depending on the service type. If the service type is: 

-
"signalling": the MS shall abort the Service request procedure and send the pending signalling messages immediately;

-
"data": the MS shall immediately perform the pending Service request procedure using the current PS signalling connection;

-
"paging response": the MS shall abort the Service request procedure. No further specific action is required from the MS.

If the network indicates "follow-on proceed" and the MS has no service request pending, then no specific action is required from the MS. 

If the network indicates "no follow-on proceed" in the ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message, the MS shall not initiate the pending Service request procedure until the current PS signalling connection is released.

NOTE:
The "follow-on proceed" indication was not defined in earlier versions of the protocol. A network that is compliant with the earlier versions of the protocol will always encode the respective bit as zero, i.e. as "follow-on proceed", even if it does not prolong the PS signalling connection.

After completion of a Service request procedure but before re-establishment of radio access bearer, if the PDP and MBMS context status information elements are included, then the network shall deactivate all those PDP and MBMS contexts locally (without peer to peer signalling between the MS and the network), which are not in SM state PDP-INACTIVE on network side but are indicated by the MS as being in state PDP-INACTIVE.

After completion of a Service request procedure, the pending service is resumed and uses then the connection established by the procedure. If the service type is indicating "data", then the radio access bearers for all activated PDP contexts are re-established by the network, except for those activated PDP contexts having maximum bit rate value set to 0 kbit/s for both uplink and downlink. The re-establishment of radio access bearers for those PDP contexts is specified in subclause 6.1.3.3.

The selective re-assignment capability is not supported for the simplicity of the function.

4.7.13.1
Service Request procedure initiation

The MS initiates the Service request procedure by sending a SERVICE REQUEST message. The timer T3317 shall be started after the SERVICE REQUEST message has been sent and state GMM-SERVICE-REQUEST-INITIATED is entered. The message SERVICE REQUEST shall contain the P-TMSI and the Service type shall indicate either "data", "signalling", "paging response" or "MBMS notification response".

If the PDP context status information element is included in the SERVICE REQUEST message, then the network shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and the network) which are not in SM state PDP-INACTIVE on the network side, but are indicated by the MS as being in state PDP-INACTIVE.

If the MBMS context status information element is included in the SERVICE REQUEST message, then the network shall deactivate all those MBMS contexts locally (without peer to peer signalling between the MS and network) which are not in SM state PDP-INACTIVE on the network side, but are indicated by the MS as being in state PDP-INACTIVE. If no MBMS context status information element is included, then the network shall deactivate all MBMS contexts locally which are not in SM state PDP-INACTIVE on the network side.

4.7.13.2
GMM common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM identification or the GMM authentication and ciphering procedure, depending on the received information such as GPRS ciphering key sequence number and P-TMSI.

4.7.13.3
Service request procedure accepted by the network

If the SERVICE REQUEST message was sent in PMM-IDLE mode, the indication from the lower layers that the security mode control procedure is completed shall be treated as a successful completion of the procedure. The timer T3317 shall be stopped, and the MS enters GMM-REGISTERED state and PMM-CONNECTED mode. 

If the SERVICE REQUEST message was sent in PMM-CONNECTED mode, then the reception of the SERVICE ACCEPT message shall be treated as a successful completion of the procedure. The timer T3317 shall be stopped and the MS remains in PMM-CONNECTED mode.

At successful completion of a service request procedure with Service type "data", the MS shall start timer T3319. The timer T3319 shall be stopped when the MS returns to PMM-IDLE mode or when the network releases the radio access bearer of any active PDP context. The MS shall not issue another Service Request with service type "data" while timer T3319 is running.
The network may indicate a value for timer T3319 in the ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT messages. The last provided value of T3319 shall be used by the MS. If the information element T3319 value is not included in the ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT messages, the default value shall be used. If the T3319 value received by the MS contains an indication that the timer is deactivated or the timer value is zero, then the MS shall use the default value.
If the PDP context status information element is included in the Service Accept, then the MS shall deactivate locally (without peer to peer signalling between the MS and the network) all that PDP contexts which are not in SM state PDP-INACTIVE on MS side but are indicated by the Network as being in state PDP-INACTIVE. 

If the MBMS context status information element is included in the SERVICE ACCEPT message, then the MS shall deactivate all those MBMS contexts locally (without peer to peer signalling between the MS and network) which are not in SM state PDP-INACTIVE in the MS, but are indicated by the network as being in state PDP-INACTIVE. If no MBMS context status information element is included, then the MS shall deactivate all those MBMS contexts locally which are not in SM state PDP-INACTIVE in the MS.

4.7.13.4
Service request procedure not accepted by the network

If the Service request cannot be accepted, the network returns a SERVICE REJECT message to the mobile station. An MS that receives a SERVICE REJECT message stops timer T3317. The MS shall then take different actions depending on the received reject cause value:

# 3


(Illegal MS); or

# 6


(Illegal ME);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM/USIM as invalid for GPRS services until switching off or the SIM/USIM is removed.

-
A GPRS MS operating in MS operation mode A shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall abort the RR connection, unless an emergency call is ongoing. The SIM/USIM shall be considered as invalid also for non-GPRS services until switching off or the SIM/USIM is removed.

# 7


(GPRS services not allowed);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM/USIM shall be considered as invalid for GPRS services until switching off or the SIM/USIM is removed. The new state is GMM-DEREGISTERED. 

# 9


(MS identity cannot be derived by the network);

-
The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to subclause 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure. 

# 10
(Implicitly detached);

-
The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts. The MS should also perform the procedures needed in order to activate any previously active multicast service(s).

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP and MBMS context(s) automatically.

# 11
(PLMN not allowed);

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and enter the state GMM-DEREGISTERED.

· The MS shall store the PLMN identity in the "forbidden PLMN list".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
A GPRS MS operating in MS operation mode A shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 12
(Location area not allowed);

-
The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-DEREGISTERED.LIMITED-SERVICE.

-
The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a cell selection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304.

# 13
(Roaming not allowed in this location area);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

-
The MS shall store the LAI in the list of "forbidden location areas for roaming".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall perform a PLMN selection according to 3GPP TS 23.122 [14].

# 15
(No Suitable Cells In Location Area);

-
The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to subclause 4.1.3.2) and shall change to state GMM-REGISTERED.LIMITED-SERVICE.

-
The MS shall store the LAI in the list of "forbidden location areas for roaming".

-
If no RR connection exists, the MS shall perform the following additional actions immediately. If the MS is operating in MS operation mode A and an RR connection exists, the MS shall perform these actions when the RR connection is subsequently released:

-
If the MS is IMSI attached, the MS shall set the update status to U3 ROAMING NOT ALLOWED and shall reset the location update attempt counter. The new MM state is MM IDLE.

-
The MS shall search for a suitable cell in another location area in the same PLMN according to 3GPP TS 43.022 [82] and 3GPP TS 25.304.

# 40
(No PDP context activated)

· The MS shall deactivate locally all active PDP and MBMS contexts and the MS shall enter the state GMM-REGISTERED.NORMAL-SERVICE. The MS may also activate PDP context(s) to replace any previously active PDP contexts. The MS may also perform the procedures needed in order to activate any previously active multicast service(s).

NOTE:
In some cases, user interaction may be required and then the MS cannot activate the PDP and MBMS context(s) automatically.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in subclause 4.7.13.5. 

4.7.13.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of common access class control or PS domain specific access control

The Service request procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The Service request procedure may be started by CM layer if it is still necessary, i.e. when access is granted or because of a cell change.

b)
Lower layer failure before the security mode control procedure is completed, SERVICE ACCEPT or SERVICE REJECT message is received


The procedure shall be aborted.

c)
T3317 expired


The MS shall enter GMM-REGISTERED state.

If the MS is in PMM-IDLE mode then the procedure shall be aborted and the MS shall release locally any resources allocated for the service request procedure. 

If the MS is in PMM-CONNECTED mode, then the procedure shall be aborted.

d)
SERVICE REJECT received, other causes than those treated in subclause 4.7.13.4


The procedure shall be aborted.

e)
Routing area update procedure is triggered 


If a cell change into a new routing area occurs and the necessity of routing area update procedure is determined before the security mode control procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been received, the Service request procedure shall be aborted and the routing area updating procedure is started immediately. Follow-on request pending may be indicated in the ROUTING AREA UPDATE REQUEST for the service, which was the trigger of the aborted Service request procedure, to restart the pending service itself or the Service request procedure after the completion of the routing area updating procedure. If the Service type of the aborted SERVICE REQUEST was indicating "data", then the routing area update procedure may be followed by a re-initiated Service request procedure indicating "data", if it is still necessary. If the Service type was indicating "MBMS notification response", the Service request procedure shall be aborted.

f)
Power off


If the MS is in state GMM-SERVICE-REQUEST-INITIATED at power off, the GPRS detach procedure shall be performed. 

g)
Procedure collision


If the MS receives a DETACH REQUEST message from the network in state GMM-SERVICE-REQUEST-INITIATED, the GPRS detach procedure shall be progressed and the Service request procedure shall be aborted. If the cause IE, in the DETACH REQUEST message, indicated a "reattach request", the GPRS attach procedure shall be performed.

4.7.13.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure 


If a low layer failure occurs before the security mode control procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been sent to the MS, the network enters/stays in PMM-IDLE.

b)
Protocol error


If the SERVICE REQUEST message is received with a protocol error, the network shall return a SERVICE REJECT message with one of the following reject causes:

#96:
Mandatory information element error;

#99:
Information element non-existent or not implemented;

#100:
Conditional IE error;

#111:
Protocol error, unspecified.


The network stays in PMM-IDLE mode.

c)
More than one SERVICE REQUEST received and the procedure has not been completed (i.e., the security mode control procedure has not been completed or SERVICE ACCEPT, SERVICE REJECT message has not been sent)

-
If one or more of the information elements in the SERVICE REQUEST message differs from the ones received within the previous SERVICE REQUEST message, the previously initiated Service request procedure shall be aborted and the new Service request procedure shall be progressed;

-
If the information elements do not differ, then the network shall continue with the previous Service request procedure and shall not treat any further this SERVICE REQUEST message.

d)
ATTACH REQUEST received before the security mode control procedure has been completed or an SERVICE ACCEPT or an SERVICE REJECT message has been sent


If an ATTACH REQUEST message is received and the security mode control procedure has not been completed or an SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the GMM common procedures, e.g. the GMM authentication and ciphering procedure. The network may e.g. after a succesful GMM authentication and ciphering procedure execution, abort the Service request procedure, the GMM context, PDP contexts and MBMS contexts, if any, are deleted and the new ATTACH REQUEST is progressed. 

e)
ROUTING AREA UPDATE REQUEST message received before the security mode control procedure has been completed or an SERVICE ACCEPT or an SERVICE REJECT message has been sent


If an ROUTING AREA UPDATE REQUEST message is received and the security mode control procedure has not been completed or an SERVICE ACCEPT or an SERVICE REJECT message has not been sent, the network may initiate the GMM common procedures, e.g. the GMM authentication and ciphering procedure. The network may e.g. after a successful GMM authentication and ciphering procedure execution, abort the Service request procedure and progress the routing area update procedure. 

f)
If the Service Type indicates ‘data’ and the network fails to re-establish some or all RAB(s) then the SGSN may determines if PDP Context Modification or PDP Context Deactivation should be initiated.
The appropriate action depends on the QoS profile of the PDP Context and is an operator choice. 


*********************** NEXT MODIFIED SECTION *******************************

9.4.2
Attach accept

This message is sent by the network to the MS to indicate that the corresponding attach request has been accepted. See table 9.4.2/3GPP TS 24.008.

Message type:
ATTACH ACCEPT

Significance:

dual

Direction:


network to MS

Table 9.4.2/3GPP TS 24.008: ATTACH ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Attach accept message identity
	Message type

10.4
	M
	V
	1

	
	Attach result
	Attach result

10.5.5.1
	M
	V
	1/2

	
	Force to standby
	Force to standby 

10.5.5.7
	M
	V
	1/2

	
	Periodic RA update timer
	GPRS Timer

10.5.7.3
	M
	V
	1

	
	Radio priority for SMS
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Radio priority for TOM8
	Radio priority 2

10.5.7.5
	M
	V
	1/2

	
	Routing area identification
	Routing area identification

10.5.5.15
	M
	V
	6

	19
	P-TMSI signature
	P-TMSI signature

10.5.5.8
	O
	TV
	4

	17
	Negotiated READY timer
value
	GPRS Timer

10.5.7.3
	O
	TV
	2

	18
	Allocated P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	23
	MS identity
	Mobile identity

10.5.1.4
	O
	TLV
	7-10

	25
	GMM cause
	GMM cause 

10.5.5.14
	O
	TV
	2

	2A
	T3302 value
	GPRS Timer 2

10.5.7.4
	O
	TLV
	3

	8C
	Cell Notification
	Cell Notification

10.5.5.21
	O
	T
	1

	4A
	Equivalent PLMNs
	PLMN List

10.5.1.13
	O
	TLV
	5-47

	B-
	Network feature support
	Network feature support

10.5.5.23
	O
	TV
	1

	34
	Emergency Number List
	Emergency Number List

10.5.3.13
	O
	TLV
	5-50

	A-
	Requested MS Information
	Requested MS Information

10.5.5.25
	O
	TV
	1

	37
	T3319 value
	GPRS Timer 2
10.5.7.4
	O
	TLV
	3


9.4.2.1
P-TMSI signature

This IE may be included to assign an identity to the MS's GMM context.

9.4.2.2
Negotiated READY timer

This IE may be included to indicate a value for the READY timer.

9.4.2.3
Allocated P-TMSI

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined GPRS attach.

9.4.2.4
MS identity

This IE may be included to assign or unassign a TMSI to an MS in case of a combined GPRS attach.

9.4.2.5
GMM cause

This IE shall be included when IMSI attach for non-GPRS services was not successful during a combined GPRS attach procedure.

9.4.2.6
T3302 value

This IE may be included to indicate a value for the T3302 timer.

9.4.2.7
Cell Notification (A/Gb mode only)

In A/Gb mode, this IE shall be included by the SGSN in order to indicate the ability to support the Cell Notification.

9.4.2.8
Equivalent PLMNs

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.

9.4.2.9
Network feature support

This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.2.10
Emergency Number List

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

9.4.2.11
Requested MS Information

This IE may be sent by the network to request the MS to provide feature-related information.

9.4.2.12
T3319 value

This IE may be included to indicate a value for the T3319 timer.



*********************** NEXT MODIFIED SECTION *******************************

9.4.15
Routing area update accept

This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in response to a routing area update request message. See table 9.4.15/3GPP TS 24.008.

Message type:
routing area update accept
Significance:

dual

Direction:


network to MS

Table 9.4.15/3GPP TS 24.008: ROUTING AREA UPDATE ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Routing area update accept message identity
	Message type

10.4
	M
	V
	1

	
	Force to standby
	Force to standby 

10.5.5.7
	M
	V
	1/2

	
	Update result
	Update result

10.5.5.17
	M
	V
	1/2

	
	Periodic RA update timer
	GPRS Timer

10.5.7.3
	M
	V
	1

	
	Routing area identification
	Routing area identification

10.5.5.15
	M
	V
	6

	19
	P-TMSI signature
	P-TMSI signature

10.5.5.8
	O
	TV
	4

	18
	Allocated P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	23
	MS identity 
	Mobile identity

10.5.1.4
	O
	TLV
	7-10

	26
	List of Receive N‑PDU Numbers
	Receive N‑PDU Number list

10.5.5.11
	O
	TLV
	4 - 19

	17
	Negotiated READY timer value
	GPRS Timer

10.5.7.3
	O
	TV
	2

	25
	GMM cause
	GMM cause 

10.5.5.14
	O
	TV
	2

	2A
	T3302 value
	GPRS Timer 2

10.5.7.4
	O
	TLV
	3

	8C
	Cell Notification
	Cell Notification

10.5.5.21
	O
	T
	1

	4A
	Equivalent PLMNs
	PLMN List

10.5.1.13
	O
	TLV
	5-47

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	B-
	Network feature support
	Network feature support

10.5.5.23
	O
	TV
	1

	34
	Emergency Number List
	Emergency Number List

10.5.3.13
	O
	TLV
	5-50

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18

	A-
	Requested MS Information
	Requested MS Information

10.5.5.25
	O
	TV
	1

	37
	T3319 value
	GPRS Timer 2
10.5.7.4
	O
	TLV
	3


9.4.15.1
P-TMSI signature

This IE may be included to assign an identity to the MS's GMM context.

9.4.15.2
Allocated P-TMSI

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined routing area updating procedure.

9.4.15.3
MS identity

This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure.

9.4.15.4
List of Receive N‑PDU Numbers

This IE shall be included in case of an inter SGSN routing area updating from A/Gb mode to A/Gb mode, or inter SGSN routing area updating from Iu mode to A/Gb mode, or intra SGSN routing area updating from Iu mode to A/Gb mode, if there are PDP contexts that have been activated in LLC acknowledged transfer mode.

9.4.15.5
Negotiated READY timer value

This IE may be included to indicate a value for the READY timer.

9.4.15.6
GMM cause

This IE shall be included if the combined GPRS routing area updating procedure was successful for GPRS services only.

9.4.15.7
T3302 value

This IE may be included to indicate a value for the T3302 timer.

9.4.15.8
Cell Notification (A/Gb mode only)

In A/Gb mode, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification.

9.4.15.9
Equivalent PLMNs

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.

9.4.15.10
PDP context status

This IE shall be included by the NW.

9.4.15.11
Network feature support

This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.15.12
Emergency Number List

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

9.4.15.13
MBMS context status

This IE shall be included by the network, if it has MBMS contexts for the MS with an SM state different from PDP-INACTIVE.

9.4.15.14
T3319 value

This IE may be included to indicate a value for the T3319 timer.



*********************** NEXT MODIFIED SECTION *******************************

10.5.7.4
GPRS Timer 2

The purpose of the GPRS timer 2 information element is to specify GPRS specific timer values, e.g. for the timer T3302 or timer T3319.

The GPRS timer 2 is a type 4 information element with 3 octets length.

The GPRS timer 2 information element is coded as shown in figure 10.5.147/3GPP TS 24.008 and table 10.5.163/3GPP TS 24.008.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	GPRS Timer 2 IEI
	octet 1

	
	Length of GPRS Timer 2 contents
	octet 2

	
	GPRS Timer 2 value
	octet 3


Figure 10.5.147/3GPP TS 24.008: GPRS Timer 2 information element

Table 10.5.163/3GPP TS 24.008: GPRS Timer 2 information element

	GPRS Timer 2 value is coded as octet 2 of the GPRS timer information element.




*********************** NEXT MODIFIED SECTION *******************************

11
List of system parameters

The description of timers in the following table should be considered a brief summary. The precise details are found in clauses 3 to 6, which should be considered the definitive descriptions.

11.1
Timers and counters for radio resource management

See 3GPP TS 44.018 [84].

11.2
Timers of mobility management

Table 11.1/3GPP TS 24.008: Mobility management timers - MS-side

	TIMER

NUM.
	MM
ST
AT
	TIME
OUT
VAL.
	CAUSE FOR START
	NORMAL STOP
	AT THE EXPIRY

	T3210
	3
	20s
	-
LOC_UPD_REQ sent
	- LOC_UPD_ACC

-
LOC_UPD_REJ

-
AUTH_REJ

-
Lower layer failure
	

Start T3211

	T3211
	1

2
	15s
	-
LOC_UPD_REJ with cause#17 netw. failure

-
lower layer failure or RR conn. released after RR conn. abort during loc. updating
	-
Time out

-
cell change

-
request for MM connection establishment

-
change of LA


	Restart the Location update proc.

	T3212
	1,

2
	Note 1
	-
termination of MM service or MM signalling

-
If PS domain gets barred in network mode I
	-
initiation of MM service or MM signalling

-
When PS domain gets unbarred in network mode I

	initiate periodic updating

	T3213
	1

2

11
	4s
	-
location updating failure
	-
expiry

-
change of BCCH parameter
	new random attempt

	T3214
	3

5

7
	20s
	AUTHENT FAILURE

Cause = ‘MAC failure’ or ‘GSM authentication unacceptable’ sent
	 AUTHENT REQ received
	Consider the network as ’false’ (see 4.3.2.6.1)

	T3216
	3

5

7
	15s
	AUTHENT FAILURE

Cause = Synch failure sent
	AUTHENT REQ received
	Consider the network as ’false’ (see 4.3.2.6.1)

	T3218
	3

5

7
	20s
	RAND and RES stored as a result of of a UMTS authentication challenge
	-
Cipher mode setting (A/Gb mode only)

· Security mode setting (Iu mode only) 

· CM_SERV_ACCEPT received 
· CM SERVICE REJECT received
-
LOCATION UPDATING ACCEPT received
-
AUTHENT REJ received

-
AUTHENT FAIL sent

-
enter MM IDLE or NULL
	Delete the stored RAND and RES

	T3220
	7
	5s
	-
IMSI DETACH
	-
release from RM-sublayer
	enter Null or Idle, ATTEMPTING TO UPDATE

	T3230
	5
	15s
	-
CM SERV REQ

CM REEST REQ
	-
Cipher mode setting

-
CM SERV REJ

-
CM SERV ACC
	provide release ind.

	T3240
	9

10
	10s
	see subclause 11.2.1
	see subclause 11.2.1
	abort the RR connection

	T3241
	25
	300s
	see subclause 11.2.1
	see subclause 11.2.1
	abort the RR connection


NOTE 1:
The timeout value is broadcasted in a SYSTEM INFORMATION message

Table 11.2/3GPP TS 24.008: Mobility management timers - network-side

	TIMER

NUM.
	MM
ST
AT
	TIME
OUT
VAL.
	CAUSE FOR START
	NORMAL STOP
	AT THE EXPIRY
	AT THE SECOND EXPIRY

	T3250
	6
	12s
	TMSI-REAL-CMD or LOC UPD ACC with new TMSI sent
	TMSI-REALL-COM received
	Optionally Release RR connection
	

	T3255
	
	Note
	LOC UPD ACC sent with"Follow on Proceed"
	CM SERVICE REQUEST
	Release RR Connection or use for mobile station terminating call
	

	T3260
	5
	12s
	AUTHENT-REQUEST sent
	AUTHENT-RESPONSE received

AUTHENT-FAILURE received
	Optionally Release RR connection


	

	T3270
	4
	12s
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Optionally Release RR connection
	


NOTE 2:
The value of this timer is not specified by this recommendation.

11.2.1
Timer T3240 and Timer T3241

Timer T3240 is started in the mobile station when:

-
the mobile station receives a LOCATION UPDATING ACCEPT message completing a location updating procedure in the cases specified in subclauses 4.4.4.6 and 4.4.4.8;

-
the mobile station receives a LOCATION UPDATING REJECT message in the cases specified in subclause 4.4.4.7;

-
the mobile station has sent a CM SERVICE ABORT message as specified in subclause 4.5.1.7;

-
the mobile station has released or aborted all MM connections in the cases specified in 4.3.2.5, 4.3.5.2, 4.5.1.1, and 4.5.3.1.

Timer T3240 is stopped, reset, and started again at receipt of an MM message.

Timer T3240 is stopped and reset (but not started) at receipt of a CM message that initiates establishment of an CM connection (an appropriate SETUP, REGISTER, or CP-DATA message as defined in 3GPP TS 24.008, 3GPP TS 24.010 or 3GPP TS 24.011).

Timer T3241 is started in the mobile station when entering MM state RR CONNECTION RELEASE NOT ALLOWED.

Timer T3241 is stopped and reset (but not started) when the MM state RR CONNECTION RELEASE NOT ALLOWED is left.

If timer T3241 expires, the MS shall abort the RR connection and enter the MM state MM IDLE. 

11.2.2
Timers of GPRS mobility management

Table 11.3/3GPP TS 24.008: GPRS Mobility management timers - MS side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY Note 3

	T3310
	15s
	GMM-
REG-INIT
	ATTACH REQ sent
	ATTACH ACCEPT received

ATTACH REJECT received
	Retransmission of ATTACH REQ

	T3311
	15s
	GMM-DEREG ATTEMPTING TO ATTACH or

GMM-REG ATTEMPTING TO UPDATE
	ATTACH REJ with other cause values as described in chapter 'GPRS Attach' 

ROUTING AREA UPDATE REJ with other cause values as described in chapter 'Routing Area Update' 

Low layer failure
	Change of the routing area
	Restart of the Attach or the RAU procedure with updating of the relevant attempt counter

	T3316
	30s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT
(Iu mode only)
	RAND and RES stored as a result of a UMTS authentication challenge
	Security mode setting
(Iu mode only)

SERVICE ACCEPT received. (Iu mode only)
SERVICE REJECT
received
(Iu mode only)

ROUTING AREA UPDATE ACCEPT received

AUTHENTICATION AND CIPHERING REJECT received

AUTHENTICATION_AND_CIPHERING FAILURE sent

Enter GMM-DEREG or 
GMM-NULL
	Delete the stored RAND and RES

	T3318
	20s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT (Iu mode only)
	AUTHENTICATION & CIPHERING FAILURE (cause=’MAC failure’ or ‘GSM authentication unacceptable’) sent
	AUTHENTICATION & CIPHERING REQUEST received
	On first expiry, the MS should consider the network as false (see 4.7.7.6.1)

	T3320
	15s
	GMM-
REG-INIT

GMM-REG

GMM-DEREG-INIT

GMM-RA-UPDATING-INT

GMM-SERV-REQ-INIT (Iu mode only)
	AUTHENTICATION & CIPHERING FAILURE (cause=synch failure) sent
	AUTHENTICATION & CIPHERING REQUEST received
	On first expiry, the MS should consider the network as false (see 4.7.7.6.1)

	T3321
	15s
	GMM-

DEREG-INIT
	DETACH REQ sent
	DETACH ACCEPT received
	Retransmission of the DETACH REQ

	T3330
	15s
	GMM-ROUTING-UPDATING-INITIATED
	ROUTING AREA UPDATE REQUEST sent
	ROUTING AREA UPDATE ACC received

ROUTING AREA UPDATE REJ received
	Retransmission of the ROUTING AREA UPDATE REQUEST
message


Table 11.3a/3GPP TS 24.008: GPRS Mobility management timers – MS side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3302
	Default 12 min

Note 1 
	GMM-DEREG

or

GMM-REG
	At attach failure and the attempt counter is greater than or equal
to 5.

At routing area updating failure and the attempt counter is greater than or equal to 5.
	At successful attach


At successful routing area updating
	On every expiry, initiation of the

GPRS attach procedure

or

RAU procedure

	T3312
	Default 
54 min

Note1
	GMM-REG
	In A/Gb mode, when READY state is left.

In Iu mode, when PMM-CONNECTED mode is left.

If PS domain gets unbarred in network mode I
	When entering state GMM-DEREG 

When PS domain gets barred in network mode I
	Initiation of the Periodic RAU procedure

	T3314

READY

(A/Gb mode only)
	Default 
44 sec
Note 2
	All except GMM-DEREG
	Transmission of a PTP PDU
	Forced to Standby
	No cell-updates are performed

	T3317

(Iu mode only)
	10s
	GMM-SERVICE-REQUEST-INITIATED
	SERVICE REQ sent
	Security mode control procedure is completed,

SERVICE ACCEPT received, or

SERVICE REJECT received
	Abort the procedure

	T3319
(Iu mode only)
	Default 30s
Note 1
Note 4
	GMM-REG
	Completion of the Security Mode Control procedure after sending a SERVICE REQUEST with service type "data".
Reception of a SERVICE ACCEPT message.


	When entering PMM-IDLE mode.
When the radio access bearer is released for any active PDP context.
When entering state GMM-DEREG
	SERVICE REQ with service type “data” may be invoked again, if required.


NOTE 1:
The value of this timer is used if the network does not indicate another value in a GMM signalling procedure.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
NOTE 4: 
The purpose of this timer is to prevent the MS from repeating the SERVICE REQUEST message with service type "data" too early in case the request to setup the radio access bearer is queued by the radio access network.
Table 11.4/3GPP TS 24.008: GPRS Mobility management timers - network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY Note 3

	T3322
	6s
	GMM-
DEREG-INIT
	DETACH REQ sent
	DETACH ACCEPT received
	Retransmission of DETACH REQUEST

	T3350
	6s
	GMM-COMMON-PROC-INIT
	ATTACH ACCEPT
sent with P-TMSI and/or TMSI


RAU ACCEPT sent with P-TMSI and/or TMSI

P-TMSI REALLOC COMMAND
sent
	ATTACH COMPLETE received

RAU COMPLETE received

P-TMSI REALLOC COMPLETE received
	Retransmission of the same message type, i.e. ATTACH ACCEPT, RAU ACCEPT or REALLOC COMMAND

	T3360
	6s
	GMM- COMMON-PROC-INIT
	AUTH AND CIPH REQUEST
sent
	AUTH AND CIPH RESPONSE received
AUTHENT-AND CIPHER-FAILURE received
	Retransmission of AUTH AND CIPH REQUEST

	T3370
	6s
	GMM-COMMON-PROC-INIT
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Retransmission of IDENTITY REQUEST


Table 11.4a/3GPP TS 24.008: GPRS Mobility management timers - network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3313
	Note1
	GMM_REG
	Paging procedure initiated
	Paging procedure completed
	Network dependent

	T3314

READY

(A/Gb mode only)
	Default 
44 sec
Note 2
	All except GMM-DEREG
	Receipt of a PTP PDU
	Forced to Standby
	The network shall page the MS if a PTP PDU has to be sent to the MS

	Mobile Reachable
	Default 4 min greater than T3312
	All except GMM-DEREG
	In A/Gb mode, change from READY to STANDBY state 

In Iu mode, change from PMM-CONNECTED mode to PMM-IDLE mode.
	PTP PDU received 
	Network dependent but typically paging is halted on 1st expiry


NOTE 1:
The value of this timer is network dependent.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure. The value of this timer should be slightly shorter in the network than in the MS, this is a network implementation issue.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.





CR page 2

