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Introduction
The TpAuthMechanism description references authenticate where it should reference challenge.
Detailed changes

10.3.13 TpAuthMechanism

This data type is identical to a TpString. It identifies an authentication mechanism to be used for API Level Authentication. The following values are defined:

	String Value
	Description

	P_OSA_MD5
	Authentication is based on the use of MD5 (RFC 1321) hashing algorithm to generate a response based on a shared secret and a challenge received via challenge() method.  The capability to use this algorithm is required to be supported when using CHAP (RFC 1994) but its use is not recommended.

	P_OSA_HMAC_SHA1_96
	Authentication is based on the use of HMAC-SHA1 (RFC 2404) hashing algorithm to generate a response based on a shared secret and a challenge received via challenge () method.

	P_OSA_HMAC_MD5_96
	Authentication is based on the use of HMAC-MD5 (RFC 2403) hashing algorithm to generate a response based on a shared secret and a challenge received via challenge () method.


