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Introduction

During authentication a TpAuthDomainID object is sent in as parameter to the initiateAuthentication method located in the IpInitial interface. TpAuthDomainID is defined as:

4.1.1 TpAuthDomain

This is Sequence of Data Elements containing all the data necessary to identify a domain: the domain identifier, and a reference to the authentication interface of the domain

	Sequence Element Name
	Sequence Element Type
	Description

	DomainID
	TpDomainID
	Identifies the domain for authentication. This  identifier is assigned to the domain during the initial contractual agreements, and is valid during the lifetime of the contract.

	AuthInterface
	IpInterfaceRef
	Identifies the authentication interface of the specific entity. This data element has the same lifetime as the domain authentication process, i.e. in principle a new interface reference can be provided each time a domain intents to access another. 


The TpDomainID type used for the DomainID included in the TpAuthDomain is defined as:

4.1.2 TpDomainID

Defines the Tagged Choice of Data Elements that specify either the framework or the type of entity attempting to access the framework.

	
	Tag Element Type
	

	
	TpDomainIDType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_FW
	TpFwID
	FwID

	P_CLIENT_APPLICATION
	TpClientAppID
	ClientAppID

	P_ENT_OP
	TpEntOpID
	EntOpID

	P_REGISTERED_SERVICE
	TpServiceID
	ServiceID

	P_SERVICE_SUPPLIER
	TpServiceSupplierID
	ServiceSupplierID


This definition requires that every Client Application must have a unique ClintAppID even if they are hosted by different Enterprise Operators.

The reason is that only one TpAuthDomain containing one TpDomainID is sent to the initiateAuthentication. This TpDomainID only contains the ClientAppID and no information about the enterprise operator.

A drawback with this is that each time an enterprise operator adds another client application to the total set of hosted client applications, he/she must check with the Framework owner to make sure that the chosen clientAppID is not already in use. Of course, the IpClientAppManagement interface could be used to determine if a ClientAppID is already in use. For example by adding a method, something like “checkIfClientAppIDAlreadyInUse”, or letting the createClientApp method throw an exception. But we get the feeling that if a lot of enterprise operators, hosting a lot of Client Applications uses the same Framework, it will be difficult for the enterprise operators to come up with suitable names that are not already in use.

Proposal

Our proposal is to add an optional EntOpID to the TpAuthDomain type. This should only be used when the DomainID contains a ClientAppID to indicate which enterprise operator the Client Application belongs to.

4.1.3 TpAuthDomain

This is Sequence of Data Elements containing all the data necessary to identify a domain: the domain identifier, and a reference to the authentication interface of the domain

	Sequence Element Name
	Sequence Element Type
	Description

	DomainID
	TpDomainID
	Identifies the domain for authentication. This  identifier is assigned to the domain during the initial contractual agreements, and is valid during the lifetime of the contract.

	EntOpID
	TpEntOpID
	Optional member. Only used when the DomainID contains a ClientAppID to indicate which enterprise operator the client application belongs to.

	AuthInterface
	IpInterfaceRef
	Identifies the authentication interface of the specific entity. This data element has the same lifetime as the domain authentication process, i.e. in principle a new interface reference can be provided each time a domain intents to access another. 


To make it possible for Parlay/OSA services to put some Enterprise Operator specific constraints on the utilization of a service, the EntOpID should also be sent in to the getServiceManager method located in the IpSvcFactory interface.

4.1.4 Interface Class IpSvcFactory 

Inherits from: IpInterface.
The IpSvcFactory interface allows the framework to get access to a service manager interface of a service. It is used during the signServiceAgreement, in order to return a service manager interface reference to the application. Each service has a service manager interface that is the initial point of contact for the service. E.g., the generic call control service uses the IpCallControlManager interface. 

	<<Interface>>

IpSvcFactory

	

	getServiceManager (application : in TpDomainID, entOp : in TpEntOpID, serviceProperties : in TpServicePropertyList, serviceManager : out IpServiceRefRef) : TpResult




Method

getServiceManager()

This method returns a service manager interface reference for the specified application. Usually, but not necessarily, this involves the instantiation of a new service manager interface. 

Parameters

application : in TpDomainID

Specifies the application for which the service manager interface is requested.
Parameter : in TpEntOpID

Specifies which enterprise operator the application belongs to.
serviceProperties : in TpServicePropertyList

serviceManager : out IpServiceRefRef

Specifies the service manager interface reference for the specified application ID.
Raises

TpGeneralException,TpFWException
Another option is to change the TpDomainID type so it can hold both the ClientAppID and an EntOpID at the same time. As it is now, it is exclusive, and can only hold one of them. 
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