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1. Introduction
Present GTP specifications do not correctly support using IPv6 SGSN address on Inter-SGSN RAU procedure and SRNS Relocation Procedure. The IPv4/IPv6 capable SGSN don’t know how or when to use IPv6 address to communicate with the destination SGSN.
2. Discussion
2.1 Inter SGSN Routeing Area Update Procedures
For Intra Domain Connection of RAN Nodes to Multiple CN Nodes, where the old SGSN belongs to an SGSN pool, the new SGSN cannot in the general case determine the old SGSN. The new SGSN shall in this case send the SGSN Context Request message to an SGSN based on the old RAI shown in figure 1.As usual if an SGSN within an SGSN pool receives an SGSN Context Request message for an MS that has been attached to another SGSN of the same SGSN pool, the SGSN shall relay the SGSN Context Request message unchanged to the old SGSN. Then the old SGSN will reply the SGSN Context Response message to new SGSN directly. This procedure is illustrated in Figure 1.
For this reason, the new SGSN can not get the accurate IPv6 capability of the old SGSN directly.  So, if not all SGSNs within the SGSN pool are IPv6 capable, the IPv4/IPv6 capable new SGSN should use IPv4 address to communicate with SGSN x and will include the IPv4 and IPv6 addresses in SGSN Context Request.  In this case, using IPv4 address can ensure the SGSN Context Request message to be correctly relayed to the old SGSN. 

After received the SGSN context request message, if it is IPv6 capable, it will restore the IPv6 address and take an IPv6 addresses in the fields SGSN Address for user traffic in SGSN Context Response message.  If old SGSN is IPv4 only, it will restore the IPv4 address and ignore the IPv6 address.
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Figure 1
This solution need to add an additional IE “Alternative SGSN Address for Control Plane” in SGSN Context Request message, it will be used to take IPv6 address.

Table 26: Information Elements in a SGSN Context Request
	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Routeing Area Identity (RAI)
	Mandatory
	7.7.3

	Temporary Logical Link Identifier (TLLI)
	Conditional
	7.7.4

	Packet TMSI (P-TMSI)
	Conditional
	7.7.5

	P-TMSI Signature
	Conditional
	7.7.9

	MS Validated
	Optional
	7.7.10

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14

	SGSN Address for Control Plane
	Mandatory
	7.7.32

	Alternative SGSN Address for Control Plane
	Conditional
	GSN Address 7.7.32

	Private Extension
	Optional
	7.7.46

	SGSN Number
	Optional
	7.7.47


2.1.1 Considerations for Compatibility:

According to this solution, 

· The old IPv4 only SGSN will not be impacted, changes should be restricted to the new deployment IPv4/IPv6 capable SGSN.
· The old IPv4 SGSN will ignore the additional Alternative SGSN Address for Control Plane IE if it does not know it and the subsequent procedure should not be impacted by this process.
Conclusively, the solution has no impact on IPv4 Only SGSN or low releases SGSN and is only applicable to IPv4/IPv6 capable SGSN. 

2.2 Serving RNS Relocation Procedures
In SRNS Relocation procedure, the old SGSN can select the new SGSN from the SGSN pool based on Target RNC. It can get the accurate IPv6 capability of the new SGSN.

If new SGSN is IPv6 capable, the IPv4/IPv6 capable old SGSN should use IPv6 address to communicate with new SGSN and will include the IPv6 address in Forward Relocation request message.  The IPv4/IPv6 capable new SGSN will restore the IPv6 address and take an IPv6 addresses in the fields SGSN Address for Control plane in Forward Relocation Response.  If old SGSN is IPv4 only, IPv4 address can only be used to communicate between old SGSN and new SGSN. This procedure is illustrated in figure 2.
This solution will not add any additional IE in protocol.
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Figure 2

3. Proposal
Huawei proposes to make these changes in TS29.060.

*** First Modification ***

7.5.3
SGSN Context Request
The new SGSN shall send an SGSN Context Request to the old SGSN to get the MM and PDP Contexts for the MS.

For Intra Domain Connection of RAN Nodes to Multiple CN Nodes,  where the old SGSN belongs to an SGSN pool, the new SGSN cannot in the general case determine the old SGSN. The new SGSN shall in this case send the SGSN Context Request message to an SGSN based on the old RAI, as usual. If an SGSN within an SGSN pool receives an SGSN Context Request message for an MS that has been attached to another SGSN of the same SGSN pool, the SGSN shall relay the SGSN Context Request message unchanged to the old SGSN. The SGSN within an SGSN pool can determine if the received SGSN Context Request message was meant for itself or for another SGSN of the SGSN pool by looking at the Network Resource Identifier contained in the P-TMSI parameter, or alternatively in the TLLI parameter. See 3GPP TS 23.003 [2] for details on the coding of the P-TMSI and see 3GPP TS 23.236 [19] for details on SGSN pool.
Note that an SGSN relaying the SGSN Context Request message shall not supervise the SGSN Context Response message.

The MS is identified in the old SGSN by its old RAI and old TLLI/old P-TMSI values. The TLLI/P-TMSI and RAI is a foreign TLLI/P-TMSI and an RAI in the old SGSN. Exactly one of the TLLI, P-TMSI or IMSI information fields shall be present.

The old SGSN responds with an SGSN Context Response.
The new SGSN shall include a SGSN Address for control plane. If not all SGSNs within the SGSN pool are IPv6 capable,  the IPv4/IPv6 capable new SGSN shall include IPv4 addresses in the fields SGSN Address for Control Plane and IPv6 addresses in the fields Alternative SGSN Address for Control Plane. Otherwise, an IPv4/IPv6 capable new SGSN shall use only SGSN IPv6 addresses if all SGSNs within  the SGSN pool are IPv6 capable. 

If the old SGSN supports IPv6 below GTP, it shall store and use the IPv6 SGSN addresses when sending control plane messages for the MS to the new SGSN in the SGSN context transfer procedure and ignore the IPv4 SGSN addresses. If the old SGSN supports only IPv4 below GTP, it shall store and use the IPv4 SGSN addresses for communication with the SGSN and ignore the IPv6 SGSN addresses.

The new SGSN may include its SGSN number. If the old SGSN receives the SGSN number of the new SGSN it shall include this number when informing interworking core network nodes that there is a need to re-route previously sent requests against the new SGSN, e.g. in LCS the GMLC will use this SGSN number to re-activate the Location Request to the new SGSN (3GPP TS 23.271 [24])..
The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier for control plane messages, which is chosen by the new SGSN. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane messages that are sent from the old SGSN to the new SGSN and related to the PDP context(s) requested.

The MS Validated indicates that the new SGSN has successfully authenticated the MS. IMSI shall be included if MS Validated indicates 'Yes'.

The P-TMSI Signature is conditionally provided by the MS to the new SGSN for identification checking purposes as defined in 3GPP TS 23.060 [4] and 3GPP TS 24.008 [5]. If the MS has provided the P-TMSI Signature, the new SGSN shall include this parameter in the SGSN Context Request message.

The optional Private Extension contains vendor or operator specific information.

Table 26: Information Elements in a SGSN Context Request
	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Routeing Area Identity (RAI)
	Mandatory
	7.7.3

	Temporary Logical Link Identifier (TLLI)
	Conditional
	7.7.4

	Packet TMSI (P-TMSI)
	Conditional
	7.7.5

	P-TMSI Signature
	Conditional
	7.7.9

	MS Validated
	Optional
	7.7.10

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14

	SGSN Address for Control Plane
	Mandatory
	7.7.32

	Alternative SGSN Address for Control Plane
	Conditional
	GSN Address 7.7.32

	Private Extension
	Optional
	7.7.46

	SGSN Number
	Optional
	7.7.47


7.5.4
SGSN Context Response

…..

If the Cause contains the value 'P-TMSI Signature mismatch' the IMSI information element and, for Intra Domain Connection of RAN Nodes to Multiple CN Nodes, a SGSN Address for control plane shall be included in the response, otherwise only the Cause information element shall be included in the response.

The old SGSN shall include a SGSN Address for control plane. If the SGSN Context Request received from the new SGSN included IPv6 SGSN address, an IPv4/IPv6 capable SGSN shall include IPv6 addresses in the fields SGSN Address for Control Plane, otherwise it will include IPv4 addresses in it.The new SGSN shall store this SGSN Address and use it when sending control plane messages for the MS to the old SGSN in the SGSN context transfer procedure.
The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier, which is chosen by the old SGSN. The new SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent control plane messages, which are sent from the new SGSN to the old SGSN and related to the PDP context(s) requested.

7.5.5
SGSN Context Acknowledge

….

For each active PDP context (i.e. those which have a tunnel established between the old SGSN and the GGSN) the new SGSN shall include a Tunnel Endpoint Identifier Data II information element. The Tunnel Endpoint Identifier Data II field specifies a Tunnel Endpoint Identifier which is chosen by the new SGSN for a particular PDP context. The old SGSN shall include this Tunnel Endpoint Identifier  in the GTP header of all subsequent G-PDUs which are sent from the old SGSN to the new SGSN and related to the particular PDP context. When active PDP context(s) exist, this information element shall be included if the Cause contains the value 'Request accepted'.

The new SGSN shall include an SGSN Address for user traffic, which may differ from that provided by the underlying network service (e.g. IP). If the SGSN Context Response received from the old SGSN included IPv6 SGSN address, an IPv4/IPv6 capable SGSN shall include IPv6 addresses in the fields SGSN Address for user traffic, and otherwise it will include IPv4 addresses in it.  The old SGSN shall store this SGSN Address and use it when sending G-PDUs to the new SGSN for the MS. When active PDP context(s) exist, this information element shall be included if the Cause contains the value 'Request accepted'.

…
7.5.6
Forward Relocation Request
The old SGSN shall send a Forward Relocation Request to the new SGSN to convey  necessary information to perform the SRNS Relocation procedure between new SGSN and Target RNC.

All information elements are mandatory, except PDP Context, MBMS UE Context and Private Extension.

The IMSI information element contains the IMSI of the target MS for SRNS Relocation procedure.

The old SGSN shall include a SGSN Address for control plane. The new SGSN shall store this SGSN Address and use it when sending control plane messages for the MS to the old SGSN in the SRNS Relocation procedure. If the new SGSN has an IPv6 address, an IPv4/IPv6 capable old SGSN shall include an IPv6 addresses in the field SGSN Address for Control Plane, otherwise it will include an IPv4 addresses in this field.
The Tunnel Endpoint Identifier Control Plane field specifies a tunnel endpoint identifier, which is chosen by the old SGSN. The new SGSN shall include this Tunnel Endpoint Identifier Control Plane in the GTP header of all subsequent control plane messages, which are sent from the new SGSN to the old SGSN.
….
7.5.7
Forward Relocation Response

The new SGSN shall send a Forward Relocation Response to the old SGSN as a response to a previous Forward Relocation Request. 
Possible Cause values is:

-
'Request Accepted'.

-
'System failure'.

-
'Mandatory IE incorrect'.

-
'Mandatory IE missing'.

-
'Optional IE incorrect'.

-
'No resources available'.

-
'Invalid message format'.

-
'Relocation failure'.
RANAP Cause is mandatory if cause value is contained in RANAP message.

RAB Setup Information, UTRAN transparent container and RANAP Cause are information from the target RNC in the new SGSN.

 One or more RAB Setup Information parameters may be sent in this message. This information element shall be included if the Cause contains the value 'Request accepted' and there is at least one RAB assigned in the new SGSN.

The new SGSN shall include a SGSN Address for control plane. The old SGSN shall store this SGSN Address and use it when sending control plane messages for the MS to the new SGSN in the SRNS Relocation Procedure. f the Forward Relocation Request received from the old SGSN included an IPv6 SGSN address, an IPv4/IPv6 capable SGSN shall include an IPv6 addresses in the field SGSN Address for Control Plane. Otherwise, it shall include IPv4 addresses in the field SGSN Address for Control Plane.
…
4. Conclusion and recommendation
Huawei proposes that the solution described here is introduced in 29.060 back to Release 5 and that the associated CRs (see Tdocs N4-041388, N4-041389) are accepted.
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