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1. Introduction

3GPP WLAN TS 29.234 defines a set of reference points based on Diameter. These are:

· Wa: WLAN AN – 3GPP AAA Server

· Wd: 3GPP AAA Proxy – 3GPP AAA Server

· Wm: PDG – 3GPP AAA Server

· Wg: WAG – 3GPP AAA Server

· Wx: 3GPP AAA Server – HSS

All these reference points but Wx have not yet decided what Application-Id code should be advertised. There are two options to solve this:

· whether to reuse the Application-ID already assigned by IETF IANA for the commands being used by the reference points, or

· to apply for a new Application-Id to IANA per reference point.

In the discussion section it is presented the specific features of each reference point and what of the above two approaches fits in better.

2. Discussion

2.1 Wa

Wa adds the following Mandatory Parameters to EAP-Request command:
· User-Name  (optional in EAP)

Wa adds the following Mandatory Parameters to EAP-Answer command:

· User-Name  (optional in EAP)

Wa adds No new commands to EAP protocol.

Wa adds No new Mandatory Parameters to the DPB ASR/ASA and STR/STA commands.

Wa is therefore almost the same that the EAP commands but adding two mandatory AVPs. If a new application-Id is requested to Wa, it would imply that Diameter is having EAP and Wa applications to perform access authentication/authorisation.

Conclusion: It makes no sense to create a new application for 3GPP WLAN, whose scope is already covered by an existing IETF application. So it is proposed:

· Wa reference point shall advertise the EAP Application when sending EAP commands over Wa and then define as optional in the ABNF the User-Name and Calling-Station-Id AVPs to keep EAP compatibility. 

· Wa reference point shall advertise the DBP Application when sending DBP commands over Wa. 

· Wa reference point shall indicate in the 3GPP spec a note that when EAP is used within 3GPP WLAN, those AVPs are mandatory.

2.2 Wd

Conclusion: Since Wa and Wd reference points are the same protocol with the exception of the AVPs added when Wa is RADIUS based (and they are added as optional in the ABNF), it is proposed to apply the same principle as described in the previous section.

2.3 Wm

Wm adds the following Mandatory Parameters to EAP-Request command:
· User-Name (optional in EAP)

Wm adds the following Mandatory Parameters to EAP-Answer command:
· User-Name (optional in EAP)

Wm adds the following Mandatory Parameters to NASREQ AA-Request command:

· User-Name (optional in NASREQ)

· Session-Request-Type (new)

Wm adds the following Mandatory Parameters to the Base Protocol ASR and STR commands:

· User-Name (optional in ASR)

· APN-Id 

Wm adds No new commands to NASREQ or EAP protocols. 

According to IETF (draft-ietf-aaa-eap-09.txt, Section 3), EAP and NASREQ can live together over the same reference point, so when EAP commands are sent, EAP Application-Id is advertised and when NASREQ commands are sent, NASREQ Application-Id is advertised:

When the NASREQ AA-Request (AAR) or AA-Answer (AAA) commands are used

    for AUTHORIZE_ONLY messages in conjunction with EAP (see Section

    2.3.3), an Application Identifier value of 1 (NASREQ) is used, and

    the commands follow the rules and ABNF defined in [NASREQ].

Conclusion: As indicated for Wa and Wd reference points, to preserve the EAP, NASREQ and DBP compatibility, those AVPs added as mandatory by 3GPP I-WLAN Wm EAP, NASREQ and DBP applications shall be added as optional in the ABNF and as mandatory within the 3GPP I-WLAN spec description.

2.4 Wg

Wg adds the following Mandatory Parameters to NASREQ AA-Request commands:
· User-Name 

· Routing-Policy

· Subscription-Id (MSISDN)

Wg adds the following Mandatory Parameters to ASR and STR Diameter Base Protocol commands:

· User-Name (optional)

Wg adds No new commands to NASREQ protocol 

Wg is therefore reusing the NASREQ commands adding three mandatory AVPs and DBP commands adding one mandatory AVP. If a new application-Id is requested for Wg, it would imply that Diameter is having NASREQ and Wg applications to perform access authentication/authorisation.

Conclusion: It makes no sense to create a new application for 3GPP WLAN, whose scope is already covered by an existing IETF application. So it is proposed:

· Wg reference point shall advertise the NASREQ Application when sending NASREQ commands over Wg and then define as optional in the ABNF the User-Name, Routing-Policy and Subscription-Id AVPs to keep NASREQ compatibility. 

· Wg reference point shall advertise the DBP Application when sending ASR and STR commands over Wg and then define as optional in the ABNF the User-Name AVP to keep DBP compatibility. 

· Wg reference point shall indicate in the 3GPP spec a note that when NASREQ and DBP is used within 3GPP WLAN Wg, those AVPs are mandatory.

3. Proposal

Since Wa, Wd, Wm and Wg makes use of the EAP and NASREQ commands, apart from the DBP commands, it is proposed to avoid the request to IANA of an specific Application-Id to each reference point. Instead, this paper proposes to reuse NASREQ, DBP and EAP Application-Ids so:

· commands shall advertise the Application-Id of the application they belong to (NASREQ, EAP or DBP),

· AVPs defined as mandatory in the reference point are kept optional in the ABNF, and

· a note is added in the reference points section to indicate the above two bullets.

CRs N4-041372 and N4-041376 implement this.

