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Introduction
At CN4 #22bis, extensive discussion took place about the structure and the justification for the feature allowing for the download of parts of the User Profile over the Cx interface to the S-CSCF.  In that discussion, it was put forward as a proposal that the User Profile should only be allowed to be downloaded in it’s entirety.  This was suggested with the justification that;-

· The storage (and potentially, the comprehension) of data at the HSS would be simplified.

· The algorithmic process at the S-CSCF would not be affected.
· Misalignment between the part of the user profile stored at the S-CSCF and the registration state of the user would be avoided.

The counter arguments to this proposal put forward at this time were that

· The bandwidth requirement on the Cx interface would be increased.

· The algorithmic processing time would be increased at the S-CSCF.

· There would need to be a fundamental change in the functionality as currently described in R5 to implement the changes.

This discussion document is intended to clearly describe the pro’s and con’s of the proposal to only allow download of the complete User Profile, to consider alternatives to the proposal, and to assess the scale of the functional impact that the proposal would cause.

Background

Before addressing the different approaches for User profile download, it is important to gain an understanding of the functions that provoke the download of a User Profile part, and what that User Profile is the used for.  
Within 29.228, a UML diagram is shown describing the User Profile.  This pictorial representation shows the User Profile as being very high in the data hierarchy stored in the HSS.  However, when investigating the difference between what is understood to be the Registered and Unregistered parts of the User Profile, it becomes clear that, in fact, the division between the two parts of the User Profile is determined at a much lower level in the data structure, beneath the Service Profile.  

Within each Service Profile, there can be a number of Initial Filter Criteria (IFC), and within each IFC there is at least one, and possible more Service Point Triggers (SPTs).  Each SPT contains a condition applied to one or more of five possible individual triggers, as described in Annex B.2.3 of 29.228.  Of these, the Session Case trigger is intended to be where it is determined if the SPT is applied for the subscriber in Registered or Unregistered state.  It is also necessary to take into account whether the Condition Negated attribute is set or not.  Hence, dependent on the combination of Condition Negated attribute and Session Case attribute values within the SPT’s included in the IFC, and the IFC’s in the Service Profile, the Service Profile is divided into a Registered and Unregistered part and the Registered and Unregistered parts of the User Profile are derived by consolidating the registered and unregistered parts of each of the Service Profiles within the User Profile.
The S-CSCF receives the User Profile in one of two ways.  Either, it requests the User Profile in an SAR message by including SAT AVP with a value that does not indicate a deregistration is taking place, and requests a specific part of the User Profile by setting the value of the User-Data-Request-Type AVP to indicate whether complete, registered or unregistered user profile is to be downloaded.  Or, the HSS initiates a PPR in situations where the part of the User Profile that the S-CSCF has stored has been updated.  This provides the S-CSCF with an up-to-date set of the SPT’s within either a complete User Profile, or a registered or unregistered User Profile (as appropriate for the registration state of the user) against which SIP messages can be compared to determine which IFC’s should be applied.  

Each IFC has associated with it a priority.  When a SIP message is received at the S-CSCF, for a particular Public User Identity, the S-CSCF compares the SIP parameters in the message and the registration status of the User to the SPT in each IFC in order according to the IFC’s priority, and when it finds a match, it applies the associated IFC.  The S-CSCF continues to do this until it reaches the lowest priority IFC.  This is of course dependent on the S-CSCF having the right User Profile part to correspond to the current User Registration State.
Within these mechanisms, two distinct problems exist.

Problem 1 – SessionCase value ‘Terminating’ is not clearly defined

The Session Case attribute can take one of three values.  These are described in 29.228 as;-

‘…“Originating”, “Terminating”, “Terminating_Unregistered” indicating if the filter should be used by the S-CSCF handling the Originating, Terminating or Terminating for an unregistered end user services.’

Unfortunately, this description is not very enlightening.  It is clear what Originating implies, and also clear that a subscriber that is originating a SIP message is in a Registered state.  However, there is the potential for misinterpretation of the ‘Terminating’ and the ‘Terminating_Unregistered’ values.  Because there is a distinct value for terminating for a user that is the Unregistered state, it is probable that the intention of the ‘Terminating’ value is that it implies terminating for a user in a Registered state.  However, this is not stated explicitly anywhere and so ‘Terminating’ could be interpreted as being for terminating SIP sessions in any registration state.  It needs to be stated somewhere what the correct definition of ‘Terminating’ is, or better, to change the name given from Terminating to ‘Terminating_Registered’.
The need is further illustrated when considering the combination of Condition Negated being ‘Yes’ and Session Case being ‘Terminating’.  Since the Condition Negated attribute actually works as a ‘NOT’ logic function, then the description of the ‘Terminating’ value of Session Case becomes critical.  For example, a combination of Condition Negated = Yes and Session Case = Terminating Unregistered results in the IFC associated to this SPT being applied for Session Case of either Originating or Terminating.  If ‘Terminating’ implies that the IFC is used in both Registered and Unregistered states, then the rather confusing result is that ‘NOT Terminating Unregistered’ would result in Terminating Unregistered messages still having the IFC applied to them.  
Further, if ‘Terminating’ applies to both Registered and Unregistered user state, it is impossible to create a SPT for an IFC that is to be applied for a terminating message for a subscriber in registered state.  
This issue alone is addressed in the CR’s in documents N4-040528 and N4-040529.

Problem 2 – Deregister Store Server Name results in misalignment of User profile and User state
As identified in document N4-040434, currently a SAR message sent with SAT AVP set to TIMEOUT_DEREGISTRATION_SERVER_NAME_STORED or USER_DEREGISTRATION_SERVER_NAME_STORED can result in the part of the User Profile held by the S-CSCF not being aligned with the registration state of the user.  
To get around this problem, text is proposed to be introduced into 29.228 in N4-040455 as shown below;-

‘If it indicates TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or USER_DEREGISTRATION_STORE_SERVER_NAME the HSS decides whether to keep the S-CSCF name stored or not for all the Public User Identities that the S-CSCF indicated in the request and sets the registration state of the identities as unregistered. If no Public User Identity is present in the request, the Private User Identity shall be present. If the HSS decided to keep the S-CSCF name stored, the HSS shall keep the S-CSCF name stored for all the identities of the user and set their registration state to unregistered. If the S-CSCF has only the Registered part of the user profile stored it shall not indicate TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or USER_DEREGISTRATION_STORE_SERVER_NAME to the HSS.’

It would be an unfortunate situation if this restriction had to be maintained on the S-CSCF.  The restriction imposed can be addressed by considering the root cause of it, which is the ability to download parts of the User Profile, as opposed to downloading the entire User Profile in all situations.

The concept of allowing the download of subsets of the User Profile is not a stage 2 requirement, but was introduced to optimise the processing of the S-CSCF and to reduce the bandwidth requirements on the Cx interface between the HSS and S-CSCF.  However, the concept brings with it the restriction detailed above and also additional complexity at the HSS and the S-CSCF.  Consider the additional functions that are stated explicitly, or implied as a result of allowing the download of parts of the User Profile;-

· The HSS has to be aware of which part of the User Profile is being used by the S-CSCF so that if the part of the User Profile that is being used by the S-CSCF is updated, it knows whether to send the update directly to the S-CSCF or set a flag to indicate the update has taken place and download the update at the next available opportunity.  

If only complete User Profile were allowed, the HSS just sends the update directly.
· The division between the registered and unregistered parts of the user profile is determined by the setting of the value at the Session Case SPT and the Condition Negated flag.  This is very low down in the data structure of the User Profile.  Also an IFC can be applicable to both the Registered and Unregistered parts of the User profile so setting a static (operator provisioned) division between the Registered and Unregistered part of the User Profile is not easy, as the complete profile would either end up with duplicate IFC’s or would require the HSS to complete processing of the complete profile before downloading to remove duplication between the registered and unregistered IFC’s.  Alternatively, when an S-CSCF requests either the registered or unregistered part of the User Profile, the HSS has to interpret each IFC within each Service Profile associated with a Public Identity impacted by the request to determine whether it is applicable to the requested part of the User profile for each request.  This would require the HSS to understand the XML content of the User profile in considerable detail and also imply a lot of processing cycles.

If only complete User Profile download were allowed, the HSS just sends the entire profile when requested with no processing of the profile at all.

· The S-CSCF has to be aware of the part of the User Profile that it holds for each subscriber.  If it receives a PPR message, there is no indication of the part of the User Profile that is being sent to it.  So, if the S-CSCF has the entire profile for a subscriber who is in a registered state, and the HSS receives an update to the Registered part of the User Profile, the HSS is only allowed (according to 6.6.1 of 29.228) to send the S-CSCF the registered part of the User Profile.  Therefore, the S-CSCF has to overwrite the entire of the User Profile that it holds with just the registered part it has just received.  The S-CSCF is then unable to exercise a TIMEOUT_DEREGISTRATION_SERVER_NAME_STORED or a USER_DEREGISTRATION_SERVER_NAME_STORED because it no longer has the unregistered part of the user profile.  
A similar situation occurs with a subscriber for which the S-CSCF has the entire profile and the subscriber is unregistered.  If the unregistered part of the User Profile is updated, the complete profile is overwritten with jkust the unregistered part by a PPR, and the potential to use User-Data-Already-Available AVP is lost when the subscriber registers, despite the update of the profile.
Finally, if an update of the User Profile takes place that affects both the Registered and Unregistered parts, the PPR message can only contain either the Registered or Unregistered part of the Profile, even if the S-CSCF already has the entire user profile stored.

If only complete User Profile download were allowed, the HSS would send the entire profile in the PPR and the S-CSCF would function as required.

Considering the negative affects that only allowing complete profile download would have, the S-CSCF would have to complete more cycles through the IFC processing algorithm when it receives a SIP message, but this would only be for any subscriber for whom the complete profile had not been downloaded anyway, and would have to be offset for the incorrect processing of messages for any subscriber who was in an unregistered state but for whom the S-CSCF only held the registered part of the profile, for example.  
Similarly the requirement for bandwidth on the Cx interface would have to take into account that the complete profile can still be request, so all that is actually affected is the bandwidth usage as opposed to the bandwidth requirement (and hence any bandwidth cost to the operator).  

Therefore, it seems apparent that the removal of the option to download parts of a user profile removes with it a considerable amount of complexity at both the HSS and the S-CSCF, allows for the SAT AVP values TIMEOUT_DEREGISTRATION_SERVER_NAME_STORED and USER_DEREGISTRATION_SERVER_NAME_STORED to be used whenever required, and removes the potential for incorrect processing of SIP messages

The CR’s to remove the option to download parts of the User Profile are found in N4-040530-3.
