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1. Introduction

During the CN4#22 in Atlanta (and after that in the CN4 mailing list) it was discussed about the content of the User Profile information element, that is, User-Data AVP, in the Cx interface. It seemed there may exist different interpretations on what should be carried in the User-Data AVP in Server-Assignment-Answer (SAA) and Push-Profile-Request (PPR) messages. To avoid possible interoperability problems in rel-5 implementations Nokia would like to discuss and solve the issue in the CN4. 

2. User-Data AVP and user profile XML schema

The User-Data AVP is included in the SAA message during the registration and when the S-CSCF serves an unregistered user. The User-Data AVP is included in the SAA also in the unsolicited user profile downloading and in the PPR message during the HSS initiated user profile updating. The User-Data AVP contains the XML encoded user profile. The high level structure of user profile is presented in the TS 29.228 annex D. 

The XML encoding of the user profile conforms to the XML schema specified in the attachment of TS 29.228. The UML-model of the schema is given in the annex B of 29.228.  The XML schema allows the user profile to contain one private user identity and from 1 to n service profiles, which each include from 1 to n public identities, from 0 to n iFC and from 0 to 1 core network authorisation data.

3. Dimensions of the IMS subscription

According to the TS 23.228 the public user identities can be grouped together in two different dimensions: service profiles and implicitly registered public identity sets. The following figure gives an example.
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Figure 1. An example of the IMS subscription

3.1
Service profiles

A service profile contains three elements according to the TS 29.228: Public Identities, Initial Filter Criteria and Core Network Services Authorization. This information is stored in HSS and transferred to S-CSCF during the SAR/SAA and PPR/PPA.

The IMS subscription may contain multiple service profiles and multiple public user identities, but each public user identity is associated with one and only one service profile. Each service profile is associated with one or more public user identities.  

The service profile is independent from the implicitly registered public identity set, e.g. public user identities with different service profiles may belong to the same implicitly registered public identity set.

The current XML schema allows the user profile to contain multiple service profiles, which can be identified with public user identities within the service profile. No other explicit identification for service profiles has been specified.

3.2 Implicitly registered public identity sets

The IMS supports implicit registration concept, which enables user to register (or deregister) a set of public user identities with single registration procedure and with single public user identity. 

To support the implicit registration the HSS shall know how the public user identities of an IMS subscription are grouped into different implicitly registered public identity sets. Also the S-CSCF has to know the public identities belonging to the particular implicitly registered public identity set in order to detect when and which public identities to register or deregister. The S-CSCF also notifies the implicitly registered public identities to P-CSCF and UE with SUBSCRIBE/NOTIFY mechanism. The P-CSCF and UE handle the implicitly registered public identities relying on the information received in the NOTIFY message.

The user profile XML schema doesn’t specify any explicit identification for the implicitly registered public identity sets. Therefore the HSS currently indicates the implicitly registered public identity set to S-CSCF by sending the user profile with service profiles containing only the public user identities, which belongs to the implicitly registered public identity set in question. This is a clear requirement for the SAA message.

4. Different interpretations for PPR

Because the XML schema has no explicit identification for service profiles or implicitly registered public identity sets, it allows to co-exist different interpretations on the content of the User-Data AVP in PPR. 

4.1
PPR contains only the public identities of a single implicitly registered public identity set

Because the HSS indicates the implicitly registered public identity set to the S-CSCF in SAA message as described in chapter 3.2, the same approach can be used in the PPR too, that is, the PPR contains only the public identities (with the associated service profiles) of a single implicitly registered public identity set. For example, if the SP3 in Figure 1 is updated in the HSS, the HSS shall send a PPR with the User-Data AVP, which contains the IMPI1 + [SP3(IMPU4+ relevant iFC and Core Network Services Authorization information) + SP2(IMPU3+relevant iFC and Core Network Services Authorization information)].

The advantages of the solution are:

· the coherence between SAA and PPR. 

· it allows adding the public identities into the existing implicitly registered public identity sets without interrupting the end user service, because the S-CSCF is now able to detect the updated list of public identities belonging to that particular implicitly registered public identity set. It can also notify the P-CSCF & UE immediately about the new public identity.

The drawbacks of the solution are:

· it requires multiple PPRs to be sent to the S-CSCF if a service profile associated to different implicitly registered public identity sets is updated in the HSS. 

4.2
PPR contains all public identities associated to the updated service profile

Because the service profile can be associated to multiple public identities, which may belong even to different implicitly registered public identity sets, the HSS can send a PPR containing all public identities (independently from their sets) associated to the updated service profile. For example, if the SP2 (in figure 1) is updated in HSS, the HSS should send a PPR with the User-Data AVP, which contains the IMPI1 + [SP2(IMPU2, IMPU3+relevant iFC and Core Network Services Authorization information)].

The advantages of the solution are:

· only single PPR is sent. 

The drawbacks of the solution are:

· the coherence between SAA and PPR is lost

· adding of new public identity into a implicitly registered public identity set (or grouping it with an explicitly registered public identity) is not possible without first deregistering the end user, because the S-CSCF cannot detect to which set the newly added public identity is added. This may be rather inconvenient solution for the end user.

5. Proposed actions

Nokia prefers the solution described in the chapter 4.1 and has prepared corresponding CRs (N4-040382 & N4-040383) to clarify the issue in the TS 29.228. Nokia proposes these CRs to be approved.
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