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1. Introduction
Currently in TS29.234, only DIAMETER based Ws reference point is supported between AAA proxy and AAA server, which enforces that AAA proxy must support Diameter at least and AAA server must support Diameter. But it is not reasonable to exclude RADIUS based Ws reference point when taking the following points into consideration.

· Nowadays, RADIUS is widely used by the public WLAN service deployments on global and becomes the de facto standard for authentication, authorization and accounting in roaming or non-roaming case. 
· From the network evolution and deployment point of view, RADIUS based WLAN ANs and AAA proxies & severs will exist in long run. Some operators would continually keep RADIUS based AAA proxies & severs rather than deploy these DIAMETER based network elements immediately taking into the consideration the investments protection, service stability, and technology maturity.
· IETF manages to enhance RADIUS to overcome some of its deficiencies. This means that it is possible to improve the capabilities of RADIUS. The functionality especially the network initiated procedures can also be done now by RADIUS extension. Operators may choose to upgrade RADIUS to support some functionality instead of installing new DIAMETER immediately which they have not had much experience on and is unproven in the current practice. 
· According to the definition of Wr in TS23.234 by stage 2 work, AAA server wills potentially necessary support RADIUS protocol to accommodate the legacy WLAN ANs based on RADIUS in non-roaming case. It indicates that RADIUS based Ws reference point should be also naturally supported.
_________________________________________________________________________________________________
2. Proposal
The text modifications of the corresponding sections of TS 29.234 are proposed as follows.

/*************************************Part1: Beginning************************************************/
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/*************************************Part2 Beginning************************************************/
7.2 Protocols

Ws reference point shall be based on RADIUS or DIAMETER.
Ws protocol is:

· Diameter based. Diameter EAP Application [8] shall be used. It provides a Diameter application to support EAP [9] frames transport, as well as the basic operation of Diameter Base [7]
· RADIUS based. RFC 2866 [6] shall be used. It defines RADIUS protocol. RFC 2869 [9] shall be used. It provides RADIUS extensions to support EAP frames transport. RFC 2882 shall be used. It provides Radius extensions to support Immediate Purging of a User from WLAN Access.
/*************************************Part2 End****************************************************/



























